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*** 1st change ***

4.5.5
Provisioning and Policy Enforcement of Authorized QoS

4.5.5.0
Overview
The PCRF may provide authorized QoS to the PCEF.

The authorized QoS shall be provisioned within a CCA or RAR Diameter message as QoS-Information AVP. The provisioning of the authorized QoS (which is composed of QCI and bitrates) is performed from the PCRF to the PCEF. The authorized QoS can refer to a PCC rule, to an IP CAN bearer or to a QCI.

-
When the authorized QoS applies to an IP CAN bearer, it shall be provisioned outside a Charging-Rule-Definition AVP and it shall also include the Bearer-Identifier AVP to indicate what bearer it applies to. 
-
When the authorized QoS applies to a PCC rule, it shall be provisioned within the corresponding PCC rule by including the QoS-Information AVP within the Charging-Rule-Definition AVP. The QoS-Information AVP shall not contain a Bearer-Identifier AVP.
-    When the authorized QoS applies to a QCI, it shall be provisioned outside a Charging-Rule-Definition AVP.

The authorized QoS provides appropriate values for the resources to be enforced.

If the PCEF performs the bearer binding, the authorized QoS for a PCC rule is a request for allocating the corresponding resources. The authorized QoS per QCI is a request for setting an upper limit for the MBR that the PCEF assigns to a non-GBR bearer with that QCI. The authorized QoS per IP CAN bearer is not applicable.
If the PCRF performs the bearer binding, the authorized QoS per IP CAN bearer presents the QoS for this IP CAN bearer.

The Provisioning of authorized QoS per IP CAN bearer may be performed separate or in combination with the PCC rule provisioning procedure in Clause 4.5.2.  The Provisioning of authorized QoS per PCC rule is a part of PCC rule provisioning procedure.  
The Provisioning of authorized QoS per QCI may be performed before or in connection with the activation of the first PCC rule with that QCI and may be changed by PCRF at any time.The authorized QoS per QCI only includes the QCI and applicable MBR. 
If the PCEF cannot allocate any of the resources as authorized by the PCRF, the PCEF should inform the PCRF using the Event-Trigger AVP with the corresponding value.
The PCEF is responsible for enforcing the policy based authorization.

4.5.5.0a
Provisioning of "Authorized QoS" per IP CAN Bearer 

The authorized QoS per IP-CAN bearer is used if the bearer binding is performed by the PCRF (as defined in [8]).

The PCEF will request the authorization of an IP CAN bearer establishment or modification by the PCRF using the "Request for PCC rules" procedure if the related conditions outlined in Clause 4.5.1 apply. While executing this procedure, the PCEF shall apply the following QoS related procedures:

-
When the UE request the establishment of a new IP-CAN bearer, the PCEF shall derive the requested QoS information and shall request a new PCC decisions using a CCR command including the requested QoS information within the QoS-Information AVP, in the CCR command to be sent to the PCRF. For GPRS, the PCEF shall use Table 5.3.17 to map the requested QoS within the IP CAN bearer establishment request to the QoS-Information AVP. The PCEF shall then wait for the corresponding CCA before replying to the IP-CAN bearer establishment request. 
-
If at any point of time the PCEF receives a request for a modification of an already existing IP-CAN bearer that matches event triggers supplied by the PCRF for the IP CAN session, the PCEF shall also request a new PCC decisions using a CCR command including the corresponding event triggers in the Event-Trigger AVP.  If a QoS change for the existing IP-CAN bearer is requested the PCEF shall include the requested QoS information within the QoS-Information AVP in the CCR. For GPRS, the PCEF shall use Table 5.3.17 to map the requested QoS within the IP CAN bearer modification request to the QoS-Information AVP. The PCEF shall wait for the corresponding CCA before replying to the IP-CAN bearer modification request. 
When receiving a CCR with a QoS-Information AVP, the PCRF shall decide upon the requested QoS information within the CCR command. The PCRF may compare the authorized QoS derived according to Clause 6.3 of 3GPP TS 29.213 with the requested QoS. If the requested QoS is less than the authorised QoS, the PCRF may either request to upgrade the IP CAN QoS by supplying that authorised QoS in the QoS-Information AVP to the PCEF (e.g. if the PCRF has exact knowledge of the required QoS for the corresponding service), or the PCRF may only authorise the requested QoS by supplying the requested QoS in the QoS-Information AVP to the PCEF (e.g. if the PCRF only derives upper limits for the authorized QoS for the corresponding service). The PCRF shall provide a response for the CCR to the PCEF by issueing a CCA command. The PCRF may use this CCA at the same time for the solicited PCC rule provisioning procedure in Clause 4.5.2. The CCA command shall include a QoS-Information AVP at command level including the Bearer-Identifier AVP used in the corresponding CCR and the authorized QCI and bitrates. 

The PCRF may also decide to modify the authorized QoS per IP CAN bearer if it reveives a CCR with other event triggers, for instance if the PCRF moves PCC rules from one IP-CAN bearer to another (e.g. in GPRS due to a TFT change). The PCRF shall then provision the updated authorized QoS per IP CAN bearer in the CCA within a QoS-Information AVP at command level including the corresponding Bearer-Identifier AVP.

The PCRF may decide to modify the authorized QoS per IP CAN bearer at any time. The PCRF shall then send an unsolicited authorization to the PCEF. The unsolicited authorization is performed by sending a RAR command to the PCEF and including the QoS-Information AVP with the new authorized values per IP CAN bearer. The PCRF may use this RAR at the same time for the unsolicited PCC rule provisioning procedure in Clause 4.5.2. If the trigger to modify the authorized QoS comes from the AF, before starting an unsolicited provisioning, the PCRF may start a timer to wait for a UE requested corresponding PDP context modification. At the expiry of the timer, if no PCC rule request has previously been received by the PCRF, the PCRF should go on with the unsolicited authorization as explained above.

In addition to a provisioning of the "Authorized QoS" per IP CAN Bearer, the PCRF may also provide an authorized QoS per PCC rule.
4.5.5.1
Policy enforcement for "Authorized QoS" per IP CAN Bearer 

The PCEF is responsible for enforcing the policy based authorization, i.e. to ensure that the requested QoS is in-line with the "Authorized QoS" per IP CAN Bearer.

For GPRS, upon reception of an authorized QoS per IP-CAN bearer within a CCA or RAR command,the PCEF shall perform the mapping from that "Authorised QoS" information for the IP-CAN bearer into authorised UMTS QoS information according to Table 5.3.17.1. The authorised UMTS QoS information is futher processed by the UMTS BS Manager within the GGSN.
If the PCEF receives a solicited authorization decision from the PCRF (i.e. a decision within a CCA) and the requested QoS received within the IP-CAN bearer establishment or modification request that triggered the corresponding request for the authorization decision does not match the authorised QoS, the PCEF shall adjust the requested QoS information to the authorised QoS information within the IP-CAN bearer establishment or modification response.

The PCEF may store the authorized QoS of an active IP-CAN bearer in order to be able to make local decisions, when the UE requests for an IP-CAN bearer modification.

When the PCEF receives an unsolicited authorisation decision from the PCRF (i.e. a decision within a RAR) with updated QoS information for an IP-CAN bearer, the PCEF shall update the stored authorised QoS.If the existing QoS of the IP-CAN bearer does not match the updated authorised QoS the PCEF shall perform a network initiated IP-CAN bearer modification to adjust the QoS to the authorised level.
If the PCEF provide authorized QoS for both, the IP-CAN bearer and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take place first.
4.5.5.2
Policy provisioning for authorized QoS per service data flow

The Provisioning of authorized QoS per service data flow is a part of PCC rule provisioning procedure, as described in Clause 4.5.2.

If the PCRF performs the bearer binding for a service data flow, the PCRF may optionally provision an authorized QoS for that service data flow. If the PCEF performs the bearer binding for a service data flow, the PCRF shall provision an authorized QoS for that service data flow.
The authorized QoS per service data flow shall be provisioned within the corresponding PCC rule by including the QoS-Information AVP within the Charging-Rule-Definition AVP in the CCA or RAR commands. This QoS-Information AVP shall not contain a Bearer-Identifier AVP.

4.5.5.3
Policy enforcement for authorized QoS per service data flow

If an authorized QoS is defined for a PCC rule, the PCEF shall limit the data rate of the service data flow corresponding to that PCC rule not to exceed the maximum requested bandwidth for the PCC rule by discarding packets exceeding the limit.

If the PCEF performs the bearer binding, the PCEF shall reserve the resources necessary for the guaranteed bitrate for the PCC rule upon receipt of a PCC rule provisioning including QoS information. For GBR bearers the PCEF should set the bearer’s GBR to the sum of the GBRs of all PCC rules that are active and bound to that GBR bearer. For GBR bearers the PCEF should set the bearer’s MBR to the sum of the MBRs of all PCC rules that are active and bound to that GBR bearer.
The access-specific BS Manager (as included in [8]) within the PCEF receives the authorised access-specific QoS information from the Translation/mapping function. For GPRS, the mapping from the authorized QoS parameters to the UMTS QoS parameters shall be performed according to Table 5.3.17. Then the PCEF should start the needed procedures to ensure that the enforcement is according to the authorized values. This may imply e.g. for GPRS that the PCEF needs to request the establishment of  new IP CAN bearer(s) or the modification of existing IP CAN bearer(s).

Upon deactivation or removal of a PCC rule, the PCEF shall free the resources reserved for that PCC rule.

If the PCRF provides authorized QoS for both, the IP-CAN bearer and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take place first.
4.5.5.4
Policy provisioning for authorized QoS per QCI

The authorized QoS per QCI is used if the bearer binding is performed by the PCEF (as defined in [8]).

The PCRF shall obtain the authorized QoS (MBR limit) per QCI based on subscription information and/or specific operator policies.
The PCRF, based on operator policies, may provide the authorized QoS per QCI before or in connection with the activation of the first PCC rule with that QCI. That is, the authorized QoS per QCI can be provided in response of a “Request of PCC Rules” procedure from PCEF (CCA command) or can be provided as part of an unsolicited authorization decision (i.e. within a RAR command). 
The PCRF shall only provide the authorized QoS per QCI when the PCC rules for that QCI have no associated GBR value. 
Only MBR will be provided together with the QCI. The MBR value of the PCC rules activated for that QCI shall not exceed the provisioned MBR value per QCI.

.
4.5.5.5
Policy enforcement for authorized QoS per QCI

When the PCEF receives a solicited authorization decision from the PCRF (i.e. decision within a CCA) or an unsolicited authorization decision from the PCRF (i.e. decision within a RAR) that includes the authorized QoS per QCI, the PCEF shall set the upper limit for the MBR that PCEF assigns to the non-GBR bearer for that QCI. The PCEF shall enforce that this upper limit is never exceeded.

4.5.5.6
Coordination of authorized QoS scopes in mixed mode

For mixed mode the PCEF will request the authorization of an IP CAN bearer establishment or modification by the PCRF using the "Request for PCC rules" procedure if the related conditions outlined in Clause 4.5.1 apply. The PCEF shall then substract the guaranteed bitrate for the PCC rule it has bound to that IP CAN bearer from the requested QoS of that IP CAN bearer and request the authorization of the remaining QoS from the PCRF within the within the QoS-Information AVP.
The PCRF shall authorize the bandwidth for an IP CAN bearer which is required for the PCC rules it has bound to this IP CAN bearer. The PCEF shall add to the PCRF-provisioned authorized bandwidth of an IP CAN bearer the required bandwidth of all PCC rules it has bound to that IP CAN bearer.
*** 2nd change ***

5.3.16
QoS-Information AVP (All access types)

The QoS-Information AVP (AVP code 1016) is of type Grouped, and it defines the QoS information for an IP-CAN bearer, PCC rule or QCI. When this AVP is sent from the PCEF to the PCRF, it indicates the requested QoS information for an IP CAN bearer. When this AVP is sent from the PCRF to the PCEF, it indicates the authorized QoS for an IP CAN bearer or QCI (when appearing at CCA or RAR command level or a service flow (when included within the PCC rule).
The QoS class identifier identifies a set of IP-CAN specific QoS parameters that define QoS, excluding the applicable bitrates. It is applicable both for uplink and downlink direction.

The Maximum-Requested-Bandwidth-UL defines the maximum bit rate allowed for the uplink direction.
The Maximum-Requested-Bandwidth-DL defines the maximum bit rate allowed for the downlink direction.

The Guaranteed-Bitrate-UL defines the guaranteed bit rate allowed for the uplink direction.
The Guaranteed-Bitrate-DL defines the guaranteed bit rate allowed for the downlink direction.

The Bearer Identifier AVP shall be included as part of the QoS-Information AVP if the QoS information refers to an IP CAN bearer initiated by the UE and the PCRF performs the bearer binding. The Bearer Identifier AVP identifies this bearer.
The Guaranteed-Bitrate-UL AVP and Guaranteed-Bitrate-DL AVP shall be omitted if the QoS information refers to a QCI, and the PCEF performs the bearer binding. More than one QoS-Information AVP(s) can be provided for several QCI(s).
If the QoS-Information AVP has been supplied previously but is omitted in a Diameter message or AVP, the previous information remains valid. If the QoS-Information AVP has not been supplied from the PCRF to the PCEF previously and is omitted in a Diameter message or AVP, no enforcement of the authorized QoS shall be performed.

AVP Format:

QoS-Information ::= 
< AVP Header: 1016 >






[ QoS-Class-Identifier ]






[ Maximum-Requested-Bandwidth-UL ]






[ Maximum-Requested-Bandwidth-DL ]






[ Guaranteed-Bitrate-UL ]






[ Guaranteed-Bitrate-DL ]






[ Bearer-Identifier ]

*** 3rd change ***

5.6.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the bearer/session and to provide the selected bearer control mode for the IP-CAN session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level. The primary and secondary CCF and/or primary and secondary OCS addresses may be included in the initial provisioning.

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Origin-State-Id ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]




 [ Online ]





 [ Offline ]





*[ QoS-Information ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

5.6.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the PCEF in order to provision PCC rules using the PUSH procedure initiate the provision of unsolicited PCC rules. It is used to provision PCC rules and event triggers for the session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level.
NOTE:
If the RAR command is received by the PCEF without providing any operation on PCC rules or any QoS information, the PCEF will respond with a CCR command requesting PCC rules.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





 [ Origin-State-Id ]





*[ Event-Trigger ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





*[ QoS-Information ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

*** End of changes ***
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