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1st Modified Section

4.4.1
Initial Provisioning of Session Information

When a new AF session is being established and media information for this AF session is available at the AF, the AF shall open an Rx Diameter session with the PCRF using a AA-Request command. The AF shall provide the UE's IP address using either Framed-IP-Address AVP or Framed-IPv6-Prefix AVP, and the corresponding Service Information within Media-Component-Description AVP(s). The AF shall indicate to the PCRF as part of the Media-Component-Description whether the media IP flow(s) should be enabled or disabled with the Flow-Status AVP.
The AF may include the AF-Charging-Identifier AVP into the AA-Request for charging correlation purposes. The AF may also include the Specific-Action AVP to request notification for certain user plane events, e.g. bearer termination.
The AF may include the Service-URN AVP in order to indicate that the new AF session relates to emergency traffic. If the PCRF receives the Service-URN AVP indicating an emergency session, the PCRF may apply special policies, for instance prioritising service flows relating to the new AF session or allowing these service flows free of charge.
The AF may also include the Authorization-Check-Request AVP to indicate to the PCRF that only an authorization check of the requested Service Information within Media-Component-Description AVP(s) is requested.
When the PCRF receives an initial AA-Request from the AF, the PCRF may check if the service information provided in the AA-Request command is acceptable according to local policy (e.g. if the subscribed guaranteed bandwidth is exceeded and if the user subscribed to the requested service). If the PCRF decides not to authorize the requested service information, the PCRF shall indicate in the AA-Answer the cause for the rejection with the Experimental-Result-Code AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED. The PCRF may additionally provide acceptable service information within an Acceptable-SDP AVP.
The procedures in the reminder of this Clause only apply if the PCRF does not reject the the AA-Request and if the AF did not request within the Authorization-Check-Request AVP that only an that only an authorization check of the requested Service Information is performed.
When the PCRF receives an initial AA-Request from the AF, the PCRF shall perform session binding as described in 3GPP TS 29.213 [9]. To allow the PCRF to identify the IP-CAN session for which this request applies, the AF shall provide either the Framed-IP-Address or the Framed-IPv6-Prefix containing the routable IP address applicable for the IP Flows towards the UE. Further details on how the PCRF identifies suitable IP-CAN sessions can be found in the binding mechanism described in 3GPP TS 29.213 [9].

If the request contains Media-Component-Description Attribute-Value Pair(s) (AVP(s)) the PCRF shall store the received Service Information. The PCRF shall process the received Service Information according to the operator policy and may decide whether the request is accepted or not. The PCRF may take the priority information within the Reservation-Priority AVP into account when making this decision.

To allow the PCRF and PCEF to perform PCC rule authorization and bearer binding for the described service IP flows, the AF shall supply both source and destination IP addresses and port numbers within the Flow-Description AVP, if such information is available.
NOTE:
In SDP source port information is usually not available.

The AF may specify the Reservation-Priority AVP at request level in the AA-Request in order to assign a priority to the AF Session as well as specify the Reservation-Priority AVP at the media-component-description AVP level to assign a priority to the IP flow. The presence of the Reservation-Priority in both levels does not constitute a conflict as they each represent different types of priority. Specifically the Reservation-Priority at the AA-Request level provides the relative priority for a session while the Reservation-Priority at the media-component-description level provides the relative priority for an IP flow within a session. If the Reservation-Priority AVP is not specified the requested priority is DEFAULT (0).

The AF may request notifications of specific IP-CAN session events through the usage of the Specific Action AVP in the AA-Request command. The PCRF shall make sure to inform the AF of  the requested notification s in the event that they take place.
The PCRF shall check whether the received Service Information requires PCC Rules to be provisioned. Provisioning of PCC Rules to the PCEF shall be carried out as specified at 3GPP TS 29.212 [8]. 

If the PCRF needs to terminate the Rx session before it has sent the AA Answer, the PCRF shall send the AA Answer immediately and before the AS Request.

The behaviour when the AF does not receive the AAA, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than DIAMETER_SUCCESS, are outside the scope of this specification and based on operator policy.

2nd Modified Section

4.4.2
Modification of Session Information
The AF may modify the session information at any time (e.g. due to an AF session modification or internal AF trigger) sending an AA-Request command to the PCRF containing the Media-Component-Description AVP(s) with the updated Service Information. 
The AF may include the Authorization-Check-Request AVP to indicate to the PCRF that only an authorization check of the requested Service Information within Media-Component-Description AVP(s) is requested.

The PCRF may check if the service information provided in the AA-Request command is acceptable according to local policy (e.g. if the subscribed guaranteed bandwidth is exceeded and if the user subscribed to the requested service). 
When the PCRF receives an AA-Request containing updated service information from the AF, the PCRF shall check the received Service Information according the operator policy (e.g. if the subscribed guaranteed bandwidth is exceeded and if the user subscribed to the requested service) and may decide whether the request is accepted or not. 
If the PCRF decides not to authorize the requested service information, the PCRF shall indicate in the AA-Answer the cause for the rejection with the Experimental-Result-Code AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED. The PCRF may additionally provide acceptable service information within an Acceptable-SDP AVP.

The procedures in the reminder of this Clause only apply if the PCRF does not reject the the AA-Request and if the AF did not request within the Authorization-Check-Request AVP that only an that only an authorization check of the requested Service Information is performed.

The PCRF shall update the Service Information with the new information received. Due to the updated Service Information, the PCRF may need to create, modify or delete the related PCC rules and provide the updated information towards the PCEF following the corresponding procedures specified at 3GPP TS 29.212 [8]. The procedures to update the Authorized QoS for the affected IP-CAN bearer are also specified at 3GPP TS 29.212 [8].

The PCRF shall reply with an AA-Answer and shall include the Access‑Network-Charging-Identifier(s) and may include the Access-Network-Charging-Address AVP, if they are available at this moment and have not been yet supplied earlier to the AF. If the PCRF needs to terminate the Rx session before it has sent the AA Answer, the PCRF shall send the AA Answer immediately and before the AS Request.

3rd Modified Section

5.3
Rx specific AVPs

Table 5.3.1 describes the Diameter AVPs defined for the Rx interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

NOTE:
Most of these AVPs have already been defined in 3GPP TS 29.209 [5] for Rel-6. Their definition is based on the one used for Rel-6 with some possible modifications to be applied to the Rel-7 protocols.

Table 5.3.1: Rx specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.

	Abort-Cause
	500
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y

	Acceptable-SDP
	524
	5.3.24
	OctetString
	M,V
	P
	
	
	Y

	Access-Network-Charging-Address
	501
	5.3.2
	Address
	M,V
	P
	
	
	Y

	Access-Network-Charging-Identifier
	502
	5.3.3
	Grouped
	M,V
	P
	
	
	Y

	Access-Network-Charging-Identifier-Value
	503
	5.3.4
	OctetString
	M,V
	P
	
	
	Y

	AF-Application-Identifier
	504
	5.3.5
	OctetString
	M,V
	P
	
	
	Y

	AF-Charging-Identifier
	505
	5.3.6
	OctetString
	M,V
	P
	
	
	Y

	Authorization-Check-Request
	525
	5.3.25
	Enumerated
	M,V
	P
	
	
	Y

	Codec-Data 
	5xx
	5.3.7
	OctetString
	M,V
	P
	
	
	Y

	Flow-Description
	507
	5.3.8
	IPFilterRule
	M,V
	P
	
	
	Y

	Flow-Number
	509
	5.3.9
	Unsigned32
	M,V
	P
	
	
	Y

	Flows
	510
	5.3.10
	Grouped
	M,V
	P
	
	
	Y

	Flow-Status
	511
	5.3.11
	Enumerated
	M,V
	P
	
	
	Y

	Flow-Usage
	512
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y

	Service-URN
	5yy
	5.3.x
	OctetString
	M,V
	P
	
	
	Y

	Specific-Action
	513
	5.3.13
	Enumerated
	M,V
	P
	
	
	Y

	Max-Requested-Bandwidth-DL
	515
	5.3.14
	Unsigned32
	M,V
	P
	
	
	Y

	Max-Requested-Bandwidth-UL
	516
	5.3.15
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Component-Description
	517
	5.3.16
	Grouped
	M,V
	P
	
	
	Y

	Media-Component-Number
	518
	5.3.17
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Sub-Component AVP
	519
	5.3.18
	Grouped
	M,V
	P
	
	
	Y

	Media-Type
	520
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y

	RR-Bandwidth
	521
	5.3.20
	Unsigned32
	M,V
	P
	
	
	Y

	RS-Bandwidth
	522
	5.3.21
	Unsigned32
	M,V
	P
	
	
	Y

	SIP-Forking-Indication
	523
	5.3.22
	Enumerated
	M,V
	P
	
	
	Y

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [10].

NOTE 2:
The value types are defined in RFC 3588 [10].


4th Modified Section

5.3.24
Acceptable-SDP AVP

The Acceptable-SDP AVP (AVP code 524) is of type OctetString.
The Acceptable-SDP AVP shall contain SDP (IETF RFC 4566 [13]) that is acceptable according to policies in the PCRF. The SDP shall comply with Clause 9 of IETF RFC 3264[18].
The OctetString value of the Acceptable-SDP AVP shall contain SDP line(s) in ASCII encoding separated by new-line characters.
5th Modified Section

5.3.25
Authorization-Check-Request AVP

The Authorization-Check-Request AVP (AVP code 525) is of type Enumerated, and indicates if only an authorization of requested service information is requested by the AF, or also a configuration of the PCEF (by the provisioning of PCC rules and/or of Authorized QoS):
PCEF_CONFIGURATION (0)

This value is used to indicate that the AF requests that the PCRF configures the PCEF to support the requested service information (by the provisioning of PCC rules and/or of Authorized QoS).
This is the default value applicable if the AVP is omitted.

ONLY_AUTHORIZATION_CHECK (1)


This value is used to indicate that the Diameter the AF requests that the PCRF performs only an authorization check of the requested service information at this stage, but does not configure the PCEF to support the requested service information (by the provisioning of PCC rules and/or of Authorized QoS).

6th Modified Section

5.6.1
AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the 'R' bit set in the Command Flags field, is sent by an AF to the PCRF in order to provide it with the Session Information.

Message Format:

<AA-Request> ::= < Diameter Header: 265, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





*[ Media-Component-Description ]





 [ AF-Charging-Identifier ]





 [ SIP-Forking-Indication ]





*[ Specific-Action ]





*[ Subscription-ID ]





 [ Reservation-Priority ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]

                 [ Service-URN ]
                 [Authorization-Check-Request]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

7th Modified Section

5.6.2
AA-Answer (AAA) command

The AAA command, indicated by the Command-Code field set to 265 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the AF in response to the AAR command.

Message Format:

<AA-Answer> ::=  < Diameter Header: 265, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





*[ Access-Network-Charging-Identifier ]





 [ Access-Network-Charging-Address ]




 [ Acceptable-SDP ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]




*[ Proxy-Info ]





*[ AVP ]

8th Modified Section
Annex A (normative):
IMS Related P-CSCF Procedures over Rx

A.1
Provision of Service Information at P-CSCF

The P-CSCF shall send service information to the PCRF upon every SIP message that includes an SDP payload. The initial service information shall be derived from the SDP offer. The P-CSCF shall provision this service information derived from the SDP offer to the PCRF and indicate within the Authorization-Check-Request AVP that only an authorization check is requested. When an SDP answer is received, the service information shall be updated accordingly. The P-CSCF shall provision this service information derived from the SDP answer to the PCRF and indicate within the Authorization-Check-Request AVP that a PCEF configuration is requested. This ensures that the PCRF receives proper information to perform media authorization for all possible IMS session set-up scenarios, and that the PCRF is also capable of handling session modifications.

All media components in the SDP shall be authorized. Therefore, the P-CSCF shall derive a media component within the session information from every SDP media component, as detailed in 3GPP TS 29.213 [9] clause 6.2. The SDP contains sufficient information about the session, such as the end-points' IP address and port numbers and bandwidth requirements.

The P-CSCF shall derive Flow-Description AVP within the service information from the SDP as follows:
-
An uplink Flow-Description AVP shall be formed as follows: The destination address and port number shall be taken from the SDP information received by the P-CSCF in downlink direction, while the source IP address may be formed from the address present in the SDP received by the P-CSCF in uplink direction (taking into account only the 64 bit prefix of the IPv6 address), and the source port number shall be wildcarded.
EXAMPLE 1:
Assuming UE A sends an SDP to UE B, the PCRF of UE B uses the address present in this SDP for the destination address of UE B's uplink Flow-Description AVP, while the PCRF of the UE A uses the 64 bit prefix of the same address for the source address of UE A's uplink Flow‑Description AVP. If the source address is not formed from the 64 bit prefix, the source address shall be wildcarded.

-
A downlink Flow-Description AVP shall be formed as follows: The destination address and port number shall be taken from the SDP information received by the P-CSCF in uplink direction, while the source IP address may be formed (in order to reduce the possibilities of bearer misuse) from the destination address in the SDP received by the P-CSCF in downlink direction (taking into account only the 64 bit prefix of the IPv6 address) and the source port number shall be wildcarded.
EXAMPLE 2:
Assuming UE A sends an SDP to UE B, the PCRF of UE A uses the address present in this SDP for the destination address of UE A's downlink Flow-Description AVP, while the PCRF of UE B uses the 64 bit prefix of the same address for the source address of UE B's downlink Flow‑Description AVP. If the source address is not formed from the 64 bit prefix, the source address shall be wildcarded.

The P-CSCF shall derive the bandwidth information within the service information, from the "b=AS" SDP parameter, as detailed in 3GPP TS 29.213 [9] clause 6.2. For the possibly associated RTCP IP flows, the P-CSCF shall use the SDP "b=RR" and "b=RS" parameters, if present, as specified in 3GPP TS 29.213 [9] clause 6.2. The "b=AS", "b=RR" and "b=RS" parameters in the SDP contain all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTCP payload, or IP, UDP and RTCP.

When available, the P-CSCF shall also indicate to PCRF, as a complement to the Service Information, the IMS Communication Service Identifier within the AF-Application-Identifier AVP. The format of IMS communication service identifiers is defined in 3GPP TS 24.229 [17].

The PCRF may decide not to authorize requested service information and will indicate this to the P-CSCF by sending an AA-Answer with Experimental-Result-Code AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED. The PCRF may additionally provide acceptable service information within an Acceptable-SDP AVP. The P-CSCF will appy this information to reject the SDP, which has been mapped to the service information, as described in Clause 6.2 of 3GPP TS 24.229 [17].
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