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Introduction

At CT3#42 a proposed draft of new TS 29.164 was submitted that used TS 29.163 as a base but in the call procedures sections rather than copy in the base text from 29.163 the text was referenced. However TS 29.163 describes interworking between IMS-SIP and existing CS call control protocols whereas the scope of TS 29.164 is interworking between existing CS call control protocols and external SIP-I. As the scopes of these TS's are quite different and the referenced SIP profiles from Q.1950 are different the resulting text proposed in the contribution for TS 29.164 contains many exclusions and additions to the referenced text in 29.163 as well as a number of global changes to the terminology in order to make the text "re-usable". 

This approach was heavily contested during the meeting as it meant that extensive reviewing of both specifications is required and both specifications must be applied to an implementation even if optional TS 29.163 is not supported by a given implementation. 

We see no value in having a dependency to 29.163 as the scope and requirements of the two specifications are quite different even if the content has much similarity. The well known problems of double specification occur when two specifications overlap but have the same overall requirements. This is not the case with 29.164 and 29.163 and changes may occur to 29.163 that would force a change to 29.164 which would not otherwise be needed.

As no counter proposal was submitted to CT3#42 the meeting agreed to keep the proposed approach with the agreement that other proposals shall be considered if suitable contribution is made; it was only under this approach that Ericsson agreed to allow the contentious parts of the contribution to be included in the draft.

Proposal

The following proposal is to take the similar text from TS 29.163 and paste into the sections of 29.164 and then edit this base text to reflect exactly what is required by TS 29.164, removing any dependency to TS 29.163. The proposal is not in the form of a CR to the existing text with regards to the contentious chapters (see Editor's Note
 in clause 7.2.4) as it is proposed to replace the entire chapter. If the approach is agreed a CR to reflect this will be prepared.

In addition some other structural and editorial changes have been made to follow the drafting rules.
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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document defines interworking procedures between a 3GPP CS domain (see 3GPP TS 23.205 [2]) which applies either BICC or ISUP as signalling protocol, and external networks that use SIP I (see ITU-T Q.1912.5 [18], Profile C) as signalling protocol. The document also describes the related interworking architecture. The control plane interworking is performed by an interworking unit at the interconnection between the 3GPP CS domain and an external SIP I network. The user plane interworking is performed by an MGW. The present document defines stage 2 procedures for the control of the MGW.

The present specification reuses existing interworking procedures of 3GPP TS 29.163 [4] and ITU-T Q.1912.5 [18], Profile C, as far as possible.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".

[3]
3GPP TS 26.102: "Adaptive Multi-Rate (AMR) speech codec; Interface to Iu and Uu".

[4]
3GPP TS 29.163: “Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks”

[5]
3GPP TS 29.205: "Application of Q.1900 series to Bearer Independent CS Network architecture; Stage 3".

[6]
3GPP TS 29.332: "Media Gateway Control Function (MGCF) – IM-Media Gateway (IM-MGW) interface, Stage 3".

[7]
3GPP TS 29.414: "Core network Nb data transport and transport signalling".

[8]
3GPP TS 29.415: "Core network Nb interface user plane protocols".

[9]
ITU-T Recommendation E.164 (05/1997): "The international public telecommunication numbering plan".

[10]
ITU-T Recommendation G.711: "Pulse Code Modulation (PCM) of voice frequencies".

[11]
ITU-T Recommendation H.248.1 (2002): "Gateway control protocol: Version 2".

[12]
ITU-T Recommendation I.363.5 (1996): "B-ISDN ATM Adaptation Layer specification: Type 5 AAL".

[13]
ITU-T Recommendation Q.701 to Q.709: "Functional description of the message transfer part (MTP) of Signalling System No. 7".

[14]
ITU-T Recommendation Q.730 to Q.737 (12/1999): "ISDN user part supplementary services".

[15]
ITU-T Recommendations Q.761to Q.764 (2000): "Specifications of Signalling System No.7 ISDN User Part (ISUP)".

[16]
ITU-T Recommendation Q.765 (2000): "Signalling System No. 7 – Application transport mechanism"

[17]
ITU-T Recommendation Q.765.5 (2000): "Signalling system No. 7 – Application transport mechanism: Bearer Independent Call Control (BICC)"

[18]
ITU-T Recommendation Q.850 (1998): "Usage of cause and location in the Digital Subscriber Signalling System No. 1 and the Signalling System No. 7 ISDN User Part".

[19]
ITU-T Recommendations Q.1902.1 to Q.1902.6 (07/2001): "Bearer Independent Call Control".

[20]
ITU-T Recommendation Q.1912.5: "Interworking between Session Initiation Protocol (SIP) and Bearer Independent Call Control Protocol or ISDN User Part".

[21]
ITU-T Recommendation Q.2110 (1994): "B-ISDN ATM adaptation layer - Service Specific Connection Oriented Protocol (SSCOP)".

[22]
ITU-T Recommendation Q.2140 (1995): "B-ISDN ATM adaptation layer - Service specific coordination function for signalling at the network node interface (SSCF AT NNI)".

[23]
ITU-T Recommendation Q.2210 (1996): "Message transfer part level 3 functions and messages using the services of ITU-T Recommendation Q.2140".

[24]
IETF RFC 791: "Internet Protocol".

[25]
IETF RFC 768: "User Datagram Protocol".

[26]
IETF RFC 793: "Transmission Control Protocol".

[27]
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification"

[28]
IETF RFC 2833: "RTP Payload for DTMF Digits, Telephony Tones and Telephony Signals".

[29]
IETF RFC 2960: "Stream Control Transmission Protocol".

[30]
IETF RFC 2976: "The SIP INFO Method"

[31]
IETF RFC 3204: "MIME media types for ISUP and QSIG Objects"

[32]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[33]
IETF RFC 3262: "Reliability of provisional responses".

[34]
IETF RFC 3264: "An Offer/Answer Model with the Session Description Protocol (SDP)".

[40]
IETF RFC 3311: "SIP UPDATE method".

[35]
IETF RFC 3312: "Integration of Resource Management and Session Initiation Protocol (SIP)".

[36]
IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications".

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1], in 3GPP TS 29.163 [4], in ITU-T E.164 [9], in ITU-T Q.1912.5 [18] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in any other of the specifications listed above.

Interworking Unit (IWU): logical entity that interworks SIP I signalling with BICC or ISUP signalling in the 3GPP CS Domain.

Incoming Interworking Unit (I‑IWU): logical entity that terminates incoming calls from the external SIP I network side and originates outgoing calls towards the CS Domain side using the BICC or ISUP protocols.

Outgoing Interworking Unit (O‑IWU): logical entity that terminates incoming BICC or ISUP calls from the CS Domain side and originates outgoing calls towards external SIP I network.

For references to 3GPP TS 29.163 [4] procedures within the present specification, the MGCF in 3GPP TS 29.163 [4] is to be understood as IWU. The IM-MGW is to be understood as MGW. The Mn interface is to be understood as interface between IWU and MGW. The IM CN subsystem is to be understood as external SIP I network. The CS network is to be understood as 3GPP CS domain.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1], in 3GPP TS 29.163 [4], in 3GPP TS 29.163 [4], in ITU-T E.164 [9] , in ITU-T Q.1912.5 [18], and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in any other of the specification listed above.

Abbreviation format

<ACRONYM>
<Explanation>
4
General

4.1
General interworking overview

The CS PLMN shall interwork with external SIP-I networks to support CS calls and associated supplementary services as defined by ITU-T Recommendation Q.1912.5 [20] Profile C. Any services supported on external SIP-I network but not supported by CS PLMN (e.g. codec negotiationStrange example, I would rather expect the reverse) may be handled within the IWU (e.g. rejected or supported to up to the IWU Does not fit for codec negotiation, that the IWU would terminate). I am not shure if this entire text is required, and if it generates clarity or confusion
5
Network characteristics

Note:
The text in this Clause has been derived from 3GPP TS 29.163, Clause 5.

5.1
Key characteristics of ISUP/BICC based CS Domain
The 3GPP CS domain uses either BICC Capability Set 2 (see ITU-T Q.1902.1 to Q.1902.6 [19] and Q.765.5 [17]) with 3GPP specific extensions, as specified for the 3GPP Nc interface in 3GPP TS 29.205 [5], or ISUP (see ITU-T Q.761 to Q.764 [15]), as signalling protocol.

If BICC is used as signalling protocol, the 3GPP Nb interface, as specified in 3GPP TS 29.414 [7] and 3GPP TS 29.415 [8], is used for the user plane transport. If ISUP is applied as signalling protocol, TDM transport of the user plane is applied.

5.2
Key characteristics of external SIP I network
The external SIP I network applies SIP, IETF RFC 3261 [32], with ISUP encapsulated according to IETF RFC 3204 [31], as specified in ITU-T Q.1912.5 [20] Profile C. The SIP Signalling Profile defined for Profile C in Annex C of Q.1912.5 is applied.

The network uses either IPv4 (IETF RFC 791 [24]) or IPv6 (IETF RFC 2460 [27]).

For the transport of most media, RTP (IETF RFC 3550 [36]) over UDP (IETF RFC 768 [25]) is applied.

For the transport of control signalling, UDP (IETF RFC 768 [25]), TCP (IETF RFC 793 [26]) or SCTP (IETF RFC 2960 [33) can be used.

6
Interworking reference model
Figure 6.1 details the interworking reference model for the present specification
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NOTE 1:
The SGW may be implemented as a stand-alone entity or it may be located in another entity either in the CS Domain or the MGW. A SGW function is not required for certain signalling transports, where M3UA+SCTP+IP is used in CS network and IWU. The implementation options are not further discussed in the present document.

Figure 6.1: interworking reference model

7
Control plane interworking

7.1
General

Note:
 This text has been derived from 3GPP TS 29.163 [4], Clause 7.1. Type B exchange has been added as an option. Table 7.1.1/1 has been adapted to the requirements of the 3GPP CS domain.

The following sub-clauses define the signalling interworking between the Bearer Independent Call Control (BICC) or ISDN User Part (ISUP) protocols and Session Initiation Protocol (SIP) with its associated Session Description Protocol (SDP) and encapsulated ISUP at an IWU.

The IWU shall act as a Type A or Type B exchange (ITU-T Q.764 [4]) for the purposes of ISUP and BICC compatibility procedures. 
The BICC/ISUP capabilities or signalling information defined for national use is outside the scope of the present document.

Note:
 An IWU may apply additional procedures to support interworking for national-specific capabilities. 

The services that can be supported through the use of the signalling interworking are limited to the services that are supported both within the BICC or ISUP based 3GPP CS domain and SIP I network. The IWU will originate and/or terminate services or capabilities that do not interwork seamlessly across domains according to the relevant protocol recommendation or specification.

Table 6.1.1/1 lists the services seamlessly interworked within the scope of the present document.

Table 7.1.1/1: Service Interworking Capabilities 

	Service

	Speech/3.1 kHz audio

	En bloc address signalling

	Overlap address signalling 

	Out of band transport of DTMF tones and information. (BICC only)

	Inband transport of DTMF tones and information. (BICC and ISUP)

	Multiple Subscriber Number (MSN)

	Calling Line Identification Presentation (CLIP)

	Calling Line Identification Restriction (CLIR)

	Connected line presentation (COLP)

	Connected line restriction (COLR)

	Call Hold

	Call Forwarding

	Explicit Call Transfer (ECT)

	User-to-User Signalling (UUS)


The Clause 5.3.2 of ITU-T Q.1912.5 [20] describes additional general principles specific to SIP I.

7.2
Interworking between CS Domain using ISUP signalling and external network using SIP I signalling
7.2.1
Overwiew
The control plane between CS networks supporting ISUP and the external network using SIP I, where the underlying network is SS7 and IP respectively, is as shown in figure 7.2.1/1.
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Figure 7.2.1/1: Control plane interworking between CS networks supporting ISUP
and an external network using SIP I signalling

7.2.2
Services performed by network entities in the control plane

7.2.2.1
Services performed by the SS7 signalling function

As specified in 3GPP TS 29.163 [4], Clause 7.2.1.1.

7.2.2.2
Services of the SGW

As specified in 3GPP TS 29.163 [4], Clause 7.2.1.2.

7.2.2.3
Services of the IWU

Note:
The following text has been derived from 3GPP TS 29.163 [4], Clause 7.2.1.3.

The IWU shall provide the interaction, through the use of its interworking function, between the SS7 MTP3 [13] -User part information, e.g. ISUP, and SIP I. The IWU shall also provide the translation between the SS7 MTP3-User part information and SIP I.

7.2.2.4
Services of the SIP I signalling function

As specified in 3GPP TS 29.163 [4], Clause 7.2.1.4.

7.2.3
Signalling interactions between network entities in the control plane 

7.2.3.1
Signalling between the SS7 signalling function and IWU 

As specified in 3GPP TS 29.163 [4], Clause 7.2.2.1.

7.2.3.2
Signalling between the IWU and SIP I signalling function

Note:
The following text has been derived from 3GPP TS 29.163 [4], Clause 7.2.2.2.

Signalling between the SIP I signalling function and the IWU uses the services of IP (IETF RFC 2460 [27]), transport protocol such as TCP (IETF RFC 793 [26]) or UDP (IETF RFC 768 [25]) or SCTP (IETF RFC 2960 [29]), and SIP I.

7.2.4
Protocol interworking between SIP-I and ISUP
Editor's Note: the original text from 29.164 v0.2.0 under this section has been deleted in its entirety without changemarks and replaced with text from Section 7.2.3 of 29.163 also without changemarks to provide a clean base. Text has then been modified with changemarks on but 'user' set according to the source of the text: 

"Q" - indicates text copied from Q.1912.5 Profile C




"v.0.2.0" – indicates text taken from 29.164 v.0.2.0 (which was initially deleted in full)




"eri" – indicates new text added by Ericsson

7.2.4.1 Common rules for I-IWU and O-IWU
Similar and more condensed and precise text is in v020 Clause 6.2.3.1.1.and 6.2.3.2.2, first paragraphs plus note. Consider using this. Consider using more references to ITU-T Q.1912.5 rather than duplicated text. 
7.2.4.1.1
General 
The following ISUP timers defined in ITU-T Rec. Q.764 
shall not be supported by ISUP procedures on the SIP side of the IWU: T1, T4, T5, T10, T12 through T32, T36 and T37.
An IWU receiving a SIP message shall remove the ISUP body from the SIP message. Any differences between the SIP message (e.g., header fields and SDP) and the ISUP message shall be resolved as defined by the procedures within section 7.2.3.2 (for the I-IWU) and section 7.2.3.3 (for the O-IWU
). In all cases, the resultant ISUP information shall be passed to the relevant ISUP procedures
. The message (if any) which results from the application of the relevant ISUP procedures is the message which is sent on the ISUP interface.

An IWU receiving an ISUP message shall, if appropriate, encapsulate the ISUP message within the body of the SIP message.  Section 7.2.3.1.3 
defines for a number of ISUP messages a special treatment.
SIP Header fields relating to the handling of the ISUP body shall be set as specified in clause 7.2.3.1.2.

When a coding of a parameter value is omitted within this TS it implies that it is not affected by the interworking and the values are assigned by normal protocol procedures.
You also need wording about where to encapsulate ISUP in sent SIP messages: See v020:

For a basic call setup, the SIP message used to encapsulate the ISUP message shall be the SIP message that was first triggered to be sent from the IWU as a result of the interworking specified in Clause 7.2.3.1 of 3GPP TS 29.163. For the ISUP messages listed in Table 1 of ITU-T Q.1912.5 [20], the special procedures in Clause 5.4.3 of ITU-T Q.1912.5 are applicable.

Note: 
The text in the preceding paragraph has been derived from ITU-T Q.1912.5 [18], Clause 5.4.3.1.
7.2.4.1.2 
Header fields for ISUP MIME bodies

For the purpose of this TS the Content‑Type header field associated with the ISUP MIME body shall be supplied as follows:


Content‑Type: application/ISUP; version = itu‑t92+;

NOTE – itu‑t92+ means ISUP '92 plus every later ISUP Version. However, no action is taken by the IWU on the "version" parameter.

The Content‑Disposition header field associated with the ISUP MIME body shall be set as follows:


Content‑Disposition: signal; handling = required.
7.2.4.1.3 Received ISUP messages that require special considerations

7.2.4.1.3.1
ISUP Messages
The ISUP messages listed in Table 7.2.4.1.3.1/1 are either not encapsulated within any SIP message, or receive a special treatment with regard to ISUP encapsulation. The clause number shown in the reference column for each message contains the procedures applicable to that message. This table applies not only to messages received on the ISUP side and interworked but also to messages generated internally.

NOTE – Table 7.2.4.1.3.1/1 shows only those messages within ITU-T Rec. Q.763 which are not marked "national use". Messages marked "national use" (in ITU-T Rec. Q.763) are outside the scope of this TS.
Table 7.2.4.1.3.1/1 –  ISUP messages for special consideration
	ISUP messages for special consideration

	ISUP message
	Reference

	Reset Circuit
	7.2.4.1.3.2 (NOTE 1)

	Circuit Group Blocking
	7.2.4.1.3.2

	Circuit Group Blocking Acknowledgement
	7.2.4.1.3.2

	Group Reset
	7.2.4.1.3.2

	Circuit Group Reset Acknowledgement
	7.2.4.1.3.2

	Confusion
	7.2.4.1.3.2or 7.2.4.1.3.3 (NOTE 2)

	Facility reject 
	7.2.4.1.3.2or 7.2.4.1.3.3 (NOTE 2)

	User to User information
	7.2.4.1.3.3

	Forward Transfer
	7.2.4.1.3.3

	Suspend
	7.2.4.1.3.3

	Resume
	7.2.4.1.3.3

	Blocking
	7.2.4.1.3.2

	Blocking Acknowledgement
	7.2.4.1.3.2

	Continuity Check Request
	7.2.4.1.3.2

	Continuity
	7.2.4.1.3.2

	Unblocking
	7.2.4.1.3.2

	Unblocking Acknowledgement
	7.2.4.1.3.2

	Circuit Group Unblocking
	7.2.4.1.3.2

	Circuit Group Unblocking Acknowledgement
	7.2.4.1.3.2

	Facility Accepted
	7.2.4.1.3.3

	Facility Request
	7.2.4.1.3.3

	User part test
	7.2.4.1.3.2

	User part available
	7.2.4.1.3.2

	Facility
	7.2.4.1.3.3

	Network Resource management
	7.2.4.1.3.3

	Identification Request
	7.2.4.1.3.3

	Identification response
	7.2.4.1.3.3

	Segmentation
	7.2.4.1.3.4

	Loop prevention
	7.2.4.1.3.3

	Application Transport
	7.2.4.1.3.3

	Pre‑Release information
	7.2.4.1.3.3

	Release Complete
	7.2.4.1.3.5

	NOTE 1 – Where the ISUP procedures would send reset circuit (RSC) to an ISUP exchange, the IWU shall send an encapsulated REL with release cause 31 (Normal, unspecified).

NOTE 2 – These messages are either locally terminated or sent transparently depending on whether they are destined for the IWU or for another exchange.


7.2.4.1.3.2
ISUP side procedures only

These messages are not encapsulated within SIP messages since they relate to procedures that are relevant only for the ISUP side of the call. Typically, these messages are related to maintenance of ISUP circuits. If these ISUP messages are received encapsulated within SIP messages, the ISUP information shall be discarded.

7.2.4.1.3.3
Transparent messages

In these cases, the ISUP message is transported through the SIP network encapsulated in the following SIP messages:

a)
183 Session Progress provisional response if this is sent by the I‑IWU in the backward direction before a confirmed dialog is established.

b)
INFO message in all other cases. 

These messages are deemed important to transport transparently in order to maintain end‑to‑end service.

7.2.4.1.3.4
ISUP segmentation and ISUP encapsulation

The Segmentation message itself is not encapsulated within SIP. Instead the IWU (BICC/ISUP side interface) will reassemble the original message with its segmented part and check the Optional Forward Call Indicators or Optional Backward Call Indicators parameter.

The actions taken by the IWU on the Optional Forward Call Indicators or Optional Backward Call Indicators depend on whether the Simple Segmentation Indicator is the only indicator to be set in the parameter.

If no other indicator is set within the Optional Forward Call Indicators or Optional Backward Call Indicators parameter, the entire parameter is discarded.

If another indicator is set within the Optional Forward Call Indicators or Optional Backward Call Indicators parameter, the IWU shall set the Simple Segmentation Indicator to indicate that no additional information will be sent.

The IWU shall then encapsulate the resulting message within the SIP message body.

7.2.4.1.3.5
Encapsulation of RLC

If a BYE is received containing an encapsulated REL, the 200 OK BYE sent in response shall encapsulate the RLC generated by ISUP procedures. 
7.2.4.2
Incoming call interworking from SIP to ISUP at I-MGCF

7.2.4.2.1

Sending of IAM 
7.2.4.2.1.1 
Normal Procedures
On reception of a SIP INVITE requesting a session, the I‑IWU shall send an IAM message. The allowed sessions are given in subclause 7.2.3.2.2.5.

Section 7.2.4.2.1.1 
describes additional special handling if the received SIP INVITE message has either not enough digits to route to the ISUP network, or if it is a subsequent SIP INVITE message for an already existing ISUP call instance, or if does not provide an SDP offer.
An I-IWU shall support both incoming INVITE requests containing SIP preconditions and 100rel extensions in the SIP Supported or Require headers, and INVITE requests not containing these extensions.

 

The I-MGCF shall interwork forked INVITE requests with different request URIs.

If the SIP precondition extension is not included in the Supported or Require header, the I-IWU shall send an IAM immediately after the reception of the INVITE, as shown in figure 3. The I-IWU shall set the continuity indicators to "Continuity check not required".

If a Continuity Check procedure is supported in the ISUP network and SIP precondition extension are included in the SIP Supported or Require header, the I-IWU shall send the IAM immediately after the reception of the INVITE, as shown in figure 3. If the received SDP indicates that precondition is fulfilled the I-IWU shall set the continuity indicators to "continuity check is not required". If the received SDP indicates that precondition is not fulfilled the I-IWU shall set the continuity indicators to "continuity check performed on a previous circuit". The procedure in figure 3 applies when the value of the continuity indicator is either set to "continuity check required", "continuity check performed on a previous circuit" or "continuity check not required". If the continuity indicator is set to "continuity check required" the corresponding procedures at the Mn interface described in clause 9.2.2.3 also apply.
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Figure 3: Receipt of an Invite request (continuity procedure supported in the ISUP network)

If Continuity Check procedure is not supported in the ISUP network, and the SDP in the received INVITE request contains preconditions not met, the I-IWU shall delay sending the IAM until the SIP preconditions are met and set the continuity indicators in the resulting IAM to "Continuity check not required".
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Figure 4: Receipt of an Invite request (continuity procedure not supported in the ISUP network)

The I-IWU shall reject an INVITE request for a session only containing unsupported media types by sending a status code 488 "Not Acceptable Here". If several media streams are contained in a single INVITE request, the I-IWU shall select one of the supported media streams, reserve the codec(s) for that media stream, and reject the other media streams and unselected codecs in the SDP answer, as detailed in RFC 3264 [36]. If supported audio media stream(s) and supported non-audio media stream(s) are contained in a single INVITE request, an audio stream should be selected.
The I-IWU shall include a To tag in the first backward non-100 provisional response, in order to establish an early dialog as described in RFC 3261 [19].

If an IWU discovers an emergency call it shall, depending on national requirements, map that to appropriate indication in ISUP/BICC.
7.2.4.2.1.2 
Special Procedures for the Reception of SIP INVITE request

7.2.4.2.1.2.1
Receipt of SIP INVITE with insufficient number of digits

If an INVITE is received which does not have enough digits to route to the CS domain, normal SIP procedures apply. The IWU does not interwork the INVITE, but reject it with a 484 Address Incomplete response.

Note:
This may occur if overlap signalling is propagated through the SIP-I network. A G-MSC acting as IWU will collect all digits required to identify the callee and not propagate the overlap signalling further. 
7.2.4.2.1.2.2 
Receipt of SIP INVITE with same Call‑ID and From tag as a previous INVITE
This clause applies only when overlap signalling is propagated across the I‑IWU. The support is optional.

Note:
A G-MSC acting as IWU will collect all digits required to identify the callee and not propagate the overlap signalling further. Therefore, it will not apply procedures in this paragraph.

If the I‑IWU receives an INVITE with the same Call‑ID and From tag as a previous INVITE which was associated with a ISUP call control instance currently existing on the /ISUP side, then:

a)
If the number of digits in the Request‑URI is greater than the number of digits already accumulated for the call, the I‑IWU shall generate a SAM and pass it to outgoing ISUP procedures. The SAM shall contain in its Subsequent Number parameter only the additional digits received in this Request‑URI compared with the digits already accumulated for the call. Any encapsulated IAM is ignored during this process and is not used. Any earlier INVITE is replied to with a 484 Address Incomplete response if this has not already been done.

b)
If the number of digits in the Request‑URI is fewer than the number of digits already accumulated for the call, then the I‑IWU shall immediately send a 484 Address Incomplete response for this INVITE. In this case, no SAM is sent.

On sending of a 484 Address Incomplete message for an INVITE transaction, the I‑IWU considers any offer‑answer exchange (see IETF RFC3264 [36]) initiated by the INVITE to be terminated. The new INVITE initiates a new offer‑answer exchange. However, if resources have already been reserved and they can be reused within the new offer‑answer exchange, the precondition signalling (see IETF RFC 3312 [37]) shall reflect the current status of the affected preconditions.

7.2.4.2.1.2.3


Receipt of SIP INVITE without SDP offer

The support of the procedures in this paragraph is optional.

Upon receipt of the first INVITE with sufficient digits for an IAM to be sent, but without an SDP offer (see IETF RFC3264 [36]), the I‑IWU may construct an SDP offer with contents according to local policy, e.g. SDP for a G711 speech call. If an IAM is encapsulated, the IWU may use the TMR and USI parameters to determine the desired service and construct the SDP offer accordingly. 

1)
If reliable provisional responses (see IETF RFC 3262 [54]) are supported in the external SIP-I network, the I‑IWU should immediately send the SDP offer within a 183 Session Progress message. The I‑IWU should send the IAM upon receipt of the SDP answer and may take into account the media selected in the answer when constructing the INVITE.

2)
If reliable provisional responses are not supported, the I‑IWU should immediately send out the IAM. The I-IWU will also include the SDP offer in the 200 OK(INVITE) SIP messages according to SIP procedures. 

7.2.4.2.2
Coding of the IAM
7.2.4.2.2.1

ISDN User Part Parameters What other parameters are there?
The following ISDN user part parameters description can be found in ITU-T Recommendation Q.763 [4].

7.2.4.2.2.2
Called party number

The E.164 address encoded in the Request-URI shall be mapped to the called party number parameter of the IAM message. 
Table 2: Coding of the called party number

	INVITE(
	IAM(

	Request-URI
	Called Party Number

	E.164 address
(format +CC NDC SN)

(e.g. as User info in SIP URI with user=phone, or as tel URL)
	Address Signal:
Analyse the information contained in received E.164 address.
 If CC is country code of the network in which the next hop terminates, then remove "+CC" and use the remaining digits to fill the Address signals.
If CC is not the country code of the network in which the next hop terminates, then remove "+" and use the remaining digits to fill the Address signals.

	
	Odd/even indicator: set as required

	
	Nature of address indicator:

Analyse the information contained in received E.164 address.

If CC is country code of the network in which the next hop terminates, then set Nature of Address indicator to "National (significant) number.
If CC is not the country code of the network in which the next hop terminates, then set Nature of Address indicator to "International number”.

	
	Internal Network Number Indicator: 

1
routing to internal network number not allowed

	
	Numbering plan Indicator:

001 ISDN (Telephony) numbering plan (Rec. E.164)


NOTE:
The usage of “nature of address indicator” value “unknown” is allowed but the mapping is not specified in the present specification
7.2.4.2.2.3
Nature of connection indicators

Coding shall be taken from the encapsulated ISUP. Not Bits DC, only AB and E











7.2.4.2.2.4
Forward call indicators

Coding shall be taken from the encapsulated ISUP.





















7.2.4.2.2.5
Calling party's category

Coding shall be taken from the encapsulated ISUP.
	
	


7.2.4.2.2.6
Transmission medium requirement

The I-IWU may choose to transcode media and shall then set the parameters in 3G CS according to the codec selectedwithin the CS Domain. Otherwise, the I-IWU shall select a codec for the SIP-I side termination using SDP offer-answer procedures, IETF RFC 3264 [36], and shall map the SDP information of this codec to the TMR/USI/HLC parameters according to table 7.2.4.2.2.6/1 below, toward the 3G CS network.  If the information derived from this mapping matches the information in the TMR/USI/HLC parameters in the encapsulated ISUP, the TMR/USI/HLC parameters from the encapsulated ISUP should be used as they may contain additional information. If the information derived from this mapping contradicts the information in the TMR/USI/HLC parameters in the encapsulated ISUP, the TMR/USI/HLC parameters derived by the mapping shall be used. 
If the USI parameter is present in the encapsulated ISUP, ITU-T G.711 [10] shall be used as the selected codec for the SIP-I bearer. Broken sentence. Old wording was correct, since this is an condition, and the sentence really talks about the selection of the encoding law for G711.
, and the I‑IWU is an international gateway, then the User Information Layer 1 Protocol indicator of the USI parameter shall be set in accordance with the encoding law of the subsequent BICC/ISUP network.
 This part of the text is still required
Table 7.2.4.2.2.6/1Coding of TMR/USI/HLC from SDP: SIP to ISUP

	
	m= line
	
	b= line (NOTE 4)
	a= line
	TMR parameter
	USI parameter (optional) (NOTE 1)
	HLC parameter (optional)

	<media>
	<transport>
	<fmt-list>
	<modifier>:<bandwidth-value>


(NOTE 5)
	rtpmap:<dynamic-PT> <encoding name>/<clock rate>[/encoding parameters>
	TMR codes
	Information Transport Capability
	User Information Layer 1 Protocol Indicator
	High Layer Characteristics Identification

	audio
	RTP/AVP
	0
	N/A or up to 64 kbit/s
	N/A
	"3.1KHz audio"
	
	
	 (NOTE 3)

	audio
	RTP/AVP
	Dynamic PT
	N/A or up to 64 kbit/s
	rtpmap:<dynamic-PT> PCMU/8000
	"3.1KHz audio"
	
	
	 (NOTE 3)

	audio
	RTP/AVP
	8
	N/A or up to 64 kbit/s
	N/A
	"3.1KHz audio"
	
	
	(NOTE 3)

	audio
	RTP/AVP
	Dynamic PT
	N/A or up to 64 kbit/s
	rtpmap:<dynamic-PT> PCMA/8000
	"3.1KHz audio"
	
	
	(NOTE 3)

	audio
	RTP/AVP
	9
	AS: 64 kbit/s
	rtpmap:9 G722/8000
	"64 kbit/s unrestricted"
	"Unrestricted digital inf. w/tones/ann"
	
	

	audio
	RTP/AVP
	Dynamic PT
	AS: 64 kbit/s
	rtpmap:<dynamic-PT> CLEARMODE/8000

(NOTE 2)
	"64 kbit/s unrestricted"
	"Unrestricted digital information"
	
	

	image
	udptl
	t38 [73]
	N/A or up to 64 kbit/s
	Based on ITU-T T.38 [72]
	"3.1 KHz audio"
	
	
	

	image
	tcptl
	t38 [73]
	N/A or up to 64 kbit/s
	Based on ITU-T T.38 [72]
	"3.1 KHz audio"
	
	
	

	NOTE 1 
In this table the codec G.711 is used only as an example. Other codecs are possible.

NOTE 2 
CLEARMODE is specified in RFC4040 [69].

NOTE 3 
HLC is normally absent in this case. It is possible for HLC to be present with the value "Telephony", although 6.3.1/Q.939 indicates that this would normally be accompanied by a value of "Speech" for the Information Transfer Capability element.

NOTE 4 
If the b=line indicates a bandwidth greater than 64kbit/s then the call may use compression techniques or reject the call with a 415 response indicating that only one media stream of 64kbit/s is supported.

NOTE 5
<bandwidth value> for <modifier> of AS is in units of kbit/s.


7.2.4.2.2.7
Calling party number

Tables 7.2.4.2.2.7/1-3 below describe the mapping of SIP information into Calling Line Identification (CLI) parameters:

-
Calling Party Number Address signals

-
Calling Party Number  APRI

-
Generic Number (additional calling party number) address signals

If the address within the Calling Party Number after this mapping and processing by ISUP procedures is the same as the respective value contained in the encapsulated ISUP, the encapsulated ISUP values should be used..
However, if any discrepancy occurs compared to the encapsulated ISUP, the strongest privacy shall prevail.
The SIP "Privacy" header is defined within IETF RFC 3323 [40]. The SIP "P-Asserted-Identity" header is defined in IETF RFC 3325 [41].

Table 7.2.4.2.2.7/1: Mapping of SIP From/P-Asserted-Identity/Privacy headers to CLI parameters

	Has a "P-Asserted-Identity" header field (NOTE 2, NOTE 5, NOTE 6) been received?
	Has a "From" header field (NOTE 3) containing a URI that encodes an E.164 address been received (NOTE 6)?
	Calling Party Number parameter

Address signals
	Calling Party Number parameter 

 APRI
	Generic Number (additional calling party number) address signals
	Generic Number parameter APRI

	No
	No
	Network option to either include a network provided E.164 number (See table 4) or omit the Address signals.
(NOTE 4)
	Network option to set APRI to “presentation restricted” or “presentation allowed” 

(NOTE 4)
(See table 5)
As a network option the APRI “presentation restricted by the network” (NOTE 7) can be used instead of the APRI “presentation restricted”
	Parameter not included


	Not applicable



	No
	Yes
	Network Option to either include a network provided E.164 number (See table 4) or omit the Address signals.
(NOTE 4)
	Network option to set APRI to “presentation restricted” or “presentation allowed” 

(NOTE 4)

(See table 5)
As a network option the APRI “presentation restricted by the network” (NOTE 7) can be used instead of the APRI “presentation restricted”
	Network Option to either omit the parameter (if CgPN has been omitted) or derive from the “From” header
(NOTE 1) 
(See table 6)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header. 

(See table 6)


	Yes
	No
	Derive from 

P-Asserted-Identity

(See table 5)

	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(See table 5)
	Not included
	Not applicable

	Yes
	Yes
	Derived from 

P-Asserted-Identity

(See table 5)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(See table 5)
	Network Option to either omit the parameter or derive from the “From” header (NOTE 1)

(See table 6)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(see table 6)

	NOTE 1:
This mapping effectively gives the equivalent of Special Arrangement to all SIP UAC with access to the I‑IWU.

NOTE 2:
It is possible that the P-Asserted-Identity header field includes both a tel URI and a sip or sips URI. In this case, the tel URI or SIP URI with user=”phone”. The content of the host portion is out of the scope of this specification.

NOTE 3:
The “From” header may contain an “Anonymous User Identity”. An “Anonymous User Identity” includes information that does not point to the calling party. IETF RFC 3261 recommends that the display-name component contain "Anonymous". That the Anonymous User Identity will take the form defined in 3GPP TS 23.003 [74]. The Anonymous User Identity indicates that the calling party desired anonymity. The From header may also contain an Unavailable User Identity as defined in 3GPP TS 23.003 [74], that indicates that the calling party is unknown.
NOTE 4: 
A national option exists to set the APRI to “Address not available”.

NOTE 5: 
3GPP TS 24.229 guarantees that the received number is an E.164 number formatted as an international number, with a “+” sign as prefix. 

NOTE 6: 
The E.164 numbers considered within the present document are composed by a Country Code (CC), followed by a National Destination Code (NDC) , followed by a Subscriber Number (SN). On the IMS side, the numbers are international public telecommunication numbers (“CC”+”NDC”+”SN”) and are prefixed by a “+” sign. On the CS side, it is a network option to omit the CC.
NOTE 7: 
This ISUP parameter is a ETSI specific parameter described within ETSI EN 300 356-1 [70].


Table 7.2.4.2.2.7/2: Setting of the network-provided BICC/ISUP calling party number parameter with a CLI (network option)

	BICC/ISUP CgPN Parameter field
	Value

	Screening Indicator
	"network provided"

	Number Incomplete Indicator
	"complete"

	Number Plan Indicator
	ISDN/Telephony (E.164)

	Address Presentation Restricted Indicator
	Presentation allowed/restricted
As a network option the APRI “presentation restricted by the network” (NOTE) can be used instead of the APRI “presentation restricted”

	Nature of Address Indicator
	If next BICC/ISUP node is located in the same country set to “National (Significant) number" else set to "International number"

	Address signals
	If NOA is "national (significant) number" no country code should be included. If NOA is "international number", then the country code of the network-provided number should be included. 

	NOTE : 
This ISUP parameter is a ETSI specific parameter described within ETSI EN 300 356-1 [70]


Table7.2.4.2.2.7/3: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC calling party number parameter

	SIP Component
	Value
	BICC/ISUP Parameter / field
	Value

	P-Asserted-Identity header field (NOTE 1)
	 E.164 number
	Calling Party Number
	

	
	Number incomplete indicator 
	 "Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where IWU is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number" 

else set to "international number"



	
	Address Presentation Restricted Indicator (APRI)
	Depends on priv-value in Privacy header.

	
	Screening indicator 


	Network Provided

	Addr-spec


	"CC" "NDC" "SN" from the URI


	Address signal
	if NOA is "national (significant) number" then set to

"NDC" + "SN" 

If NOA is “international number" 

Then set to "CC"+" NDC"+"SN"

	Privacy header field is not present
	
	APRI
	Presentation allowed

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	priv-value 


	"header"
	APRI 
	Presentation restricted

	
	"user"
	APRI
	Presentation restricted

	
	"none" 
	APRI
	Presentation allowed

	
	"id" 
	APRI
	Presentation restricted

	NOTE 1:
It is possible that a P-Asserted –Identity header field includes both a TEL URI and a SIP or SIPS URI. In this case, the either the TEL URI or SIP URI with user=”phone” and a specific host portion, as selected by operator policy, may be used. 


7.2.4.2.2.8
Generic number
Table 7.2.4.2.2.8/1 below describes the mapping of SIP information into the ISUP generic number .

If the address within the Generic Number after the mapping and processing by ISUP procedures is the same as the respective value contained in the encapsulated ISUP, the encapsulated ISUP values should be used.

However, if any discrepancy occurs compared to the encapsulated ISUP, the strongest privacy shall prevail. 
Table7.2.4.2.2.8/1: Mapping of SIP from header field to BICC/ISUP generic number (additional calling party number) parameter (network option) 

	SIP component
	Value
	BICC/ISUP parameter / field
	Value

	From header field


	name-addr or addr-spec 
	Generic Number

Number Qualifier Indicator
	"Additional Calling Party number"

	 from-spec
	( name-addr / addr-spec) 
	
	

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where IWU is located AND the next BICC/ISUP node is located in the same country then

Set to "national (significant) number" 

Else set to "international number"



	
	Number incomplete indicator
	"Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	APRI 
	Depends on priv-value
unless Calling party number APRI = "presentation restricted by network"(NOTE) then set GN APRI to "presentation allowed".

	
	Screening indicator 
	"user provided not verified"

	Addr-spec


	"CC" "NDC" + "SN" from the URI


	Address signal
	if NOA is "national (significant) number" then set to

"NDC" + "SN" 

If NOA is "international number" 

Then set to "CC"+” NDC”+”SN”

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	Use same APRI setting as for Calling Party Number.

	NOTE : 
This ISUP parameter is a ETSI specific parameter described within ETSI EN 300 356-1 [70]


7.2.4.2.2.9
User service information

For coding of the USI see 7.2.4.2.2.6.
7.2.4.2.2.10
Hop Counter (National option)

The I-IWU shall perform the following interworking procedure if the Hop Counter procedure is supported in the CS network.

The I‑IWU shall perform the normal BICC/ISUP Hop Counter procedure using the Hop Counter taken from the encapsulated IAM if the Hop Counter parameter is available. Otherwise 
the Max-Forwards SIP header shall be used to derive the Hop Counter parameter if applicable. Due to the different default values (that are based on network demands/provisions) of the SIP Max-Forwards header and the Hop Counter, a factor shall be used to adapt the Max Forwards to the Hop Counter at the I‑IWU. For example, the following guidelines could be applied.

1)
Max-Forwards for a given message should be monotone decreasing with each successive visit to a SIP entity, regardless of intervening interworking, and similarly for Hop Counter.

2)
The initial and successively mapped values of Max-Forwards should be large enough to accommodate the maximum number of hops that may be expected of a validly routed call.

Table 7.2.4.2.2.10/1 shows the principle of the mapping:

Table 7.2.4.2.2.10/1: Max forwards -- hop counter

	Max-Forwards
	= X
	Hop Counter
	= INTEGER part of (X /Factor) =Y

	NOTE:
The Mapping of value X to Y should be done with the used (implemented) adaptation mechanism.


The Principle of adoption could be implemented on a basis of the network provision, trust domain rules and bilateral agreement.

7.2.4.2.3
Sending of COT
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Figure 7.2.4.2.3/1: Sending of COT

If the IAM has already been sent, the Continuity message shall be sent indicating "continuity check successful", when all of the following conditions have been met:

-
the requested preconditions (if any) in the SIP-I  network have been met

-
A possible outstanding continuity check procedure is successfully performed on the outgoing circuit

7.2.4.2.4
Sending of 180 ringing

The I-IWU shall send the SIP 180 Ringing when receiving any of the following messages:

-
ACM with Called party's status indicator set to subscriber free.
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Figure 7.2.4.2.4/1: The receipt of ACM

-
CPG with Event indicator set to alerting
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Figure 7.2.4.2.4/1: Receipt of CPG (Alerting)
The received ACM or CGP message shall be encapsulated into the SIP 180 Ringing before being sent.
7.2.4.2.5 
Sending of the 183 Session Progress
If the IWU receives an ACM message containing a BCI (Called Party's Status Indicator) with any value other than "subscriber‑free", e.g. with value "no indication", it shall send a SIP "183 Session Progress" response with the ACM message encapsulated.

If the IWU receives a CPG message containing a Event Information parameter Event Indicator with value "progress" (000 0010) or "in‑band information or an appropriate pattern is now available" (000 0011), it shall send a SIP "183 Session Progress" response with the CPG message encapsulated.

7.2.4.2.6 
Sending of SIP Info request
If the IWU receives an ISUP SUS message or an ISUP RES message, the IWU shall send a SIP INFO request, IETF RFC 2976 [30], and encapsulate this ISUP message.

7.2.4.2.7
Sending of the 200 OK (INVITE)

The following cases are possible trigger conditions for sending the 200 OK (INVITE):

-
The reception of the ANM.


[image: image8.wmf] 

ANM

 

200 OK  (INVITE)

 

I

-

IWU

 


Figure 7.2.4.2.7/1: Receipt of ANM

-
The reception of the CON message.
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Figure 7.2.4.2.7/2: Receipt of CON
The received ANM or CON message shall be encapsulated into the SIP 200 OK.
7.2.4.2.8
Sending of the Release message (REL)

The following are possible triggers for sending the Release message:

· Receipt of the BYE method.
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Figure 7.2.4.2.8/1: Receipt of the Bye method

-
Receipt of the CANCEL method


[image: image11.wmf] 

I

-

MGCF

 

CANCEL

 

REL

 


Figure 7.2.4.2.8/2: Receipt of Cancel method

Additional triggers for sending the REL message are contained in table 10.

7.2.4.2.9
Coding of the REL

The encapsulated REL received in a BYE message shall be passed to ISUP procedures without modification. A received CANCEL message shall be treated as described below.
If the Reason header field with Q.850 Cause Value is not included in the CANCEL request, then the Cause Value No. 31 (normal unspecified) shall be inserted into the ISUP Cause Value field in the ISUP REL. Otherwise
the Cause Value shall be mapped to the ISUP Cause Value field in the ISUP REL . The mapping of the Cause Indicators parameter to the Reason header is shown in Table 7.2.4.2.9/1. What about a BYE without encapsulated Rel? 
In both cases, the Location Field shall be set to "network beyond interworking point". 

	
	

	
	

	
	

	
	


Table 7.2.4.2.9/1 – Mapping of SIP Reason header fields 
into Cause Indicators parameter 

	Component of SIP Reason header field
	Component value
	BICC/ISUP Parameter field
	Value 

	Protocol
	"Q.850"
	Cause Indicators parameter
	–

	protocol‑cause
	"cause = XX" 
(NOTE 1)
	Cause Value
	"XX" (NOTE 1)

	–
	–
	Location
	"network beyond interworking point"

	NOTE 1: 
"XX" is the Cause Value as defined in ITU-T Rec. Q.850.


Editor’s Note: The mapping of reason headers towards the ISDN may be misused due to possible user creation of the reason header since there is no screening in IMS. 
The old text in this Clause was fine and your modifications only made it worse (One case forgotten).
7.2.4.2.10
Receipt of the Release Message

If the REL message is received and a final response (i.e. 200 OK (INVITE)) has already been sent, the I-IWU shall send a BYE message. The REL message shall be encapsulated into the BYE message, except local policy states differently. Why do you deviate from ITU-T Q.-1912.5?
NOTE:
According to SIP procedures, in the case that the REL message is received and a final response (e.g. 200 OK (INVITE)) has already been sent (but no ACK request has been received) on the incoming side of the I- IWU then the I- IWU does not send a 487 Request terminated response and instead waits until the ACK request is received before sending a BYE message.

If the REL message is received and the final response (i.e. 200 OK (INVITE)) has not already been sent, the I- MGCF shall send a Status-Code 4xx (Client Error) or 5xx (Server Error) response and the REL message shall be included into the response. The Status code to be sent is determined by examining the Cause code value received in the REL message. Table 7.2.4.2.10/1 specifies the mapping of the cause code values, as defined in ITU-T Recommendation Q.850 [38], to SIP response status codes. Cause code values not appearing in the table shall have the same mapping as the appropriate class defaults according to ITU-T Recommendation Q.850 [38].

Table 7.2.4.2.10/1: Receipt of the Release message (REL)

	(SIP Message 
	( REL

	Status code
	Cause parameter

	404 Not Found
	Cause value No. 1 (unallocated (unassigned) number)

	500 Server Internal error
	Cause value No 2 (no route to network)

	500 Server Internal error
	Cause value No 3 (no route to destination)

	500 Server Internal error
	Cause value No. 4 (Send special information tone)

	404 Not Found
	Cause value No. 5 (Misdialled trunk prefix)

	486 Busy Here
	Cause value No. 17 (user busy)

	480 Temporarily unavailable
	Cause value No 18 (no user responding)

	480 Temporarily unavailable
	Cause value No 19 (no answer from the user)

	480 Temporarily unavailable
	Cause value No. 20 (subscriber absent)

	480Temporarily unavailable
	Cause value No 21 (call rejected)

	410 Gone
	Cause value No 22 (number changed)

	433 Anonymity Disallowed.(NOTE 1)
	Cause value No. 24 (call rejected due to ACR supplementary service)

	480 Temporarily unavailable
	Cause value No 25 (Exchange routing error)

	502 Bad Gateway
	Cause value No 27 (destination out of order)

	484 Address Incomplete
	Cause value No. 28 invalid number format (address incomplete)

	500 Server Internal error
	Cause value No 29 (facility rejected)

	480 Temporarily unavailable
	Cause value No 31 (normal unspecified) (class default) (NOTE 2)

	486 Busy here if Diagnostics indicator includes the (CCBS indicator = CCBS possible)

else 480 Temporarily unavailable
	Cause value in the Class 010 (resource unavailable, Cause value No 34)

	500 Server Internal error
	Cause value in the Class 010
(resource unavailable, Cause value No’s. 38, 41, 42, 43, 44, & 47) (47 is class default)

	500 Server Internal error
	Cause value No 50 (requested facility no subscribed)

	500 Server Internal error
	Cause value No 57 (bearer capability not authorised)

	500 Server Internal error
	Cause value No 58 (bearer capability not presently)

	500 Server Internal error
	Cause value No 63 (service option not available, unspecified)
(class default)

	500 Server Internal error
	Cause value in the Class 100 (service or option not implemented, Cause value No’s. 65, 70 & 79) 79 is class default

	500 Server Internal error
	Cause value No 88 (incompatible destination)

	404 Not Found
	Cause value No 91 (invalid transit network selection)

	500 Server Internal error
	Cause value No 95 (invalid message)
(class default)

	500 Server Internal error
	Cause value No 97 (Message type non-existent or not implemented)

	500 Server Internal error
	Cause value No 99 (information element/parameter non-existent or not implemented))

	480 Temporarily unavailable
	Cause value No. 102 (recovery on timer expiry)

	500 Server Internal error
	Cause value No 110 (Message with unrecognised Parameter, discarded)

	500 Server Internal error
	Cause value No. 111 (protocol error, unspecified)
(class default)

	480 Temporarily unavailable
	Cause value No. 127 (interworking unspecified)
(class default)

	NOTE 1:
Anonymity Disallowed, draft-ietf-sip-acr-code-02 [77] refers

NOTE 2:
Class 1 and class 2 have the same default value.


A Reason header field containing the received (Q.850) Cause Value of the REL shall be added to the SIP final response or BYE request sent as a result of this clause. The REL message shall be encapsulated into SIP message  Correct, but not really required here. I rather recommend to describe in a more general manner when to encapsulate ISUP, as in Q.1912.5 and added in the beginning. Otherwise you would require much more similar text.The mapping of the Cause Indicators parameter to the Reason header is shown in Table 7.2.4.2.10/2.

Editor's Note: The usage of the Reason header in responses is FFS.
Table 7.2.4.2.10/2 – Mapping of Cause Indicators parameter into SIP Reason header fields

	Cause indicators parameter field
	Value of parameter field
	component of SIP Reason header field
	component value

	–
	–
	protocol
	"Q.850"

	Cause Value
	"XX" (NOTE 1)
	protocol‑cause
	"cause = XX"
(NOTE 1)

	–
	–
	reason‑text    
	FFS

	NOTE 1: 
"XX" is the Cause Value as defined in ITU-T Rec. Q.850.


Editor's Note: Should be filled with the definition text as stated in ITU-T Rec. Q.850. Due to the fact that the Cause Indicators parameter does not include the definition text as defined in Table 1/Q.850, this is based on provisioning in the I‑MGCF.

7.2.4.2.11
Receipt of RSC, GRS or CGB (H/W oriented)

Upon receipt of an ISUP RSC message, GRS message or CGB message with the Circuit Group Supervision Message Type Indicator coded as "hardware failure oriented", when at least one backward ISUP message relating to the call has already been received, the I-IWU shall send a BYE message if

 the final response (i.e. 200 OK (INVITE)) has already been sent. 

Otherwise the I-IWU shall send a SIP response with Status-Code 480 Temporarily Unavailable.
Undo those changes for better formatting and wording
In both cases the I-IWU shall encapsulate the REL generated by ISUP procedures, rather than the RSC, GRS or CGB message, in the sent SIP message.






Why do you remove this ???
7.2.4.2.12
Autonomous Release at I-IWU
Table 7.2.4.2.12/1 shows the trigger events at the I-IWU and the release initiated by the I-IWU when the call is traversing from SIP to ISUP. 
A Reason header field containing the (Q.850) Cause Value of the REL message sent by the I‑IWU shall be added to the SIP Message (BYE request or final response) sent by the SIP side of the I‑IWU.
Editor's Note: It is FFS whether to indicate the cause value for internal error in the network to the user.
Editor's Note: The usage of the Reason header in responses is FFS.

Table 7.2.4.2.12/1: Autonomous Release at I‑IWU
	( SIP
	Trigger event
	REL (

	Response
	
	cause parameter

	484 Address Incomplete
	Determination that insufficient digits received.
	Not sent.

	480 Temporarily Unavailable
	Congestion at the IWUCall is not routable.
	Not sent.

	BYE
	ISUP/BICC procedures result in release after answer
	According to ISUP/BICC procedures.

	BYE
	SIP procedures result in release after answer.
	127 (Interworking unspecified)

	500 Server Internal error
	Call release due to the ISUP/BICC compatibility procedure (NOTE)
	According to ISUP/BICC procedures.

	484 Address Incomplete
	Call release due to expiry of T7 within the ISUP/BICC procedures
	According to ISUP/BICC procedures.

	480 Temporarily Unavailable
	Call release due to expiry of T9 within the BICC/ISUP procedures
	According to BICC/ISUP procedures.

	480 Temporarily Unavailable.
	Other BICC/ISUP procedures result in release before answer.
	According to BICC/ISUP procedures.

	NOTE:
IWU receives unrecognized ISUP or BICC signalling information and determines that the call needs to be released based on the coding of the compatibility indicators, refer to ITU-T Recommendation Q.764 [4] and ITU-T Q.1902.4 [30].


7.2.4.2.13
Internal through connection of the bearer path 

The through connection procedure is described in clause subclauses 9.2.3.1.7 and 9.2.3.2.7.

********************************************************************************************

END OF CHANGES

********************************************************************************************.
!!!! Clause about outgoing call interworking from ISUP to SIP at O-MGCF  ?????
All numbering and cross-references from this point onward are wrong.
6.3
Interworking between CS Domain using BICC signalling and external network using SIP I signalling
The control plane between CS networks supporting BICC and the external network using SIP I, where the underlying network is SS7 and IP respectively, is as shown in figures 25 to 27 of 3GPP TS 29.163 [4].

6.3.1
Services performed by network entities in the control plane

Services offered by the network entities in the control plane are as detailed in clause 6.2.1.

If ATM transport is applied between the SS7 Signalling function and the Signalling Gateway Function, they shall apply MTP3B (ITU-T Recommendation Q.2210 [23]) over SSCF (ITU-T Recommendation Q.2140 [22]) over SSCOP (ITU-T Recommendation Q.2110 [21]) over AAL5 (ITU-T Recommendation I.363.6 [12]) as depicted in figure 26 of 3GPP TS 29.163 [4].

If IP transport is applied between the SS7 Signalling function and the IWU, they shall support and apply M3UA, SCTP and IP (either IPv4, IETF RFC 791 [24], or IPv6, IETF RFC 2460 [27]), as depicted in figure 27 of 3GPP TS 29.163 [4].

6.3.2
Signalling interactions between network entities in the control plane 

See Clause 6.2.2. The services offered by the STC are described in Clause 7.3.2.1.3.3 of 3GPP TS 29.163 [4].

6.3.3
SIP-BICC protocol interworking 

Note:

Specific rules for handling of the APM mechanism have been added, which are not specified in ITUT Q.1912.5 [18].

The procedures in Clause 7.3.3 of 3GPP TS 29.163 [4] shall be applied with the modifications provided in Clause 6.2.3 This would no longer fit and the present Clause.

The text in Clause 6.2.3 is to be understood as follows:

-
Where "ISUP" is mentioned, this shall be understood as BICC. As an exception, references to ISUP encapsulated within SIP shall be understood without modification, i.e. they still refer to ISUP rather than BICC.

-
References to Clause 7.2.3 of 3GPP TS 29.163 or its subclauses shall be replaced with references to Clause 7.3.3 of 3GPP TS 29.163 or its subclauses with the same sub-numbering

6.3.3.1
Incoming call interworking from SIP to BICC at I-IWU

An APM messages received from the CS side (see ITU-T Q.765 [16]) that relates to the BICC APM user (see ITU-T Q.765.5 [17]) shall not be encapsulated in any triggered SIP message.

6.3.3.2
Outgoing Call Interworking from BICC to SIP at O-IWU

If an IAM message is received, the APM information elements (see ITU-T Q.765 [16]) relating to the BICC APM user (see ITU-T Q.765.5 [17]) shall be removed before the IAM message is encapsulated in the triggered SIP INVITE message.

An APM messages received from the CS side (see ITU-T Q.765 [16]) that relates to the BICC APM user (see ITU-T Q.765.5 [17]) shall not be encapsulated in any triggered SIP message.

6.4
Supplementary services

6.4.1

Interworking of CLIP/CLIR supplementary service 

At the O‑IWU: the service shall be supported by encapsulation.

At the I‑IWU: If the address within the Calling Party Number after application of the interworking rules in Table 6.2.3.1.2.1 and processing by BICC/ISUP procedures is the same as the value contained in the encapsulated ISUP, no additional interworking is needed beyond use of ISUP encapsulation. In the contrary case the Calling Party Sub‑address shall be deleted from the ATP. 

Note:
 The text in the preceding paragraph has been derived from ITU-T Q.1912.5 [18], Annex B.1.

6.4.2

Interworking of COLP/COLR supplementary service 

No additional interworking beyond use of ISUP encapsulation.

Note: The text in the preceding paragraph has been derived from ITU-T Q.1912.5 [18], Annex B.2.

6.4.3
Interworking of Call Hold (HOLD) supplementary service 

The procedures in Clause 7.4.10 of 3GPP TS 29.163 shall be applied. The Interactions towards the MGW related to the RR and RS SDP bandwidth modifiers are not required, unless RTCP has previously been disabled.

Note:
It is unlikely that RTCP is being disabled in an external SIP I network.

In addition, the interworking is done via the CPG message encapsulated in the sent SIP messages, as stated in ITU-T Q.1912.5 [18]
6.4.4
Interworking of Call Forwarding Busy (CFB)/Call Forwarding No Reply (CFNR)/Call Forwarding Unconditional (CFU) supplementary services

No additional interworking beyond use of ISUP encapsulation.

Note: The text in the preceding paragraph has been derived from ITU-T Q.1912.5 [18], Annex B.6.

6.4.5
Interworking of User to User Signalling (UUS) supplementary service 

No additional interworking beyond use of ISUP encapsulation.

Note: The text in the preceding paragraph has been derived from ITU-T Q.1912.5 [18], Annex B.21.

6.4.6
Interworking of Explicit Call Transfer (ECT) supplementary service 

No additional interworking beyond use of ISUP encapsulation.

Note: The text in the preceding paragraph has been derived from ITU-T Q.1912.5 [18], Annex B.8.

6.4.7
Interworking of Call Deflection (CD) supplementary service 

No additional interworking beyond use of ISUP encapsulation.

Note: The text in the preceding paragraph has been derived from ITU-T Q.1912.5 [18], Annex B.7.

7
User plane Interworking

7.1 ISUP based CS Domain

Figure 7.1.1 shows the user plane protocol stacks within the SIP I network and an ISUP based CS Domain.

Apart from speech codecs, data call related codecs, e.g. as listed in Table 2a of 3GPP TS 29.163 [4], may be used.
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Figure 7.1.1: User Plane Interworking and ISUP based CS Domain 
7.2 BICC based CS Domain

Figure 7.2.1 shows the user plane protocol stacks within the SIP I network and an BICC based CS Domain.

Apart from speech codecs, data call related codecs, e.g. as listed in Table 2a of 3GPP TS 29.163 [4], may be used.

Within the CS domain, the Nb interface as specified in 3GPP TS 29.414 [7] and 3GPP TS 29.415 [8] is used. 

If the same codec is used on both sides, no transcoding is required. If no transcoding is performed, the procedures in Clause 8.1.1 of 3GPP TS 29.163 [4] shall be applied to interwork the Nb framing Protocol, as specified in 3GPP TS 29.415 [8], with RTP, as specified in IETF RFC 3550 [36].
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Figure 7.2.1: User Plane Interworking for BICC based CS Domain 
8
Interactions between control node and MGW
8.1
Overview

ITU-T H.248.1 [11] with 3GPP specific extensions as detailed in 3GPP TS 29.332 [6] shall be applied as signalling protocol between IWU and MGW.

The present specification describes the signalling procedures between IWU and MGW and their interaction with BICC/ISUP and SIP signalling in the control plane, and with user plane procedures. 3GPP TS 29.332 [6] maps these signalling procedures to H.248 messages and defines the required packages and parameters.

8.2
Signalling interactions

The procedures in Clause 9.2 of TS 29.163 shall be applied with modifications provided in the present Clause.

8.2.1
Backward through-connection for outgoing call interworking from BICC to SIP at O-IWU.
For the outgoing call interworking from BICC to SIP at O-IWU, the IWU shall not request the MGW to provide an awaiting answer indication (ringing tone) to the calling party, as specified in Clauses 9.2.3.1.5, 9.2.3.2.5 and 9.2.3.3.5 of 3GPP TS 29.163 [4]. The O-IWU shall instead request the MGW to backward-through connect using the "Change-IMS Through-Connection" procedure when the trigger conditions in those clauses apply.

8.2.2
Handling of RTP telephone events

It depends on the characteristics of the external SIP I network if DTMF is transported within the codec or according to IETF RFC 2833 [28]. The procedures in Clause 9.2.8 of 3GPP TS 29.163 [4] are only applicable if DTMF is transported according to IETF RFC 2833 [28] within the external SIP I network

Editor´s Note: It is ffs how to request from a MGW to detect inband tones from within the codec rather than from within the RTP payload type according to IETF RFC 2833 and how to indicate to the MGW to send DTMF within a codec rather than the RTP payload type according to IETF RFC 2833, in case the tones need to be interworked between a BICC CS Domain that uses out-of-band signalling for DTMF and a SIP I network that encodes DTMF within the codec. As one possibility, this behaviour could be distinguished by local configuration at the MGW and the same H.248 procedures could be applied.

8.3
Signalling procedures

The procedures in Clause 9.3 of 3GPP TS 29.163 shall be applied with modifications provided in the present Clause.

The support of the "Send TDM Tone", "Stop TDM Tone", "Send Tone" and "Stop Tone" procedures is optional.

Annex A (normative):
Codec Negotiation between a BICC based CS Domain and an external SIP I network

The procedures in Annex B of TS 29.163 [4] are applicable.
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