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*** 1st change ***
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply:
Application Function (AF): element offering application(s) that use IP bearer resources
NOTE:
One example of an AF is the P-CSCF of the IM CN subsystem.

AF Session: application level session established by an application level signalling protocol offered by the AF that requires a session set-up with explicit session description before the use of the service. 

NOTE:
One example of an application session is an IMS session.

Attribute-Value Pair (AVP): See RFC 3588 [5], corresponds to an Information Element in a Diameter message.

binding: PCRF process of associating IP flows described in AF Service Information with IP-CAN bearers.

IP-CAN bearer: IP transmission path of defined capacity, delay and bit error rate, etc.
See 3GPP TS 21.905 [1] for the definition of bearer.

IP-CAN session: association between a UE and an IP network (for GPRS, APN)
The association is identified by a  UE IP address together with a UE identity information, if available. An IP-CAN session incorporates one or more IP-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as long as the UE IP address is established and announced to the IP network.
IP flow: unidirectional flow of IP packets with the same source IP address and port number and the same destination IP address and port number and the same transport protocol
Port numbers are only applicable if used by the transport protocol.

packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow. 
PCC rule: set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control
service information: set of information conveyed from the AF to the PCRF over the Rx interface to be used as a basis for PCC decisions at the PCRF, including information about the AF session (e.g. application identifier, type of media, bandwidth, IP address and port number)
service data flow: An aggregate set of packet flows. 

3.2
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

AF

Application Function
IP-CAN
IP Connectivity Access Network
CRF
Charging Rules Function
PCC
Policy and Charging Control
PCEF

Policy and Charging Enforcement Function

PCRF

Policy and Charging Rule Function

PDF
Policy Decision Function
P-CSCF
Proxy-Call Session Control Function
QoS
Quality of Service

SDF
Service Data Flow

UE
User Equipment

*** Next Change ***
4.3.2
PCRF
The PCRF (Policy Control and Charging Rules Function) is a functional element that encompasses policy control decision and flow based charging control functionalities. These 2 functionalities are the heritage of the release 6 logical entities PDF and CRF respectively. The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF.  The PCRF receives session and media related information from the AF and informs AF of traffic plane events.
The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF and as a result the PCRF shall indicate, in the response to the AF, the service information that can be accepted by the PCRF.
The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services.  The subscription specific information for each service may contain e.g. max QoS class and max bit rate.
The PCRF may report IP-CAN session events (including bearer events and events on AF signalling transport) to the AF via the Rx reference point.

The PCRF PCC Rule decisions may be based on one or more of the following:

-
the session and media related information obtained from the AF via the Rx reference point;

-
the bearer and subscriber related information obtained from the PCEF over the Gx reference point;

-
subscriber and service related data the PCRF may be aware of by configuration or through the Sp reference point.
The PCRF shall provision PCC Rules to the PCEF via the Gx reference point.
*** Next Change ***
4.4
PCC procedures over Rx reference point
4.4.1
Initial Provisioning of Session Information

When a new AF session is being established and media information for this AF session is available at the AF, the AF shall open an Rx Diameter session with the PCRF using a AA-Request command. The AF shall provide the UE's IP address using either Framed-IP-Address AVP or Framed-IPv6-Prefix AVP, and the corresponding Service Information within Media-Component-Description AVP(s). The AF shall indicate to the PCRF as part of the Media-Component-Description whether the media IP flow(s) should be enabled or disabled with the Flow-Status AVP.
The AF may include the AF-Charging-Identifier AVP into the AA-Request for charging correlation purposes. The AF may also include the Specific-Action AVP to request notification for certain user plane events, e.g. bearer termination.

When the PCRF receives an initial AA-Request from the AF, the PCRF shall perform session binding as described in 3GPP TS 29.213 [9]. To allow the PCRF to identify the IP-CAN session for which this request applies, the AF shall provide either the Framed-IP-Address or the Framed-IPv6-Prefix containing the routable IP address applicable for the IP Flows towards the UE. Further details on how the PCRF identifies suitable IP-CAN sessions can be found in the binding mechanism described in 3GPP TS 29.213 [9].
If the request contains Media-Component-Description Attribute-Value Pair(s) (AVP(s)) the PCRF shall store the received Service Information. The PCRF shall process the received Service Information according to the operator policy and may decide whether the request is accepted or not. The PCRF may take the priority information within the Reservation-Priority AVP into account when making this decision.


To allow the PCRF and PCEF to perform PCC rule authorization and bearer binding for the described service IP flows, the AF shall supply both source and destination IP addresses and port numbers within the Flow-Description AVP, if such information is available.
NOTE:
In SDP source port information is usually not available.


The AF may specify the Reservation-Priority AVP at request level in the AA-Request in order to assign a priority to the AF Session as well as specify the Reservation-Priority AVP at the media-component-description AVP level to assign a priority to the IP flow. The presence of the Reservation-Priority in both levels does not constitute a conflict as they each represent different types of priority. Specifically the Reservation-Priority at the AA-Request level provides the relative priority for a session while the Reservation-Priority at the media-component-description level provides the relative priority for an IP flow within a session. If the Reservation-Priority AVP is not specified the requested priority is DEFAULT (0).

The AF may request notifications of specific IP-CAN session events through the usage of the Specific Action AVP in the AA-Request command. The PCRF shall make sure to inform the AF of  the requested notification s in the event that they take place.
The PCRF shall check whether the received Service Information requires PCC Rules to be provisioned. Provisioning of PCC Rules to the PCEF shall be carried out as specified at 3GPP TS 29.212 [8]. 


· 
· 
If the PCRF needs to terminate the Rx session before it has sent the AA Answer, the PCRF shall send the AA Answer immediately and before the AS Request.

The behaviour when the AF does not receive the AAA, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than DIAMETER_SUCCESS, are outside the scope of this specification and based on operator policy.



4.4.2
Modification of Session Information
The AF may modify the session information at any time (e.g. due to an AF session modification or internal AF trigger) sending an AA-Request command to the PCRF containing the Media-Component-Description AVP(s) with the updated Service Information. The PCRF shall process the received Service Information according the operator policy and may decide whether the request is accepted or not. If accepted, the PCRF shall update the Service Information with the new information received. Due to the updated Service Information, the PCRF may need to create, modify or delete the related PCC rules and provide the updated information towards the PCEF following the corresponding procedures specified at 3GPP TS 29.212 [8]. The procedures to update the Authorized QoS for the affected IP-CAN bearer are also specified at 3GPP TS 29.212 [8].

The PCRF shall reply with an AA-Answer and shall include the Access‑Network-Charging-Identifier(s) and may include the Access-Network-Charging-Address AVP, if they are available at this moment and have not been yet supplied earlier to the AF. If the PCRF needs to terminate the Rx session before it has sent the AA Answer, the PCRF shall send the AA Answer immediately and before the AS Request.

4.4.3
Gate Related Procedures

Depending on the application, in the Service Information provision, the AF may instruct the PCRF when the IP flow(s) are to be enabled or disabled to pass through the IP-CAN. The AF does this by sending the AA-Request message containing the Media-Component- Description AVP(s) that contains the flow status information (in the Flow-Status AVP) for the flows to be enabled or disabled.
In response to this action the PCRF shall set the appropriate gate status for the corresponding active PCC rule(s).
If a Media-Sub-Component AVP under a Media-Component-Description AVP contains a Flow-Usage AVP with the value RTCP, then the corresponding RTCP IP Flows in both directions shall be enabled even if the Flow-Status AVP under the Media-Sub-Component AVP is set to ENABLED-UPLINK, ENABLED-DOWNLINK, ENABLED, or DISABLED.

The PCRF shall reply with an AA-Answer and shall include the Access‑Network-Charging-Identifier(s) available at this moment. The PCRF makes the final decision to enable or disable the authorized IP flows.
The behaviour when the AF does not receive the AAA, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than DIAMETER_SUCCESS, are outside the scope of this specification and based on operator policy.
4.4.4
AF Session Termination

When an AF session is terminated, the AF shall send Session-Termination-Request command to the PCRF.
When the PCRF receives a ST-Request from the AF, indicating an AF session termination, it shall free the resources allocated for the corresponding Service Data Flow(s). In order to do that, the PCRF shall initiate the request for the removal of any related PCC rules from the PCEF and for the update of the Authorized QoS for the affected IP-CAN bearer following the corresponding procedures specified at 3GPP TS 29.212 [8].


After the PCRF has performed the needed actions, the PCRF shall send a ST-Answer to the AF informing of the corresponding result.

4.4.5
Subscription to Notification of Signalling Path Status 

An AF may subscribe to notifications of the status of the AF Signalling transmission path. To do so, the AF shall open an Rx Diameter session with the PCRF using an AA-Request command. The AF shall provide the UE's IP address (using either the Framed-IP-Address AVP or the Framed-IPv6-Prefix AVP) and the Specific-Action AVP requesting the subscription to "INDICATION_OF_LOSS_OF BEARER". The AF shall additionally provide a Media-Component-Description AVP including a single Media-Sub-Component AVP with the Flow-Usage AVP set to the value "AF_SIGNALLING". The AF may also include the Flow-Description AVP in order to assist the PCRF with the binding process. The rest of AVPs within the Media-Component-Description and Media-Sub-Component AVPs shall not be used in this case.
Editor's Note: It is FFS if modifications to the definition of the Media-Component-Description AVP are enquired to enable this usage.

When the PCRF receives an AA-Request as described in the preceding paragraph from the AF, the PCRF shall perform session binding as described in 3GPP TS 29.213 [9] and acknowledges the AAR command by sending an AA‑Answer command to the AF.
Editor's Note: The session binding mechanism may require updates to allow for several Rx sessions with the same IP address, e.g. by considering Flow description AVPs in the session signalling and the AF signalling flag in addition. Interactions between different AF sessions bound to the same Gx sessions, e.g. if filters in the session information overlap, are also for ffs.

NOTE:
PCC Rules related to AF Signalling IP Flows have been already provisioned to PCEF using the corresponding procedures specified at 3GPP TS 29.212 [8] at an earlier stage (e.g.  typically at the establishment of the IP-CAN bearer dedicated for AF Signalling IP Flows).

The AF may cancel the subscription to notifications of the status of the AF Signalling transmission path at any time. In that case, the AF shall use a Session-Termination-Request (STR) command to the PCRF, which shall be acknowledged with a Session-Termination-Answer (STA) command.
4.4.6
Traffic Plane Events

4.4.6.1
IP-CAN Session Termination

When an IP-CAN session is terminated, the PCRF shall inform the AF about the IP-CAN session termination by sending an ASR (abort session request) command to the AF.
When the AF receives the ASR command, it shall acknowledge the command by sending an ASA (abort session answer) command to the PCRF and indicate the termination of the session by sending an STR (session termination request) command to the PCRF. The PCRF shall acknowledge the termination of the session by sending an STA (session termination answer) command to the AF.
Signalling flows for IP-CAN session termination cases are presented in 3GPP TS 29.213 [9].
4.4.6.2
Service Data Flow Deactivation 

It may happen that one or more PCC Rules (i.e. Service Data Flows) are deactivated at the PCEF at a certain time. When the PCRF gets the knowledge that one or more SDFs have been deactivated, (e.g. due to a bearer release or loss of bearer), the PCRF shall inform the AF accordingly if the AF has previously subscribed using the Specific-Action AVP in the AAR command.
When not all the service data flows within the AF session are affected, the PCRF shall inform the AF by sending an RAR (re-authorization request) command. The RAR command shall include the deactivated IP Flows encoded in the Flows AVP and the cause encoded in the Specific-Action AVP.

When the AF receives the RAR command, it shall acknowledge the command by sending an RAA (re-authorization answer) command to the PCRF. The AF may also update the session information by sending an AAR (AA-request) command to the PCRF.
If the PCRF receives the AAR command, it shall acknowledge the command by sending an AAA (AA-answer) command to the AF.
When all the service data flows within the AF session are affected, the PCRF shall inform the AF by sending an ASR command. When the AF receives the ASR command, it shall acknowledge the command by sending an ASA (abort session answer) command to the PCRF. After that, the AF shall initiate an AF session termination procedure as defined in clause 4.4.4.

Signalling flows for Service Data Flow Deactivation cases are presented in 3GPP TS 29.213 [9].

4.4.6.3
Notification of Signalling Path Status
In the event that the PCRF is notified of the Loss of Resources associated to the PCC Rules corresponding with AF Signalling IP Flows, the PCRF shall inform the AF about the Loss of the Signalling Transmission path by sending a Re‑Authorization Request (RAR) command to the AF. The RAR shall include the Specific-Action AVP set to the value "INDICATION_OF_LOSS_OF_BEARER".
When the AF receives the RAR command, it shall acknowledge the command by sending an RAA command to the PCRF.

The AF may then decide to terminate the Rx Diameter session used for the notification of the status of the AF Signalling transmission path. The AF may also decide to terminate any other active Rx Diameter session with the PCRF related to the AF Signalling which is not available any longer. In that case, the AF shall then initiate the AF Termination procedure towards the PCRF as defined in clause 4.4.4.
*** Next change ***
5.3.13
Specific-Action AVP

The Specific-Action AVP (AVP code 513) is of type Enumerated.

Within a PCRF initiated Re-Authorization Request, the Specific-Action AVP determines the type of the action.

Within an initial AA request the AF may use the Specific-Action AVP to request specific actions from the server at the bearer events and to limit the contact to such bearer events where specific action is required. If the Specific-Action AVP is omitted within the initial AA request, no notification of any of the events defined below is requested.

The following values are defined:

SERVICE_INFORMATION_REQUEST (0)


Within a RAR, this value shall be used when the server requests the service information from the AF for the bearer event. In the AAR, this value indicates that the AF requests the server to demand service information at each bearer authorization.


CHARGING_CORRELATION_EXCHANGE (1)


Within a RAR, this value shall be used when the server reports the access network charging identifier to the AF. The Access-Network-Charging-Identifier AVP shall be included within the request. In the AAR, this value indicates that the AF requests the server to provide an access network charging identifier to the AF at each bearer establishment/modification, when a new access network charging identifier becomes available.


INDICATION_OF_LOSS_OF_BEARER (2)


Within a RAR, this value shall be used when the server reports a loss of a bearer (e.g. in the case of GPRS PDP context bandwidth modification to 0 kbit) to the AF. The SDFs that are deactivated as a consequence of this loss of bearer shall be provided within the Flows AVP. In the AAR, this value indicates that the AF requests the server to provide a notification at the loss of a bearer.


INDICATION_OF_RECOVERY_OF_BEARER (3)


Within a RAR, this value shall be used when the server reports a recovery of a bearer (e.g. in the case of GPRS, PDP context bandwidth modification from 0 kbit to another value) to the AF. The SDFs that are re-activated as a consequence of the recovery of bearer shall be provided within the Flows AVP. In the AAR, this value indicates that the AF requests the server to provide a notification at the recovery of a bearer.

INDICATION_OF_RELEASE_OF_BEARER (4)


Within a RAR, this value shall be used when the server reports the release of a bearer (e.g. PDP context removal for GPRS) to the AF. The SDFs that are deactivated as a consequence of this release of bearer shall be provided within the Flows AVP. In the AAR, this value indicates that the AF requests the server to provide a notification at the removal of a bearer.


INDICATION_OF_ESTABLISHMENT_OF_BEARER (5)


Within a RAR, this value shall be used when the server reports the establishment of a bearer (e.g. PDP context activation for GPRS) to the AF. In the AAR, this value indicates that the AF requests the server to provide a notification at the establishment of a bearer. 

Only the values INDICATION_OF_LOSS_OF_BEARER, INDICATION_OF_RECOVERY_OF_BEARER, INDICATION_OF_ESTABLISHMENT_OF_BEARER and INDICATION_OF_RELEASE_OF_BEARER are applicable for the Rx Protocol in the present release. Other values are maintained for backward compatibility with previous releases, but shall not be used in Rx messages in this release and shall be ignored in incoming messages.

*** End of changes ***
