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*** 1st change ***
4.5.1 Request for PCC rules

The PCEF shall indicate, via the Gx reference point, a request for PCC rules in the following instances.
1)
At IP-CAN session establishment:

-
The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "INITIAL_REQUEST". The PCEF shall supply user identification and other attributes to allow the PCRF to identify the rules to be applied. The other attributes shall include the type of the radio access technology (e.g UTRAN, GERAN, WLAN) and the UE IP address. The PCEF may also include the Access‑Network-Charging-Address and Access‑Network-Charging-Identifier-Gx AVPs in the CC-Request. For GPRS, information about the user equipment (e.g. IMEISV), QoS negotiated, SGSN Address, SGSN country and network codes, APN, TFT and indication if the bearer is used as IMS signalling PDP context shall be provided.


For IP-CAN types that support multiple IP-CAN bearers (as in the case of GPRS), the PCEF shall provide the Bearer-Identifier AVP at the IP-CAN session establishment. In this case, the PCEF shall also include the Bearer-Operation AVP set to the value "Establishment".
2) At IP-CAN session modification:


IP-CAN session modification with PCEF-requested rules can occur in the following cases:
-
For GPRS, when a new PDP Context is being established by the UE in an already existing PDP Session.

-
For GPRS, when a PDP context is being modified by the UE and an Event trigger is met.

-
For GPRS, when a PDP context is being terminated by the UE.


The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "UPDATE_REQUEST". The PCEF may include the Access‑Network-Charging-Address and Access‑Network-Charging-Identifier-Gx AVPs in the CC-Request. For an IP-CAN Session modification where an existing IP-CAN Bearer is modified, the PCEF shall supply within the PCC rule request the specific event which caused the IP-CAN session modification (within the Event-Trigger AVP) and any previously provisioned PCC rule(s) affected by the IP-CAN session modification. The PCC rules and their status shall be supplied to PCRF within the Charging-Rule-Report AVP. 

In the case the PCRF performs the bearer binding and:
-
a new IP-CAN bearer is being established, the PCEF shall assign a new bearer identifier to this IP-CAN bearer, include this identifier within the Bearer-Identifier AVP, and include the Bearer-Operation AVP set to the value "Establishment";
-
an existing IP-CAN bearer is being modified, the PCEF shall include the Bearer-Identifier AVP and the Bearer-Operation AVP set to the value "Modification". If the Event trigger that caused the IP-CAN bearer modification applies at session level (i.e. it is common to all the bearers belonging to that IP-CAN session), PCEF shall send a single CC-Request for all the affected bearers. In this case, the Bearer-Identifier AVP shall not be included to indicate that it applies to all the IP-CAN bearers in the IP-CAN session. 
Editor's note:
Cases of IP-CAN session modification different from GPRS are still to be identified.

*** Next Change ***

4.5.3 Provisioning of Event Triggers


The PCRF may provide event triggers within a Event-Trigger AVP to the PCEF using the PCC rule provision procedure. Event triggers may be used to determine which IP-CAN session modification or specific event causes the PCEF to re-request PCC rules. Although event triggers reporting from PCEF to PCRF can apply for an IP CAN session or bearer depending on the particular event, provisioning of Event Triggers will be done at session level. Event-Trigger AVP may be provided in combination with the initial or subsequent PCC rule provisioning.
*** Next Change ***

5.3.7 Event-Trigger AVP (All access types)

The Event-Trigger AVP (AVP code 1006) is of type Enumerated. When sent from the PCRF to the PCEF the Event-Trigger AVP indicates an event that shall cause a re-request of PCC rules. When sent from the PCEF to the PCRF the Event-Trigger AVP indicates that the corresponding event has occurred at the gateway.

Whenever one of these events occurs, the PCEF shall send the related AVP that has changed together with the event trigger indication.
Unless stated for a specific value, the Event-Trigger AVP applies to all access types.
The following values are defined:
SGSN_CHANGE (0)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon the change of the serving SGSN PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because the serving SGSN changed. The new value of the serving SGSN shall be indicated in either 3GPP-SGSN-Address AVP or 3GPP-SGSN-IPv6-Address AVP. Applicable only for GPRS.

QOS_CHANGE (1)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a QoS change at bearer level, PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a change in the requested QoS for a specific bearer (e.g. the previously maximum authorized QoS has been exceeded). Bearer-Identifier AVP has to be provided to indicate the affected bearer. For GPRS access type, 3GPP-GPRS-Negotiated-QoS-Profile is required to be provided in the same request with the new value. 
RAT_CHANGE (2)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a RAT change PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because of a RAT change. . The new RAT type shall be provided in the 3GPP-RAT-Type AVP. Applicable only for GPRS.

TFT_CHANGE (3)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a TFT change at bearer level PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because of a change in the TFT. Bearer-Identifier AVP has to be provided to indicate the affected bearer. The new TFT values shall be provided in TFT-Packet-Filter-Information AVP. Applicable only for GPRS.

PLMN_CHANGE (4)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a PLMN change PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because there was a change of PLMN. 3GPP-SGSN-MCC-MNC AVP shall be provided in the same request with the new value. Applicable only for GPRS.

LOSS_OF_BEARER (5)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon loss of bearer, GW should inform PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because the bearer associated with the PCC rules indicated by the corresponding Charging Rule Report AVP was lost. The PCC-Rule-Status AVP within the Charging Rule Report AVP shall indicate that these PCC rules are temporary inactive. Applicable for those access-types that handle multiple bearers within one single IP-CAN session (e.g. GPRS).
The mechanism of indicating loss of bearer to the GW is IP-CAN access type specific. For GPRS, this is indicated by a PDP context modification request with Maximum Bit Rate (MBR) in QoS profile changed to 0 kbps.
When PCRF performs the bearer binding, PCEF may provide the Bearer-Identifier AVP to indicate the bearer that has been lost.
RECOVERY_OF_BEARER (6)

This value shall be in CCA and RAR commands by the PCRF used to indicate that upon recovery of bearer, GW should inform PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because the bearer associated with the PCC rules indicated by the corresponding Charging Rule Report AVP was recovered. The PCC-Rule-Status AVP within the Charging Rule Report AVP shall indicate that these rules are active again. Applicable for those access-types that handle multiple bearers within one single IP-CAN session (e.g. GPRS).
The mechanism for indicating recovery of bearer to the GW is IP-CAN access type specific. For GPRS, this is indicated by a PDP context modification request with Maximum Bit Rate (MBR) in QoS profile changed from 0 kbps to a valid value.
When PCRF performs the bearer binding, PCEF may provide the Bearer-Identifier AVP to indicate the bearer that has been recovered.
IP-CAN_CHANGE (7)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the IP-CAN type PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because there was a change of IP-CAN type. 
GW/PCEF_MALFUNCTION (8)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a failure in the enforcement of PCC rules due to GW/PCEF malfunction, the PCEF shall inform the PCRF.
When used in a CCR command, this value indicates that the PCEF generated the request because ,due  to a malfunction in the PCEF, the PCC rules cannot be enforced. The affected PCC rules will be provided in the Charging-Rule-Report AVP. When PCRF performs the bearer binding, PCEF may provide the Bearer-Identifier. In this case, absence of the Charging-Rule-Report means that all provided PCC rules for that specific bearer are affected. 
RESOURCES_LIMITATION (9)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a failure in the enforcement of PCC rules due to limitation of resources, the PCEF shall inform the PCRF.
When used in a CCR command, this value indicates that the PCEF generated the request because there are not enough available resources and thus there are PCC rules that cannot be enforced. The affected PCC rules will be provided in the Charging-Rule-Report AVP. When PCRF performs the bearer binding, PCEF may provide the Bearer-Identifier. In this case, absence of the Charging-Rule-Report means that all provided PCC rules for that specific bearer are affected. 
MAX_NR_BEARERS_REACHED (10)

This value shall be used in CCA and RAR commands by the PCRF to subscribe to this event. IF the PCRF subscribes to this event, the PCEF shall inform the PCRF whenever a failure in the enforcement of PCC rules occurs due to the maximum number of bearer have been reached for the IP-CAN session, PCEF shall inform PCRF.
When used in a CCR command, this value indicates that the PCEF generated the request because the PCC rules cannot be enforced since the IP-CAN session already contains the maximum number of bearers allowed. The affected PCC rules will be provided in the Charging-Rule-Report AVP. 
*** Next Change ***

5.5.3 Permanent Failures
Errors that fall within the Permanent Failures category shall be used to inform the peer that the request failed, and should not be attempted again.
The Result-Code AVP values defined in Diameter BASE RFC 3588 [5] are applicable. Also the following specific Gx Experimental-Result-Codes values are defined:
DIAMETER_ERROR_INITIAL_PARAMETERS (5140)
This error shall be used when the set of bearer/session information needed in the PCRF for rule selection is incomplete or erroneous for the decision to be made. (e.g. QoS, SGSN address, RAT type, TFT…)

DIAMETER_ERROR_TRIGGER_EVENT (5141)

This error shall be used when the set of bearer/session information sent in a CCR originated due to a trigger event been met is incoherent with the previous set of bearer/session information for the same bearer/session (e.g event trigger met was RAT changed, and the RAT notified is the same as before).
DIAMETER_PCC_RULE_EVENT (5142)
This error shall be used when for some reason the PCC rules cannot be installed/activated. The reason will be provided in the Event Trigger AVP value. Affected PCC-Rules will be provided in the Charging-Rule-Report AVP. Absence of the Charging-Rule-Report means that all provided PCC rules for that specific bearer/session are affected.

*** Next Change ***

5.6.3 CC-Answer (CCA) Command
The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the session. If PCRF performs the bearer binding, PCC rules will be provisioned at bearer level. The primary and secondary CCF and/or primary and secondary OCS addresses may be included in the initial provisioning.
Message Format:
<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Event-Trigger ]





 [ Origin-State-Id ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]





 [ Authorized-QoS ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

Editor's Note: The application of the Authorized-QoS AVP for other bearers than GPRS pending to be specified.

*** Next Change ***

5.6.4 Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the PCEF in order to provision PCC rules using the PUSH procedure initiate the provision of unsolicited PCC rules. . It is used to provision PCC rules and event triggers for the session. If PCRF performs the bearer binding, PCC rules will be provisioned at bearer level.
NOTE:
If the RAR command is received by the PCEF without providing any operation on PCC rules or any  QoS information, the PCEF will respond with a CCR command requesting PCC rules.

Message Format:
<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





 [ Origin-State-Id ]





*[ Event-Trigger ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]





 [ Authorized-QoS ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

*** Next Change ***

5.6.5 Re-Auth-Answer (RAA) Command
The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the PCEF to the PCRF in response to the RAR command.
Message Format:
<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]




 [ Event-Trigger ]




*[ Charging-Rule-Report]





 [ Access-Network-Charging-Address ]





*[ Access-Network-Charging-Identifier-Gx ]





 [ Error-Message ]





 [ Error-Reporting-Host ] 





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ AVP ]
*** End of Changes ***
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