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*** Next Modification ****

17.5.2

Session start procedure

The BM-SC initiates the MBMS session start procedure when it is ready to send data. This informs the GGSN of the imminent start of the transmission and MBMS session attributes are provided to the GGSNs included in the list of downstream nodes in BM-SC.   For a multicast MBMS service these are the GGSNs that have previously registered for the corresponding MBMS bearer service. The bearer plane is allocated.
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Figure 27: MBMS Session Start procedure

1.
The BM-SC sends a RAR message to indicate the impending start of the transmission and to provide the session attributes to the GGSNs listed in the "list of downstream nodes" parameter of the corresponding MBMS Bearer Context. MB-SC may indicate to each GGSN that BM-SC is capable of sending user plane data by either IP multicast or IP unicast and the preferred mode. In such case BM-SC shall send multicast source address as specified by [xx]. The BM-SC sets the state attribute of its MBMS Bearer Context to ‘Active’. 

2.
For a broadcast MBMS bearer service the GGSN creates an MBMS Bearer Context. The GGSN stores the session attributes in the MBMS Bearer Context, sets the state attribute of its MBMS Bearer Context to ‘Active’ and sends a RAA message to the BM-SC. GGSN may indicate to BM-SC in which mode GGSN prefers to receive user plane data. GGSN shall join the multicast group as specified by [xx] and [yy] in the following cases:
-
If BM-SC indicates IP multicast datagram support and GGSN prefers to receive IP multicast datagrams;

-
If BM-SC does not indicate the preferred mode and GGSN prefers to receive IP multicast datagrams;

-
If BM-SC does not indicate the preferred mode and GGSN also does not indicate the preferred mode (in such case BM-SC may decide to send IP multicast datagrams).
An AAR message is not mandated for the Gmb application in response to a RAR- RAA command exchange.
*** Next Modification ****

17.6.5
Re-Auth-Request Command
The Re-Auth-Request (RAR) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 258 and the message flags' 'R' bit set. 

The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional  AVPs for Gmb, or modified existing AVPs.

Message Format:

      <RAR>  ::= < Diameter Header: 258, REQ, PXY >

                 < Session-Id >

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }

                 { Auth-Application-Id }

                 { Re-Auth-Request-Type }
                 [ Called-Station-Id ]

                 [ Framed-IP-Address]

                 [ Framed-IPv6-Prefix ]

                 [ Framed-Interface-Id ]




 [ MBMS-StartStop-Indication ]





*[ MBMS-Service-Area ]





 [ 3GPP-GPRS-Negotiated-QoS-Profile ]





 [ MBMS-Session-Duration ]





 [ MBMS-Service-Type ]





 [ MBMS-Session-Identity ]

                 [ MBMS-Session-Identity-Repetition-number ]




 [ TMGI ]

               * [ 3GPP-SGSN-Address ]            ; broadcast case only

               * [ 3GPP-SGSN-IPv6-Address ]       ; broadcast case only

                 [ MBMS-2G-3G-Indicator ]
                 [ MBMS-Time-To-Data-Transfer ]
                 [ MBMS-User-Data-Mode-Indication ]
                 [ MBMS-BMSC-SSM-IP-Address ]
                 [ Origin-State-Id ]

               * [ Proxy-Info ]

               * [ Route-Record ]

The MBMS-StartStop-Indication AVP will indicate if the command is indicating a MBMS Session Start procedure or a MBMS Session Stop procedure. 

For the MBMS Session Start procedure, RAR is sent by the BM-SC to the GGSN(s) that will deliver the MBMS service (e.g. in the multicast case these are the GGSNs that have previously registered for the corresponding multicast MBMS bearer service), when it is ready to send data. This is a request to activate all necessary bearer resources in the network for the transfer of MBMS data and to notify interested UEs of the imminent start of the transmission. For broadcast MBMS bearer services  the RAR message contains either an IPv4 address or an IPv6 address for each participating SGSN.

For MBMS Session Stop procedure, RAR is sent by the BM-SC to the GGSN(s) when it considers the MBMS session to be terminated. The session is typically terminated when there is no more MBMS data expected to be transmitted for a sufficiently long period of time to justify a release of bearer plane resources in the network. 

The MBMS session to be started/stopped is identified by the  TMGI and the MBMS-Session-Identity.

The information of the MBMS-2G-3G-Indicator is passed from BM-SC transparently through GGSN to the SGSN(s) that are relevant for the actual MBMS bearer service.

According to 3GPP TS 23.246 [65], a specific MBMS bearer service is uniquely identified by its IP multicast address and an APN. For the MBMS Session Start procedure for broadcast  MBMS bearer services, the following AVPs are  included (either IPv4 or IPv6 address) to enable GGSN to relate incoming payload packets to the actual MBMS bearer service and distribute the packets to the downstream SGSNs related to this service:

-
The Framed-IPv6-Prefix AVP contains the IPv6 prefix of the multicast address. 

-
The Framed-Interface-Id AVP contains the IPv6 interface identifier of the multicast address.

-
The Framed-IP-Address AVP contains the IPv4 multicast address.

-
The Called-Station-Id AVP contains the Access Point Name (APN) for which the MBMS bearer service is defined.

17.6.6
RE-Auth-Answer Command

The Re-Auth-Answer (RAA) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 258 and the message flags' 'R' bit clear, is sent in response to the RAR. 

The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional  AVPs for Gmb, or modified existing AVPs.
Message Format:

      <RAA>  ::= < Diameter Header: 258, PXY >

                 < Session-Id >

                 { Origin-Host }

                 { Origin-Realm }
                 [ Result-Code ]




 [ Experimental-Result ]





 [ MBMS-StartStop-Indication ]
                 [ MBMS-GGSN-Address ]            ; for unicast encapsulated user data
                 [ MBMS-GGSN-IPv6-Address ]       ; for unicast encapsulated user data
                 [ MBMS-User-Data-Mode-Indication ]
                 [ Origin-State-Id ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

               * [ Failed-AVP ]

               * [ Redirected-Host ]

                 [ Redirected-Host-Usage ]

                 [ Redirected-Host-Cache-Time ]

               * [ Proxy-Info ]

*** Next Modification ****

17.7
Gmb specific AVPs

Table 10 describes the Gmb specific Diameter AVPs. The Vendor-Id header of all Gmb specific AVPs defined in the present specification shall be set to 3GPP (10415).

The Gmb specific AVPs require to be supported to be compliant to the present specification. All AVPs in table 10 are mandatory within Gmb interface unless otherwise stated. 

Table 10: Gmb specific AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	TMGI
	900
	17.7.2
	OctectString
	M,V
	P
	
	
	Y

	Required-MBMS-Bearer-Capabilities
	901
	17.7.3
	UTF8String
	M,V
	P
	
	
	Y

	MBMS-StartStop-Indication
	902
	17.7.5
	Enumerated
	M,V
	P
	
	
	Y

	MBMS-Service-Area
	903
	17.7.6
	OctectString
	M,V
	P
	
	
	Y

	MBMS-Session-Duration
	904
	17.7.7
	Unsigned32
	M,V
	P
	
	
	Y

	3GPP-GPRS-Negotiated-QoS-Profile
	5
	16.4.7

(see Note)
	UTF8String
	M,V
	P
	
	
	Y

	3GPP-IMSI
	1
	16.4.7

(see Note)
	UTF8String
	M.V
	P
	
	
	Y

	Alternative-APN
	905
	17.7.8
	UTF8String
	M,V
	P
	
	
	Y

	MBMS-Service-Type
	906
	17.7.9
	Enumerated
	M,V
	P
	
	
	Y

	3GPP-SGSN-Address
	6
	16.4.7 (see note)
	UTF8String
	M, V
	P
	
	
	Y

	3GPP-SGSN-IPv6-Address
	15
	16.4.7 (see note)
	UTF8String
	M, V
	P
	
	
	Y

	MBMS-2G-3G-Indicator
	907
	17.7.10
	Enumerated
	M, V
	P
	
	
	Y

	MBMS-Session-Identity
	908
	17.7.11
	OctetString
	M.V
	P
	
	
	Y

	RAI
	909
	17.7.12
	UTF8String
	M, V
	P
	
	
	Y

	3GPP-IMEISV
	20
	16.4.7

(see Note)
	OctetString
	M,V
	P
	
	
	Y

	3GPP-RAT-Type
	21
	16.4.7

(see Note)
	OctetString
	M,V
	P
	
	
	Y

	3GPP-User-Location-Info
	22
	16.4.7

(see Note)
	OctetString
	M,V
	P
	
	
	Y

	3GPP-MS-TimeZone
	23
	16.4.7

(see Note)
	OctetString
	M,V
	P
	
	
	Y

	Additional-MBMS-Trace-Info
	910
	17.7.13
	OctetString
	M,V
	P
	
	
	Y

	MBMS-Time-To-Data-Transfer
	911
	17.7.14
	OctetString
	M,V
	P
	
	
	Y

	MBMS-Session-Identity-Repetition-Number
	912
	17.7.15
	Unsigned32
	M.V
	P
	
	
	Y

	MBMS-User-Data-Mode-Indication
	xxx
	17.7xx
	Enumerated
	M,V
	P
	
	
	Y

	MBMS-GGSN-Address
	xxx
	17.7.xx
	UTF8String
	M,V
	P
	
	
	Y

	MBMS-GGSN-IPv6-Address
	xxx
	17.7.xx
	UTF8String
	M,V
	P
	
	
	Y

	MBMS-BMSC-SSM-IP-Address
	xxx
	17.7.xx
	UTF8String
	M,V
	P
	
	
	Y

	MBMS-BMSC-SSM-IPv6-Address
	xxx
	17.7.xx
	UTF8String
	M,V
	P
	
	
	Y

	NOTE: 
The use of Radius VSA as a Diameter vendor AVP is described in Diameter NASREQ (IETF RFC 4005 [67]) and the P flag may be set.


Table 11 lists the set of Diameter AVPs that are not Gmb specific, but are reused from other Diameter applications by the Gmb interface. A reference is done to the specifications where the AVPs are specified.  This set of AVPs requires to be supported to be compliant to the present specification.

Table 11: Gmb reused AVPs from other Diameter applications.

	AVP Name
	Reference

	Called-Station-Id
	NASREQ, IETF RFC 4005 [67]

	Calling-Station-Id
	NASREQ, IETF RFC 4005 [67]

	Framed-Interface-Id
	NASREQ, IETF RFC 4005 [67]

	Framed-IP-Address
	NASREQ, IETF RFC 4005 [67]

	Framed-IPv6-Prefix
	NASREQ, IETF RFC 4005 [67]


NOTE: Diameter Base AVPs are not listed as support of them is mandated by IETF RFC 3588 [66]. 

17.7.1
3GPP-Vendor-Specific AVP

Void.

17.7.2
TMGI AVP

The TMGI AVP (AVP code 900) is of type OctectString, and contains the Temporary Mobile Group Identity allocated to a particular MBMS bearer service. TMGI use and structure is specified in 3GPP TS 23.003 [40].

17.7.3
Required-MBMS-Bearer-Capabilities AVP

The Required-MBMS-Bearer-Capabilities AVP (AVP code 901) is of type UTF8String, and contains the minimum bearer capabilities the UE needs to support. The information contained in this AVP is UTF-8 encoded QoS profile as defined in 3GPP TS 24.008 [54].

17.7.4
Void
17.7.5
MBMS-StartStop-Indication AVP

The MBMS-StartStop-Indication AVP (AVP code 902) is of type Enumerated. The following values are supported:

START (0)

The message containing this AVP is indicating a MBMS session start procedure.

STOP
(1)

The message containing this AVP is indicating a MBMS session stop procedure.

17.7.6
MBMS-Service-Area AVP

The MBMS-Service-Area AVP (AVP code 903) is of type OctetString, and indicates the area over which the MBMS bearer service has to be distributed.

17.7.7
MBMS-Session-Duration AVP

The MBMS-Session-Duration AVP (AVP code 904) is of type Unsigned32, and indicates the estimated session duration (MBMS Service data transmission). The time is indicated in seconds.

The highest value of this AVP (i.e. all 1’s), is reserved to indicate an indefinite value to denote sessions that are expected to be always-on.

17.7.8 
Alternative-APN AVP

The Alternative-APN AVP (AVP code 905) is of type UTF8String, and contains the value of a new APN. This AVP is optional within the Gmb interface. BM-SC only includes it if the UE must use a different APN for the MBMS PDP Context from the one used in the Join message.
17.7.9  MBMS-Service-Type AVP

The MBMS-Service-Type AVP (AVP code 906) is of type Enumerated, and contains explicit information about the type of service that the BM-SC Start Procedure is about to start.

MULTICAST (0)

The Start Procedure signalled by the BM-SC is for a Multicast Service.

BROADCAST (1)

The Start Procedure signalled by the BM-SC is for a Broadcast Service.

17.7.10  MBMS-2G-3G-Indicator AVP

The MBMS-2G-3G-Indicator AVP  (AVP code 907) is of type Enumerated. It indicates  whether the MBMS bearer service will be delivered  in 2G- only, 3G- only of both  coverage areas. The following values are supported:

2G (0)

     The MBMS bearer service shall only be delivered in 2G only coverage areas.

3G (1)

    The MBMS bearer service shall only be delivered in 3G only coverage areas.

2G-AND-3G (2)

   The MBMS bearer service shall be delivered both in 2G and 3G coverage areas.

17.7.11  MBMS-Session-Identity  AVP

The MBMS-Session-Identity AVP (AVP code 908) is of type OctetString. Its length is one octet.  It is allocated by the BM-SC. Together with TMGI it identifies a transmission of a specific MBMS session.  The initial transmission and subsequent retransmissions of the MBMS session will use the same values of these parameters. This AVP is optional within the Gmb interface.
17.7.12

RAI AVP

The RAI AVP (AVP Code 909) is of type UTF8String, and contains the Routing Area Identity of the SGSN where the UE is registered. RAI use and structure is specified in 3GPP TS 23.003 [40].

17.7.13
Additional-MBMS-Trace-Info AVP

The Additional-MBMS-Trace-Info AVP (AVP Code 910) is of type OctetString. This AVP contains Trace Reference2, Trace Recording Session Reference, Triggering Events in BM-SC, Trace Depth for BM-SC, List of interfaces in BM-SC, Trace Activity Control For BM-SC which are all part of the Additional MBMS Trace Info IE as specified in TS 29.060 [24].

17.7.14
MBMS-Time-To-Data-Transfer AVP

The MBMS-Time-To-Data-Transfer AVP (AVP code 911) is of type OctetString. Its length is one octet. It indicates the expected time between reception of the MBMS Session Start  (RAR(Start) command) and the commencement of the MBMS Data flow. The coding is specified as per the Time to MBMS Data Transfer Value Part Coding of the Time to MBMS Data Transfer IE in 3GPP TS 48.018 [70].

17.7.15  MBMS-Session-Identity-Repetition-Number  AVP

The MBMS-Session-Identity-Repetition-Number AVP (AVP code 912) is of type Unsigned32. It contains the session identity repetition number of the MBMS transmission session on the Gmb interface. When the optional MBMS-Session-Identity AVP is included in the MBMS Session Start RAR (Start) command by the BM-SC, the BM-SC shall also provide the corresponding MBMS-Session-Identity-Repetition-Number AVP.
17.7.xx MBMS-User-Data-Mode-Indication AVP

The MBMS-Unicast-Mode-ndication AVP (AVP code xxx) is of type Enumerated. The following values are supported:

No preferences (0)

The message containing this AVP is indicating that the sending node supports both modes and relies on the peer’s decision.
Unicast (1)

The message containing this AVP is indicating the sending node supports both modes but prefers the unicast mode (encapsulated IP multicast packets by IP unicast header).

Multicast
(2)

The message containing this AVP is indicating the sending node supports both modes but prefers the IP multicast mode (IP multicast datagrams).

17.7.xx MBMS-GGSN-Address AVP

The MBMS-GGSN-Address AVP (AVP code xxx) is of type UTF8String, and contains the value of GGSN’s IPv4 address for user plane data. IPv4 only or dual stack GGSN includes this AVP in case BM-SC requests GGSN’s user plane unicast address.
17.7.xx MBMS-GGSN-IPv6-Address
The MBMS-GGSN-Address AVP (AVP code xxx) is of type UTF8String, and contains the value of GGSN’s IPv6 address for user plane data. IPv6 only or dual stack GGSN includes this AVP in case BM-SC requests GGSN’s user plane unicast address.
17.7.xx MBMS-BMSC-SSM-IP-Address AVP

The MBMS-BMSC-SSM-IP-Address AVP (AVP code xxx) is of type UTF8String, and contains the value of BM-SC’s IPv4 address for Source Specific Multicasting. IPv4 only or dual stack BM-SC includes this AVP.
17.7.xx MBMS-BMSC-SSM-IPv6-Address AVP
The MBMS-BMSC-SSM-IPv6-Address AVP (AVP code xxx) is of type UTF8String, and contains the value of BM-SC’s IPv6 address for Source Specific Multicasting. IPv6 only or dual stack BM-SC includes this AVP.
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