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1. Introduction

This paper discusses whether it is necessary to include additional parameters on the Gx interface to support NW initiated secondary PDP context requests.  Currently, the PCRF provides QoS rules based on the bandwidth of the SDP content (if available).  In UE initiated PDP requests the GGSN is triggered to create secondary PDP context requests.  On the other hand, there is no indication mechanism on the Gx interface to trigger the GGSN to create such requests.  Additionally, the provision of QoS rules based on the bandwidth information of the SDP content may not be ideal since the network operator may wish to alter the QoS rules for a specific application, for example, due to network resource limitations or due to information obtained from the SPR.  
2. Discussion
GBR (Guaranteed Bit Rate) is used to “reserve” network resources in order to support real-time services (Conversational and Streaming traffic classes) that require uninterrupted connection to the network.  Conversely, MBR (Maximum Bit Rate) is mainly used by non-real-time services (Interactive and Background traffic classes) to define the maximum allowed bit rate for a best effort bearer.  Furthermore, in the previous SA2 meeting (SA2#54) the possibility to limit the subscriber’s network usage was introduced by using the Guaranteed Subscribed Bandwidth QoS (set in the SPR).
The term GBR is defined in different contexts such as in the HLR and UE/NW initiated PDP contexts.  When defined in the HLR/HSS, the GBR is the maximum Guaranteed Bit Rate based on service level agreement with the user.  On the other hand, when defined in UE initiated PDP context requests, the GBR value is the minimum/desired guaranteed bit rate that a service requires.  Therefore, in the former case the GBR is network/operator limited whereas in the latter case the GBR is service specific.  However, it is currently defined that in the Gx interface the upper bound on the resources that can be reserved or allocated shall be always defined.

Consider the case, shown in Figure 1, where the GBR requested by a UE initiated PDP context is 80 kbps whereas the GBR in the HLR/SPR is set to 100 kbps.  In UE initiated PDP contexts the binding of bearers/QoS rules is carried out in the PCRF.  The gateway of the network is aware of the application desired QoS (GBR in PDP context) and triggers the PCRF to provide PCC/QoS rules.  The PCRF transfers the PCC/QoS rule (QoS rule set to a bit rate of 80 kbps) to the PCEF via the Gx interface. 
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Figure 1 – UE initiated secondary PDP context case
Now consider the network initiated secondary PDP context case, as shown in Figure 2, where the binding of bearers/QoS rules is carried out in the PCEF (GGSN).  In that case, the PCRF may obtain the application’s bandwidth through the SDP information provided by the Rx interface.  In addition, the PCRF will provide a QoS rule, based on the SDP information (i.e. 80 kbps) through the Gx interface to the GGSN, but will receive no indication to trigger secondary PDP context activation requests for that QoS rule.  
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Figure 2 – Network initiated secondary PDP context case
Currently, the PCRF provides the maximum authorised bit rate through the usage of the Max-Requested-UL/DL AVPs.  However, these AVPs indicate the desired bit rate of the UE.  There may be cases where the network operator may decide to provide different QoS rules than those requested from the UE (based on limitation of network resources or on breaching of the subscriber’s allowed bandwidth usage).  
Furthermore, the gateway has no indication of a QoS request, since the information currently provided by the Gx interface is a QoS rule enforcement.  Hence, it is unclear whether the gateway can be triggered to initiate secondary PDP context activation requests.
3. Proposed Solution
We propose including an additional AVP on the Gx interface to define the maximum authorised resources that the network can provide.  The Max-Requested-Bandwidth-UL and Max-Requested-Bandwidth-DL AVPs shall be only used to trigger the gateway to initiate secondary PDP context activation requests.
3. Conclusion

In UE initiated PDP contexts the GGSN is triggered to setup an IP-CAN bearer by receiving a desired QoS request.  On the other hand, in an NW initiated PDP context the desired QoS of the application/UE is provided as policy enforcement on the gateway. It is unclear whether the information provided by the Gx interface can trigger the GGSN to initiate secondary PDP context activation requests.  Furthermore, it is likely that the authorised resources of the network may differ from the UE/application’s desired QoS.  Hence, it is necessary to define on the Gx interface the UE/application’s desired QoS and the maximum authorised resources that the network can provide.
A discussion is necessary to agree whether an additional parameter is required on the Gx interface.  Based on the aforementioned description we propose the following additions on TS 29.212.

*** First change ***

4.5.5.1
GPRS Policy enforcement for "Authorized QoS" per IP CAN Bearer 

The GGSN is responsible for the policy based authorisation, i.e. to ensure that the requested QoS is in-line with the "Authorized QoS" per IP CAN Bearer.

The GGSN needs the "Authorised QoS" information of the PDP context for the uplink as well as for the downlink direction. The Authorized bandwidth is supplied separately for uplink and downlink direction and limits the total bandwidth that may be used by all uplink or downlink IP flows within the PDP context. The QoS Class in the "Authorised QoS" information shall be applicable for uplink and downlink IP flows within the PDP context.

The GGSN shall perform the mapping between the IP QoS information and the UMTS QoS information. This mapping is performed by the Translation/mapping function which maps the "Authorised QoS" information for the PDP context into authorised UMTS QoS information.

The GGSN shall derive the highest allowed UMTS Traffic class for the PDP context from the QoS class in the "Authorized QoS" AVP according to table 4.5.3.3.1.

Table 4.5.3.3.1

	QoS class
	UMTS Traffic Class
	Traffic Handling Priority

	A
	Conversational
	N/A

	B
	Streaming
	N/A

	C
	Interactive
	1

	D
	
	2

	E
	
	3

	F
	Background
	N/A

	NOTE:
QoS class represents the highest class that can be used for the bearer.


In the case of real-time UMTS bearers (conversational and streaming traffic classes), the GGSN shall consider, the Data rate value of the "Authorized QoS" information as the maximum value of the 'Guaranteed bitrate' UMTS QoS parameter, whereas the 'Maximum bitrate' UMTS QoS parameter is limited by the subscriber and service specific setting in the HLR/HSS (SGSN) and by the capacity/capabilities/service configuration of the network (GGSN, SGSN). In the case of non-real-time bearers (interactive and background traffic classes) the GGSN shall consider, the Data rate value of the "Authorized QoS" information as the maximum value of the 'Maximum bitrate' UMTS QoS parameter.

The UMTS BS Manager receives the authorised UMTS QoS information for the PDP context from the Translation/mapping function. If the requested QoS exceeds the authorised QoS, the UMTS BS Manager shall downgrade the requested UMTS QoS information to the authorised UMTS QoS information.

When the GGSN receives an authorisation decision from the PCRF indicating a network request, the GGSN shall initiate secondary PDP context activation request procedures.  For network initiated requests, in case of real-time bearers, the GGSN shall consider the maximum requested data rate value of the "Authorised QoS" information as the desired ‘Guaranteed bit rate’ of the application service.  Conversely, in case of non-real-time bearers, the GGSN shall consider the maximum requested data rate value of the "Authorised QoS" information as the desired ‘Maximum bit rate’ of the application service. 
The GGSN may store the authorized QoS of an active PDP context in order to be able to make local decisions, when the UE or network requests for a PDP context modification.

When the GGSN receives an unsolicited authorisation decision from the PCRF with updated QoS information for a PDP context, the GGSN shall update the stored authorised QoS. 

-
If the existing QoS of the PDP context exceeds the updated authorised QoS and the PDPcontext was initiated by the UE, the GGSN shall start a timer and wait for the UE to modify the PDP context to decrease the QoS to within the authorised limit until expiry of that timer. At expiry of the timer, if the PDP context still exceeds the authorised QoS, the GGSN shall perform a network initiated PDP context modification to reduce the QoS to the authorised level.

-
If the existing QoS of the PDP context exceeds the updated authorised QoS and the PDP context was initiated by the GGSN, the GGSN shall immediately perform a network initiated PDP context modification to reduce the QoS to the authorised level.

Editor´s Note:
Possible impacts of the mixed mode on the procedures in the preceding paragraph are ffs.

Editor´s Note: Policy enforcement for "Authorized QoS" per IP CAN Bearer for non-GPRS IP CAN bearers is ffs.

*** Second change ***

5.3.17
Authorized-QoS AVP (Applicable access types ffs)

The Authorized-QoS AVP (AVP code 1016) is of type Grouped, and it defines the maximum QoS that is authorized for an IP-CAN bearer or service flow. The QoS class defines the maximum authorized QoS class. The Maximum-Authorised-Bandwidth-UL defines the maximum bit rate allowed for the uplink direction. The Maximum-Authorised-Bandwidth-DL defines the maximum bit rate allowed for the downlink direction.

For GPRS, in network initiated IP-CAN bearer procedures the Max-Requested-Bandwidth-UL and Max-Requested-Bandwidth-DL AVPs, defining the desired bit rate of the application service, shall be included in the Authorized-QoS AVP to trigger the gateway to initiate secondary PDP context activation requests.  For UE initiated IP-CAN bearer procedures the Max-Requested-Bandwidth-UL and Max-Requested-Bandwidth-DL AVPs shall not be supplied. 
The Bearer Identifier AVP shall be included as part of Authorized-QoS AVP if the authorized QoS of an IP CAN bearer initiated by the UE is being provisioned and the PCRF performs the bearer binding. The Bearer Identifier AVP identifies this bearer.

If the Authorized-QoS AVP has been supplied previously but is omitted in a Diameter message or AVP, the previous information remains valid. If the Authorized-QoS AVP has not been supplied previously and is omitted in a Diameter message or AVP, no enforcement of the authorized QoS shall be performed.

Editor’s Note: It is for further study for what access types this AVP applies.

AVP Format:

Authorized-QoS ::= < AVP Header: 1016>






[ QoS-class ]






[ Maximum-Authorised-Bandwidth-UL ]






[ Maximum-Authorised-Bandwidth-DL ]





[ Max-Requested-Bandwidth-UL ]





[ Max-Requested-Bandwidth-DL ]
             

[ Bearer-Identifier ]

*** Third change ***

5.3.23
Maximum-Authorised-Bandwidth-DL AVP

The Maximum-Authorised-Bandwidth-DL AVP (AVP code xyz) is of type Unsigned32, and it indicates the maximum bit rate allowed in bits per second for a downlink IP flow.
5.3.24
Maximum-Authorised-Bandwidth-UL AVP

The Maximum-Authorised-Bandwidth-DL AVP (AVP code xyz) is of type Unsigned32, and it indicates the maximum bit rate allowed in bits per second for an uplink IP flow.
*** Fourth change ***

5.4
Gx re-used AVPs

The table 5.4 lists the Diameter AVPs re-used by the Gx reference point from existing Diameter Applications, reference to their respective specifications and short description of their usage within the Gx reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4, but they are re-used for the Gx reference point. Where 3GPP Radius VSAs are re-used, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [12] with the exception that the 'M' flag shall be set and the ''P' flag may be set. 

Editor’s Note: It is for further study whether the AVPs in table 5.4 are applicable for bearers or sessions.

Table 5.4: Gx re-used Diameter AVPs

	Attribute Name


	Reference
	Description
	Acc. type

	3GPP-GPRS-Negotiated-QoS-Profile
	3GPP TS 29.061 [11]
	For GPRS the QoS of the PDP context
	GPRS

	3GPP-RAT-Type
	3GPP TS 29.061 [11]
	Indicate which Radio Access Technology is currently serving the UE.
	GPRS

	3GPP-SGSN-Address
	3GPP TS 29.061 [11]
	For GPRS the IPv4 address of the SGSN
	GPRS

	3GPP-SGSN-IPv6-Address
	3GPP TS 29.061 [11]
	For GPRS the IPv6 address of the SGSN
	GPRS

	3GPP-SGSN-MCC-MNC
	3GPP TS 29.061 [11]
	For GPRS the MCC and the MNC of the SGSN
	GPRS

	AF-Charging-Identifier
	3GPP TS 29.214 [10]
	The AF charging identifier that may be used in charging correlation. For IMS the ICID. This AVP may only be included when CHARGING_RULE_LEVEL reporting is being used.
	All

	Called-Station-ID
	IETF RFC 4005 [12]
	The address the user is connected to. For GPRS the APN.
	All

	CC-Request-Number
	IETF RFC 4006 [9]
	The number of the request for mapping requests and answers
	All

	CC-Request-Type
	IETF RFC 4006 [9]
	The type of the request (initial, update, termination)
	All

	Charging-Information
	3GPP TS 29.229 [14]
	The Charging-Information AVP is of type Grouped, and contains the addresses of the charging functions in the following AVPs:

· Primary-Event-Charging-Function-Name is of type DiameterURI and defines the address of the primary online charging system. The absence of the protocol definition in the DiameterURI shall indicate the default protocol defined for the Gy interface. 

· Secondary-Event-Charging-Function-Name is of type DiameterURI and defines the address of the secondary online charging system for the bearer. The absence of the protocol definition in the DiameterURI shall indicate the default protocol defined for the Gy interface. 

· Primary-Charging-Collection-Function-Name is of type DiameterURI and defines the address of the primary offline charging system for the bearer. The absence of the protocol definition in the DiameterURI shall indicate the default protocol defined for the Gz interface. 

· Secondary-Charging-Collection-Function-Name is of type DiameterURI and defines the address of the secondary offline charging system for the bearer. The absence of the protocol definition in the DiameterURI shall indicate the default protocol defined for the Gz interface.


Editor’s Note: The scope of this AVP (bearer or session) is FFS.
	All

	Flow-Description
	3GPP TS 29.214 [10]
	Defines the service flow filter parameters for a PCC rule
	All

	Flows
	3GPP TS 29.214 [10]
	The flow identifiers of the IP flows related to a PCC rule as provided by the AF. May be only used in charging correlation together with AF-Charging-Identifier AVP.
	All

	Flow-Status
	3GPP TS 29.214 [10]
	Defines whether the service flow is enabled or disabled. The value “REMOVED” is not applicable for Gx.
	All

	Framed-IP-Address
	IETF RFC 4005 [12]
	The IPv4 address allocated for the user.
	All

	Framed-IPv6-Prefix
	IETF RFC 4005 [12]
	The IPv6 address prefix allocated for the user
	All

	Max-Requested-Bandwidth-UL
	3GPP TS 29.214 [10]
	Defines the maximum requested bandwidth for uplink IP flows.
	All

	Max-Requested-Bandwidth-DL
	3GPP TS 29.214 [10]
	Defines the maximum requested bandwidth for downlink IP flows.
	All

	Rating-Group
	IETF RFC 4006 [9]
	The charging key for the PCC rule used for rating purposes
	All

	Service-Identifier
	IETF RFC 4006 [9]
	The identity of the service or service component the service data flow in a PCC rule relates to. 
	All

	Subscription-Id
	IETF RFC 4006 [9]
	The identification of the subscription (IMSI, MSISDN, etc)
	All

	User-Equipment-Info
	IETF RFC 4006 [9]
	The identification and capabilities of the terminal (IMEISV, etc.) 
	All
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