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Introduction
This document is related to the discussion on RTP compressed header that is ongoing in CT3.

In the last TR 29.814v010, it is proposed that the RTP compressed header is composed of SN field and TS field. Following Figure 1 illustrates the solution.
[image: image1.emf]SN TS

8 bits 16 bits

SN TS

8 bits 16 bits


Figure 1  RTP compressed header

In the current text in TR 29.814v010 says that “In compression there is always an initialization phase first where the full header is transferred to receiver and the type field makes it possible to send also non-compressed packets (also sent to the port 2004). The full header is stored and it is used in decompression. After initialization only compressed headers are sent unless information changes in the fields that are not sent within compressed header.”

Huawei considers there are still some problems to be resolved.
The UDP protocol is not reliable transport protocol. The UDP packets may be lost or may be out of sequence.

If packets are lost
The sender sends several UDP packets to complete initialization, but they are lost. The receiver receives nothing, so it can not complete initialization and can not know how to decompress the next incoming packets. The receiver will discard the packets or recover them in wrong way. As a result, the user will hear nothing or noise. If it occurs in updating phase, as the saved full header is not updated, the receiver will decompress the next incoming packets using the old full header. If wrong payload type is used to recover the compressed RTP packets, the user may hear noise. 
Payload type field is very important to RTP protocol. Without this information, RTP does not know how to interpret the user data.
If the payload type (PT) field is added to the RTP compressed header, even if the initialization fails, the receiver can recover the RTP header using the SN TS and PT fields contained in RTP compressed header, the rest fields might be filled with default values.  With the payload type information, at least, RTP can know how to interpret the user data. This mechanism guarantees that no noise should be generated.
It is similar for updating failure.
If packets are out of sequence

The UDP packets may be out of sequence. For example, packet A is used to complete updating, and packet B is a common compressed packet, packet A is sent before packet B, but packet B arrives first, so the receiver decompress packet B using previous saved full header. But in fact, it should use the packet A’s full header to decompress the packet B. If wrong payload type is used to recover the compressed RTP packet B, the user may hear noise.
If the payload type field is added to the RTP compressed header, even if the updating fails, the receiver can recover the RTP header using the SN TS and PL fields contained in RTP compressed header, the rest of the fields might be filled with default values. With the payload type information, at least, RTP can know how to interpret the user data. This mechanism guarantees that no noise should be generated.
Further more, the payload type change is common in some condition (such as VoIP). We should think of it as a variable.

The payload type field only need 7 bits.
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Figure 2 New RTP compressed header

Conclusion
Huawei proposes to add a new payload type (PT) field to the RTP compressed header. The new RTP compressed header formats is illustrated in Figure 2 above.

It is proposed to add following text in the new TR.

5.1.2
RTP Header Reduction


To achieve even better bandwidth savings the RTP header can be compressed. This is possible since RTP header includes many static fields that remain unchanged during an RTP session. Compression shall be an optional feature that must be negotiated between nodes. A connection that has negotiated to use RTP header compression sends all packets into the UDP port 2004, which is used in the same way as port 2002 in normal multiplexing. The multiplexing header for these packets is illustrated in Figure 3
In compression there is always an initialization phase first where the full header is transferred to receiver and the type field makes it possible to send also non-compressed packets (also sent to the port 2004). The full header is stored and it is used in decompression. After initialization only compressed headers are sent unless information changes in the fields that are not sent within compressed header. 
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Figure 3: 
Multiplexing header in RTP header compression
The multiplexing header includes:
Type field (T), 1 bit. The field has two possible states, 0 for indicating full packet and 1 for indicating compressed packet.

MUX ID, 15 bits. For identification of different connections. Value is the same as the UDP destination port of a non-multiplexed packet divided by two (only even numbered ports are used for RTP sessions).

Length Indicator (LI), 8 bits. Gives the length of the multiplexed RTP packet in bytes (header + payload).
The RTP header compression mechanism presented here is an example and other mechanisms may be also used. The proposed RTP header contains three fields that change during a connection and need to be transferred within each packet, sequence number, timestamp and payload type. Figure4 illustrates the proposed format of a compressed RTP header.
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Figure 4: 
Compressed RTP header
The compressed RTP header includes

Sequence number (SN), 8 bits. The field changes as the original sequence number (RFC3550) but is shortened from 16 bits to 8 bits (256 packets).
Timestamp (TS), 16 bits. The TS field changes as the original timestamp (RFC3550) but the length is half of the original resulting in modulo of 4 seconds with 16 kHz clock reference.
Payload type (PT),7 bits. The PT field changes as the original payload type. 1 bit is padding.
In case some other field changes during a connection, a full RTP header is sent and the header information is updated accordingly at the receiving node.
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Figure 5: 
Example of multiplexed packet with two RTP frames and compressed RTP headers
Annex A Proposed Enhancements that are FFS

Disadvantages of current solutions









1. The Length Indicator(LI) in multiplexing header is too short, it only have 8 bits, in 3GPP CS it has not any problem but if it need to used at other net, it may be too short.

2. UP header also can be compressed, but it is not mentioned in current solutions. Link layer has done CRC check, so it needn’t  CRC check in UP header.
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