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Introduction

This document proposes to add Gx message descriptions into the Gx specification. The proposed text is based on the Gx message descriptions in Rel-6 Gx specification with the following modifications and additions:
· Terminology changes: CRF->PCRF, TPF->PCEF, charging rule->PCC rule, CCF->OFCS.

· Only Gx application included (no Gx over Gy).

· Bearer -> IP-CAN session/bearer.

· CCA message: OFCS/OCS addresses may be included in initial provisioning for IP-CAN session (instead of bearer), this is changed to comply with 23.203.

· Authorized QoS added to CCA. It may be included in initial or subsequent provisioning for IP-CAN bearer (as defined in 23.203).

· Charging-Rule-Install, Charging-Rule-Remove, Event-Trigger and Authorized-QoS added to RAR in order to enable optimized push operation (RAR-RAA instead of RAR-RAA-CCR-CCA).

Proposal

Following text is proposed to be added to TS 29.212:

5.6
Gx Messages

Gx Messages are carried within the Gx Diameter Application as described in this chapter. This application is defined as vendor specific Diameter application, where the vendor is 3GPP. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415. 
The PCEF and the PCRF shall advertise the support of the 3GPP vendor specific Diameter application for the Gx Application by including the value of the appropriate application identifier in the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands as specified in RFC 3588 [5], i.e. as part of the Vendor-Specific-Application-Id AVP. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol. The Auth-Application-Id for the Gx Application is 16777224 as allocated by IANA. This value shall be included in the Auth-Application-Id AVP for the CCR, CCA and RAR commands. A Gx Application specific Auth-Application-Id is used together with the command code to identify the Gx Application messages.
Existing Diameter command codes from the Diameter base protocol RFC 3588 [5] and the Diameter Credit Control Application RFC 4006 [9] are used with the Gx specific AVPs specified in clause 5.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause 5.4. Due to the definition of these commands there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the Gx application identifier shall be included in the Auth-Application-Id AVP.

In the GPRS case, the association between the PDP contexts and the Diameter Credit Control sessions shall be done in a one-to-one basis. Each PDP context shall map to a DCC session. The release of a PDP Context shall be indicated by the release of the related DCC session. The PCRF may identify all PDP contexts belonging to the same PDP session by considering the IPv4 UE IP address provided within the Framed-IP-Address  AVP or the IPv6 UE IP address prefix provided within the Framed-IPv6-Prefix AVP, the APN provided within the Called-Station-ID AVP, and the Origin-Host AVP received in the CCR. For all PDP contexts belonging to the same PDP session, the UE IP address (prefix) and APN are equal. The PCRF only needs to take the Origin-Host AVP into account, if the PCRF is connected to several PCEFs.

5.6.1
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the PCEF to the PCRF in order to request PCC rules for a IP-CAN session/bearer. The CCR command is also sent by the PCEF to the PCRF in order to indicate the termination of the IP-CAN session/bearer.

Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]




 [ 3GPP-RAT-Type ]




 [ Termination-Cause ]





 [ User-Equipment-Info ]





 [ 3GPP-GPRS-Negotiated-QoS-Profile ]





 [ 3GPP-SGSN-MCC-MNC ]





 [ 3GPP-SGSN-Address ]





 [ 3GPP-SGSN-IPv6-Address ]




 [ Called-Station-ID ]





 [ Bearer-Usage ]





 [ PDP-Session-Operation ]





*[ TFT-Packet-Filter-Information ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

5.6.2
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the IP-CAN session/bearer. The primary and secondary OFCS and/or primary and secondary OCS addresses (Charging-Information) may be included in the initial provisioning for the IP-CAN session. The Authorized QoS may be included in the initial or subsequent provisioning for the IP-CAN bearer.

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Event-Trigger ]





 [ Origin-State-Id ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]




 [ Authorized-QoS ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

5.6.3
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the PCEF in order to push unsolicited PCC rules for an existing IP-CAN session/bearer. The RAR command may include updated event trigger and/or PCC rule install/removal and/or updated Authorized QoS. The RAR shall not trigger a CCR command from the PCEF.
Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }




*[ Event-Trigger ]




 [ Origin-State-Id ]




*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]




 [ Authorized-QoS ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

5.6.4
Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the PCEF to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]





 [ Error-Message ]





 [ Error-Reporting-Host ] 





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ AVP ]

