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Introduction

This document is related to the discussion on Bandwidth Saving at Nb Interface with IP transport that is ongoing in CT3.

In recently meetings of CT3, several venders have proposed their solutions on this topic. But there still have some disadvantages. 

Disadvantages of current solutions

1. Multiplexed packet does not contain UDP source port information; the receiver does not know whether the packet it received is legitimacy. For example, there is an existing call between two terminations, termination1 the address of which is 10.110.100.100 and port is 5000, and termination2 the address of which is 10.110.200.200 port is 6000. Both of two terminations are sendreceive. 
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                                                          Figure 1 normal communication
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                                                          Figure 2 a termination hanging

When the call is over, termination1 is subtracted successfully, but termination2 is hanging. When another call establishes between termination3 and termination4, and termination3 use same IPaddress and port as termination1, there will be two terminations sending data to termination3, if in data packet, it does not contain source port, termination3 can not discard the data form termination2.

2. The Length Indicator(LI) in multiplexing header is too short, it only have 5 bits, in 3GPP CS it has not any problem but if it need to used at other net, it may be too short.

3. UP header also can be compressed, but it is not mentioned in current solutions. Link layer has done CRC check, so it needn’t  CRC check in UP header.

Proposed format for multiplexed IP packet and RTP header compression

Based on current solutions Huawei proposes some solutions on this topic.

1. multiplexing frame
Figure 3 show the frame of multiplexing packet. Entire RTP frames are multiplexed and they together share a common IP/UDP header. There is no limitation to the number of packets being multiplexed. 
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                                                                    Figure 3 multiplexing frame 

One UDP port is assigned as the multiplexing port into which all multiplexed packets are sent. This UDP port is proposed to be 1024. This port will be reserved for multiplexing which is not allowed to be assigned to any individual connections.

In one multiplexed packet, a multiplexing header is needed to identify different streams.  

There are two formats of multiplexing packet in this paper for multiplexing and RTP header compression. Format 0 is only for multiplexing packet and format 1 is for multiplexing packet and RTP header compression. This paper also proposed to compress UP header, since it has no concern of before two ways and can be used independently, so the description and signalling procedure of this format are described separately.
2. format 0

Format 0 is used only for multiplexed IP packet. 

	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	Source IP, Dest IP, …
	20/40
	IP

	Source Port, Dest Port=1024, Length, …
	8
	UDP

	L
	MUX ID= Dest port/2
	2
	Multiplex

Header 

	Length
	1/2
	

	SourceID
	2
	

	Version, P, M, X, …
	12
	RTP

	Payload 
	n
	Payload

	Multiplex Header
	4/5
	MP

	Version, P, M, X, …
	12
	RTP

	Payload
	n
	Payload


                      Figure 4 format 0

The multiplexing header includes

- L, 1 bit. To indicate whether the Length is 8 bits or 16 bits. L=0 means the Length is 8 bits, and L=1 means the Length is 16 bits.

- MUX ID, 15 bits. For identification of different connections. Value is the same as the UDP destination port of a non-multiplexed packet divided by two (only even numbered ports are used for RTP sessions).

- Length, 8 bits or 16 bits. Gives the length of the multiplexed RTP packet in bytes (header+payload). If the length is more than 256 bytes, it will use 16 bits to indicate. 

- SourceID, 16 bits.  For identification of source UDP port. Value is the same as the UDP source port of a non-multiplexed packet.

3. format 1

Format 1 is for multiplexed IP packet and RTP header compression.

	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	Source IP, Dest IP, …
	20/40
	IP

	Source Port, Dest Port=1024, Length, …
	8
	UDP

	L
	Mux ID= Dest Port/2
	2
	Multiplex

Header

	Length
	1/2
	

	SourceID
	2
	

	R
	Payload Type
	1
	compressedRTP header

	Sequence Number
	1
	

	Time Stamp
	2
	

	Payload
	n
	Payload

	Multiplex Header
	9/10
	Multiplex

Header

	Payload
	n
	Payload


Figure 5 format 1

The multiplexing header includes

-   L, 1 bit. To indicate whether the Length is 8 bits or 16 bits. L=0 means the Length is 8 bits, and L=1 means the Length is 16 bits.

-  MUX ID, 15 bits. For identification of different connections. Value is the same as the UDP destination port of a non-multiplexed packet divided by two (only even numbered ports are used for RTP sessions).

- Length, 8 bits or 16 bits. Gives the length of the multiplexed RTP packet in bytes (header+payload). If the length is more than 256 bytes, it will use 16 bits to indicate.
- SourceID, 16 bits.  For identification of source UDP port. Value is the same as the UDP source port of a non-multiplexed packet.
- R, 1 bit, reserved for future use.
- Payload type, 7bits, Definition is same as rfc3550.

- Time Stamp, 16 bits. Definition is same as rfc3550 but the length is reduced from 32 bits to 16 bits.

- Sequence Number, 16 bits. Definition is same as rfc3550 but the length is reduced from 32 bits to 16 bits.

UP header compression
Link layer has done CRC it may provide correct data to up layer. So UP header needn’t check sum again. This paper defines a new UP header which uses PDU Type 2 and doesn't do header CRC and payload CRC. 

	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	PDU Type (=2)
	Frame Number
	1
	Frame Control Part

	FQC
	RFCI
	1
	

	Payload Fields
	0-n
	Frame Payload part

	Payload Fields
	Padding
	
	

	Spare extension
	0-4
	


Figure 6 UP header compression
Multiplexing applicability detection
Multiplexing applicability detection can use spare extension fields (both initialization an acknowledgement frames) of Nb/Iu PDU Type 14 which used at bearer initialization phase. At Nb interface it can also use IPBCP for multiplexing detection and UP header compression detection. 

1. using UP initialization for multiplexing detection
The spare extension field which used to multiplexing applicability detection is proposed to be one byte long from which two first bits are used for multiplexing detection and the third bit is used for UP header compression detection. 

	Name 
	IPFmts (bitmap)
	BWS supported
	IPFMT
	UPC

	length
	2 bits
	1bit
	1bit
	1bit

	Meaning 
	Format list
	To indicate if or not support bandwidth saving
	Selected format. 

Valid when BWS supported=1


	To indicate if supporting UP header compressed

	value
	00: not support bandwidth saving

01: support format 0

10: support format 1

11: support format 0 and 1
	0: not support bandwidth saving

1: support bandwidth saving
	0: format 0

1: format 1
	0: not support UP header compressed.

1: support UP header compressed



	position
	Initialisation message
	Initialisation acknowledgement
	Initialisation acknowledgement
	Initialisation & Initialisation  acknowledgement


Figure 7 parameter defined in PDU Type 14

When an MGW or RNC supports multiplexing it sets the IPFmts to its supporting format value. For example RNC or MGW support both formats, it will set IPFmts to “11”.  If the receiving node supports multiplexing it replies with the message set “BWS supported” to “1” and the “IP FMT” value to the selected format(IP FMT=0 means format 0 and IP FMT=1 means format 1). 

Since supporting UP compression by a node is independently with multiplexing there must be separate initializations.  If the initial node supports UP header compress, it shall set “UPC” to “1”, and if the receiving node also supports UP header compress it will set UPC to “1”  in the acknowledge message, otherwise it will set UPC to “0”.

After that each node will remember the compression and multiplexing format. When multiplexed packets are sent to the UDP port 1024, multiplexed packets will be distributed to its really destination port according to the MUX ID (for format 0 and format 1, the MUX ID and Length’s position are same and by Length it will know where is the begin of the next multiplexed packet, so no matter which format it always will be distributed to the real destination port). Since every destination port knows the format of its receiving packet, so it can decode the receiving packet correctly.

	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	PDU Type (=14)
	Ack/Nack (=0. I.e. Procedure)
	PDU Type 14 Frame Number
	1
	Frame Control Part

	Iu UP Mode version
	Procedure Indicator (=0)
	1
	

	Header CRC
	Payload CRC
	2
	Frame Checksum part

	Payload CRC
	
	

	Spare
	TI
	Number of subflows per RFCI (N)
	Chain Ind
	1
	Frame payload part

	LRI
	LI
	1st RFCI
	1
	

	Length of subflow 1
	1 or 2 (dep. LI)
	

	Length of subflow 2 to N
	(N-1)x(1 or 2)
	

	LRI
	LI
	2nd RFCI
	1
	

	Length of subflow 1
	1 or 2 (dep. LI)
	

	Length of subflow 2 to N
	(N-1)x(1 or 2)
	

	…
	
	

	IPTI of 1st RFCI
	…
	0 or M/2 (M: Number of RFCIs in frame). Ended by 4 padding bits if M is odd.
	

	…
	IPTI of Mth RFCI or Padding
	
	

	Iu UP Mode Versions supported  (bitmap)
	2
	

	Data PDU type
	Spare
	1
	

	Spare extension
	UPC
	IPFmts  (bitmap)
	1
	

	Spare extension
	0～31
	


Figure 8 PDU Type 14 used for initialization with one byte spare extension field for multiplexing detection and UP header compression detection

	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	PDU Type (=14)
	Ack/Nack (=1, i.e. Ack)
	PDU Type 14 Frame Number
	1
	Frame Control Part

	Iu UP Mode version
	Procedure Indicator

(indicating the procedure being positively acknowledged)
	1
	

	Header CRC


	Spare
	1
	Frame Checksum Part

	Spare
	1
	

	Spare extension
	UPC
	IP FMT
	BWS supported
	1
	Frame Payload part

	Spare extension
	0-31
	


Figure 9 UDP Type 14 used for initialization acknowledgement  with one byte spare extension field for multiplexing detection and UP header compression detection

2. Using IPBCP to multiplexing detection
When multiplexing is used on Nb interface, it may also use IPBCP for multiplexing detection. It is proposed to use “fmtp” and two new parameters should be defined:

“IPFmts”: define list of formats proposed to be used in the call; 0: format 0; 1: format 1.
An MGW wishing to apply multiplexing shall add the parameter in the SDP offer / IPBCP Request. The initial MGW indicates its supporting format list by “IPFmts”. If the receiving MGW supports at least one of the formats indicated by the “IPFmts” and is willing to use multiplexing, it shall return its selected format by “IPFmts” to the initial MGW. 

“UPC”: defines the UP header compression option to be used for the call. If a node support UP header compression it will set UPC to ‘T’ else it will set UPC to ‘F’.
Example: MGW A and MGW B support the new transport option.

IPBCP Request: (MGW A -> MGW B)

          m=audio 49160 RTP/AVP 97

          a=rtpmap:97 VND.3GPP.IUFP/16000

          a=fmtp:97 IPFmts={0,1}; UPC=T
    IPBCP Response: (MGW B -> MGW A)

          m=audio 49300 RTP/AVP 97

          a=rtpmap:97 VND.3GPP.IUFP/16000

          a=fmtp:97 IPFmts={1} ; UPC=T
bandwidth saving
table 1 bandwidths with AMR12.2   SID: 35%  

	
	Format 0
	Format 1

	BW ref
	31.16
	31.16

	BW, 5pkts
	17,64
	15,42

	Decrease
	43%
	50%

	BW, 10pkts
	15.81
	13.59

	Decrease
	49%
	56%


conclusions

Huawei proposes to use multiplexing with option RTP header compression and UP header compression on Nb and Iu interface. For multiplex header, source port should be provided.

For multiplexing detection on Nb interface, IPBCP may be an option, if RNC doesn’t support bandwidth saving, MGW may initial the bandwidth saving procedure using IPBCP or bearer initialization.
When several methods of bandwidth saving is provided, which method shall used may be decided by negotiating between two nodes.
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