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1. Background
The WID “Private Network access from WLAN 3GPP IP Access” has been approved in both SA and CT plenary aiming to finalize in release 7 timeframe. 
The objective of this WID is to provide the mechanism to perform authentication between the WLAN UE and an AAA server located in an external Packet Data Network (PDN).
2. Discussion
The issue in Release 6
In order to allow WLAN UE to access to the external Packet Data Network (PDN) via the PDG, two authentication and authorization procedures have to be taken when the IPsec tunnel is established between WLAN UE and the PDG. One procedure is performed between UE and 3GPP AAA server that belongs to the 3GPP operator. The other procedure is performed between UE and the external AAA server that belongs to the ISP/Intranet.
According to the current 29.161 (Interworking between the Public Land Mobile Network (PLMN) supporting packet based services with Wireless Local Area Network (WLAN) Access and Packet Data Networks (PDN)), when UE initiates the tunnel establishment to the PDG, The Radius Client function (in PDG) sends the Authentication information to the Radius server over the Wi reference point. However, there is no mechanism standardized how the Authentication information (e.g. User ID for Radius authentication, authentication password) can be conveyed from UE to PDG.　The following figure depicts the issue.
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Status of the TS 29.161 (Release 6)
As described above, it seems the WLAN UE authentication with an AAA server located in an external Packet Data Network (PDN) in Release 6 has the serious problem to function. In fact, The WID “Private Network access from WLAN 3GPP IP Access” was created to overcome this identified issue.
Since the WLAN UE authentication is very first step for the WLAN UE to take place in order to interwork with an external network, whole description within the 3GPP TS 29.161 (Release 6) seems NOT valid.
3. Proposal
The WLAN UE authentication with an external AAA server in release 6 is analyzed in this contribution. If 3GPP CT3 can endorses the technical analysis described in the section above, we would like to propose to delete 3GPP TS 29.161 from Release 6. We believe that this treatment is necessary to avoid possible misunderstandings and confusions.
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Issue:


Procedure and protocol to convey ID & PASSWORD seems not defined.
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