3GPP TSG-CT WG3 Meeting #39
C3-060059
Denver, USA. 13th – 17th February 2006.
Source:
Ericsson
Title:
Interfaces Evolution in Release 7 

Agenda item:
11.1
Document for:
DISCUSSION AND DECISION
Introduction

The PCC work in Rel-7 has adopted an access agnostic approach with the purpose to support all 3GPP IP-CANs, and facilitate the re-use the PCC framework for other IP-CANs. 

Discussion

The PCC specification 23.203 is requiring that “it shall be possible to apply policy and charging control to any kind of 3GPP IP-CAN”. Due to the differences in control signalling for GPRS versus I-WLAN, the TS 23.203 employs an access agnostic architecture. This means that the PCC architecture should be the framework to control policy and charging in all the possible access networks that 3GPP considers. These access networks include e.g. I-WLAN and GPRS.

In the access networks there are two different concepts.

· IP-CAN Session: The association between a UE and an IP network (for GPRS, APN).
· IP-CAN Bearer: An IP transmission path of defined capacity, delay and bit error rate
Both of them have already been defined in the TS 23.203 and TS 21.905 respectively.

The IP-CAN session concept applies as follows
· For I-WLAN. An established WLAN tunnel. 

· For GPRS. Incorporates all the PDP contexts established between one UE and an APN. 

The IP-CAN bearer concept is applicable for all the IP-CANs. It is defined as a path with a certain QoS between the User and the Packet Data Network. The particularization of this concept to the different IP-CANs is as follows.
· For all the networks that base the QoS differentiation on DSCPs (e.g. I-WLAN) each path with a particular DSCP value is regarded as an IP-CAN bearer

· For GPRS each PDP Context is regarded as an IP-CAN Bearer.

An IP-CAN session incorporates one or more IP-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as long as the UE IP address is established and announced to the IP network. The establishment of an IP-CAN session is depicted in fig. 7.1 in TS 23.203 as follows:
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When we consider the general case, we find that there might be no additional signalling in the media plane to establish a new bearer. This is applicable for I-WLAN. This means that PCEF will not be triggered to ask for PCC Rules at bearer establishment. Without such a trigger, the PCRF must initiate the activation of the applicable PCC Rules. For that purpose the general procedure depicted in the figure 7.5 in TS 23.203 applies:
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Therefore, of the Gx must support the activation of a new PCC rule without the corresponding IP-CAN bearer being established. This requires an amendment to the Gx specification to support the above case.
Conclusion

CT3 should have the common understanding that procedures for IP-CAN session management differ between different kinds of IP-CAN, so that making the PCC procedures access-agnostic may cause the Gx Rel-6 protocol to be insufficient. This means that we may have new requirements, for Rel-7, that cause some divergences from the Rel-6 Gx.
CT3 should specify the Rel-7 Gx with the mindset of being applicable for all the possible accesses. And in addition we shall be able to particularize the protocols for the 3GPP-based accesses, i.e. GPRS and I-WLAN. This particularization could call for amendments like additional commands or AVPs as well as an amended application of the elements of DCCA and Diameter Base.

It is important to keep in mind that CT3 should re-use the Rel-6 Gx in those parts where the re-use is feasible. However when a change brings a major benefit, it should be considered.
_1199100537.doc


5. Policy Decision







 







7.







 







Establish IP-CAN































 







Bearer







 















Response







 







4. Profile Response







 







3. Profile Request







 







2. Request 







 







Authorization and 







 







Charging Rules







 







1. Es







tablish/ Modify 







 







Bearer







 







Serv







 







Request







 







5. 







 







Authorization 







 







and Charging Rules 







 







Provision







 







GW







 







PCRF







 







SPR







 











 



































 











 















Response







 







4. Profile Response







 







3. Profile Request







 







2. Request 







 







Policy and 







 







Charging Rules







 







1. Establi







sh IP-CAN







 







Bearer















 







Request







 







6.







 







Policy 







 







and Charging Rules 







 







Provision







 







GW







 







PCRF







 







SPR







 












_1199103468.doc




signalling 







9. IP-CAN bearer







Ack







7.







4 Profile Response







6. Profile Request







3. Profile Request







8. Policy Enforcement







5. Policy Decision







Rules Provision







and Charging 







6. Policy 







Rules Provision







and Charging 







8. Authorization 







SPR







GW







PCRF







AF







1. Send application/Service info







Ack







2.







SPR







GW







PCRF







AF







1. Send application/Service info







Ack







2.














