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Introduction 

CT3 received LS C3-050761 on “LS on handling of SIP redirect (3xx) response in MGCF” from SA2.

In this LS, “SA2 kindly asks to CT1 and CT3:

· Explain the reason from stage 3 point of view to keep the release call as a default handling of MGCF for receiving SIP redirect (3xx) response.
· To evaluate the feasibility of enhancement for the MGCF to handle the SIP 3xx properly, e.g. forward the call to the modified destination indicated in the SIP redirect (3xx) response, instead of simply release the call.”
The present contribution contains some considerations that could guide CT3´s answer to this LS.

Discussion

CT3 discussed the treatment of SIP redirect (3xx) responses at the MGCF, e.g. to enable call forwarding, about a year ago and concluded that further architectural work is required before the standard recommends or mandates that the MGCF recourses on “3xx” responses. However, as CT3 did not intend to rule out that closed IMS deployments solve these issues in with mechanisms not described in 3GPP standards, CT3 did not forbid that an MGCF follows 3xx responses.

The following problem with recursion on 3xx responses at the MGCF was identified:

For a PSTN originating call, it appears desirable that it is possible to apply a billing model for a call forwarding using the 302 similar to the PSTN, where the additional cost caused by the forwarding are paid by the forwarding user.

However, charging records for the forwarding user are collected in the original callee´s S-CSCF, and depending on the contact info provided in the 3xx response, the S-CSCF of this user may not be in the path set up by the recursion or may not be able to identify the forwarding user, and this charging model therefore would not be possible. 

Furthermore, the MGCF has no means to decide if a 3xx response comes from a trusted forwarding agent, of from some untrusted UAC, which may even reside outside the operator’s IMS. Charging such an untrusted UAC is not feasible.

Note that TS 24.229 contains no CSCF procedures to handle 3xx responses, and the standard RFC 3261 procedures for proxies are therefore applicable. Those procedures do not solve the described issues.

