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Introduction

TISPAN has discussed the need to provide authorization of early media due to the potential for fraud (i.e., the use of early media to communicate personal information before charging becomes applicable) from non-IMS end devices, as well as the potential for fraud between IMS networks with different policies regarding the authorization of early media.  This contribution discusses the use of the Alert-Info and Call-Info headers with http:/null as an explicit indication that authorized remote early media is available.

Authorized Early Media indication using http:/null

IETF RFC 3261 specifies the Alert-Info header as a means to indicate a source of early media to be played by an originating endpoint. In a separate contribution similar use of the Call-Info header for non-180 18x responses is proposed. It is proposed to extend the use of these headers to also indicate when authorized remote call progress information is available and should be presented in lieu of locally generating the call progress information. The syntax of the URI within the Alert-Info must be valid, but it must be an address that can be interpreted as an indication of authorized remote media. 

The URI string of “http:/null” is proposed as an explicit indication that authorized remote call progress information is available. When this address is received within an Alert-Info header in a 180 Ringing response or within a Call-Info header in a 18x response and a media path has been established, then the originating endpoint should cut through the media path to allow the remote call progress information to be presented. 

This proposal establishes a convention for interpretation of these headers in IMS networks and has no impact on existing RFCs or SIP devices.  There is no need to modify existing SIP devices since they will operate in a reasonable manner regardless of whether they implement this proposed TISPAN convention.

Figure 1 shows a call terminating in the PSTN domain. Note that in the figure the SDP signalling details to establish media are not shown for simplicity. On receipt of an ACM message the MGCF inserts an Alert-Info header field with value http:/null into the 180 Ringing message destined for the originating side (step 7). This causes the originating UE to present the early media from the MGW when the media path is established.
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Figure 1: Alert-Info header in 180 to indicate end-to-end early media in call to PSTN endpoint

If the Alert-Info or Call-Info headers are not present, then the call progress information should be locally generated.

Compatibility with existing RFCs and SIP devices

A non-IMS SIP device receiving this valid 180 response (as in step 9 of Figure 1) may behave in one of two ways.  It will either ignore the information in the Alert-Info header and generate local ringing, or it will attempt to access the media at http:/null, fail, and play nothing.  In both cases the device may override the tone or silence with in-band media when it becomes available.  In either case the behaviour of the device is reasonable.  Authorization of early media outside of IMS networks is FFS.

Relationship to RFC 3959 and RFC 3960

The procedures proposed herein are consistent with the Gateway Model of RFC 3960 and address open issues with the model. The Application Server model has not been adopted by 3GPP and is not considered by this proposal.

Proposal

It is proposed to include the following actions into the appropriate 3GPP specifications, including TS 29.163, TS 24.229 and TS 29.162. 

Actions at the originating UE

When a 180 Ringing response is received and an Alert-Info header field is present, or when a non-180 18x response is received and a Call-Info header field is present with “purpose=info”, the UE shall present the early media available at the associated url. If the url equals http:/null and a media path has been established, the media that is received from the terminating side shall be presented.

When a 180 Ringing response is received and no Alert-Info header field is present, or a 18x response is received and no Call-Info header field is present, call progress information may be locally generated.

Actions at the MGCF

When a ISUP ACM message with a subscriber free indication is received from the PSTN, the MGCF shall insert an Alert-Info header field into the 180 Ringing message. The Alert-Info header shall contain the url http:/null.

Other circumstances may require the use of a 18x response containing the Call-Info header with “purpose=info” and url http:/null.

When the MGCF receives from the network either a 180 Ringing response containing an Alert-Info header, or a 18x response containing a Call-Info header with “purpose=info”, the MGCF shall instruct the MGW to play out early media available at the associated url to the PSTN leg of the call. If the associated url equals http:/null the media that is received from the terminating side shall be transported to the PSTN leg of the call when the media path has been established. Additionally the MGCF shall indicate the availability of the media to the PSTN by setting the OBCI to “in-band information available” in the appropriate ISUP message ( e.g., ACM or CPG ) .  

Actions at the P-CSCF

When receiving a 180 from a UE that includes the Alert-Info header, or a 18x message that includes the Call-Info header, the P-CSCF may remove it based on local policy.

When the P-CSCF receives 18x from an S-CSCF or other trusted network entity that contains an Alert-Info header or Call-Info header with purpose=info, and the associated url equals http:/null, existence of a media path has to be ensured using proper signalling via the Gq or Gq’-interface. 

Actions at the outgoing IBCF

If a 180 Ringing response is received from an un-trusted network and the message contains an Alert-Info header field, the IBCF may remove the Alert-Info header field depending on local policy.

If a 18x response is received from an un-trusted network and the message contains an Call-Info header field, the IBCF may remove the Call-Info header field depending on local policy.
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