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1
Decision/action requested

Vodafone proposes that SA5 in conjunction with CT1, CT3, CT4 initiate stage 2 and stage 3 specification work to satisfy the OMA OSPE Service Level Tracing requirements in the content of end-to-end tracing in IMS
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Rationale

The intentions of Service Level Tracing are to improve and simplify end-to-end service diagnostics and to enhance the Mobile Operator’s ability to manage their complex services. The intentions of Service Level Tracing were originally described in a Vodafone OMA input contribution called intentions of Service Level Tracing [1].

Service Level Tracing is aimed at end-to-end service-level diagnostics, rather than per node tracing. By definition, Service Level Tracing is the ability to capture and log all relevant information at each component within a service chain, associated with a specific service that is initiated either by an end user or a component.

During the past six months the OMA (within the OMA Requirements group) have focused on deriving a set of generic service level tracing requirements (i.e. no underlying technology is considered), which are now complete [2]. These requirements now need to be applied in a specific context.

Considering the importance of IMS, it is proposed that 3GPP SA5, in conjunction with CT1, CT3, CT4, initiate specification work for End-to-end service tracing for IMS, and wherever possible to reuse existing 3GPP speciation and their capabilities to fulfil the OMA OSPE requirements.

Once the “core” specification work becomes stable within 3GPP, then OMA will continue developing the tracing functionality, as aligned with the developing 3GPP specifications, for OMA enablers that utilise IMS [3].

4 Detailed proposal

The intentions of Service Level Tracing for IMS are to improve and simplify end-to-end service diagnostics and to enhance the Service Provider’s ability to manage their complex services in and across multi-vendor environments.

Use-case G “Service fault localization within a Service Provider’s network” as descried in [2] is indicative of the notion of end-to-end tracing. Based on this use-case, other related use-cases and the derived requirements, Figure 1 illustrates the scope and basic logical architecture of 3GPP end-to-end tracing as applied in the context of IMS
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Figure 1.End-to-end tracing for IMS logical architecture

Service flows

To further describe the concepts of end-to-end tracing in IMS the following interaction diagrams propose the key stages involved with tracing a service including the interactions between the IMS functions.

Flow 1: HSS initiated MARK Device procedure (Registered device)
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Flow 2: HSS initiated MARK Device procedure (Non-registered device)
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Flow 3: HSS initiated UNMARK Device procedure
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Flow 4: Mobile originated service trace initiation
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Flow 5: Service traced mobile termination
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Flow 6: Invocation of Service tracing at the Service Enabler
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Key end-to-end trace functions

This section identifies some key functions of end-to-end tracing in IMS that need to be standardised. Wherever possible, existing 3GPP tracing related capabilities are to be reused to fulfil the OSPE requirements.

Device Marking


[image: image8]
Figure 2.MARK/UNMARK device request

In order to initiate service tracing from an IMS UA there needs to be a mechanism to MARK and UNMARK a device. The notion of marking a device means the operation of enabling a device or component to subsequently initiate the Service Level Tracing
Retrieval of logged Service tracing information
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Figure 3 Standardised interface for the retrieval of logged trace information

1. Each instance of logged information must be retrievable across all IMS nodes.

Retrieval of logged trace information from an IMS UA


[image: image10]
Figure 4 Device log and characteristics retrieval request

The device plays an integral part in end-to-end service tracing. On reception of a SERVICE TRACE message, the device will log all events associated with the service that is being invoked/requested.

NOTE: In Phase 1 of Service Level Tracing the device itself will log information associated to the service being invoked. In Phase 1 it is assumed that the retrieval of the information is performed locally, e.g. physical connectivity of a test phone to a back-end system. Subsequent phases shall identify the possibility to retrieve this information remotely.

Protocol enhancement


[image: image11]
Figure 5 Protocol and interface

1. All interfaces between IMS based nodes need enhancing to allow for the propagation of the SERVICE TRACE message between all IMS based nodes and IMS/SIP based Service Enablers.

· SIP

· DIAMETER

· HTTP

· XCAP

· CAMEL

· SNMP

3
Summary

This document describes the concepts for a new proposed activity within 3GPP called end-to-end tracing in IMS. It introduces the approved OMA tracing requirements and proposes that 3GPP SA5, in conjunction with CT1, CT3, CT4) initiate stage 2 and stage 3 specification work to satisfy the OMA OSPE Service Level Tracing requirements in the content of end-to-end tracing in IMS. It is proposed that this activity become a deliverable of WID Trace Management (OAM-Trace).
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