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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012215][bookmark: _Toc34123068][bookmark: _Toc36038018][bookmark: _Toc38875400][bookmark: _Toc43191881][bookmark: _Toc45133276][bookmark: _Toc51316780][bookmark: _Toc51761960][bookmark: _Toc56674947][bookmark: _Toc56675338][bookmark: _Toc59016324][bookmark: _Toc63167922][bookmark: _Toc66262432][bookmark: _Toc68166938][bookmark: _Toc73538056][bookmark: _Toc75351932][bookmark: _Toc83231742][bookmark: _Toc85535047][bookmark: _Toc88559510][bookmark: _Toc114210140][bookmark: _Toc129246491][bookmark: _Toc138747261][bookmark: _Toc153786907][bookmark: _Toc161953510]5.6.2.4	Type SmPolicyDecision
Table 5.6.2.4-1: Definition of type SmPolicyDecision
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sessRules
	map(SessionRule)
	O
	1..N
	A map of Sessionrules with the content being the SessionRule as described in clause 5.6.2.7. The key used in this map for each entry is the sessRuleId attribute of the corresponding SessionRule. (NOTE 2)
	

	pccRules
	map(PccRule)
	O
	1..N
	A map of PCC rules with the content being the PCCRule as described in clause 5.6.2.6. The key used in this map for each entry is the pccRuleId attribute of the corresponding PccRule.
	

	qosDecs
	map(QosData)
	O
	1..N
	Map of QoS data policy decisions. The key used in this map for each entry is the qosId attribute of the corresponding QosData. (NOTE 2)
	

	chgDecs
	map(ChargingData)
	O
	1..N
	Map of Charging data policy decisions. The key used in this map for each entry is the chgId attribute of the corresponding ChargingData.
	

	chargingInfo
	ChargingInformation
	O
	0..1
	Contains the CHF addresses, and if available, the associated CHF instance ID(s) and CHF set ID(s) of the PDU session. (NOTE 3)
	

	traffContDecs
	map(TrafficControlData)
	O
	1..N
	Map of Traffic Control data policy decisions. The key used in this map for each entry is the tcId attribute of the corresponding TrafficControlData. (NOTE 2)
	

	umDecs
	map(UsageMonitoringData)
	O
	1..N
	Map of Usage Monitoring data policy decisions. The key used in this map for each entry is the umId attribute of the corresponding UsageMonitoringData.
	UMC

	qosChars
	map(QosCharacteristics)
	O
	1..N
	Map of QoS characteristics for non-standard 5QIs and non-preconfigured 5QIs. This map uses the 5QI values as keys. (NOTE 2)
	

	qosMonDecs
	map(QosMonitoringData)
	O
	1..N
	Map of QoS Monitoring data policy decision. The key used in this map for each entry is the qmId attribute of the corresponding QosMonitoringData.
	QosMonitoring

	reflectiveQoSTimer
	DurationSec
	O
	0..1
	Defines the lifetime of a UE derived QoS rule belonging to the PDU Session for reflective QoS. (NOTE 2)
	

	offline
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PDU session.
-	Set to "true": the offline charging is applicable to the PDU session.
-	Set to "false": the offline charging is not applicable to the PDU session.
(NOTE 3) (NOTE 4) (NOTE 6)
	

	online
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PDU session.
-	Set to "true": the online charging is applicable to the PDU session.
-	Set to "false": the online charging is not applicable to the PDU session.
(NOTE 3) (NOTE 4) (NOTE 6)
	

	offlineChOnly
	boolean
	O
	0..1
	Indicates that the online charging method shall never be used for any PCC rule activated during the lifetime of the PDU session, when this attribute is present and set to "true".
Otherwise, the default value is "false" if omitted.
(NOTE 3) (NOTE 4) (NOTE 6)
	OfflineChOnly

	conds
	map(ConditionData)
	O
	1..N
	A map of condition data with the content being as described in clause 5.6.2.9. The key used in this map for each entry is the condId attribute of the corresponding ConditionData.
	

	revalidationTime
	DateTime
	O
	0..1
	Defines the time before which the NF service consumer shall have to re-request PCC rules.
	

	pcscfRestIndication
	boolean
	O
	0..1
	Indicates that P-CSCF Restoration is requested or not. 
-	Set to "true": the P-CSCF Restoration is requested.
-	Set to "false": the P-CSCF Restoration is not requested.
-	The default value "false" applies if the attribute is not present and has not been supplied previously.
	PCSCF-Restoration-Enhancement

	policyCtrlReqTriggers
	array(PolicyControlRequestTrigger)
	O
	1..N
	Defines the policy control request triggers subscribed by the PCF.
	

	lastReqRuleData
	array(RequestedRuleData)
	O
	1..N
	Defines the last list of rule control data requested by the PCF.
	

	lastReqUsageData
	RequestedUsageData
	O
	0..1
	Indicates whether the last accumulated usage report is requested by the PCF or not, and includes references to the targeted usage monitoring data instances.
	UMC

	praInfos
	map(PresenceInfoRm)
	O
	1..N
	Defines the PRA information provisioned by the PCF. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall not be supplied.
	PRA

	ipv4Index
	IpIndex
	C
	0..1
	Information that identifies the IP address allocation method for IPv4 address allocation. (NOTE 3)
	

	ipv6Index
	IpIndex
	C
	0..1
	Information that identifies the IP address allocation method for IPv6 address allocation. (NOTE 3)
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	relCause
	SmPolicyAssociationReleaseCause
	O
	0..1
	The cause for which the PCF requests the termination of the policy association.
	RespBasedSessionRel

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.
This parameter shall be supplied by the PCF in the response to the POST request that requested the creation of an individual SM policy resource.
	

	[bookmark: _Hlk40452453]tsnBridgeManCont
	BridgeManagementContainer
	O
	0..1
	Transports TSC user plane node management information
	TimeSensitiveNetworking

	tsnPortManContDstt
	PortManagementContainer
	O
	0..1
	Transports port management information for the DS-TT port.
	TimeSensitiveNetworking

	tsnPortManContNwtts
	array(PortManagementContainer)
	O
	1..N
	Transports port management information for one or more NW-TT ports.
	TimeSensitiveNetworking

	tscNotifUri
	Uri
	O
	0..1
	For PMIC/UMIC UPF event, notification target address of the TSCTSF or TSN AF receiving the TSC management information.
	ExposureToTSC

	tscNotifCorreId
	string
	C
	0..1
	Correlation identifier for TSC management information notifications.
It shall be provided if the “tscNotifUri” attribute is provided.
	ExposureToTSC

	redSessIndication
	boolean
	O
	0..1
	Indicates whether the PDU Session is a redundant PDU session:
-	Set to "true": the PDU Session is a end to end redundant PDU session;
-	Set to "false": the PDU Session is Not end to end redundant PDU session;
-	Default value is "false" if omitted.
(NOTE 2) (NOTE 3)
	Dual-Connectivity-redundant-UP-paths

	uePolCont
	UePolicyContainer
	O
	0..1
	Indicates a UE policy container for the UE. Only applicable to the 5GS and EPC interworking scenario as defined in Annex B.
	EpsspUrsp

	vplmnOffloadInfos
	array(VplmnOffloadingInfo)
	O
	1..N
	Indicates the VPLMN Specific Offloading Policies. (NOTE 7)
	HR-SBO

	sliceUsgCtrlInfo
	SliceUsgCtrlInfo
	O
	0..1
	Represents the network slice usage control information (e.g., slice PDU Session inactivity timer value) to be used to support and enforce network slice usage control.
	NetSliceUsageCtrl

	NOTE 1:	For IPv4v6 PDU session, both the "ipv4Index" attribute and "ipv6Index" attribute may be provisioned by the PCF.
NOTE 2:	This attribute shall not be removed if it was provisioned.
NOTE 3:	This attribute may only be supplied by the PCF in the response to the initial POST request that requested the creation of an individual SM policy resource.
NOTE 4:	If both the "offline" attribute and the "online" attribute are omitted by the PCF, and when the "OfflineChOnly" feature is supported, if the "offlineChOnly" attribute is set to "false" or omitted by the PCF, the default charging method pre-configured at the SMF, if available, shall be applied to the PDU session. If both offline and online charging methods are pre-configured at the SMF, the SMF shall determine which one of them to be applied to the PDU session based on local policy. The "offline" attribute and the "online" attribute shall not be simultaneously present with the same value, i.e., both set to true or both set to false.
NOTE 5:	If the "chargingInfo" attribute is not supplied by the PCF, the charging information configured at the SMF shall be applied to the PDU session.
NOTE 6: 	When the "OfflineChOnly" feature is supported and the "offlineChOnly" attribute is present and set to "true", the "online" attribute and the "offline" attribute shall not be present. 
NOTE 7: 	if the "vplmnId" attribute of the VplmnOffloadingInfo data type is provided, it shall correspond with the VPLMN that is currently set as the serving PLMN in this policy association.



*** Next Change ***
[bookmark: _Toc138747393][bookmark: _Toc153787039][bookmark: _Toc161953644]B.3.4.11a	Detection of the SM Policy Association enabling URSP provisioning in EPS
During UE Initial Attach with default PDN connection establishment in EPS, the UE and the SMF+PGW-C perform ePCO capability negotiation as defined in 3GPP TS 24.301 [52] to ensure that both, the network and the UE support URSP provisioning in EPS PCO. The SMF+PGW-C, when receives from the UE the Indication of URSP Provisioning Support in EPS PCO in the PDN connectivity request, and supports the feature "EpsUrsp" as defined in clause 5.8, the SMF+PGW-C shall select a PCF that supports the feature "EpsUrsp", shall create the SM Policy Association as described in clause B.3.2 and shall provide to the UE the Indication of URSP Provisioning Support in EPS PCO in the PDN Connectivity Accept message as defined in 3GPP TS 24.301 [52].
When the UE determines the URSP provisioning in EPS PCO is supported by the network, then the UE intiates the UE requested bearer modification procedure and includes the UE Policy Container ePCO, which will be further forwarded by the MME to the SMF+PGW-C. When the feature "EpsUrsp" is supported and the SMF+PGW-C receives the UE Policy Container ePCO, the SMF+PGW-C shall include the "UE_POL_CONT_IND" within the "repPolicyCtrlReqTriggers" attribute and shall forward transparently the UE Policy Container to the PCF for the PDU session within the "uePolCont" attribute.
The PCF for the PDU session then detects that the SM Policy Association enables the URSP provisioning in EPS and establishes a UE Policy Association with the PCF for the UE as described in 3GPP  TS  29.525  [57] to transparently forward the received UE policy container. The PCF for the PDU session shall subscribe to RAT Type and/or Access-Type changes if not previously subscribed.
To detect the 5GS to EPS handover or 5GS to EPS Idle Mode mobility (both referred as 5GS to EPS mobility with N26 in the present document) and if the "EpsUrsp" feature described in clause 5.8 is supported, the PCF for the PDU session shall subscribe to RAT Type and/or Access Type changes, if not previously subscribed. During 5GS to EPS mobility with N26, and if the "EpsUrsp" feature described in clause  5.8 is supported, the PCF for the PDU session associated with the SMF+PGW-C serving the PDN connection(s) determines whether 5GS to EPS mobility applies based on the received RAT and/or Access-Type change event. When the reported RAT and Access-Type change event indicates the UE is moving from 5GS to EPS, the PCF for the PDU session then determines that the SM Policy Association(s) enables the URSP provisioning in EPS and establishes a UE Policy Association with the PCF for the UE, if applicable, as described in 3GPP  TS  29.525  [57].

*** Next Change ***
[bookmark: _Toc129246617][bookmark: _Toc138747394][bookmark: _Toc153787040][bookmark: _Toc161953645]B.3.4.12	Reporting of UE Policy container for URSP provisioning in EPS
When the feature "EpsUrsp" is supported and a UE policy container is received from the UE in EPC over a PDN connection, the SMF+PGW-C requests to update the SM Policy Association and provides to the PCF the received UE policy container.
The Policy Control Request Trigger condition "UE_POL_CONT_IND" is met when the SMF+PGW-C receives a UE policy container from the UE. The SMF+PGW-C shall include the "UE_POL_CONT_IND" within the "repPolicyCtrlReqTriggers" attribute and shall transparently forward to the PCF the UE policy container encoded within the "uePolCont" attribute. The PCF shall transparently forward the UE policy container to the PCF for the UE in Npcf_UEPolicyControl_Update/Create Request as described in 3GPP TS 29.525 [57].


*** End of Changes ***
