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Additional discussion(if needed):
Proposed changes:
* * * First Change * * * *
[bookmark: _Toc24868472][bookmark: _Toc34153980][bookmark: _Toc36040924][bookmark: _Toc36041237][bookmark: _Toc43196521][bookmark: _Toc43481291][bookmark: _Toc45134568][bookmark: _Toc51189100][bookmark: _Toc51763776][bookmark: _Toc57206008][bookmark: _Toc59019349][bookmark: _Toc68170022][bookmark: _Toc83234063][bookmark: _Toc90661442][bookmark: _Toc138754953][bookmark: _Toc151885666][bookmark: _Toc152075731][bookmark: _Toc153793446][bookmark: _Toc162006103][bookmark: _Toc131692884][bookmark: _Toc122516701][bookmark: _Toc122516723]6.7	Error Handling
Response bodies and error handling described in clause 5.2.6 of 3GPP TS 29.122 [3] are applicable to all APIs in the present specification unless specified otherwise, with the following clarifications:
-	the SCEF is the SEAL server; and
-	the SCS/AS is the functional entity invoking an API.
In addition to the application errors described in clause 5.2.6 of 3GPP TS 29.122 [3], the application errors described in table 6.7-1 are applicable to all APIs in the present specification unless specified otherwise.
Table 6.7-1: Application errors common to several API specifications
	Application Error
	HTTP status code
	Description

	TARGET_ID_NOT_VALID
	403 Forbidden
	The HTTP request contains semantically correct identifier(s) that is not valid (e.g., unknown by the HTTP server). The list of non-valid identifiers is provided within the "invalidParams" attribute of the "ProblemDetails" structure.



* * * Next Change * * * *
[bookmark: _Toc138755023][bookmark: _Toc151885744][bookmark: _Toc152075809][bookmark: _Toc153793525][bookmark: _Toc162006183]7.1.3.2.2.4.2	Operation: Configure
This custom operation enables to configure VAL Service Area(s).
This operation shall support the request data structures specified in table 7.1.3.2.2.4.2-2 and the response data structures and response codes specified in table 7.1.3.2.2.4.2-3.
Table 7.1.3.2.2.4.2-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	ValServiceAreaReq
	M
	1
	Represents the VAL service area(s) configuration information.



Table 7.1.3.2.2.4.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ValServiceAreaResp
	M
	1
	200 OK
	Indicates the successfully configured VAL service area ID(s).

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative LM Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative LM Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [3] shall also apply.



Editor's note: The error cases for the SS_VALServiceAreaConfiguration API are FFS.
Table 7.1.3.2.2.4.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative LM Server.



Table 7.1.3.2.2.4.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative LM Server.



* * * Next Change * * * *
[bookmark: _Toc138755024][bookmark: _Toc151885745][bookmark: _Toc152075810][bookmark: _Toc153793526][bookmark: _Toc162006184]7.1.3.2.2.4.3	Operation: Update
This custom operation enables to update existing VAL Service Area(s).
This operation shall support the request data structures specified in table 7.1.3.2.2.4.3-2 and the response data structures and response codes specified in table 7.1.3.2.2.4.3-3.
Table 7.1.3.2.2.4.3-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	ValServiceAreaReq
	M
	1
	Represents the VAL service area(s) information that shall be updated.



Table 7.1.3.2.2.4.3-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ValServiceAreaResp
	M
	1
	200 OK
	Indicates the successfully updated VAL service area ID(s).

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative LM Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative LM Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [3] shall also apply.



Editor's note: The error cases for the SS_VALServiceAreaConfiguration API are FFS.
Table 7.1.3.2.2.4.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative LM Server.



Table 7.1.3.2.2.4.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative LM Server.



* * * Next Change * * * *
[bookmark: _Toc120544472][bookmark: _Toc138755108][bookmark: _Toc151885852][bookmark: _Toc152075917][bookmark: _Toc153793633][bookmark: _Toc162006292]7.3.2.2.2.3.1	GET
This operation retrieves the VAL service data satisfying the filter criteria.
This method shall support the URI query parameters specified in table 7.3.2.2.2.3.1-1.
Table 7.3.2.2.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	val-tgt-ues
	array(ValTargetUe)
	O
	1..N
	Identifies the list of the target VAL UE(s) or VAL user(s).

(NOTE)

	val-service-ids
	array(string)
	O
	1..N
	Identifies the list of the target VAL service(s).

(NOTE)

	supp-feats
	SupportedFeatures
	O
	0..1
	Contains the list of supported features among the ones defined in clause 7.3.2.7.

This query parameter shall be present only when feature negotiation needs to take place.

	NOTE:	At least one of these query parameters shall be present, unless the request targets to retrieve all the VAL Service Data Set(s) managed by the CM Server.



Editor's Note: Whether either the VAL UE(s) or the VAL user(s) can be provided in the query string, or combinations of VAL UE(s) and the VAL user(s) can be provided in the query string of this GET method is FFS and pending stage 2 feedback.
This method shall support the request data structures specified in table 7.3.2.2.2.3.1-2 and the response data structures and response codes specified in table 7.3.2.2.2.3.1-3.
Table 7.3.2.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 7.3.2.2.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ValServDataResp
	M
	1
	200 OK
	Successful case. The requested VAL Service Data shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirectionl.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative CM Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative CM Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [3] shall also apply.



Editor's Note: The application errors in the SS_VALServiceData API are FFS.
Table 7.3.2.2.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative CM Server.



Table 7.3.2.2.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative CM server.



* * * Next Change * * * *
[bookmark: _Toc138755327][bookmark: _Toc151886097][bookmark: _Toc152076162][bookmark: _Toc153793878][bookmark: _Toc162006577]7.5.1.5.3	Application Errors
The application errors defined for SS_Events API are listed in table 7.5.1.5.3-1.
Table 7.5.1.5.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	
	
	
	



Editor's note:	The application errors for the SS_Events API are FFS.
* * * End of changes * * * *
