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Figure 4.2.3.2-1: PCF for a PDU Session Binding Information Deregistration
The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister the PCF for a PDU session binding information for a UE in the BSF. The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nbsf-management/<apiVersion>/pcfBindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a PDU Session Binding" resource identifier that is to be deleted, as shown in figure 4.2.3.2-1, step 1. 
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nbsf-management/<apiVersion>/pcfBindings/{bindingId}" as Resource URI, the BSF shall: 
-	remove the corresponding binding information.
If the HTTP DELETE request message from the NF service consumer is accepted, the BSF shall respond with "204 No Content" status code, as shown in figure 4.2.3.2-1, step 2.If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response as specified in clause 5.7.
If the Individual PCF for a PDU Session Binding resource does not exist, the BSF shall respond with "404 Not Found" error code and optionally may include the "cause" attribute of the ProblemDetails data structure set to "BINDING_INFO_NOT_FOUND”.
If the feature "ES3XX" is supported, and the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

***** END OF FIRST CHANGES *****
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***** SECOND CHANGE *****
4.2.3.3	Deregister an individual PCF for a UE binding information 


Figure 4.2.3.3-1: PCF for a UE Binding Information Deregistration
The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister the session binding information for a UE in the BSF. The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nbsf-management/<apiVersion>/pcf-ue-bindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a UE Binding" resource identifier that is to be deleted, as shown in figure 4.2.3.3-1, step 1. 
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nbsf-management/<apiVersion>/pcf-ue-bindings/{bindingId}" as Resource URI, the BSF shall: 
-	remove the corresponding binding information.
If the HTTP DELETE request message from the NF service consumer is accepted, the BSF shall respond with "204 No Content" status code, as shown in figure 4.2.3.3-1, step 2.
If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response as specified in clause 5.7.
If the Individual PCF for a UE Binding resource does not exist, the BSF shall respond with "404 Not Found" error code and optionally may include the "cause" attribute of the ProblemDetails data structure set to "BINDING_INFO_NOT_FOUND”.
If the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
***** END OF SECOND CHANGES *****


***** THIRD CHANGE *****
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Figure 4.2.3.4-1: PCF for an MBS Session Binding information Deregistration procedure
1.	The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister an existing PCF for an MBS Session Binding at the BSF. The NF service consumer shall send for this purpose an HTTP DELETE request targeting the URI of the concerned "Individual PCF for an MBS Session Binding" resource, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings/{bindingId}".
2.	Upon success, the BSF shall delete the concerned "Individual PCF for an MBS Session Binding" resource and respond to the NF service consumer with an HTTP "204 No Content" status code.	If errors occur when processing the HTTP DELETE request, the BSF shall apply the error handling procedures specified in subclause 5.7.
If the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
If the "Individual PCF for an MBS Session Binding" resource does not exist, the BSF shall respond with "404 Not Found" error code and optionally may include the "cause" attribute of the ProblemDetails data structure set to "BINDING_INFO_NOT_FOUND”..
***** END OF THIRD CHANGES *****



***** FOURTH CHANGE *****
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Figure 4.2.5.2-1: NF service consumer update an existing PCF for a PDU Session binding information
If the feature "BindingUpdate" is supported, the NF service consumer shall invoke the Nbsf_Management_Update service operation to update PCF for a PDU the session binding information for a UE in the BSF. The NF service consumer shall send an HTTP PATCH request with "{apiRoot}/nbsf-management/<apiVersion>/pcfBindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a PDU Session Binding" resource identifier that is to be updated, as shown in figure 4.2.5.2-1, step 1. The "PcfBindingPatch" data structure provided in the request body shall contain the information to be updated as follows.
The "PcfBindingPatch" data structure:
-	for the IP address information of the served UE:
a)	shall contain the "ipv4Addr" attribute if the IPv4 address is modified, or if the "ExtendedSamePcf" feature is supported, if the IPv4 address was not previously provided, and may contain the "ipDomain" attribute if the IPv4 address domain is modified or if the "ExtendedSamePcf" feature is supported, if the IPv4 address domain was not previously provided and applies. To remove the IPv4 address the "ipv4Addr" attribute shall be set to "null" and if applicable, the "ipDomain" attribute shall be set to "null"; and/or
b)	shall contain the "ipv6Prefix" attribute if the IPv6 address information is modified, or if the "ExtendedSamePcf" feature is supported, if the IPv6 address information was not previously provided. The "ipv6Prefix" attribute shall be set to "null" if the IPv6 address information is removed; and/or
c)	if the "MultiUeAddr" feature is supported, shall contain:
1)	the "addIpv6Prefixes" attribute containing the new complete list of additional IPv6 Address Prefixes if the additional IPv6 address information is modified, or if the "ExtendedSamePcf" feature is supported, the current list of IPv6 address prefixes if it was not previously provided; or
2)	the "addIpv6Prefixes" attribute set to "null" if all additional IPv6 Address Prefixes are removed; or
-	for the MAC address information of the served UE:
a)	shall contain the "macAddr48" attribute if the MAC address is modified, or if the "ExtendedSamePcf" feature is supported, if the MAC address was not previously provided. The "macAddr48" attribute shall be set to "null" if the MAC address is removed; and/or
b)	if the "MultiUeAddr" feature is supported, shall contain:
1)	the "addMacAddrs" attribute containing the new complete list of additional MAC addresses if the additional MAC address information is modified, or if the "ExtendedSamePcf" feature is supported, the current list of MAC address(es) if it was not previously provided; or
2)	the "addMacAddrs" attribute set to "null" if all additional MAC addresses are removed; or
-	for the PCF instance and the associated PCF address information of the PCF holding the SM policy association, should contain if a new PCF instance is selected:
a)	the PCF instance ID encoded as "pcfId" attribute;
b)	if the PCF supports the Npcf_PolicyAuthorization service:
1)	the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or
2)	a description of IP endpoints at the PCF hosting the Npcf_PolicyAuthorization service encoded as "pcfIpEndPoints" attribute; and/or
c)	if the PCF supports the Rx interface:
1)	the Diameter host id of the PCF encoded as "pcfDiamHost"; and
2)	the Diameter realm of the PCF and "pcfDiamRealm" attributes; and/or
-	for the S-NSSAI of the PDU session, if the S-NSSAI has been replaced:
a)	shall contain the "snssai" attribute containing the alternate S-NSSAI used to replace the existing S-NSSAI if the "NetSliceRepl" feature is supported.
If the BSF cannot successfully fulfil the received HTTP PATCH request due to the internal BSF error or due to the error in the HTTP PATCH request, the BSF shall send the HTTP error response as specified in clause 5.7.
Otherwise, upon the reception of the HTTP PATCH request with: "{apiRoot}/nbsf-management/<apiVersion>/pcfBindings/{bindingId}" as Resource URI and the "PcfBindingPatch" data structure as request body, the BSF shall update the binding information.
If the BSF successfully updated an "Individual PCF for a PDU Session Binding" resource, the BSF shall respond with "200 OK" status code with the message body containing the resource representation with the updated PCF for a PDU session binding information in the "PcfBinding" data structure, as shown in figure 4.2.5.2-1, step 2.
If the Individual PCF for a PDU Session Binding resource does not exist, the BSF shall respond with "404 Not Found" error code and optionally may include the "cause" attribute of the ProblemDetails data structure set to "BINDING_INFO_NOT_FOUND”.
If errors occur when processing the HTTP PATCH request, the BSF shall send an HTTP error response as specified in clause 5.7.
If the feature "ES3XX" is supported, and the BSF determines the received HTTP PATCH request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

***** END OF CHANGES *****
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Figure 4.2.5.3-1: NF service consumer update an existing PCF for a UE binding information
The NF service consumer shall invoke the Nbsf_Management_Update service operation to update the PCF for a UE binding information for a UE in the BSF. The NF service consumer shall send an HTTP PATCH request with "{apiRoot}/nbsf-management/<apiVersion>/pcf-ue-bindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a UE Binding" resource identifier that is to be updated, as shown in figure 4.2.5.3-1, step 1. The "PcfForUeBindingPatch" data structure provided in the request body shall contain the information to be updated as follows.
The "PcfForUeBindingPatch" data structure, for the PCF instance and the associated PCF address information of the PCF holding the AM policy association, shall contain if a new PCF instance is selected:
a)	the PCF instance ID encoded as "pcfId" attribute; and
b)	if the PCF supports the Npcf_AMPolicyAuthorization service, the Npcf_AMPolicyAuthorization service address information consisting of:
1)	the FQDN of the PCF encoded as "pcfForUeFqdn" attribute; and/or
2)	a description of IP endpoints at the PCF hosting the Npcf_AMPolicyAuthorization service encoded as "pcfForUeIpEndPoints" attribute.
NOTE:	In this release of the specification the PCF for a UE registering the binding information in the BSF supports the Npcf_AMPolicyAuthorization service.
If the BSF cannot successfully fulfill the received HTTP PATCH request due to the internal BSF error or due to the error in the HTTP PATCH request, the BSF shall send the HTTP error response as specified in clause 5.7.
Otherwise, upon the reception of the HTTP PATCH request with: "{apiRoot}/nbsf-management/<apiVersion>/pcf-ue-bindings/{bindingId}" as Resource URI and the "PcfForUeBindingPatch" data structure as request body, the BSF shall update the binding information.
If the BSF successfully updated an "Individual PCF for a UE Binding" resource, the BSF shall respond with "200 OK" status code with the message body containing the resource representation with the updated PCF for a UEbinding information in the "PcfForUeBinding" data structure, as shown in figure 4.2.5.3-1, step 2.
If the Individual PCF for a UE Binding resource does not exist, the BSF shall respond with "404 Not Found" error code and optionally may include the "cause" attribute of the ProblemDetails data structure set to "BINDING_INFO_NOT_FOUND”.
If the BSF determines the received HTTP PATCH request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
***** END OF FIFTH CHANGES *****
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Figure 4.2.5.4-1: NF service consumer updates an existing PCF for an MBS Session binding information
1.	The NF service consumer (e.g. PCF handling the MBS Session) shall invoke the Nbsf_Management_Update service operation to request the modification of an existing PCF for an MBS Session binding information for an MBS Session at the BSF. The NF service consumer shall send for this purpose an HTTP PATCH request targeting the URI of the concerned "Individual PCF for an MBS Session Binding" resource, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings/{bindingId}", with the request body containing the PcfMbsBindingPatch data structure including the requested modifications.
2.	Upon successful modification of the PCF for an MBS Session binding, the BSF shall respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual PCF for an MBS Session Binding" resource wihin the PcfMbsBinding data structure; or
-	an HTTP "204 No Content" status code.
If the "Individual PCF for an MBS Session Binding" resource does not exist, the BSF shall respond with "404  Not Found" error code and optionally may include the "cause" attribute of the ProblemDetails data structure set to "BINDING_INFO_NOT_FOUND”.
	If errors occur when processing the HTTP PATCH request, the BSF shall apply the error handling procedures specified in subclause 5.7.
If the BSF determines the received HTTP PATCH request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
***** END OF SIXTH CHANGES *****
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5.3.3.1	Description
This resource represents an individual PCF for a PDU Session binding information of a given UE address(es) registered in the BSF.
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Resource URI: {apiRoot}/nbsf-management/<apiVersion>/pcfBindings/{bindingId}
The <apiVersion> shall be set as described in clause 5.1.
This resource shall support the resource URI variables defined in table 5.3.3.2-1.
Table 5.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 5.1

	bindingId
	string
	Represents the individual PCF for a PDU Session Binding.
To enable that the value is used as part of a URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [7].
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This method shall support the URI query parameters specified in table 5.3.3.3.1-1.
Table 5.3.3.3.1-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.
Table 5.3.3.3.1-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 5.3.3.3.1-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case: The Individual PCF for a PDU Session binding information resource is deleted.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual PCF for a PDU Session Binding deletion.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual PCF for a PDU Session Binding deletion. 

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	Problem Details can be added to send application error to Client for further details.
(NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of 3GPP TS 29.500 [6]).
NOTE3:   Failure cases are described in clause 5.7



Table 5.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



Table 5.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



[bookmark: _Toc68169079][bookmark: _Toc114134227][bookmark: _Toc45134079][bookmark: _Toc90656283][bookmark: _Toc43388797][bookmark: _Toc34251349][bookmark: _Toc104546063][bookmark: _Toc70542025][bookmark: _Toc85528232][bookmark: _Toc97197767][bookmark: _Toc120679822][bookmark: _Toc51763142][bookmark: _Toc28012904][bookmark: _Toc66233862][bookmark: _Toc112935846][bookmark: _Toc36103045][bookmark: _Toc100955405][bookmark: _Toc63194111][bookmark: _Toc94034152][bookmark: _Toc66233199][bookmark: _Toc59018041][bookmark: _Toc56634746][bookmark: _Toc83233155][bookmark: _Toc120677457][bookmark: _Toc133434202][bookmark: _Toc138760679][bookmark: _Toc148533134]5.3.3.3.2	PATCH
This method shall support the URI query parameters specified in table 5.3.3.3.2-1.
Table 5.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and response codes specified in table 5.3.3.3.2-3.
Table 5.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PcfBindingPatch
	M
	1
	Update an individual PCF binding information.



Table 5.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PcfBinding
	M
	1
	200 OK
	Successful case: The Individual PCF for a PDU Session binding information resource is updated.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual PCF for a PDU Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual PCF for a PDU Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	Problem Details can be added to send application error to Client for further details.
(NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the PATCH method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of 3GPP TS 29.500 [6]).
NOTE3:   Failure cases are described in clause 5.7



Table 5.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



Table 5.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.




***** END OF SEVENTH CHANGE *****



***** EIGHT CHANGE *****
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[bookmark: _Toc83233175][bookmark: _Toc97197788][bookmark: _Toc100955426][bookmark: _Toc94034173][bookmark: _Toc85528252][bookmark: _Toc112935867][bookmark: _Toc104546084][bookmark: _Toc90656304][bookmark: _Toc120677479][bookmark: _Toc114134249][bookmark: _Toc120679844][bookmark: _Toc133434224][bookmark: _Toc138760701][bookmark: _Toc148533156]5.3.8.1	Description
This resource represents an individual PCF for a UE binding information of given UE identifier (i.e SUPI) registered in the BSF.
[bookmark: _Toc112935868][bookmark: _Toc100955427][bookmark: _Toc120677480][bookmark: _Toc120679845][bookmark: _Toc85528253][bookmark: _Toc97197789][bookmark: _Toc104546085][bookmark: _Toc94034174][bookmark: _Toc90656305][bookmark: _Toc83233176][bookmark: _Toc114134250][bookmark: _Toc133434225][bookmark: _Toc138760702][bookmark: _Toc148533157]5.3.8.2	Resource definition
Resource URI: {apiRoot}/nbsf-management/<apiVersion>/pcf-ue-bindings/{bindingId}
The <apiVersion> shall be set as described in clause 5.1.
This resource shall support the resource URI variables defined in table 5.3.8.2-1.
Table 5.3.8.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 5.1

	bindingId
	string
	Represents the individual PCF for a UE Binding.
To enable that the value is used as part of a URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [7].



[bookmark: _Toc94034175][bookmark: _Toc114134251][bookmark: _Toc112935869][bookmark: _Toc90656306][bookmark: _Toc120679846][bookmark: _Toc100955428][bookmark: _Toc120677481][bookmark: _Toc83233177][bookmark: _Toc97197790][bookmark: _Toc85528254][bookmark: _Toc104546086][bookmark: _Toc133434226][bookmark: _Toc138760703][bookmark: _Toc148533158]5.3.8.3	Resource Standard Methods
[bookmark: _Toc90656307][bookmark: _Toc97197791][bookmark: _Toc83233178][bookmark: _Toc104546087][bookmark: _Toc94034176][bookmark: _Toc85528255][bookmark: _Toc112935870][bookmark: _Toc114134252][bookmark: _Toc120677482][bookmark: _Toc100955429][bookmark: _Toc120679847][bookmark: _Toc133434227][bookmark: _Toc138760704][bookmark: _Toc148533159]5.3.8.3.1	DELETE
This method shall support the URI query parameters specified in table 5.3.8.3.1-1.
Table 5.3.8.3.1-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.8.3.1-2 and the response data structures and response codes specified in table 5.3.8.3.1-3.
Table 5.3.8.3.1-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 5.3.8.3.1-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case: The Individual PCF for a UE Binding information resource is deleted.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual PCF for a UE Binding deletion. The response shall include a Location header field containing an alternative URI of the resource located in an alternative BSF (service) instance. 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual PCF for a UE Binding deletion. The response shall include a Location header field containing an alternative URI of the resource located in an alternative BSF (service) instance.

	ProblemDetails
	O
	0..1
	404 Not Found
	Problem Details can be added to send application error to Client for further details.
(NOTE 1)

	NOTE:	The mandatory HTTP error status codes for the DELETE method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.1
NOTE1:    Failure cases are described in clause 5.7



Table 5.3.8.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative BSF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 5.3.8.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative BSF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



[bookmark: _Toc104546088][bookmark: _Toc83233179][bookmark: _Toc90656308][bookmark: _Toc100955430][bookmark: _Toc97197792][bookmark: _Toc112935871][bookmark: _Toc114134253][bookmark: _Toc85528256][bookmark: _Toc120679848][bookmark: _Toc120677483][bookmark: _Toc94034177][bookmark: _Toc133434228][bookmark: _Toc138760705][bookmark: _Toc148533160]5.3.8.3.2	PATCH
This method shall support the URI query parameters specified in table 5.3.8.3.2-1.
Table 5.3.8.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.8.3.2-2 and the response data structures and response codes specified in table 5.3.8.3.2-3.
Table 5.3.8.3.2-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PcfForUeBindingPatch
	M
	1
	Update an individual PCF for a UE binding information.



Table 5.3.8.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PcfForUeBinding
	M
	1
	200 OK
	Successful case: The Individual PCF for a UE binding information resource is updated.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual PCF for a PDU Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual PCF for a PDU Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	Problem Details can be added to send application error to Client for further details.
(NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the PATCH method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of 3GPP TS 29.500 [6]).
NOTE3:   Failure cases are described in clause 5.7s



Table 5.3.8.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



Table 5.3.8.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



***** END OF EIGHT CHANGE *****



***** NINTH CHANGE *****
[bookmark: _Toc120677491][bookmark: _Toc114134261][bookmark: _Toc112935879][bookmark: _Toc120679856][bookmark: _Toc133434236][bookmark: _Toc138760713][bookmark: _Toc148533168][bookmark: _Toc138760706][bookmark: _Toc148533161]5.3.10	Resource: Individual PCF for an MBS Session Binding
[bookmark: _Toc120679857][bookmark: _Toc112935880][bookmark: _Toc120677492][bookmark: _Toc114134262][bookmark: _Toc133434237][bookmark: _Toc138760714][bookmark: _Toc148533169]5.3.10.1	Description
This resource represents an "Individual PCF for an MBS Session Binding" registered at the BSF.
[bookmark: _Toc120679858][bookmark: _Toc114134263][bookmark: _Toc112935881][bookmark: _Toc120677493][bookmark: _Toc133434238][bookmark: _Toc138760715][bookmark: _Toc148533170]5.3.10.2	Resource definition
Resource URI: {apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings/{bindingId}
The <apiVersion> shall be set as described in clause 5.1.
This resource shall support the resource URI variables defined in table 5.3.10.2-1.
[bookmark: _Toc112935882][bookmark: _Toc120677494][bookmark: _Toc120679859][bookmark: _Toc114134264]Table 5.3.10.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.

	bindingId
	string
	Represents the identifier of the "Individual PCF for an MBS Session Binding" resource.
To enable that the value is used as part of a URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [7].



[bookmark: _Toc133434239][bookmark: _Toc138760716][bookmark: _Toc148533171]5.3.10.3	Resource Standard Methods
[bookmark: _Toc112935883][bookmark: _Toc114134265][bookmark: _Toc120677495][bookmark: _Toc120679860][bookmark: _Toc133434240][bookmark: _Toc138760717][bookmark: _Toc148533172]5.3.10.3.1	PATCH
This method shall support the URI query parameters specified in table 5.3.10.3.1-1.
Table 5.3.10.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.10.3.1-2 and the response data structures and response codes specified in table 5.3.10.3.1-3.
Table 5.3.10.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PcfMbsBindingPatch
	M
	1
	Contains the requested modifications to the PCF for an MBS Session Binding.



[bookmark: _Toc120679861][bookmark: _Toc112935884][bookmark: _Toc114134266][bookmark: _Toc120677496][bookmark: _Toc133434241]Table 5.3.10.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PcfMbsBinding
	M
	1
	200 OK
	Successful case: The "Individual PCF for an MBS Session Binding" resource is successfully modified and a representation of the updated resource is returned in the response body.

	n/a
	
	
	204 No Content
	Successful case: The "Individual PCF for an MBS Session Binding" resource is successfully modified and no content is returned in the response body.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual PCF for a PDU Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual PCF for a PDU Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	Problem Details can be added to send application error to Client for further details.
(NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the PATCH method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of 3GPP TS 29.500 [6]).
NOTE3:   Failure cases are described in clause 5.7




Table 5.3.10.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



Table 5.3.10.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



[bookmark: _Toc138760718][bookmark: _Toc148533173]5.3.10.3.2	DELETE
This method shall support the URI query parameters specified in table 5.3.10.3.2-1.
Table 5.3.10.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.10.3.2-2 and the response data structures and response codes specified in table 5.3.10.3.2-3.
Table 5.3.10.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



[bookmark: _Toc120677497][bookmark: _Toc114134267][bookmark: _Toc112935885][bookmark: _Toc120679862][bookmark: _Toc133434242]Table 5.3.10.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case: The "Individual PCF for an MBS Session Binding" resource is successfully deleted.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual PCF for a PDU Session Binding deletion.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual PCF for a PDU Session Binding deletion.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	Problem Details can be added to send application error to Client for further details.
(NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of 3GPP TS 29.500 [6]).
NOTE3:    Failure cases are described in clause 5.7



Table 5.3.10.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



Table 5.3.10.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative BSF (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [6].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target BSF (service) instance towards which the request is redirected.



[bookmark: _Toc138760719][bookmark: _Toc148533174]5.3.10.4	Resource Custom Operations
None.
***** END OF NINTH CHANGE *****



***** TENTH CHANGE *****
5.7.3	Application Errors
The application errors defined for the Nbsf_Management Service API are listed in table 5.7.3-1.
Table 5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	MULTIPLE_BINDING_INFO_FOUND
	400 Bad Request 
	Indicates that the BSF found more than one binding resource so it cannot provide the selected PCF to the consumer. (NOTE 1) 

	EXISTING_BINDING_INFO_FOUND
	403 Forbidden
	Indicates that the BSF found an existing PCF binding information for the indicated combination or for the applicable MBS Session. (NOTE 2) 

	BINDING _INFO_NOT_FOUND
	404 Not Found
	Indicates that the BSF did not find an existing binding information for the indicated combination or for the applicable MBS Session. (NOTE 4, 5)

	NOTE 1:	This application error is included in the responses to the GET request.
NOTE 2: 	This application error is included in the responses to the POST request.
NOTE 3:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation clauses.
NOTE 4: 	This application error is included in the responses to the DELETE request.
NOTE 5: 	This application error is included in the responses to the PATCH request.




***** END OF CHANGES *****
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