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***** FIRST CHANGE *****

[bookmark: _Toc28012516][bookmark: _Toc36038479][bookmark: _Toc45133750][bookmark: _Toc51762504][bookmark: _Toc59017076][bookmark: _Toc129339006][bookmark: _Toc153375420]5.7.3	Application Errors
The application errors defined for the Npcf_PolicyAuthorization API are listed in table 5.7.3-1.
Table 5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	INVALID_SERVICE_INFORMATION
	400 Bad Request
	The HTTP request is rejected because the service information is invalid or insufficient for the PCF to perform the requested action, e.g. invalid media type or invalid QoS reference. (NOTE 1)

	FILTER_RESTRICTIONS
	400 Bad Request
	The HTTP request is rejected because the IP flow descriptions cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [20] are not observed. (NOTE 1)

	DUPLICATED_AF_SESSION
	400 Bad Request
	The HTTP request is rejected because the new Individual Application Session Context relates to an AF session with another related active Individual Application Session Context, e.g. if the AF provided the same AF charging identifier for this new Individual Application Session Context that is already in use for the other ongoing Individual Application Session Context. (NOTE 2)

	REQUESTED_SERVICE_NOT_AUTHORIZED
	403 Forbidden
	The service information provided in the request is rejected. (NOTE 7)

	REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED
	403 Forbidden
	The service information provided in the request is temporarily rejected. (NOTE 2)

	UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY
	403 Forbidden
	The request for sponsored data connectivity is not authorized. (NOTE 3)

	UNAUTHORIZED_NON_EMERGENCY_SESSION
	403 Forbidden
	The PCF rejects a new AF session context setup because the session binding function associated a non-Emergency IMS session to a PDU session established to an Emergency DNN.

	TEMPORARY_NETWORK_FAILURE
	403 Forbidden
	The PCF rejects new or modified service information because there is a temporary failure in the access network (e.g. the SGW has failed)

	INVALID_SIGNALING_PATH
	403 Forbidden
	The PCF rejects the creation of the Individual Application Session Context resource because the NF that invoked the service request is invalid (i.e. the NEF sent the request while the PCF expected the TSCTSF to do so).
(NOTE 8)

	APPLICATION_SESSION_CONTEXT_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because the specified Individual Application Session Context does not exist. (NOTE 4)

	PDU_SESSION_NOT_AVAILABLE
	500 Internal Server Error
	The PCF failed in executing session binding. (NOTE 5)

	NOTE 1:	This application error is included in the response to the POST request (see clauses 4.2.2.2 and 4.2.2.5) and to the PATCH request (see clauses 4.2.3.2 and 4.2.3.5).
NOTE 2:	This application error is included in the response to the POST request (see clause 4.2.2.2) and to the PATCH request (see clause 4.2.3.2).
NOTE 3:	This application error is included in the response to the POST request (see clause 4.2.2.5) and to the PATCH request (see clause 4.2.3.5).
NOTE 4:	This application error is included in the responses to the GET, PATCH and delete custom operation requests (see clauses 4.2.3.2 for PATCH and 4.2.4.2 for POST (delete) operation)  to the Individual Application Session Context resource, and to the PUT and DELETE requests (see clauses 4.2.6.2 and 4.2.7.2)  to the Events Subscription resource.
NOTE 5:	This application error is included in the response to the POST request (see clauses 4.2.2.2, 4.2.6.3 and 4.2.2.27).
NOTE 6:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation clauses.
NOTE 7:	This application error is included in the response to the POST request (see clauses 4.2.2.2, 4.2.2.5, and 4.2.2.12) and to the PATCH request (see clauses 4.2.3.2, 4.2.3.5 and 4.2.3.12).
NOTE 8:	This application error is included in the response to the POST request (see clause 4.2.2.2).
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