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1	Introduction
This discussion paper considers the discussed during previous CT1#147 and during the CT plenary regarding the updated needed for the ECS address configuration information. This document highlights the identified issues in the relevant stage 2 specification text that need to be addressed prior to resolving and proceed to work on these issues in stage 3 WGs.

2	Discussion
The first issue is related to the cross-referencing between SA2 and SA6 with regards to the ECS Address Configuration Information as shown in the text below which are extracts from TS 23.502 and TS 23.558:


	SA2 defines in 23.502 clause 4.15.6.3d:

[bookmark: _CRTable4_15_6_3d1]Table 4.15.6.3d-1: Description of ECS Address Configuration Information provided by the AF
	Parameters
	Description

	ECS Address Configuration Information
	One or more ECS Configuration Information as defined in clause 8.3.2.1 of TS 23.558 [83].

	[bookmark: _PERM_MCCTEMPBM_CRPT16500005___2][bookmark: _PERM_MCCTEMPBM_CRPT57010008___2][bookmark: _PERM_MCCTEMPBM_CRPT36040011___2][bookmark: _PERM_MCCTEMPBM_CRPT74120005___2][bookmark: _PERM_MCCTEMPBM_CRPT53580005___2]Target
	This may correspond to one of:
-         a group of UE identified by an external group Id;
-         any UE.

	PLMN ID
	The ECS Address Configuration Information is applied to the UE roaming in target PLMN.



[bookmark: _CRTable4_15_6_3d2]Table 4.15.6.3d-2: Description of Subscription provided ECS Address Configuration Information (as sent to the SMF)
	Parameters
	Description

	ECS Address Configuration Information
	As defined in Table 4.15.6.3d-1. The SMF is not expected to understand the internal structure of ECS Address Configuration Information.




SA6 defines in 23.558 clause 8.3.2.1:

Table 8.3.2.1-1: ECS configuration information per ECS
	Information element
	Status
	Description

	ECS address 
	M
	Endpoint information of ECS (e.g. URI, FQDN, IP address)

	ECSP Identifier (NOTE 1)
	O
	The identifier of the ECSP (e.g., the MNO or a 3rd party service provider) that provides the ECS. 

	Spatial Validity Conditions
	O
	Spatial validity condition, as described in 3GPP TS 23.548 [20]

	Security Parameters
	O
	The security parameters (as specified in 3GPP TS 33.558 [23], clause 6.2) are used by EEC to communicate with the ECS.

	List of supported PLMN(s)
	O
	The List of PLMNs and associated ECSPs for which EDN configuration information can be provided by the ECS.

	> PLMN ID
	O
	The identifier of a PLMN for which EDN configuration information can be provided by the ECS.

	> List of supported ECSP(s) (NOTE 2)
	O
	The identifier of the ECSP(s) associated with the PLMN and whose information is available at the ECS 

	>> ECSP ID
	M
	Identifier of an ECSP

	NOTE 1:   This IE shall be included when the ECS configuration information is provisioned by the MNO through the 5GC procedure.
NOTE 2:   This IE may not be included if the ECSP does not want to expose its EES deployment information or business relationship-related information.






As highlighted in the tables above, the table in SA2 specification references a table found in the SA6 text. Both tabled include an IE which indicates PLMN_ID and the list of supported PLMN(s) as highlighted above. In our understanding, the intention for each of the tables was different in SA2 and SA6, i.e., the table in SA2 was intended for roaming while the table in SA6 was intended as a mechanism for supporting operators to share resources via the edge (Federation). However, both use the same terminology which creates misalignment and confusion of the requirements from stage 2 specification.

Observation 1: In the current specification for SA2 and SA6, there is a potential misalignment between the Table 4.15.6.3d-1 in TS 23.502, and Table 8.3.2.1-1, TS 23.548 regarding the PLMN ID IE and List of supported PLMN(s) IE, respectively.

The second aspect to consider is the ambiguity identified in the following text in SA3 TS 33.558 regarding the authentication and authorization between EEC and ECS as follows (highlighted):

	[bookmark: _Toc153527701]6.2	Authentication and authorization between EEC and ECS
The ECS shall be configured with the information of authorization methods (token-based authorization or local authorization) used by EESes.
Authentication between EEC and ECS shall be done during the execution of the TLS handshake protocol. Server side certificate-based TLS authentication shall be supported. Details of the authentication method (e.g., TLS certificates, usage of AKMA [11] or GBA [12] as methods to arrange the PSK for TLS) are out of scope of the present document. 
NOTE 1: 	Usage of application layer solutions for EEC authentication is left to implementation.
NOTE 2:	If only server side certificate-based TLS authentication is performed, it is left to implementation on which information within a service procedure and services will be provided by the ECS.
The authentication method negotiation mechanism shall re-use the existing TLS v1.3 negotiation. UE may receive the supported authentication method of the ECS optionally as part of the ECS configuration information. Details of the ECS configuration information are specified in TS 23.558 [5]. If the UE has the information about the authentication method supported by the ECS, then the EEC/UE may use this information for the authentication method negotiation.
NOTE 3:	Further optimization regarding having prior knowledge about the capability, such as UE storing the selected algorithm from the past negotiation results, is left to EEC/UE implementation.




As shown in the text above, the first indication is that the details of the authentication methods used in TLS (while providing examples of them) is out of the scope of the work in SA3. However, in the second paragraph a UE behavior is indicated based on the authentication methods which have been declared as out of the scope of the specification text.

Observation 2: In the current specification text in SA3 TS 33.558 Section 6.2, an ambiguity about the UE operation for the authentication methods is identified.

Moreover, it is important to remark based on the highlighted text above, that according to the text in SA3, the only mandated authentication method negotiation mechanism between the EEC and the ECS is TLS while any other potential methods are optional/non-mandatory. As authentication method only server side certificate-based TLS authentication is explicitly mandated.

Observation 3: Following the current specification text in SA3 TS 33.558 Section 6.2, only the TLS authentication method negotiation mechanism, and server side certificate based TLS authentication method are mandatory.

Finally, in our view, the potential modifications required in CT1 regarding this issue come from requirements which may have been identified based on the work in SA6, and therefore, it needs to be allocated to the proper WI, i.e., EDGEAPP_Ph2.

Observation 4: Any potential work in CT1 based on the requirements identified in SA6 shall be allocated to EDGEAPP_Ph2.

Therefore, based on the above-mentioned observations and ambiguities/misalignments highlighted in the different stage 2 specifications in this document, we propose as a potential action to send an LS to the relevant stage 2 groups to obtain clarification for CT1 stage 3 work on the issues highlighted in this document.

Proposal 1: Send an LS to SA2, SA3 and CC SA6 to obtain alignment and clarification on the potential requirements for updating the ECS Address Configuration Information.

3	Conclusion
In this section, we highlight the observations and proposal(s) from this discussion paper:

Observation 1: In the current specification for SA2 and SA6, there is a potential misalignment between the Table 4.15.6.3d-1 in TS 23.502, and Table 8.3.2.1-1, TS 23.548 regarding the PLMN ID IE and List of supported PLMN(s) IE, respectively.

Observation 2: In the current specification text in SA3 TS 33.558 Section 6.2, an ambiguity about the UE operation for the authentication methods is identified.

Observation 3: Following the current specification text in SA3 TS 33.558 Section 6.2, only the TLS authentication mechanism is mandatory.

Observation 4: Any potential work in CT1 based on the requirements identified in SA6 shall be allocated to EDGEAPP_Ph2.

Proposal 1: Send an LS to SA2, SA3 and CC SA6 to obtain alignment and clarification on the potential requirements for updating the ECS Address Configuration Information.


