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This paper discusses the use cases and usage of "supported features".
Introduction
Part 1: Supported Features parameter usage by NF instance:

As per TS 29.500, clause 5.2.3.3.7:

"supportedfeatures" (Optional parameter): Supported Features parameter carries a string containing a bitmask in hexadecimal representation, as specified for SupportedFeatures data type in 3GPP TS 29.571 [13], to indicate the feature(s) of the service API that are supported by the sender as NF service consumer.
6.6.2
Feature negotiation

A versioning of services in the request URI shall be supported by 3GPP 5G APIs, but version upgrades shall only be applied for non-backward compatible changes or the introduction of new mandatory features.

The following mechanism to negotiate applicable optional features shall be used by 5G APIs. This supported feature mechanism shall be applied separately for each API.

For any API that defines resources, suitable resources associated to or representing the NF Service Consumer (e.g. a top-level resource or a sub-resource representing the NF Service Consumer) shall be identified in each API to support the negotiation of the applicable optional features between the NF Service Consumer and NF Service Producer for this resource. Each such resource for a 5G API shall contain an attribute (e.g. "supportedFeatures") of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] containing a bitmask to indicate supported features. The features and their positions in that bitmask are defined separately for each API.

The HTTP client acting as NF service consumer shall include the attribute of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] in the HTTP PUT or POST requests to create the resource associated to or representing the NF Service Consumer of 5G API. This attribute indicates which of the optional features defined for the corresponding service are supported by the HTTP client. The HTTP server shall determine the supported features for the corresponding resource by comparing the supported features indicated by the client with the supported features the HTTP server supports. Features that are supported both by the client and the server are supported for that resource. The HTTP server shall include the attribute of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] indicating those features in the representation of the resource it returns to the HTTP client in the HTTP response confirming the creation of the resource.
Additionally, a NF instance should register all the features it supports to the NRF, to enable NF Service Consumers to discover NF Service Producers supporting specific features. A NF instance should register all the features it supports as NF Service Consumer in the corresponding default notification subscription in its NF profile to the NRF, to enable NF Service Producer to select NF Service Consumer supporting specific features.
As per TS 23.501, 

7.1.5
Network Function and Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports.
NOTE:
The NF informs the appropriate NRF based on configuration.

The NF instance may make this information available to NRF when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation.
As per TS 29.510, clause 6.2.3.2.3.1 GET

This operation retrieves a list of NF Instances, and their offered services, currently registered in the NRF, satisfying a number of filter criteria, such as those NF Instances offering a certain service name, or those NF Instances of a given NF type (e.g., AMF).

	supported-features
	SupportedFeatures
	O
	0..1
	List of features required to be supported by the target Network Function.
This IE may be present only if the service-names attribute is present and if it contains a single service-name. It shall be ignored by the NRF otherwise.

(NOTE 4)
	

	required-features
	array(SupportedFeatures)
	O
	1..N
	List of features required to be supported by the target Network Function, as defined by the supportedFeatures attribute in NFService (see clauses 6.1.6.2.3 and 6.2.6.2.4).

This IE may be present only if the service-names attribute is present.

When present, the required-features attribute shall contain as many entries as the number of entries in the service-names attribute. The nth entry in the required-features attribute shall correspond to the nth entry in the service-names attribute. An entry corresponding to a service for which no specific feature is required shall be encoded as "0".
(NOTE 24)
	Query-Params-Ext1

	preferred-features
	map(SupportedFeatures)
	O
	1..N
	List of features preferred to be supported by the target Network Function, as defined by the supportedFeatures attribute in NFService (see clauses 6.1.6.2.3 and 6.2.6.2.4).
The key of the map is the Service Name as specified in clause 6.1.6.3.11. Each element carries the preferred feature(s) to be supported by the target Network Function for the indicated service.
The NRF shall priorize the NF candidates supporting the preferred features in the search result.
(NOTE 24)
	Query-SBIProtoc18


Observation 1: NF instance should register with NRF by indicating all the feature it supports using the "supportedFeatures" attribute, so that NF service consumer discover/select NF service producer supporting specific features via NRF. This supported feature list indicated by the NF instance is not dependent on the UEs the NF is serving since the NF instance registration with the NRF happens when the NF instance becomes operative for the first time.   
Part 2: Feature renegotiation during AMF relocation
As per TS 29.507:
4.2.3.4
Feature renegotiation during AMF relocation

During the AMF relocation, if the new AMF received the resource URI of the individual AM Policy from the old AMF and selects the old PCF, and the feature "FeatureRenegotiation" is supported, the new AMF shall invoke the update of the AM policy association as described in clause 4.2.3.1 with the following differences:
-
The new AMF shall include in the PolicyAssociationUpdateRequest data structure sent in the HTTP POST request:

a.
the "FEAT_RENEG" policy control request trigger within the "triggers" attribute;

b.
the "suppFeat" attribute with the AMF supported features; and

c.
for each supported feature, the required feature information elements as specified in clause 4.2.2.1, if applicable.

NOTE 1:
When the new AMF received from the old AMF the subscription to policy control request trigger(s) that depend on feature control, and a policy control request trigger is met, the required feature information included in the update request contains the report of the met policy control request trigger within the "triggers" attribute and the associated information in the corresponding attribute, when applicable.

-
Upon reception of the HTTP POST request, the PCF shall update the "Individual AM Policy Association" resource, determine the applicable policy and include in the PolicyUpdate data structure sent in the HTTP POST response:

NOTE 2:
The determination of the applicable policy can consider the features supported by the new AMF.
a.
the "suppFeat" attribute with the negotiated features; and

b.
the complete "Individual AM Policy Association" resource representation, as specified in clause clause 4.2.2.1.
As per TS 29.525:

4.2.3.4
Feature renegotiation during AMF relocation

During the AMF relocation, if the new AMF received the resource URI of the individual UE Policy from the old AMF and selects the old (V-)PCF, and the feature "FeatureRenegotiation" is supported, the new AMF shall invoke the update of the UE policy association as described in clause 4.2.3.1 with the following differences:

-
The new AMF shall include in the PolicyAssociationUpdateRequest data structure sent in the HTTP POST request:

a.
the "FEAT_RENEG" policy control request trigger within the "triggers" attribute;

b.
the "suppFeat" attribute with the AMF supported features; and
c.
for each supported feature, the required feature information elements as specified in clause 4.2.2.1, if applicable.

NOTE 1:
When the new AMF received from the old AMF the subscription to policy control request trigger(s) that depend on feature control, and a policy control request trigger is met, the required feature information included in the update request contains the report of the met policy control request trigger within the "triggers" attribute and the associated information in the corresponding attribute, when applicable.

-
Upon reception of the HTTP POST request, the (V-)PCF shall update the "Individual UE Policy Association" resource, determine the applicable policy and include in the PolicyUpdate data structure sent in the HTTP POST response:

NOTE 2:
The determination of the applicable policy can consider the features supported by the new AMF.
a.
the "suppFeat" attribute with the negotiated supported features; and

b.
the complete "Individual UE Policy Association" resource representation, as specified in clause 4.2.2.1.

Observation 2: During AMF relocation scenario, the new AMF triggers AM/UE policy update procedure and indicates the features supported by the new AMF in the "suppFeat" attribute and not the individual UE supported features.
Part 3: Some examples from the current specifications:
TS 29.525: Npcf_UEPolicyControl_Create Service operation
5.6.2.3
Type PolicyAssociationRequest

	pc5Capab
	Pc5Capability
	C
	0..1
	Indicates the PC5 Capability for V2X communications supported by the UE. It shall be provided when available at the NF service consumer.
	V2X

	pc5CapA2x
	Pc5Capability
	C
	0..1
	Indicates the PC5 Capability for A2X communications supported by the UE. It shall be provided when available at the NF service consumer.
	A2X


Table 5.8-1: Supported Features

	4
	V2X
	This feature indicates support for the UE policy provisioning and N2 information provisioning for V2X communications.

	15
	A2X
	This feature indicates support of A2X communications.


NOTE: The AMF signals the Pc5Capability IE to the PCF, in the same message including supportedFeatures, to indicate that the feature ("V2X", "A2X") is also supported by the UE.
TS 29.502: Nsmf_PDUSession_Create service operation
6.1.6.2.4
Type: SmContextUpdateData

	n3gPathSwitchExecutionInd
	Boolean
	O
	0..1
	This IE may be present and set to true if the AMF receives the indication "Non-3GPP access path switching while using old AN resources" in the registration request message from the UE and if the SMF supports non-3GPP path switching, so to request the SMF to add a new non-3GPP access path (while also keeping the existing one) during a UE requested non-3GPP access switching for a MA-PDU session.
	N3GPS

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if the servingNfId or the targetServingNfId is present (i.e. during a change of AMF) and at least one optional feature defined in clause 6.1.8 is supported by the new AMF.

If this IE is absent when the servingNfId or the targetServingNfId is present, the new serving AMF or the target AMF respectively shall be considered as not supporting any optional feature.
	


	25
	N3GPS
	O
	Non-3GPP Access Path Switching

An SMF or NF service consumer that supports this feature shall support the procedures specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3] related to non-3GPP access path switching while maintaining two N2 connections for non-3GPP access.


NOTE: The AMF signals the n3gPathSwitchSupportInd IE to the SMF, in the same message including supportedFeatures, to indicate that the feature is also supported by the UE.
Observation 3: We already have many instances as indicated above, that is agreed in the existing specifications implementation where specific UE feature indication with an attribute is used.  
Part 4: AMF planned removal procedure:

As per TS 23.501, 

5.21.2.2.1
AMF planned removal procedure with UDSF deployed

An AMF can be taken graciously out of service as follows:

-
If an UDSF is deployed in the network, then the AMF stores the context for registered UE(s) in the UDSF. The UE context includes the AMF UE NGAP ID that is unique per AMF set. In order for the AMF planned removal procedure to work graciously, 5G-S-TMSI shall be unique per AMF Set. If there are ongoing transactions (e.g. N1 procedure) for certain UE(s), AMF stores the UE context(s) in the UDSF upon completion of an ongoing transaction.
-
The AMF deregister itself from NRF indicating due to AMF planned removal.
NOTE 1:
It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
An AMF identified by GUAMI(s) shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing transactions by including GUAMI(s) configured on this AMF. If the CP NFs register with NRF for AMF unavailable notification, then the NRF shall be able to notify the subscribed NFs to receive such a notification that AMF identified by GUAMI(s) will be unavailable for processing transactions. Upon receipt of the notification that an AMF (GUAMI(s)) is unavailable, the other CP NFs shall take the following actions:

-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable, CP NF should select another AMF from the same AMF set (as in clause 6.3.5) and forward the transaction together with the old GUAMI. The new AMF retrieves UE context from the UDSF. If CP NF needs to send a notification to new AMF which is associated with a subscription from the old AMF, the CP NF shall exchange the old AMF information embedded in the Notification Address with the new AMF information, and use that Notification Address for subsequent communication.
6.3.5
AMF discovery and selection

In the case of NF Service Consumer based discovery and selection, the AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the NF profile(s) of AMF instance(s) to the AMF or other CP NFs. The AMF selection function in the AMF or other CP NFs selects an AMF instance as described below:

When NF Service Consumer performs discovery and selection the following applies:
-
In the case of AMF discovery and selection functionality in AMF or other CP NFs use GUAMI (in the SNPN case, along with NID of the SNPN that owns the AMF instances to be discovered and selected) or TAI to discover the AMF instance(s), the NRF provides the NF profile of the associated AMF instance(s).
Observation 4: During AMF planned removal/maintenance, the CP NFs (e.g. PCF) will rely on NRF (which provides the NF profile(s) as registered by the NF instance) to select an alternate AMF for the associated UE(s). 
Discussion related to Part 4:
Scenario 1: AMF negotiates/updates the "supportedFeatures" attribute based on the features supported by the NF irrespective of the UE supported features.

Observation 5: When the "supportedFeatures" indicated by the AMF is same for all the UEs based on the list of "supportedFeatures" by the AMF, which is same as the one AMF used during registration with the NRF. 
Scenario 2: AMF negotiates/updates the "supportedFeatures" attribute based on the features supported by the UE and not based on the NF (AMF) during AM policy association with PCF, since the association is per UE granularity.

Observation 6: When the "supportedFeatures" indicated by the AMF is different for different UEs based on UE supported features. This list of "supportedFeatures" is different from the one AMF registered with the NRF. 
Use case: 

· AMF1, AMF2 and the PCF support "Network slice replacement" feature. 

· AMF3 does not support "Network slice replacement" feature.

· UE1 supports "Network slice replacement" feature with AM policy association established between AMF1 and PCF.
· UE2 does not support "Network slice replacement" feature with AMF policy association established between AMF1 and PCF. 

· Serving AMF1 undergoes planned maintenance and PCF need to select an alternate AMF by querying NRF.
	Scenario 1
	Scenario 2

	1. PCF queries NRF with one of the "required-features" as "Network slice replacement" based on AMF1 indicated "supportedFeatures" for both UE1 and UE2.
2. NRF provides AMF2, which is selected by PCF as alternative AMF for both UE1 and UE2.
	1. What does the PCF query NRF? If it has to rely on the "supportedFeatures" indicated per UE association, then PCF needs to query NRF twice.
a. Once with "required-features" as "Network slice replacement" feature for UE1.

b. 2nd time with "required-features" not including "Network slice replacement" for UE2.

2. PCF responds with AMF2 for first query and AMF3 for 2nd query. 

Observation 7: When "supportedFeatures" based on UE functionality is used for feature negotiation, this leads to complication where the NF selection (AMF) happens based on UE functionality instead of NF supported features resulting in multiple NF selection.
Observation 8: The NF needs to check each and every individual resources to get the complete list of supported features set, that implies more processing.


Summary: 

Observation 1: NF instance should register with NRF by indicating all the feature it supports using the "supportedFeatures" attribute, so that NF service consumer discover/select NF service producer supporting specific features via NRF. This supported feature list indicated by the NF instance is not dependent on the UEs the NF is serving since the NF instance registration with the NRF happens when the NF instance becomes operative for the first time.   
Observation 2: During AMF relocation scenario, the new AMF triggers AM/UE policy update procedure and indicates the features supported by the new AMF in the "suppFeat" attribute and not the individual UE supported features.

Observation 3: We already have many instances as indicated above, that is agreed in the existing specifications implementation where specific UE feature indication with an attribute is used.  
Observation 4: During AMF planned removal/maintenance, the CP NFs (e.g. PCF) will rely on NRF (which provides the NF profile(s) as registered by the NF instance) to select an alternate AMF for the associated UE(s). 
Observation 5: When the "supportedFeatures" indicated by the AMF is same for all the UEs based on the list of "supportedFeatures" by the AMF, which is same as the one AMF used during registration with the NRF. 
Observation 6: When the "supportedFeatures" indicated by the AMF is different for different UEs based on UE supported features. This list of "supportedFeatures" is different from the one AMF registered with the NRF. 
Observation 7: When "supportedFeatures" based on UE functionality is used for feature negotiation, this leads to complication where the NF selection (AMF) happens based on UE functionality instead of NF supported features resulting in multiple NF selection.
Observation 8: The NF needs to check each and every individual resources to get the complete list of supported features set, that implies more processing.

Conclusion: Based on the above observations, the "supportedFeatures" attribute used to indicate the optional features supported by the NF instance rather than the UE supported feature is the expected way of working and usage of the attribute. 
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