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1 Overall description
While discussing EDGEAPP’s federation and roaming related aspects, concerns were raised that in absence of mutual agreements, there may be potential security risks related to cross-security domain interactions and the security mechanisms specified in 3GPP TS 33.558 clause 6.7 and clause 6.9 may not be sufficient.
CT3 would like to ask SA3:
Question 1:	Whether, in absence of mutual agreements, the security mechanisms specified in 3GPP TS 33.558 clause 6.7 and clause 6.9 are sufficient to secure cross-security domain interactions?
Question 2:	If the existing mechanisms are not sufficiently secure, can SA3 update relevant security mechanisms in Rel-19 to secure cross-security domain interactions in absence of mutual agreements?
Note that CT3 does not expect any update for Rel-18.
2 Actions
To SA3:
ACTION: 	CT3 kindly asks SA3 to answer the above questions and update their specifications as needed.
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