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5.9	NSCE_ServiceContinuity
5.9.1	Service Description
The NSCE_ServiceContinuity service exposed by enables:
-	a service consumer e.g., the VAL Server to send the NSCE Server, an application service continuity requirement due to expected ot predicted of one or more VAL UEs' mobility to a target service area;
-	a service consumer e.g., the VAL Server to receive from the NSCE Server, the slice which is expected or predicted to extend the application service continuity in the target service area; and
-	a service consumer e.g., the Source NSCE Server to negotiate with the Target NSCE Server to receive trigger action to create or modify a network slice for a VAL application service continuity.
[bookmark: _Toc157434490][bookmark: _Toc157436205][bookmark: _Toc157440045][bookmark: _Toc148176847][bookmark: _Toc148358897][bookmark: _Toc151743056][bookmark: _Toc151743521]5.9.2	Service Operations
[bookmark: _Toc157434491][bookmark: _Toc157436206][bookmark: _Toc157440046]5.9.2.1	Introduction
The service operations defined for the NSCE_ServiceContinuity service are shown in table 5.9.2.1-1.
Table 5.X.2.1-1: NSCE_ServiceContinuityRequirement Service Operations
	Service Operation Name
	Description
	Initiated by

	Val_Application_Continuity_Subscription 
	This service operation is used to send the VAL application service continuity requirement 
	e.g., VAL Server

	Val_Application_Continuity_Notification
	This service operation is used to provide information about the extended slice availability for the application service continuity in the target area.
	e.g., NSCE Server

	NSCE_InfoCollection_Negotiate
	This service operation ienables a service consumer to negotiate Information Collection for the VAL application service continuity.
	e.g., NSCE Server



5.9.2.2	Val_Application_Continuity_Subscription
[bookmark: _Toc138754884][bookmark: _Toc144222259]5.9.2.2.1	General
This service operation is used by a service consumer e.g., the VAL Server:
-	requesting the NSCE Server the extended slice availability for the VAL application service continuity in a target area by providing the VAL application service continuity requirement for the target area; and
-	deletion of any request to the NSCE Server the extended slice availability for the VAL application service continuity in the target area.
5.9.2.2.2	Requesting service continuity in a target area for VAL application by using Val_Application_Continuity_Subscription
Figure 5.9.2.2.2-1 shows the scenario where a service consumer e.g., a VAL Server sends requirements for the VAL application service continuity to the NSCE Server to receive information on the extended slice availability in the target area (as defined in clause 9.9 of 3GPP°TS°23.435°[14]).

 
[bookmark: _Hlk163122629]Figure 5.9.2.2.2-1: Procedure for subscription on network slice information
1.	To request for the extended slice availability for the VAL application service continuity in a target area, the service consumer shall send an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/nsce-sc/<apiVersion>/subscription" as defined in clause 6.8.3.2.2 and with a body containing data type SrvContdReqt as defined in clause 6.8.6.2.2; and
2.	upon receipt of the HTTP POST request, the NSCE Server shall verify the identity of the service consumer and determine if the service consumer is authorized to request for the extended slice availability for the VAL application service continuity in a target area:
a.	if the service consumer is authorized:
i.		if the request is successfully processed, the NSCE Server shall:
A.	shall map the VAL application requirement to a slice API which includes a list of APIs, consumed as part of the service capability exposure;
B.	may store the mapped slice API to the service API list per service API information; and
C.	shall respond to the service consumer with an HTTP "201 Created" status code, with the response body including the rvContdReqt data structure as defined in clause 6.8.6.2.2; or
ii.	if errors occur when processing the request, the NSCE Server shall respond with an appropriate error response as specified in clause 6.8.7; or
b.	if the service consumer is not authorized, the NSCE Server shall respond to the service consumer with an appropriate error status code.
5.9.2.2.3	Deletion of request for service continuity in a target area for VAL application by using Val_Application_Continuity_Subscription
Figure 5.9.2.2.3-1 shows the scenario where a service consumer e.g., the VAL Server sends a request to the NSCE Server to delete the existing request for information on the VAL application service continuity in the target area.


Figure 5.9.2.2.3-1: Procedure for deletion an existing subscription on network slice information
1.	To delete the subscription for the extended slice availability for the VAL application service continuity in a target area, the service consumer shall send an HTTP DELETE request with a Request-URI according to the pattern "{apiRoot}/nsce-sc/<apiVersion> subscription/{subscriptionId}" as defined in clause 6.8.3.3.2; and
2.	upon receipt of the HTTP DELETE request, the NSCE Server shall verify the identity of the service consumer and determine if the service consumer is authorized to request deletion of subscription for the extended slice availability for the VAL application service continuity in a target area:
a.	if the service consumer is authorized:
i.	if the request is successfully processed, the NSCE Server:
A.	shall delete the subscription for the extended slice availability for the VAL application service continuity in a target area; and
B.	shall respond to the service consumer with an HTTP "204 No Content" status code.; or
ii.	if errors occur when processing the request, the NSCE Server shall respond with an appropriate error response as specified in clause 6.8.7; or
b.	if the service consumer is not authorized, the NSCE Server shall respond to the service consumer with an appropriate error status code.
[bookmark: _Hlk158556416]5.9.2.3	Val_Application_Continuity_Notification
5.9.2.3.1	General
This service operation is used by the NSCE Server to provide a consumer e.g., the VAL Server the information about the extended slice availability for the application service continuity in the target area.
5.9.2.3.2	Providing extended slice availability for service continuity of VAL application in target area by using Val_Application_Continuity_Notification
Figure 5.9.2.3.2-1 shows the scenario where the NSCE Server notifies a service consumer e.g. the VAL Server the extended network slice availability for the VAL application service continuity (as defined in clause 9.9 of 3GPP°TS°23.435°[14]).


[bookmark: _Hlk163123582]Figure 5.9.2.3.2-1: Procedure for network slice information notification
1.	To provide extended slice availability for the VAL application service continuity, the NSCE Server shall send the service consumer, an HTTP POST request with a Request-URI according to the pattern "{notifUri}" as defined in clause 6.8.5.2.2 and with a body containing data type SlModInfo as defined in clause 6.8.6.2.3; and
2.	upon receipt of the HTTP POST request, the service consumer shall verify the identity of the NSCE Server:
a.	if the NSCE Server is authorized, the service consumer shall respond with:
i.	if the request is successfully processed, a "204 No Content" status code and process the event notification; or
ii.	if errors occur when processing the request, an appropriate error response as specified in clause 6.8.7; or
b.	if the NSCE Server is not authorized, the service consumer shall respond to the NSCE Server with an appropriate error status code.
5.9.2.4	NSCE_InfoCollection_Negotiate
5.9.2.4.1	General
This service operation is used by a service consumer e.g., the Source NSCE Server to negotiate with the Target NSCE Server to receive trigger action to create or modify a network slice to be used at the target service area for the VAL application service continuity.
5.9.2.4.2	General
Figure 5.9.2.4.2-1 shows the scenario where a service consumer e.g., a Source NCSE Server sends a negotiation request to the Target NSCE Server to request trigger action for creation or modification of a network slice to be used at the target service area for the VAL application service continuity (as defined in clause 9.9 of 3GPP°TS°23.435°[14]).


Figure 5.9.2.4.2-1: Procedure for Information Collection Negotiation
1.	To request for negotiation of the VAL application service continuity, the service consumer shall send an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/nsce-ic/<apiVersion>/negotiate" as defined in clause 6.7.4.1 and with a body containing data type SrvContdInfoReq as defined in clause 6.7.6.2.7; and
2.	upon receipt of the HTTP POST request, the Target NSCE Server shall verify the identity of the service consumer and determine if the service consumer is authorized to request for negotiation of the VAL application service continuity:
a.	if the service consumer is authorized, the Target NSCE Server shall respond to the service consumer with:
i.	if the request is successfully processed, an HTTP "200 OK" status code with the response body including the SrvContdNegRes data structure, as defined in clause 6.7.6.2.8, containing the result of the negotiated trigger action for one or more target UEs or the VAL application; or
ii.	if errors occur when processing the request, an appropriate error response as specified in clause 6.7.7; or
b.	if the service consumer is not authorized, the Target NSCE Server shall respond to the service consumer with an appropriate error status code.
* * * End of Change * * * *

image1.emf
 

Service Consumer  NSCE Server 

1. POST.../subscriptions(SrvContdReqt) 

2a. 201 Created (SrvContdReqt) 

2b. 4xx/5xx 


Microsoft_Word_Document.docx
Service Consumer

NSCE Server

1. POST.../subscriptions(SrvContdReqt)

2a. 201 Created (SrvContdReqt)

2b. 4xx/5xx




image2.emf
 

Service Consumer 

NSCE Server 

1. DELETE.../subscriptions/{subscriptionId} 

2a. 204 No Content 

2b. 4xx/5xx 


Microsoft_Word_Document1.docx
Service Consumer

NSCE Server

1. DELETE.../subscriptions/{subscriptionId}

2a. 204 No Content

2b. 4xx/5xx




image3.emf
 

NSCE Server 

Service Consumer 

1. POST{notifUri}(SlModInfo) 

2a. 204 No Content 

2b. 4xx/5xx 


Microsoft_Word_Document2.docx
NSCE Server

Service Consumer

1. POST{notifUri}(SlModInfo)

2a. 204 No Content

2b. 4xx/5xx




image4.emf
 

Service Consumer  Target NSCE Server 

1. POST.../negotiate(SrvContdInfoReq) 

2a. 200 OK (SrvContdInfoResp) 

2b. 4xx/5xx 


Microsoft_Word_Document3.docx
Service Consumer

Target NSCE Server

1. POST.../negotiate(SrvContdInfoReq)

2a. 200 OK (SrvContdInfoResp)

2b. 4xx/5xx




