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1.	Introduction
During CT3#133/CT4#121 meetings, there was a discussion on whether IANA registration is needed or not for 3GPP-defined JWT claims for 5GC and NBI in the frame of the proposal discussion paper in C3-241424/C4-240375.
This discussion paper aims hence at further studying this matter and concluding on whether IANA registration for 3GPP-defined JWT claims for 5GC and NBI is needed or not.
2.	Discussion
3GPP-defined JWT claims for 5GC and NBI are 3GPP custom JWT claims that are used to support the specific handling and usgae of OAuth by 3GPP. For 5CG SBIs, these 3GPP custom claims are defined in 3GPP TS 29.510 (cf. Table 6.3.5.2.4-1) by CT4. For NBI SBIs, these 3GPP custom claims are defined in 3GPP TS 29.222 (cf. Table 8.5.4.2.8-1) by CT3, with the only exception of a single additional 3GPP custom claim defined by SA3 in 3GPP TS 33.434 for the case of SEAL APIs after coordinating with CT3. Also, in the majority of cases (if not all), CT WGs take the lead on all what is related to the definition of OAuth usage within the 5GC/NBI (e.g., the "Resource owner aware Northbound API Access" use case recently defined in Rel-18 in CT3, where SA3 almost completely delegated the work on updating NBI OAuth to support RNAA scenarios to CT3).
Observation#1:	The definition of 3GPP-defined JWT claims for 5GC and NBI is done in a single techincal specification and led by a single WG.
Observation#2:	It is hence not possible that two 3GPP WGs define JWT-claims for the same context (e.g., 5GC, NBI). For 5GC, this is led by CT4, and for NBI, this is led by CT3.
Then, it is important to note that these 3GPP custom JWT-claims are used in completely closed contexts, i.e.:
-	For 5GC SBIs, these 3GPP custom JWT-claims are used by 5G NFs to interact with each other within the perimeter of the 5GC core network.
[bookmark: _GoBack]-	Similarly, for NBI SBIs, these 3GPP custom JWT-claims are used either for an AF to interact with the SCEF/NEF or within the perimeter of an application layer framework (e.g., UASAPP, EDGEAPP, etc.) to enable the application layer framework entities to interact with each other.
-	In both cases, these 3GPP custom JWT-claims are defined as attributes of a data type (e.g., AccessTokenClaims data type), and by definition, a data type cannot contain two attributes with the exact same name. The uniqueness of a 3GPP custom JWT-claim is hence ensured by this mechanism.
Observation#3:	The 3GPP-defined JWT claims for 5GC and NBI cannot clash with any JWT claims defined outside 3GPP as the context/scope in which they are used is fully controlled/specified by 3GPP.
Observation#4:	The uniqueness of 3GPP custom JWT-claims is hence ensured by how 3GPP defines them as attributes of the data type conveying all the JWT claims.
Observation#5:	No examples of possible clashes were put forward in C3-241424/C4-240375 or during the discussions that took place CT3#133/CT4#121 meetings by the interested companies.
Based on the above, the authors of this discussion paper believe that:
-	There is absolutely no need to perform IANA registration for 3GPP-defined JWT claims for 5GC and NBI.
-	The definition of a heavy process to manage and maintain these 3GPP-defined JWT claims for 5GC and NBI proposed in C3-241424/C4-240375 and involving delegates, rapporteurs, chairs and MCC is even less needed and would be an additional burden for no foreseen added value.
Proposal#1:	Do not register 3GPP-defined JWT claims for 5GC and NBI or any other context in IANA.
3.	Proposal
Huawai proposes to proceed with proposal#1 above.
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