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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc11247176][bookmark: _Toc27044292][bookmark: _Toc36033334][bookmark: _Toc45131464][bookmark: _Toc49775749][bookmark: _Toc51746669][bookmark: _Toc66360211][bookmark: _Toc68104716][bookmark: _Toc74755345][bookmark: _Toc105674200][bookmark: _Toc130502233][bookmark: _Toc153625012][bookmark: _Toc11247315][bookmark: _Toc27044435][bookmark: _Toc36033477][bookmark: _Toc45131609][bookmark: _Toc49775894][bookmark: _Toc51746814][bookmark: _Toc66360358][bookmark: _Toc68104863][bookmark: _Toc74755493][bookmark: _Toc105674354][bookmark: _Toc130502393][bookmark: _Toc153625175]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[3]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[4]	Void.
[5]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[6]	Hypertext Transfer Protocol (HTTP) Status Code Registry at IANA, http://www.iana.org/assignments/http-status-codes.
[7]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[8]	IETF RFC 9457: "Problem Details for HTTP APIs".
[9]	3GPP TS 29.154: "Service capability exposure functionality over Nt reference point".
[10]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[11]	3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications".
[12]	3GPP TS 29.128: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) interfaces for interworking with packet data networks and applications".
[13]	3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)".
[14]	3GPP TS 23.003: "Numbering, addressing and identification".
[15]	IETF RFC 3339: "Date and Time on the Internet: Timestamps".
[16]	IETF RFC 9112: "HTTP/1.1".
[17]	IETF RFC 9110: "HTTP Semantics".
[18]	Void.
[19]	Void.
[20]	IETF RFC 9111: "HTTP Caching".
[21]	Void.
[22]	IETF RFC 9113: "HTTP/2".
[23]	3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St reference point".
[24]	3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)".
[25]	3GPP TS 29.337: "Diameter-based T4 interface for communications with packet data networks and applications".
[26]	3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".
[bookmark: _Hlk61538439][27]	Open API: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[28]	IETF RFC 1166: "Internet Numbers".
[29]	IETF RFC 5952: "A recommendation for Ipv6 address text representation".
[30]	3GPP TS 29.153: "Service capability exposure functionality over Ns reference point".
[31]	3GPP TS 24.250: "Protocol for Reliable Data Service; Stage 3".
[32]	IETF RFC 6455: "The Websocket Protocol".
[33]	3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".
[34]	3GPP TS 29.338: "Diameter based protocols to support Short Message Service (SMS) capable Mobile Management Entities (MMEs)".
[35]	3GPP TS 33.187: "Security aspects of Machine-Type Communications (MTC) and other mobile data applications communications enhancements".
[36]	3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE);MB2 Reference Point;Stage 3".
[37]	3GPP TS 29.116: "Presentational state transfer over xMB reference point between Content Provider and BM-SC".
[38]	IETF RFC 5789: "PATCH method for HTTP".
[39]	IETF RFC 7396: "JSON Merge Patch".
[40]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[41]	YAML (10/2009): "YAML Ain't Markup Language (YAML™) Version 1.2", http://www.yaml.org/spec/1.2/spec.html.
[42]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[43]	3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[44]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[45]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[46]	IETF RFC 6733: "Diameter Base Protocol".
[47]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[bookmark: _Hlk506360308][48]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[49]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[50]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[51]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[52]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[53]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[54]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[55]	3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); stage 2".
[56]	3GPP TS 26.348, "Northbound Application Programming Interface (API) for Multimedia Broadcast/Multicast Service (MBMS) at the xMB reference point".
[57]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[58]	3GPP TR 21.900: "Technical Specification Group working methods".
[59]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA) Radio Resource Control (RRC); Protocol Specification".
[60]	3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification".
[61]	3GPP TS 29.675: "User Equipment (UE) radio capability provisioning service; Stage 3".
[62]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[63]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[64]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[65]	3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".
[66]	IETF RFC 5322: "Internet Message Format".
[67]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[68]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications; Stage 2".
[69]	IETF RFC 5234: "Augmented BNF for Syntax Specifications: ABNF".
[70]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[71]	IETF RFC 6901: "JavaScript Object Notation (JSON) Pointer".
[72]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
*** 2nd Change ***
5.3.2.3.2	Type: MonitoringEventReport
This data type represents a monitoring event notification which is sent from the SCEF to the SCS/AS. 
Table 5.3.2.3.2-1: Definition of type MonitoringEventReport
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	imeiChange
	AssociationType
	0..1
	If "monitoringType" is "CHANGE_OF_IMSI_IMEI_ASSOCIATION", this parameter shall be included to identify the event of change of IMSI-IMEI or IMSI-IMEISV association is detected.
Refer to 3GPP TS 29.336 [11] Clause 8.4.22.
	Change_of_IMSI_IMEI_association_notification

	externalId
	ExternalId
	0..1
	External identifier.
This attribute may also be present in the monitoring event subscription one-time response message, if the "UEId_retrieval" feature is supported and the corresponding request message includes the "ueIpAddr" attribute or the "ueMacAddr" attribute.
(NOTE 2)
	

	appId
	string
	0..1
	Represents the detected application.
	AppDetection_5G

	pduSessInfo
	PduSessionInformation
	0..1
	Represents PDU session information related to the observed event.
If "monitoringType" is "APPLICATION_START" and/or "APPLICATION_STOP", this parameter may be included to indicate the Application traffic detection details.
	AppDetection_5G

	idleStatusInfo
	IdleStatusInfo
	0..1
	If "idleStatusIndication" in the "MonitoringEventSubscription"sets to "true", this parameter shall be included to indicate the information when the UE transitions into idle mode.
	Ue-reachability_notification,
Availability_after_DDN_failure_notification

	locationInfo
	LocationInfo
	0..1
	If "monitoringType" is "LOCATION_REPORTING", this parameter shall be included to indicate the user location related information.
	Location_notification, eLCS

	locFailureCause
	LocationFailureCause
	0..1
	Indicates the location positioning failure cause.
	eLCS

	lossOfConnectReason
	integer
	0..1
	If "monitoringType" is "LOSS_OF_CONNECTIVITY", this parameter shall be included if available to identify the reason why loss of connectivity is reported.
Refer to 3GPP TS 29.336 [11] Clause 8.4.58.
When the feature Loss_of_connectivity_notification_5G is supported, shall refer to 3GPP TS 29.518 [72] Clause 6.2.6.3.12.
	Loss_of_connectivity_notification

	unavailPerDur
	DurationSec
	0..1
	If "monitoringType" is "LOSS_OF_CONNECTIVITY", then this parameter shall be included if available to identify the UE’s Unavailability Period Duration.
	Loss_of_connectivity_notification_5G

	maxUEAvailabilityTime
	DateTime
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the timestamp until which a UE using a power saving mechanism is expected to be reachable for SM delivery.
Refer to Clause 5.3.3.22 of 3GPP TS 29.338 [34].
	Ue-reachability_notification

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number.
(NOTE 2)
	

	monitoringType
	MonitoringType
	1
	Identifies the type of monitoring type as defined in clause 5.3.2.4.3.
	

	uePerLocationReport
	UePerLocationReport
	0..1
	If "monitoringType" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the number of UEs found at the location.
If "subType" indicates "AERIAL_UE" subscription type, this parameter shall be included to indicate the number of UAV’s found at the location.
	Number_of_UEs_in_an_area_notification, Number_of_UEs_in_an_area_notification_5G

	plmnId
	PlmnId
	0..1
	If "monitoringType" is "ROAMING_STATUS" and "plmnIIndication" in the "MonitoringEventSubscription" sets to "true", this parameter shall be included to indicate the UE's serving PLMN.
	Roaming_status_notification

	reachabilityType
	ReachabilityType
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter shall be included to identify the reachability of the UE.
Refer to 3GPP TS 29.336 [11] Clause 8.4.20.
	Ue-reachability_notification

	roamingStatus
	boolean
	0..1
	If "monitoringType" is "ROAMING_STATUS", this parameter shall be set to "true" if the new serving PLMN is different from the HPLMN. Set to false or omitted otherwise.
	Roaming_status_notification

	failureCause
	FailureCause
	0..1
	If "monitoringType" is "COMMUNICATION_FAILURE", this parameter shall be included to indicate the reason of communication failure.
	Communication_failure_notification

	eventTime
	DateTime
	0..1
	Identifies when the event is detected or received.
Shall be included for each group of UEs.
	

	pdnConnInfoList
	array(PdnConnectionInformation)
	0..N
	If "monitoringType" is "PDN_CONNECTIVITY_STATUS", this parameter shall be included to indicate the PDN connection details.
	Pdn_connectivity_status

	dddStatus
	DlDataDeliveryStatus
	0..1
	If "monitoringType" is "DOWNLINK_DATA_DELIVERY_STATUS", this parameter shall be included to identify the downlink data delivery status detected by the network.
	Downlink_data_delivery_status_5G

	dddTrafDescriptor
	DddTrafficDescriptor
	0..1
	If "monitoringType" is "DOWNLINK_DATA_DELIVERY_STATUS", this parameter shall be included to identify the downlink data descriptor impacted by the downlink data delivery status change.
	Downlink_data_delivery_status_5G 


	maxWaitTime
	DateTime
	0..1
	If "monitoringType" is "DOWNLINK_DATA_DELIVERY_STATUS", this parameter may be included to identify the time before which the data will be buffered.
	Downlink_data_delivery_status_5G

	apiCaps
	array(ApiCapabilityInfo)
	0..N
	If "monitoringType" is "API_SUPPORT_CAPABILITY", this parameter shall be included to indicate the availability of all APIs supported by the serving network or the availability of interested APIs, indicated by the "apiNames" attribute in "MonitoringEventSubscription", supported by the serving network. 
If no API is supported by the serving network, an empty apiCaps shall be provided.
	API_support_capability_notification

	nSStatusInfo
	SACEventStatus
	0..1
	If the "monitoringType" attribute is set to "NUM_OF_REGD_UES" or "NUM_OF_ESTD_PDU_SESSIONS", this parameter shall be included to indicate the current network slice status information for the concerned network slice. 
(NOTE 3)
	NSAC

	afServiceId
	string
	0..1
	Contains the identifier of the service to which the NSAC reporting is related.

It shall be provided only if it is present in the related NSAC subscription request and the "monitoringType" attribute is set to either "NUM_OF_REGD_UES" or "NUM_OF_ESTD_PDU_SESSIONS".
	NSAC

	servLevelDevId
	string
	0..1
	If "monitoringType" is "AREA_OF_INTEREST" or "NUMBER_OF_UES_IN_AN_AREA" and "subType" indicate "AERIAL_UE", this parameter may be included to identify the UAV.
	UAV

	uavPresInd
	boolean
	0..1
	If "monitoringType" is "AREA_OF_INTEREST", this parameter shall be set to true if the specified UAV is in the monitoring area. Set to false or omitted otherwise.
	UAV

	groupMembListChanges
	GroupMembListChanges
	0..1
	Contains information on the change(s) to the group member list.

This attribute shall be present only if the "monitoringType" attribute is set to "GROUP_MEMBER_LIST_CHANGE".
	GMEC

	NOTE 1:	Properties marked with a feature as defined in clause 5.3.4 are applicable as described in clause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2:	Identifies the user for which the event occurred. At least one of the properties shall be included.
NOTE 3:	If the "eNSAC" feature is supported, the "SACEventStatus" data type shall include an indication to report either the current number of registered UEs or the current number of UEs with at least one PDU session/PDN connection.



*** End of Changes ***

