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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc85734181][bookmark: _Toc89431480][bookmark: _Toc97042288][bookmark: _Toc97045432][bookmark: _Toc97155177][bookmark: _Toc101521322][bookmark: _Toc129169521]6.1	Introduction
[bookmark: _Hlk136430156]The table 6.1-1 lists the Edge Configuration Server APIs below the service name. A service description clause for each API gives a general description of the related API.
Table 6.1-1: List of ECS Service APIs
	Service Name
	Service Operations
	Operation Semantics
	Consumer(s)

	Eecs_EESRegistration
	Request
	Request/Response
	EES

	
	Update
	Request/Response
	EES

	
	Deregister
	Request/Response
	EES

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	EES, CES

	Eecs_EASInfoManagement
	Get
	Request/Response
	EES

	
	Store
	Request/Response
	EES



[bookmark: _Hlk143675630]Editor's note:	whether the CES is a consumer of the Eecs_TargetEESDiscovery is FFS.

Table 6.1-2 summarizes the corresponding Edge Configuration Server APIs defined in this specification. 
Table 6.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Eecs_EESRegistration
	9.1
	EES registration service.
	TS29558_Eecs_EESRegistration.yaml
	eecs-eesregistration
	A.11

	Eecs_TargetEESDiscovery
	9.2
	Service to discover the target EES information.
	TS29558_Eecs_TargetEESDiscovery.yaml
	eecs-targeteesdiscovery
	A.12

	Eecs_EASInfoManagement
	9.3
	ECS EAS Information Management Service.
	TS29558_Eecs_EASInfoManagement.yaml
	eecs-eim
	A.17



*** 2nd Change ***
6.4	Eecs_EASInfoManagement Service
[bookmark: _Toc85734196][bookmark: _Toc89431495][bookmark: _Toc97042303][bookmark: _Toc97045447][bookmark: _Toc97155192][bookmark: _Toc101521337][bookmark: _Toc129169536]Editor's note:	FFS whether the ECS described below represents the ECS-ER as defined in clause 8.20.3 of 3GPP TS 23.558 [2] and/or the central ECS implemented upon the ECSP deployment within the same EDN.
6.4.1	Service Description
The Eecs_EASInfoManagement API exposed by the ECS, as defined in 3GPP TS 23.558 [2], enables a service consumer to:
-	retrieve the Common EAS Binding information; and
[bookmark: _Toc85734197][bookmark: _Toc89431496][bookmark: _Toc97042304][bookmark: _Toc97045448][bookmark: _Toc97155193][bookmark: _Toc101521338][bookmark: _Toc129169537]-	store the Common EAS Binding information or receive the existing Common EAS Binding information.
6.4.2	Service Operations
[bookmark: _Toc85734198][bookmark: _Toc89431497][bookmark: _Toc97042305][bookmark: _Toc97045449][bookmark: _Toc97155194][bookmark: _Toc101521339][bookmark: _Toc129169538]6.4.2.1	Introduction
The service operations defined for Eecs_EASInfoManagement API are shown in the table 6.4.2.1-1.
Table 6.4.2.1-1: Eecs_EASInfoManagement API Service Operations
	Service operation name
	Description
	Initiated by

	Eecs_EASInfoManagement_Get
	This service operation enables a service consumer to retrieve Common EAS Binding information.
	e.g., EES

	Eecs_EASInfoManagement_Store
	This service operation enables a service consumer to store the Common EAS Binding information or receive the existing Common EAS Binding information.
	e.g., EES



6.4.2.2	Eecs_EASInfoManagement_Get
6.4.2.2.1	General
This service operation is used by a service consumer to retrieve Common EAS Binding information from the ECS.
The following procedures are supported by the "Eecs_EASInfoManagement_Get" service operation:
-	Common EAS Binding Information Retrieval.
6.4.2.2.2	Common EAS Binding Information Retrieval
1.	In order to retrieve the Common EAS Binding information from an ECS, the service consumer shall send an HTTP GET request message to the ECS targeting the URI of the "Common EAS Bindings" collection resource, with query parameters as defined in clause 9.3.3.2.3.1.
2a.	Upon reception of the HTTP GET request message from the service consumer, the ECS shall:
-	check the identity of the service consumer and whether the service consumer is authorized to retrieve the Common EAS Binding information; and
-	if the service consumer is authorized and upon successful processing of the request, respond with either:
-	an HTTP "200 OK" status code, with the response body including the requested Common EAS Binding information within the CommonEASBindResp data structure; or
-	an HTTP "204 No Content" status code, if there is no Common EAS Binding information corresponding to the received query parameters.
2b.	On failure, the ECS shall take proper error handling actions, as specified in clause 9.3.7, and respond to the service consumer with an appropriate error status code. 
[bookmark: _Toc85734199][bookmark: _Toc89431498][bookmark: _Toc97042306][bookmark: _Toc97045450][bookmark: _Toc97155195][bookmark: _Toc101521340][bookmark: _Toc129169539]6.4.2.3	Eecs_EASInfoManagement_Store
[bookmark: _Toc85734200][bookmark: _Toc89431499][bookmark: _Toc97042307][bookmark: _Toc97045451][bookmark: _Toc97155196][bookmark: _Toc101521341][bookmark: _Toc129169540]6.4.2.3.1	General
This service operation is used by the service consumer to store the Common EAS information to the ECS.
[bookmark: _Toc85734201][bookmark: _Toc89431500][bookmark: _Toc97042308][bookmark: _Toc97045452][bookmark: _Toc97155197][bookmark: _Toc101521342][bookmark: _Toc129169541]The following procedures are supported by the "Eecs_EASInfoManagement_Store" service operation:
-	Common EAS Binding Information Storage.
6.4.2.3.2	Common EAS Binding Information Storage
1.	In order to store the Common EAS Binding information at the ECS, the service consumer shall send an HTTP POST request message to the ECS targeting the URI of the "Common EAS Bindings" collection resource, with the request body including the CommonEASBindReq data structure as defined in clause 9.3.3.2.3.2.
2a.	Upon reception of the HTTP POST request message from the service consumer, the ECS shall:
-	check the identity of the service consumer and whether the service consumer is authorized to store the Common EAS Binding information at the ECS; and
-	if the service consumer is authorized and upon successful processing of the request, respond with an HTTP "201 Created" status code with the response body including the stored Common EAS Binding information within the CommonEASBindResp data structure.
2b.	On failure, the ECS shall take proper error handling actions, as specified in clause 9.3.7, and respond to the service consumer with an appropriate error status code. In particular:
-	if there is already an existing Common EAS Binding information for the targeted application group, the ECS shall reject the request and respond with an HTTP "403 Forbidden" status code with the response body including the ProblemDetailsEIMExt data structure containing:
-	the ProblemDetails data structure containing the "cause" attribute set to the "EXISTING_COMMON_EAS" application error; and
-	the CommonEASBinding data structure containing the existing Common EAS Binding information.
*** End of Changes ***

