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	Reason for change:
	"failureReport" attribute instead of "partialFailRep" attribute is referred in 5.6.1.2.2.2.

In supported features table, it indicates the PartialFailureSupport feature supports the partial failure cases during a SEAL event subscription creation/update, however, neither the subscription modification procedure nor the description of failureReport attributes in EventSubscription data type definition mentions the partial failure case for subscription update.


	
	

	Summary of change:
	Replace "failureReport" attribute with "partialFailRep" attribute.
Remove update from the description of PartialFailureSupport feature in Table 7.5.1.6-1.
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Additional discussion(if needed):
Proposed changes:
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To subscribe to SEAL events, the VAL server shall send an HTTP POST message to the SEAL server. The body of the HTTP POST message shall include VAL Server Identifier, Event Type, Event Filters, Reporting Requirements and a Notification Destination URI as specified in clause 7.5.1.2.2.3.1.
Upon receiving the above described HTTP POST message, the SEAL server shall:
1.	verify the identity of the VAL server and check if the VAL server is authorized to subscribe to the SEAL events mentioned in the HTTP POST message;
2.	if the VAL server is authorized to subscribe to the SEAL events, the SEAL server shall:
a.	verify the provided identifier(s) in the request;
b.	if the PartialFailureSupport feature is supported and partial failure has occurred (e.g. the SEAL server fails to verify the identifier(s) of only a subset of the provided target identifiers), the SEAL server shall process the request for the identifier(s) for which the verification is successful, create a new resource as specified in clause 7.5.1.2.1 and include in the response to the service consumer (i.e. VAL server) the "failureReportpartialFailRep" attribute within the EventSubscription data structure indicating the list of the target identifier(s) for which the verification failed;
c.	otherwise, upon successful verification of the provided identifier(s) and successful processing of the request, create a new resource as specified in clause 7.5.1.2.1;
d.	return the created resource representation and the created SEAL Resource URI in the response message ; and
e.	if the SEAL server is unable to satisfy the request, the SEAL server shall respond to the VAL server with an appropriate error status code as defined in clause 7.5.1.5.

*** 2nd Change ***
[bookmark: _Toc34154176][bookmark: _Toc36041120][bookmark: _Toc36041433][bookmark: _Toc43196692][bookmark: _Toc43481462][bookmark: _Toc45134739][bookmark: _Toc51189271][bookmark: _Toc51763947][bookmark: _Toc57206179][bookmark: _Toc59019520][bookmark: _Toc68170193][bookmark: _Toc83234235][bookmark: _Toc90661640][bookmark: _Toc138755328][bookmark: _Toc151886098][bookmark: _Toc152076163][bookmark: _Toc153793879]7.5.1.6	Feature Negotiation
General feature negotiation procedures are defined in clause 6.8. Table 7.5.1.6-1 lists the supported features for SS_Events API.
Table 7.5.1.6-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	Notification_test_event
	Testing of notification connection is supported according to clause 6.6.

	2
	Notification_websocket
	The delivery of notifications over Websocket is supported according to clause 6.6. This feature requires that the Notification_test_event feature is also supported.

	3
	LM_LocationInfoChange
	This feature supports the location information change event.

	4
	GM_GroupInfoChange
	This feature supports the group information change event.

	5
	CM_UserProfileChange
	This feature supports the user profile change event.

	6
	GM_GroupCreate
	This feature supports the group creation event.

	7
	GM_MessageFilter
	This feature supports the message filter information in group information change event.

	8
	NRM_EventMonitor
	This feature supports the monitoring of events related to VAL UEs or Users.

	9
	LM_LocationDeviation
	This feature supports the monitoring of VAL UE / User's deviation from a given area of interest.

	10
	GM_TempGroup
	This feature supports the functionality of temporary VAL group formation within a VAL system.

	11
	LM_LocationAreaMonitor
	This feature supports the monitoring of VAL UEs which are moving in or moving out from a given area of interest.

	12
	SubscUpdate
	Indicates the support for updating an SEAL event subscription resource.

	13
	LM_SuppLoc
	This feature indicates the support of supplementary location information. 

This feature requires the support of the LM_LocationInfoChange feature.

	14
	enNB1
	This feature indicates the support of enhancements to this application layer API in Rel-18.

	15
	PartialFailureSupport
	Indicates the support of the partial failure cases during a SEAL event subscription creation/update.

	16
	ValSrvArea
	This feature indicates the support of VAL service area ID functionality as part of the phase-3 of the enhancements to the SEAL framework.

The following functionalities are supported:
-	Support the usage of the VAL service area identifier to identify a VAL service area.

	17
	LM_LocationInfoChange_Extension1
	This feature indicates the support of the enhancement to location information change event as part of the 5G-enabled fused location service capability exposure.

The following functionalities are supported:
-	Support location information requests with expected location QoS requirements.

This feature requires the support of the LM_LocationInfoChange feature.
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