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***** FIRST CHANGE *****
4.2.3.2	Deregister an individual PCF Session binding information 


Figure 4.2.3.2-1: Session Binding Information Deregistration
The NF service consumer shall invoke the Nbsf_Management_DeRegister service operation to deregister the session binding information for a UE in the BSF. The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF Session Binding" resource identifier that is to be deleted. 
Upon the the reception of an HTTP DELETE request with: "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI, the BSF shall: 
-	remove the corresponding binding information.
If the HTTP DELETE request message from the NF service consumer is accepted, the BSF shall respond with "204 No Content". If the Individual PCF Session Binding resource does not exist, the BSF shall respond with "404 Not Found".
If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response as specified in subclause 5.7.
If the feature "ES3XX" is supported, and the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].

                         ***** END OF CHANGES ***



***** SECOND CHANGE *****
[bookmark: _Toc20407142][bookmark: _Toc43388897][bookmark: _Toc45134093]4.2.4.2	Retrieve the PCF Session binding information for a given tuple

Figure 4.2.4.2-1: NF service consumer retrieve the PCF Session binding information for a given tuple
The NF service consumer shall invoke the Nbsf_Management_Discovery service operation to obtain address information of the the selected PCF for a PDU session in the BSF. The NF service consumer shall send an HTTP GET request with "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI, where "query parameters" shall include:
-	UE address; 
and may include:
-	SUPI or GPSI;
-	DNN and optionally S-NSSAI; and
-	IPv4 address domain.
NOTE:	The query parameters S-NSSAI and/or IPv4 addres domain is helpful in the scenario of IPv4 address overlapping where the same IPv4 address may be allocated to UE PDU sessions. 
Upon the reception of an HTTP GET request with: "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI, the BSF shallsearch the corresponding binding information. If "ipv6Prefix" is used as an UE IPv6 address in the query parameter, the BSF shall use the longest prefix match to find a matching IPv6 prefix so that the IPv6 address in the query parameter is within the address range covered by that matching IPv6 prefix. The IPv6 address in the query parameter shall be formatted as an IPv6 prefix value including the trailing prefix length "/128".
If the HTTP request message from the NF service consumer is accepted and a session binding resource matching the query parameters exists, the BSF shall reply with a "200 OK" HTTP response containing the corresponding PcfBinding data structure, as provided by the PCF during the Nbsf_Management_Register Service Operation in the response body. If there is no PCF session binding information matching the query parameters, the BSF shall respond with "204 No Content".
If the "PCF Session Bindings" resource does not exist, the BSF shall respond with "404 Not Found". If an invalid combination of query parameters (i.e. a combination without UE address(es)) is contained in the request URI, the BSF shall respond with an "400 Bad Request" HTTP error code containing "MANDATORY_QUERY_PARAM_MISSING" as application error within the ProblemDetails IE. If more then one PCF Session Binding resources are found, the BSF shall respond with "400 Bad Request" HTTP error code containing "MULTIPLE_BINDING_INFO_FOUND" as application error within the ProblemDetails IE.
If errors occur when processing the HTTP GET request, the BSF shall apply the error handling procedures, as specified in subclause 5.7.
                         ***** END OF CHANGES ***

***** THIRD CHANGE *****
[bookmark: _Toc45134129]5.7.3	Application Errors
The application errors defined for the Nbsf_Management Service API are listed in table 5.7.3-1. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1.
Table 5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	MULTIPLE_BINDING_INFO_FOUND
	400 Bad Request 
	Indicates that the BSF found more than one binding resource so it cannot provide the selected PCF to the consumer. (NOTE1) 

	BINDING _INFO_NOT_FOUND
	404 Not Found
	Indicates that the BSF did not find an existing binding information for the indicated combination or for the applicable MBS Session. (NOTE 1,2)

	NOTE1:	This application error is included in the responses to the GET request.
NOTE2: 	This application error is included in the responses to the DELETE request.




                         ***** END OF CHANGES ***

image1.emf
NF service 

consumer

BSF

1. DELETE�«/pcfBindings/{bindingId}

2. 204 No Content


oleObject1.bin
NF service consumer


BSF


1. DELETE …/pcfBindings/{bindingId}


2. 204 No Content



image2.emf
NF service 

consumer

BSF

1. GET «/pcfBindings?query_parameters

2. 200 OK (pcfBinding)


