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***** FIRST CHANGE *****
[bookmark: _Toc28012049][bookmark: _Toc34122899][bookmark: _Toc36037849][bookmark: _Toc38875230][bookmark: _Toc43191709][bookmark: _Toc45133103][bookmark: _Toc51315168][bookmark: _Toc51761497][bookmark: _Toc51761867][bookmark: _Toc56671398][bookmark: _Toc59016016][bookmark: _Toc63156215][bookmark: _Toc66111264][bookmark: _Toc66263014][bookmark: _Toc68166968][bookmark: _Toc70446809][bookmark: _Toc73526692][bookmark: _Toc83231209][bookmark: _Toc90652960][bookmark: _Toc138688163][bookmark: _Toc28012282][bookmark: _Toc34123141][bookmark: _Toc36038091][bookmark: _Toc38875474][bookmark: _Toc43191957][bookmark: _Toc45133352][bookmark: _Toc51316856][bookmark: _Toc51762036][bookmark: _Toc56675023][bookmark: _Toc56675414][bookmark: _Toc59016400][bookmark: _Toc63168000][bookmark: _Toc66262510][bookmark: _Toc68167016][bookmark: _Toc73538139][bookmark: _Toc75352015][bookmark: _Toc83231825][bookmark: _Toc85535131][bookmark: _Toc88559594][bookmark: _Toc114210224][bookmark: _Toc129246575][bookmark: _Toc138747352][bookmark: _Toc144394447]4.2.2.9	IMS Emergency Session Support
A SMF that requests PCC Rules at PDU Session Establishment shall send an HTTP POST message as defined in subclause 4.2.2.2 and the "dnn" attribute including the Emergency DNN. The SMF may shall include the SUPI within the "supi" attribute, however  and if the SUPI is not available or unauthenticated, the SMF shall may include the PEI within the "pei" attribute, the "invalidSupi" attribute set to "true" and an implementation specific value included within the "supi" attribute. The SMF may include the rest of the attributes described in subclause 4.2.2.2. The SMF may also include the GPSI if available within the "gpsi" attribute.
The PCF shall detect that a PDU session is restricted to IMS Emergency services when the HTTP POST message is received and the "dnn" attribute includes a data network identifier that matches one of the Emergency DNs from the configurable list. The PCF does not perform subscription check with UDR; instead it uses the locally configured operator policies to make authorization and policy decisions. The PCF:
-	shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s) and DNS (s) and SUPL(s) addresses) as required by local operator policies in a response message according to the procedures described in subclause 4.2.6.
-	may provision the authorized QoS that applies to the default QoS flow within the "authDefQos" attribute of a session rule according to the procedures described in subclause 4.2.3.6 except for obtaining the authorized QoS upon interaction with the UDR. The value for the "priorityLevel" attribute included within the "arp" attribute shall be assigned as required by local operator policies (e.g. if an IMS Emergency session is prioritized the "priorityLevel" attribute may contain a value that is reserved for an operator domain use of IMS Emergency sessions). If the "accessType" attribute is assigned to "3GPP_ACCESS" the values for "preemptCap" and the "preemptVuln" attributes included within the "arp" attribute shall be assigned as required by local operator policies.
-	may provision the authorized session AMBR in the response message according to the procedures described in subclause 4.2.3.5.
When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedure shall be performed.
                     ***** END OF CHANGES ***


***** SECOND CHANGE *****
5.7.3	Application Errors
The application errors defined for the Npcf_SMPolicyControl API are listed in table 5.7.3-1 and 5.7.3-2.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF. (NOTE 1) (NOTE 3)

	ERROR_INITIAL_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of session or subscriber information needed by the PCF for rule selection is incomplete or erroneous or not available for the decision to be made. (E.g. QoS, RAT type, subscriber information) (NOTE 1) (NOTE 2) (NOTE 3)

	ERROR_TRIGGER_EVENT
	400 Bad Request
	The HTTP request is rejected because the set of session information sent the message originated due to a trigger been met is incoherent with the previous set of session information for the same session. (E.g. trigger met was RAT changed, and the RAT notified is the same as before) (NOTE 2) (NOTE 3)

	ERROR_TRAFFIC_MAPPING_INFO_REJECTED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept one or more of the traffic mapping filters provided by the SMF in a PCC Request. (NOTE 2) (NOTE 3)

	ERROR_CONFLICTING_REQUEST
	403 Forbidden
	The HTTP request is rejected because the PCF cannot accept the UE-initiated resource request as a network-initiated resource allocation is already in progress that has packet filters that cover the packet filters in the received UE-initiated resource request. The SMF shall reject the attempt for UE-initiated resource request. (NOTE 2) (NOTE 3)

	LATE_OVERLAPPING_REQUEST
	403 Forbidden
	The request is rejected because it collides with and exiting Policy Association with a more recent originating timestamp. (NOTE 1)

	POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the SMF request due to operator policies and/or local configuration. (NOTE 1) (NOTE 3)

	VALIDATION_CONDITION_NOT_MET
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the SMF request because the validation condition of background data transfer policy is not met. (NOTE 1) (NOTE 3)

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in subclause 9.2 of 3GPP TS 29.513 [7]. (NOTE 2)

	INVALID_BDT_POLICY
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the SMF request because the background data transfer policy is invalid. (NOTE 1)

	POLICY_ASSOCIATION_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because no policy association corresponding to the request exists in the PCF.  (NOTE 5)

	NOTE 1:	These application errors are used by the create service operation (see subclause 4.2.2.2) and included in the responses to the POST request.
NOTE 2:	These application errors are used by the update service operation (see subclause 4.2.4.2) and included in the responses to the POST request.
NOTE 3:	The Cause codes mapping performed by SMF between this Application Error and the 5GSM related value is specified in subclause 5.2.2.2 of 3GPP TS 29.524 [40].
NOTE 4:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation subclauses.
NOTE 5:	These application errors are used by the delete service operation (see subclause 4.2.5.2) and included in the responses to the POST delete request. It is also applicable for GET service operation.


                         ***** END OF CHANGES ***

