	
3GPP TSG-CT3 Meeting #133	C3-241053
Athens, Greece, 26 February - 1 March, 2024

[bookmark: _Hlk158277786][bookmark: _Hlk158634500][bookmark: _Hlk158635090]Source:	Lenovo
[bookmark: _Hlk158905402]Title:	Pseudo-CR on VAL application service continuity requirement
Spec:	3GPP TS 29.435V0.2.0
Agenda item:	18.49
Document for:	Agreement

1. Introduction
<Introduction part (optional)>
2. Reason for Change
[bookmark: _Hlk158634698]The pCR implements the VAL application service continuity requirement as defined in TS 23.435.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
[bookmark: _Hlk158634709]It is proposed to agree the following changes to 3GPP TS 29.435V0.2.0.

* * * First Change * * * *
5.X	NSCE_ServiceContinuityRequirement
5.X.1	Service Description
The NSCE_ServiceContinuityRequirement service exposed by the NSCE Server enables:
-	a service consumer to send an application service continuity requirement due to expected ot predicted of one or more VAL UEs' mobility to a target service area;
-	the service consumer to receive the slice which is expected or predicted to extend the application service continuity at the target service area.
[bookmark: _Toc157434490][bookmark: _Toc157436205][bookmark: _Toc157440045][bookmark: _Toc148176847][bookmark: _Toc148358897][bookmark: _Toc151743056][bookmark: _Toc151743521]5.X.2	Service Operations
[bookmark: _Toc157434491][bookmark: _Toc157436206][bookmark: _Toc157440046]5.X.2.1	Introduction
The service operations defined for the NSCE_ServiceContinuityRequirement service are shown in table 5.X.2.1-1.
Table 5.X.2.1-1: NSCE_ServiceContinuityRequirement Service Operations
	Service Operation Name
	Description
	Initiated by

	Val_Application_Continuity_Requirement
	This service operation is used to send the VAL application service continuity requirement.
	VAL Server

	Val_Application_Continuity_Slice
	This service operation is used to provide information about the extended slice availability.
	NSCE Server



5.X.2.2	Val_Application_Continuity_Requirement
[bookmark: _Toc138754884][bookmark: _Toc144222259]5.X.2.2.1	General
This service operation is used by the VAL Server to provide the NSCE Server the VAL application service continuity requirement.
5.X.2.2.2	Requesting service continuity for VAL application by using Val_Application_Continuity_Requirement
To request for the VAL application service continuity, the VAL Server shall send an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/nsce-scr/<apiVersion>/srvContdReqt" and with a body containing data type SrvContdReqt as defined in clause 6.X.6.2.2.
Upon receipt of the HTTP POST request, the NSCE Server shall:
1.	verify the identity of the VAL Server and determine if the VAL Server is authorized to request for the service continuity of the VAL application; and
2.	if the VAL Server:
a.	is not authorized, the NSCE Server shall respond to the VAL Server with an appropriate error status code; or
b.	is authorized, the NSCE Server shall:
i.	if the request is successfully processed, a "204 No Content" status code and process the event notification; or
ii.	if errors occur when processing the request, an appropriate error response as specified in clause 6.X.7.
[bookmark: _Hlk158556416]5.X.2.3	Val_Application_Continuity_Slice
5.X.2.3.1	General
This service operation is used by the NSCE Server to provide the VAL Server the extended slice availability for the VAL application service continuity.
5.X.2.3.2	Providing extended slice availability for service continuity of VAL application by using Val_Application_Continuity_Slice
To provide extended slice availability for the VAL application service continuity, the NSCE Server shall send an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/nsce-scr/<apiVersion>/slModifNtfy" and with a body containing data type SlModifNtfy as defined in clause 6.X.6.2.3.
Upon receipt of the HTTP POST request, the VAL Server shall:
1.	verify the identity of the NSCE Server and determine if the NSCE Server is authorized to provide extended slice availability for service continuity of the VAL application; and
2.	if the NSCE Server:
a.	is not authorized, the VAL Server shall respond to the NSCE Server with an appropriate error status code; or
b.	is authorized, the VAL Server shall:
i.	if the request is successfully processed, a "204 No Content" status code and process the event notification; or
ii.	if errors occur when processing the request, an appropriate error response as specified in clause 6.X.7.

* * * End of Changes * * * *

