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* * * * First Change * * * *
[bookmark: _Toc28009841][bookmark: _Toc34061960][bookmark: _Toc36036716][bookmark: _Toc43284963][bookmark: _Toc45132742][bookmark: _Toc51193436][bookmark: _Toc51760635][bookmark: _Toc59015085][bookmark: _Toc59015601][bookmark: _Toc68165643][bookmark: _Toc83229739][bookmark: _Toc90648938][bookmark: _Toc105593831][bookmark: _Toc114209545][bookmark: _Toc138681409][bookmark: _Toc151977829][bookmark: _Toc152148512][bookmark: _Toc152149095]8.2.4.2.4	Type: AefProfile
Table 8.2.4.2.4-1: Definition of type AefProfile
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	aefId
	string
	M
	1
	AEF identifier 
	

	versions
	array(Version)
	M
	1..N
	API version
	

	protocol
	Protocol
	O
	0..1
	Protocol used by the API.

(NOTE 3)
	

	dataFormat
	DataFormat
	O
	0..1
	Data format used by the API

(NOTE 3)
	

	securityMethods
	array(SecurityMethod)
	O
	1..N
	Security methods supported by the AEF for all interfaces. Certain interfaces may have different security methods supported in the attribute interfaceDescriptions. (NOTE 4)
	

	domainName
	string
	O
	0..1
	Domain to which API belongs to
(NOTE 1)
	

	interfaceDescriptions
	array(InterfaceDescription)
	O
	1..N
	Interface details
(NOTE 1)
	

	aefLocation
	AefLocation
	O
	0..1
	The location information (e.g. civic address, GPS coordinates, data center ID) where the AEF providing the service API is located.
	

	serviceKpis
	ServiceKpis
	O
	0..1
	Contains information about the service characteristics provided by the service API.
	EdgeApp_2

	ueIpRange
	IpAddrRange
	O
	0..1
	The list of public IP ranges of UEs.
	RNAA

	NOTE 1:	Only one of the attributes "domainName" or "interfaceDescriptions" shall be included.
NOTE 2:	Notification or callback type of resource is not included.
NOTE 3:	The protocol and/or data format to be used for AEFs defined outside 3GPP (e.g. by other SDOs) may alternatively be indicated via vendor-specific extensions to the AefProfile data structure using the mechanism defined in clause 7.11.
[bookmark: _Hlk159047604]NOTE 4:	For AEFs defined by 3GPP interacting with API invokers via CAPIF-2e, at least one of the "securityMethods" attribute within this data type or the "securityMethods" attribute within the "interfaceDescriptions" attribute shall be present. For AEFs defined by 3GPP interacting with API invokers via CAPIF-2, the "securityMethods" attribute is optional. For AEFs not defined by 3GPP, the "securityMethods" attribute is optional. 



* * * * End of Changes * * * *
