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* * * * Start of changes * * * *
[bookmark: _Toc28005441][bookmark: _Toc36038113][bookmark: _Toc45133310][bookmark: _Toc51762138][bookmark: _Toc59016543][bookmark: _Toc68167512][bookmark: _Toc153624485]5.2.1	SM Policy Association Establishment
This clause is applicable if a new SM Policy Association is being established.


Figure 5.2.1-1: SM Policy Association Establishment procedure
This procedure concerns both roaming and non-roaming scenarios.
In the LBO roaming case, the PCF acts as the V-PCF, and the V-PCF shall not contact the UDR/CHF. In the home routed roaming case, the PCF acts as the H-PCF and the H-PCF interacts with the H-SMF.
NOTE 1:	For LBO roaming case, session management policy data for the UE is not available in the VPLMN and V-PCF uses locally configured information according to the roaming agreement with the HPLMN operator. Therefore, interactions between PCF and UDR in the following procedures do not apply to this scenario.
[bookmark: _Hlk489346276]1.	The SMF receives a PDU session establishment request from the UE. The SMF selects the PCF as described in clause 8.3 and invokes the Npcf_SMPolicyControl_Create service operation by sending the HTTP POST request to the "SM Policies" resource as defined in clause 4.2.2.2 of 3GPP TS 29.512 [9]. The request operation provides the needed information within the "SmPolicyContextData" as defined in clause 4.2.2 of 3GPP TS 29.512 [9]. 
2-3.	If "PvsSupport" feature defined in 3GPP TS 29.512 [9] is supported and the Onboarding Indication set to true is received and the combination of the received DNN and S-NSSAI corresponds to a PDU session used for User Plane Remote Provisioning, these steps are skipped. Otherwise, if PCF does not have the subscription data for the SUPI, DNN and S-NSSAI and/or based on operator policies, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource as specified in 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response to the PCF with the policy control subscription data.
4.	If the "ExtendedSamePcf" feature is supported or the "ExtendedSamePcf" feature is not supported and the "SamePcf" feature is supported , and based on operator's policies and retrieved data the PCF determines that the same PCF needs to be used for all the SM Policy associations that match a combination of SUPI, DNN and S-NSSAI, and no SM Policy association for the given combination exists, the PCF invokes the Nbsf_Management_Register service operation to check if another PCF exists for the given parameter combination when the conditions as specified in 3GPP TS 29.512 [9], clause 4.2.2.2 are met. 
5.	If the PCF receives an HTTP "201 Created" response from the BSF with the created binding information as detailed in clause 8.5.2 and the flow continues in step 6. 
	If the PCF receives an HTTP "403 Forbidden" response from the BSF, the PCF replies the SMF as described in 3GPP TS 29.512 [9], clause 4.2.2.2and the flow terminates here. 
6-7.	If BDT Reference ID(s) is included in the response from the UDR, the PCF shall invoke the Nudr_DataRepository_Query service operation to the UDR to retrieve the Background Data Transfer policy corresponding to the BDT Reference ID(s) by sending the HTTP GET request to the " IndividualBdtData" resource or the "BdtData" collection resource with the URI query parameter "bdt-ref-ids" as specified in 3GPP TS 29.519 [12], and the UDR sends an HTTP "200 OK" response to the PCF with the Background Data Transfer policy.
	Additionally, if the TSC feature defined in 3GPP TS 29.512 [9] is supported, the PCF invokes the Nudr_DataRepository_Query service operation to retrieve the stored AF influence data in the UDR by sending the HTTP GET request to the "Influence Data" resource as specified in 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response with the stored AF request.
	Additionally, if the ATSSS feature defined in 3GPP TS 29.512 [9] is supported, and the SDF template of the PCC rule includes an application identifier, the PCF invokes the Nudr_DataRepository_Query service operation to retrieve the stored OS Id(s) supported by the UE from the UDR by sending the HTTP GET request to the "UePolicySet" resource as specified in 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response with the stored UE Policy data. The PCF determines the application descriptors based on the retrieved OS Id(s), if available, and local configuration, as specified in 3GPP TS 29.512 [9]. 
	Additionally, if the WWC feature defined in 3GPP TS 29.512 [9] is supported, the PCF invokes the Nudr_DataRepository_Query service operation to retrieve the stored IPTV configuration from the UDR by sending the HTTP GET request to the "IPTV Configurations" resource as specified in 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response with the stored IPTV configuration. The PCF determines Multicast Access Control information (i.e., whether the multicast channel represented by the SDF of the PCC rule is allowed or not) based on the retrieved IPTV configuration as specified in 3GPP TS 29.512 [9].
	Additionally, when network slice data rate related policy control is supported by the PCF, the PCF may invoke the Nudr_DataRepository_Query service operation towards the UDR by sending an HTTP GET request targeting the "SlicePolicyControlData" resource as specified in clause 5.2.12 of 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response to the PCF with the network slice policy control data.
	Additionally, when location dependent policies for trusted non-3GPP access is supported by the PCF as defined in 3GPP TS 29.512 [9], the PCF may invoke the Nudr_DataRepository_Query service operation to retrieve the stored list of AF-provided TNAP ID(s) within Service Parameter data from the UDR by sending the HTTP GET request to the "Service Parameter Data" resource as specified in 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response with the stored Service Parameter Data.
	Additionally, when group data rate related policy control is supported by the PCF and shall apply for the 5G VN Group:
-	if the Maximum Group Data Rate information for the 5G VN Group is provisioned by the AF, the PCF may receive the newly provisioned or updated Maximum Group Data Rate information of the 5G VN Group from the UDR (for "Subscription Data") as part of the 5G VN Group configuration information, using the same mechanism as the one defined for UE Policy Control procedures in steps 2-3 of clause 5.6.1.2; and
-	the PCF may invoke the Nudr_DataRepository_Query service operation of the UDR (for "Policy Data") by sending an HTTP GET request, targeting the "GroupPolicyControlData" resource, to retrieve the Remaining Maximum Group Data Rate information for the concerned 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
8-9.	To request notifications from the UDR on changes in the policy data information, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, if the TSC feature defined in 3GPP TS 29.512 [9] is supported, to request notifications from the UDR on changes in the AF influence data, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "Influence Data Subscription" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription. 
	Additionally, if the WWC feature defined in 3GPP TS 29.512 [9] is supported, to request notifications from the UDR on changes in the IPTV configuration, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, when location dependent policies for trusted non-3GPP access is supported by the PCF as defined in 3GPP TS 29.512 [9], to request notifications from the UDR on changes in the list of AF-provided TNAP ID(s) within Service Parameter Data, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, to request notifications from the UDR on changes in the Maximum Group Data Rate information for the 5G VN Group, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "SubscriptionDataSubscriptions" resource as specified in 3GPP TS 29.505 [47]. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
10.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF, and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF determines that the status of additional policy counters are required, the PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 5.3.3.
11.	The PCF makes the policy decision to determine the information provided to the SMF.
12-13.	If network slice data rate related policy control applies, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "SlicePolicyControlData" resource in order to update the Remaining Maximum Slice Data Rate information.
	Additionally, when group data rate related policy control is supported by the PCF for the 5G VN Group, the PCF may invoke the Nudr_DataRepository_Update service operation of the UDR (for "Policy Data") by sending an HTTP PATCH request, targeting the "GroupPolicyControlData" resource, to update the Remaining Maximum Group Data Rate information for the 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
14.	When the "SamePcf" feature is not supported, in the case that the BSF is to be used and that either the IP address/prefix or MAC address is available, the PCF invokes the Nbsf_Management_Register service operation by sending HTTP POST request to create the PDU session binding information for a UE in the BSF as detailed in clause 8.5.2.
	When the "SamePcf" feature or the "ExtendedSamePcf" feature is supported, the PCF determines that the same PCF needs to be used for the SM Policy associations of the same DNN, S-NSSAI and SUPI parameter combination, and a SM Policy association already exists for the given parameter combination (i.e., step 4, 5 did not apply) the PCF invokes the Nbsf_Management_Register service operation by sending HTTP POST request to create the PDU session binding information for a UE in the BSF as detailed in clause 8.5.2.
15.	The PCF receives an HTTP "201 Created" response from the BSF with the created binding information as detailed in clause 8.5.2.
16.	The PCF sends an HTTP "201 Created" response to the SMF with the determined policies as described in clause 4.2.2 of 3GPP TS 29.512 [9].
17.	If the PCF as a PCF for a PDU session receives the callback URI of the PCF for a UE in step 1, the PCF shall send the event of PDU session established to the AF by sending an HTTP POST request to the "{notifUri}/pdu-session" callback URI as defined in clause 4.2.5.22 of 3GPP TS 29.514 [10].
18.	The PCF for a UE sends an HTTP "204 No Content" response to the PCF.
* * * * Next changes * * * *
[bookmark: _Toc28005445][bookmark: _Toc36038117][bookmark: _Toc45133314][bookmark: _Toc51762142][bookmark: _Toc59016547][bookmark: _Toc68167516][bookmark: _Toc153624489]5.2.2.2.1	Interactions between SMF, PCF and CHF
This procedure is performed when the PCF decides to modify policy decisions for a PDU session.


Figure 5.2.2.2.1-1: Interactions between SMF, PCF and CHF for PCF-initiated SM Policy Association Modification procedure
1.	The PCF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for a PDU Session. Possible external trigger events are described in clause 5.2.2.2.2. 
NOTE:	If "QoSTiming_5G" feature is supported in Npcf_PolicyAuthorization API, and the AF/NEF request for QoS duration and QoS inactivity interval, the next steps would be repeated until the AF session is terminated as described in clause 5.2.2.2.3.
In addition, this procedure is triggered by the following cases:
-	The UDR notifies the PCF about a policy data change (e.g. change in MPS EPS Priority, MPS Priority Level, MCS Priority Level and/or IMS Signalling Priority, or change in user profile configuration indicating whether supporting application detection and control).
-	The UDR notifies the PCF about application data change (e.g. change in AF influence data or IPTV configuration data).
-	The CHF provides a Spending Limit Report to the PCF as described in clause 5.3.5.
-	The PCF for the UE provides to the PCF for the PDU session a UE policy container and/or the policy control request triggers that apply to the UE policy association as described in clause 5.6.2.2.
-	When group data rate related policy control is supported by the (H-)PCF and shall apply for a 5G VN Group and the Maximum Group Data Rate information for the 5G VN Group is provisioned by the AF, the (H-)PCF may receive the updated Maximum Group Data Rate information of the 5G VN Group from the UDR (for "Subscription Data") as part of the 5G VN Group configuration information, using the same mechanism as the one defined for UE Policy Control procedures as defined in steps 2-3 of clause 5.6.1.2.
2.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in clause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in clause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in clause 5.3.4.
3.	The PCF makes a policy decision. The PCF can determine that updated or new policy information need to be sent to the SMF.
4-5.	If network slice data rate related policy control applies, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "SlicePolicyControlData" resource in order to update the Remaining Maximum Slice Data Rate information.
	Additionally, when group data rate related policy control is supported by the (H-)PCF and shall apply for a 5G VN Group, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation of the UDR (for "Policy Data") by sending an HTTP PATCH request, targeting the "GroupPolicyControlData" resource, to update the Remaining Maximum Group Data Rate information for the 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
6.	The PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{notificationUri}/update" as the callback URI to the SMF that has previously subscribed. The request operation provides the PDU session ID and the updated policies, as described in clause 4.2.3 of 3GPP TS 29.512 [9].
7.	The SMF sends an HTTP "200 OK" or HTTP "204 No Content" to the PCF.
* * * * Next changes * * * *
[bookmark: _Toc28005447][bookmark: _Toc36038119][bookmark: _Toc45133316][bookmark: _Toc51762144][bookmark: _Toc59016549][bookmark: _Toc68167518][bookmark: _Toc153624491]5.2.2.2.2.1	AF Session Establishment
This procedure is performed when the AF/NEF requests to create an AF application session context for the requested service.
NOTE 1:	The NEF acts as an AF to support the network exposure functionality.
For the integration with TSC networks the AF represented in the figures is either the TSN AF (integration with IEEE TSN networks) or the TSCTSF (integration with other TSC networks than IEEE TSN).



Figure 5.2.2.2.2.1-1: AF Session Establishment triggers PCF-initiated SM Policy Association Modification procedure
1.	When the AF receives an internal or external trigger to set-up a new AF session, the AF invokes the Npcf_PolicyAuthorization_Create service operation to the PCF as defined in 3GPP TS 29.514 [10] by sending the HTTP POST request to the "Application Sessions" resource. 
1a.	The AF provides the Service Information to the PCF by sending a Diameter AAR for a new Rx Diameter session.
2.	The PCF stores the Service Information received in step 1.
3-4.	If the PCF does not have the subscription data for the SUPI, DNN and S-NSSAI, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the subscription data.
	Additionally, when network slice data rate related policy control is supported by the PCF, the PCF may invoke the Nudr_DataRepository_Query service operation towards the UDR by sending an HTTP GET request targeting the "SlicePolicyControlData" resource as specified in clause 5.2.12 of 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response to the PCF with the network slice policy control data.
	Additionally, if the AF provided a Background Data Transfer Reference ID in step 1 or step 1a and the corresponding transfer policy is not locally stored in the PCF, the PCF sends the HTTP GET request to the "IndividualBdtData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the Background Data Transfer policy.
	If the AF session is for MPS for DTS invocation, the PCF performs MPS subscription checks if and only if requested by the AF as described in clause 4.4.11 of 3GPP TS 29.214 [18] or as described in clause 4.2.2.12.2 of 3GPP TS 29.514 [10].
	Additionally, when group data rate related policy control is supported by the PCF for the 5G VN Group:
-	if the Maximum Group Data Rate information for the 5G VN Group is provisioned by the AF, the PCF may receive the newly provisioned or updated Maximum Group Data Rate information of the 5G VN Group from the UDR (for "Subscription Data") as part of the 5G VN Group configuration information, using the same mechanism as the one defined for UE Policy Control procedures in steps 2-3 of clause 5.6.1.2; and
-	the PCF may invoke the Nudr_DataRepository_Query service operation of the UDR (for "Policy Data") by sending an HTTP GET request, targeting the "GroupPolicyControlData" resource, to retrieve the Remaining Maximum Group Data Rate information for the concerned 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
5.	The PCF identifies the affected established PDU Session (s) using the information previously received from the SMF and the Service Information received from the AF.
6.	The PCF sends an HTTP "201 Created" response to the AF.
6a.	The PCF sends a Diameter AAA to the AF.
7.	The AF may invoke the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the "Events Subscription" resource to subscribe to events in the PCF. The request includes the events that subscribes and a Notification URI to indicate to the PCF where to send the notification of the subscribed events, as described in clause 4.2.6 of 3GPP TS 29.514 [10].
8.	The PCF sends an HTTP "201 Created" response to the AF.
9.	The PCF interacts with SMF according to Figure 5.2.2.2-1.
* * * * Next changes * * * *
[bookmark: _Toc153624496]5.2.2.3	SM Policy Association Modification initiated by the SMF
This procedure is performed when the SMF observes some policy control trigger condition is met or a PCC rule error is reported.
For the integration with TSC networks the AF represented in the figures is either the TSN AF (integration with IEEE TSN networks) or the TSCTSF (integration with other TSC networks than IEEE TSN).



Figure 5.2.2.3-1: SMF-initiated SM Policy Association Modification procedure
[bookmark: _Hlk51254431]1.	The SMF detects a policy control request trigger condition is met or an error is reported.
2.	The SMF invokes the Npcf_SMPolicyControl_Update service operation to the PCF by sending the HTTP POST request to the "Individual SM Policy" resource with information on the conditions that have changed or a PCC rule error occurs.
	If the feature "TimeSensitiveNetworking" or "TimeSensitiveCommunication" is supported and the "TSN_BRIDGE_INFO" policy control request trigger is provisioned in the SMF, the SMF may provide during PDU session establishment TSC user plane node information (port number for the device side corresponding to the PDU session, DS-TT MAC address, if applicable, TSCuser plane node Id and UE-DS-TT residence time, if available), and, if available, a UMIC and/or one or more PMIC(s) to the PCF, or, during PDU session modification procedures, updated UMIC and/or PMIC(s). In case of Deterministic Networking, the SMF may also provide the MTU size for IPv4 and the MTU size for IPv6 as part of TSC user plane node information.
3.	If the (H-)PCF requires subscription-related information and does not have it, the (H-)PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource to fetch the information.
	If the AfGuideTNAPs feature defined in 3GPP TS 29.512 [9] is supported and the (H-)PCF requires Service Parameter data and does not have it, the (H-)PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "Service Parameter Data" resource to fetch the information.
	Additionally, when network slice data rate related policy control is supported by the PCF, the PCF may invoke the Nudr_DataRepository_Query service operation towards the UDR by sending an HTTP GET request targeting the "SlicePolicyControlData" resource.
	Additionally, when group data rate related policy control is supported by the PCF for the 5G VN Group:
-	if the Maximum Group Data Rate information for the 5G VN Group is provisioned by the AF, the PCF may receive the newly provisioned or updated Maximum Group Data Rate information of the 5G VN Group from the UDR (for "Subscription Data") as part of the 5G VN Group configuration information, using the same mechanism as the one defined for UE Policy Control procedures in steps 2-3 of clause 5.6.1.2; and
-	the PCF may invoke the Nudr_DataRepository_Query service operation of the UDR (for "Policy Data") by sending an HTTP GET request, targeting the "GroupPolicyControlData" resource, to retrieve the Remaining Maximum Group Data Rate information for the concerned 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
4.	The UDR sends an HTTP "200 OK" response to the PCF with the subscription related information containing the information about the allowed service(s) and PCC Rules information.
NOTE 1:	If the Npcf_SMPolicyControl_Update message of step 2 includes usage report(s), the (H-)PCF can also invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request to the "SessionManagementPolicyData" resource in order to update the usage monitoring information according to the received usage report(s).
NOTE 2:	If the Npcf_SMPolicyControl_Update message of step 2 includes the outcome of the resource allocation and network slice data rate policy control is supported, the (H-)PCF can also invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "SlicePolicyControlData" resource in order to update the Remaining Maximum Slice Data Rate information.
NOTE 3:	If the Npcf_SMPolicyControl_Update message of step 2 includes the outcome of the resource allocation and group data rate policy control is supported and shall apply for a 5G VN Group, the (H-)PCF can also invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "GroupPolicyControlData" resource in order to update the Remaining Maximum Group Data Rate information.
5.	If the feature "EpsUrsp" is supported:
a.	if the PCF received in step 1 a UE Policy Container as described in 3GPP TS 29.512 [9], and:
i.	there is no UE Policy Association established for the UE, the PCF triggers a UE Policy Association Establishment procedure as described in clause 5.6.1; or
ii.	there is a UE Policy Association established for the UE, the PCF triggers a UE Policy Association Update procedure as described in clause 5.6.2.1; or
b.	if the PCF received in step 1 a RAT type and/or Access Type change event as described in 3GPP TS 29.512 [9], and:
i.	the PCF determines that 5GS to EPS mobility applies as described in 3GPP TS 29.525 [31], the PCF retrieves from the BSF the PCF for the UE handling the UE policy association with the source AMF and triggers a UE Policy Association Establishment procedure as described in clause 5.6.1; or
ii.	the PCF determines that EPS to 5GS mobility applies, the PCF triggers a UE Policy Association Termination procedure as described in clause 5.6.3.2.
NOTE 43:	In the Home Routed case, the PCF interacts with the H-PCF for the UE and, in the LBO case, the PCF in the V-PLMN interacts with the V-PCF for the UE as described in clause 4.2.2.1 of 3GPP TS 29.525 [31].
[bookmark: _Hlk51254434]6.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation to indicate that an event for which the AF requested a notification has occurred by sending the HTTP POST request with "{notifUri}/notify" as the callback URI to the AF or to request to the AF the deletion of the active application session if all the service data flows for the AF session are deleted by sending the HTTP POST request with "{notifUri}/terminate" as the callback URI to the AF.
	If the feature "TimeSensitiveNetworking" or "TimeSensitiveCommunication" is supported:
-	When the PCF detects that there is no Individual Application Session Context resource bound to the Individual SM Policy resource the PCF shall provide the new TSC user plane node information received in step 2 to the TSN AF or TSCTSF by sending an HTTP POST request to the "{notifUri}/new-bridge" request URI, where the "{notifUri}" value is pre-configured in the PCF or, if not pre-configured, discovered by invoking the Nnrf_NFDiscovery service as defined in 3GPP TS 29.510 [51]. 
NOTE 54:	The TSCTSF registers in the NRF the notification URI within the default notification subscription for time sensitive communication, time synchronization and deterministic networking notifications as described in 3GPP TS 29.510 [51].
-	When the PCF detects that there is an Individual Application Session Context resource bound to the Individual SM Policy resource, the PCF shall provide the received UMIC and/or PMICs to the AF by sending an HTTP POST request to the "{notifUri}/notify" callback URI.
	When the PCF as a PCF for a PDU session becomes aware that a SM Policy Association that is being modified is receiving the callback URI of the PCF for a UE in step 2, the PCF shall send the event of PDU session established to the PCF for a UE by sending an HTTP POST request to the "{notifUri}/pdu-session" callback URI as defined in subclause 4.2.5.22 of 3GPP TS 29.514 [10].
6a.	If the AF requested a notification of the corresponding event, the PCF sends a Diameter RAR with the Specific-Action AVP set to indicate the event that caused the request. If all service data flows for an AF session are deleted, the PCF sends a Diameter ASR to request to the AF the termination of the active session.
7.	The AF sends an HTTP "204 No Content" response to the PCF.
	If the feature "TimeSensitiveNetworking" or "TimeSensitiveCommunication" is supported and the TSN AF or TSCTSF received the notification of new TSC user plan node information over the "{notifUri}/new-bridge" request URI, the TSN AF or TSCTSF shall trigger the Npcf_PolicyAuthorization_Create service operation as described in clause 5.2.2.2.2.1, to request the creation of a new Individual Application Session Context resource specific to the PDU session identified by, for Ethernet type of PDU sessions, the received MAC address of the DS-TT port and for IP type of PDU sessions, the received UE IP address.
NOTE 65:	For the time synchronization service, the AF subscription to UE availability for time-synchronization service can occur after the PDU Session establishment has been completed in 5GS. Similarly, for the AF session with required QoS, the indication of the required QoS and TSC Assistance Container information can occur after the completion of the PDU session establishment. In such cases, the PCF sends the notification to the TSCTSF about the detection of a TSC user plane node information during PDU session establishment, but the TSCTSF doesn't have the time synchronization or required QoS available for the PDU session. In this case, the TSCTSF could defer the invocation of the Npcf_PolicyAuthorization_Create service operation till the reception of the subscription to UE availability for time synchronization or the AF session with required QoS occurs.
If the PCF for a UE receives the notification of PDU session establishment over the "{notifUri}/pdu-session" request URI and if the "ApplicationDetectionEvents" feature is supported, the PCF for a UE may trigger the Npcf_PolicyAuthorization_Subscribe service operation described in clause 4.2.6.9 to subscribe to the notification of the application detection;
7a.	If the AF receives an event notification, the AF replies with a Diameter RAA and may provide within it updated service information. If the AF receives an indication that all service data flows for an AF session are deleted, the AF replies with a Diameter ASA.
8.	If the PCF indicates in step 5 that an event for the active application session has occurred, the AF may invoke the Npcf_PolicyAuthorization_Update service operation to the PCF by sending the HTTP PATCH request to the "Individual Application Session Context" resource including the modified service information. 
8a.	If the PCF indicates in step 5a that an event for the active application session has occurred, the AF may send a Diameter AAR to the PCF including the modified service information.
9.	The PCF sends an HTTP "200 OK" or an HTTP "204 No Content" response to the AF.
8a,	The AF responds by sending a Diameter AAA to the PCF.
10.	If the PCF indicates in step 5 that there are no transmission resources for the service, the AF may terminate the AF session by invoking the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource to terminate the AF session. The request may include the events to subscribe to.
10a.	The AF sends a Diameter STR message to the PCF to indicate that the AF session is terminated.
11.	The PCF removes the AF application session context and sends an HTTP "204 No Content". If the PCF need to include the notification of event, it sends an HTTP "200 OK" response.
11a.	The PCF responds by sending a Diameter STA message to the AF and the AF session is terminated.
12.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in clause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in clause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in clause 5.3.4.
13.	The PCF makes a policy decision. The PCF may determine that updated or new policy information needs to be sent to the SMF in step 22.
When group data rate related policy control is supported by the (H-)PCF and shall apply for a 5G VN Group and the Maximum Group Data Rate information for the 5G VN Group is provisioned by the AF, the (H-)PCF may receive the updated Maximum Group Data Rate information of the 5G VN Group from the UDR (for "Subscription Data") as part of the 5G VN Group configuration information, using the same mechanism as the one defined for UE Policy Control procedures as defined in steps 2-3 of clause 5.6.1.2.
14-15.	If network slice data rate related policy control applies, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "SlicePolicyControlData" resource in order to update the Remaining Maximum Slice Data Rate information.
	Additionally, when group data rate related policy control is supported by the (H-)PCF and shall apply for the 5G VN Group, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation of the UDR (for "Policy Data") by sending an HTTP PATCH request, targeting the "GroupPolicyControlData" resource, to update the Remaining Maximum Group Data Rate information for the 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
If the BindingUpdate feature defined in 3GPP TS 29.521 [22] is supported, the steps 16 to 17 will be performed, otherwise the steps 18 to 21 will be performed.
16.	If the UE address changes and the binding information has been previously registered in the BSF, or if the "ExtendedSamePcf" feature is supported, and the PCF registered binding information without including the UE address and UE address is received in step 2 and required for the retrieval of binding information by any NF (e.g. for PDU session binding), the PCF invokes the Nbsf_Management_Update service operation by sending an HTTP PATCH request to update the binding information in the BSF as detailed in clause 8.5.7.
17.	The PCF receives an HTTP "200 OK" response from the BSF.
18.	If the IP address is released for the IP PDU session or the MAC address is not used anymore for the Ethernet PDU session and the binding information has been previously registered in the BSF, the PCF invokes the Nbsf_Management_Deregister service operation by sending an HTTP DELETE request to the BSF to delete binding information as detailed in clause 8.5.3.
19.	The PCF receives an HTTP "204 No Content" response from the BSF as detailed in clause 8.5.3.
20.	If a new IP address is allocated for the IP PDU session or a new MAC address is used for the Ethernet PDU session and the BSF is to be used, or if the "ExtendedSamePcf" feature is supported, and the PCF registered binding information without including the UE address and UE address is received in step 2 and required for the retrieval of binding information by any NF, the PCF invokes the Nbsf_Management_Register service operation by sending an HTTP POST request to create the binding information in the BSF as detailed in clause 8.5.2.
21.	The PCF receives an HTTP "201 Created" response from the BSF with the created binding information as detailed in clause 8.5.2.
22.	The PCF sends an HTTP "200 OK" response to the SMF with updated policy information about the PDU Session determined in step 13.
	If the feature "EpsUrsp" is supported, the PCF sends in the HTTP "200 OK" response to the SMF the UE policy container and/or the UE policy association triggers received from the PCF for the UE in step 5, if applicable.
* * * * Next changes * * * *
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This procedure is performed when the UE requests to terminate a PDU session or based on some internal triggers in the SMF(e.g. operator policy).


Figure 5.2.3.1-1: SMF-initiated SM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the LBO roaming case, the PCF acts as the V-PCF, and the V-PCF shall not contact the UDR/CHF. In the home routed roaming case, the PCF acts as the H-PCF, and the H-PCF interacts only with the H-SMF.
NOTE 1:	For LBO roaming case, session management policy data is not stored in the VPLMN. Therefore, interactions between PCF and UDR in the SM Policy Association Termination procedures do not apply to this scenario.
1.	The SMF invokes the Npcf_SMPolicyControl_Delete service operation by sending the HTTP POST request to the "Individual SM Policy" resource to request the PCF to delete the context of the SM related policy as defined in clause 4.2.5.2 of 3GPP TS 29.512 [9]. The request operation may include usage monitoring information (if applicable) and access network information.
2.	Upon receipt of Npcf_SMPolicyControl_Delete service operation, the PCF identifies the PCC Rules that require an AF to be notified and removes PCC Rules for the PDU Session.
3.	The SMF removes all the PCC Rules which are applied to the PDU session.
4.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request with "{notifUri}/terminate" as the callback URI to the AF to trigger the AF to request the application session context termination.
	When the PCF as a PDU session determins that the SM Policy Association that is terminating contains the callback URI for the PCF for a UE, the PCF shall send the event of PDU session terminated to the PCF for a UE by sending an HTTP POST request to the "{notifUri}/pdu-session" callback URI as defined in clause 4.2.5.22 of 3GPP TS 29.514 [10].
4a.	The PCF indicates the session abort to the AF by sending a diameter ASR to the AF.
5.	The AF sends an HTTP "204 No Content" response to the PCF.
5a.	The AF responds by sending a diameter ASA to the PCF.
6.	The AF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource. The request may include the events to subscribe to.
6a.	The AF sends a diameter STR to the PCF to indicate that the session has been terminated. The request may include the events to subscribe to.
7.	The PCF removes the AF application session context and sends an HTTP "204 No Content" response to the AF. If the PCF needs to report usage data or the access network information, it sends an HTTP "200 OK" response. If usage thresholds were provided by the AF earlier, and the PCF has usage data that has not yet been reported to the AF, the PCF informs the AF about the resources that have been consumed by the user since the last report. If the SMF in step 1 reports the access network information and if the AF requested the PCF to report access network information in step 6 and/or the RAN-NAS-Cause feature is supported, the PCF informs the AF about the access network information. The PCF also deletes the subscription to PCF detected events for that AF application Session.
7a.	The PCF responds by sending a diameter STA to the AF. If usage thresholds were provided by the AF earlier, and the PCF has usage data that has not yet been reported to the AF, the PCF informs the AF about the resources that have been consumed by the user since the last report. If the SMF in step 1 reports the access network information and if the AF requested the PCF to report access network information in step 6a and/or the RAN-NAS-Cause feature is supported, the PCF informs the AF about the access network information.
8.	If this is the last PDU session for this subscriber the Final Spending Limit Report Request as defined in clause 5.3.4 is sent. If any existing PDU sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Request as defined in clause 5.3.3 can be sent to alter the list of subscribed policy counters.
9.	The PCF removes PCC Rules for the terminated PDU Session and sends an HTTP "204 No Content" response to the SMF.
10.	The PCF invokes the Nudr_DataRepository_Update service operation by sending the HTTP PATCH request to the "SessionManagementPolicyData" resource to store the remaining usage allowance in the UDR, if all PDU sessions of the user to the same DNN and S-NSSAI are terminated.
	Additionally, if network slice data rate related policy control applies, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "SlicePolicyControlData" resource in order to update the Remaining Maximum Slice Data Rate information.
	Additionally, when group data rate related policy control is supported by the (H-)PCF and shall apply for the 5G VN Group:
-	if the Maximum Group Data Rate information for the 5G VN Group is provisioned by the AF, the (H-)PCF may receive the updated Maximum Group Data Rate information of the 5G VN Group from the UDR (for "Subscription Data") as part of the 5G VN Group configuration information, using the same mechanism as the one defined for UE Policy Control procedures as defined in steps 2-3 of clause 5.6.1.2; and
-	the (H-)PCF may invoke the Nudr_DataRepository_Update service operation of the UDR (for "Policy Data") by sending an HTTP PATCH request, targeting the "GroupPolicyControlData" resource, to update the Remaining Maximum Group Data Rate information for the 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
11.	The UDR sends an HTTP "204 No Content" response to the PCF.
12-13.	To unsubscribe the notification of the PDU session related data modification from the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
	Additionally, to unsubscribe the notification of changes of the AF influence data from the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "Individual Influence Data Subscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
-	Additionally, to unsubscribe from notifications about IPTV configuration data changes and/or from notifications about AF-provided TNAP ID(s) data changes at the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending an HTTP DELETE request to the "IndividualApplicationDataSubscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
-	The PCF may invoke the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications on changes in the Maximum Group Data Rate information for the 5G VN Group by sending an HTTP DELETE request to the "IndividualSubscriptionDataSubscription" resource as specified in 3GPP TS 29.505 [47] if the PCF has previously subscribed to such notifications.
14.	In the case that binding information has been previously registered in the BSF the PCF invokes the Nbsf_Management_Deregister service operation by sending an HTTP DELETE request to the BSF to delete binding information as detailed in clause 8.5.3.
NOTE:	The PCF invokes the Nbsf_Management_Deregister for every binding information previously registered in the BSF for the PDU session.
15.	The PCF receives an HTTP "204 No Content response from the BSF as detailed in clause 8.5.3.
16.	If the feature "EpsUrsp" is supported and the PCF created a UE policy association with the PCF for the UE, the PCF may delete the UE policy association as described in clause 5.6.3.1.
* * * * Next changes * * * *
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Several QoS parameters mapping functions are needed during PCC interaction. 
The main purpose of these mapping functions is the conversion of QoS parameters from one format to another. QoS information may be:
-	parts of a session description language (SDI), e.g. SDP, MPD;
-	QoS parameters; and
-	access specific QoS parameters.
For PCC deployments not supporting MBS, QoS parameters mapping functions are located at the AF, PCF, SMF and UE and are described in this clause and the rest of clauses under clause 7.
When PCC is deployed in an MBS architecture as defined in 3GPP TS 23.247 [54], QoS parameter mapping functions are defined as described in clause 7.5.
One QoS mapping function is located at the AF, which maps the application specific information into the appropriate information that are carried over the Rx as specified in 3GPP TS 29.214 [18] or N5 interface as specified in 3GPP TS 29.514 [10].
For IMS, the AF may pass service information to the PCF over the Rx interface or over the N5 interface if the PCF and the P-CSCF support the "IMS_SBI" feature. The AF derives information about the service from the SDI or from other sources. The mapping is application specific. If SDP (IETF RFC 4566 [16]) is used as SDI, the AF should apply the mapping described in clause 7.2. If MPD (3GPP TS 26.247 [17]) is used, the AF may apply the mapping described in Annex I in 3GPP TS 26.247 [17]. Clause 7.2 specifies the QoS parameter mapping functions at the AF. For IMS, the mapping rules in clause 7.2 shall be used at the P-CSCF.
One QoS mapping function is located at the PCF, which maps the service information received over the Rx interface or N5 interface, or if the "GMEC" feature is supported, the service information obtained from the UDR into QoS parameters (e.g. 5QI, GBR, MBR, and ARP). This mapping is access independent. Clause 7.3 specifies the QoS mapping functions at the PCF applicable for all accesses.
The mapping functions located at SMF is specified in clause 7.4. The mapping function in UE is implementation dependent and not specified within this specification.
The PCF notes and authorizes the service data flows described within this service information by mapping from service information to Authorized QoS parameters for transfer to the SMF via the N7 interface. The SMF will map from the Authorized QoS parameters to the access specific QoS parameters.
For 3GPP 5GS, the network sets up QoS flow(s) with a suitable QoS and indicates to the UE the QoS characteristics of those QoS flow(s). Therefore the flow of QoS related information will be unidirectional as indicated in the figure 7.1-1.


NOTE:	Access Specific QoS parameters with Authorized Access-Specific QoS parameters comparison.
Figure 7.1-1: QoS mapping framework
1.	The AF shall perform mapping from an SDI received within the AF session signalling to service information passed to the PCF over the Rx or N5 interface (see clause 7.2 if SDP is used as SDI).
2.	The PCF shall perform mapping from the service information received over the Rx or N5 interface to the Authorized QoS parameters that shall be passed to the SMF via the N7 interface. The mapping is performed for each service data flow. The PCF combines per direction the individual Authorized QoS parameters per flow (see clause 7.3).
3.	The SMF shall perform mapping from the Authorized QoS parameters received from PCF to the access specific QoS parameters.
* * * * Next changes * * * *
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The QoS authorization process consists of the derivation of the parameters Authorized 5G QoS Identifier (5QI), Authorized Allocation and Retention Priority (ARP) and Authorized Maximum/Guaranteed Data Rate UL/DL. And such process also includes the derivation of the QoS Notification Control (QNC), Reflective QoS Indication (RQI), Priority Level (PL), Averaging Window (AW) and Maximum Data Burst Volume (MDBV).
When a session is initiated or modified, the PCF shall derive Authorized QoS parameters from the service information received from an AF supporting Rx interface or from an AF supporting N5 interface.
When the "GMEC" feature is supported:
-	, the AF provides the requested QoS for a UE or group of UE(s) not identified by their UE address(es) and the related service information which may beis stored in UDR as specified in 3GPP TS 29.519 [12]; and, 
-	if it is the case, the PCF shall obtain from the UDR these parameters of the AF-requested QoS for a UE or group of UE(s) not identified by their UE address(es) and the related service information and derive the Authorized QoS parameters from based on itthe obtained information from the UDR.
* * * * End of changes * * * *
image1.emf
4. Nbsf_Management_Register request

5. Nbsf_Management_Register response

SMF PCF UDR CHF

1. Npcf_SMPolicyControl_Create request

2. Nudr_DataRepository_Query

 

request

3. Nudr_DataRepository_Query  response

8. Nudr_DataRepository_Subscribe

 

 request

9. Nudr_DataRepository_Subscribe  response

10. Initial/Intermediate Spending Limit Report 

Retrieval 

11. Policy decision

BSF

14. Nbsf_Management_Register request

15. Nbsf_Management_Register response

16. Npcf_SMPolicyControl_Create response

6. Nudr_DataRepository_Query

 

 request 

7. Nudr_DataRepository_Query  response

13. Nudr_DataRepository_Update  response

12. Nudr_DataRepository_Update

 

 request 

17. Npcf_PolicyAuthorization_Notiy request

18. Npcf_PolicyAuthorization_Notiy response

PCF for 

a UE


Microsoft_Visio_Drawing.vsdx

4. Nbsf_Management_Register request
5. Nbsf_Management_Register response

SMF
PCF
UDR
CHF
1. Npcf_SMPolicyControl_Create request
2. Nudr_DataRepository_Query request
3. Nudr_DataRepository_Query  response
8. Nudr_DataRepository_Subscribe  request
9. Nudr_DataRepository_Subscribe  response
10. Initial/Intermediate Spending Limit Report Retrieval
11. Policy decision
BSF
14. Nbsf_Management_Register request
15. Nbsf_Management_Register response
16. Npcf_SMPolicyControl_Create response
6. Nudr_DataRepository_Query  request
7. Nudr_DataRepository_Query  response
13. Nudr_DataRepository_Update  response
12. Nudr_DataRepository_Update  request
17. Npcf_PolicyAuthorization_Notiy request
18. Npcf_PolicyAuthorization_Notiy response
PCF for a UE



image2.emf
 

SMF  

3 .  Policy Decision  

6 .   Npcf_ SMPolicyControl_UpdateNotify   request   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI prov ided  by   the PCF  to indicate that an event  previously subscribed by the PCF has  occurred. The SMF pr ovides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation ID,   and the Event Trigger describing the event.   3.   The PCF sen ds the  response to the  Nsmf_EventExposure_Notify operation.   4.   The PCF makes policy decision and if  applicable, the PCF may send an event notification  to the AF. response  

7 .  Npcf_SMPolicyControl_UpdateNotify response  

2 .  Spending Limit    Report  Re trieval  

PC F   C HF  

1 .   Detection that PDU  session  modific ation is  required  

U DR  

4 .   N udr _ Data Repository _ U pdate  request   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously   subscr ibed by the PCF has  occurred. The SMF pr ovides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation ID,   and the Event Trigger describing the event.   3.   The PCF sends the response to the  Nsmf_EventExposure_Notify oper ation.   4.   The PCF makes policy decision and if  applicable, the PCF may send an event notification  to the AF. response  

5 .  N udr _ D ataReposit ory _Update   response  


oleObject1.bin


5. Nudr_DataRepository_Update response







4. Nudr_DataRepository_Update request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







6. Npcf_SMPolicyControl_UpdateNotify request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







7. Npcf_SMPolicyControl_UpdateNotify response







2. Spending Limit  Report Retrieval







CHF







PCF







3. Policy Decision







1. Detection that PDU session modification is required







UDR







SMF












image3.emf
 

R x   Case  

Rx   Case  

SMF  

1 .   Npcf_ Policy Authorization _ Create   request   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an ev ent  previously subscribed by the PCF has  occurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation  ID,   and the Event Trigger describing the  event.   3.   The PCF sends the response to the  Nsmf_EventExposu re_Notify operation.   4.   The PCF makes policy decision and if  applicable, the PCF may send an event notification  to the AF. response  

6 .  Npcf_ Policy Authorization_C reate  response  

7 .  N pcf _ PolicyAuthorization _ S ubscribe   request  

8 .  N pcf _ PolicyAuthorization _ S ubscribe response  

2 .    Store Service  Information  

5 .    Identify affected   PDU   session(s)  

3 .  Nudr_ Data Repository _ Query   request  

9 .    Interactions in Figure   5.2.2.2.1 - 1  

1a .  Diameter AAR  

6 a .   Diameter AAA   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously subscribed by the PCF has  occurred. The SMF provid es   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation  ID,   and the Event Trigger describing the  event.   3.   The PCF sends the response to the  Nsmf_EventExposure_Notify operation.  

PC F   A F  

UDR  

4 .  Nudr_ Data Repository _ Query   response  


oleObject2.bin


4. Nudr_DataRepository_Query response







3. Nudr_DataRepository_Query request







Rx Case







6a. Diameter AAA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







UDR







AF







PCF







1. Npcf_PolicyAuthorization_Create request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







1a. Diameter AAR







Rx Case







5. 	Identify affected PDU session(s)







6. Npcf_PolicyAuthorization_Create response







2. 	Store Service Information







SMF







7. Npcf_PolicyAuthorization_Subscribe request







9. 	Interactions in Figure 5.2.2.2.1-1







8. Npcf_PolicyAuthorization_Subscribe response












image4.emf
         

Rx   Case  

                      1 2 .  Spending Limit Report   Retrieval  

3 .   Nudr _ DataRepository _ Query   request      

2 2 .   Npcf_SMPolicyControl_Update   response  

10 .   Npcf_ PolicyAuthorization_ Delete   request    

1 .  A   policy control request  trigger is triggered   or a   PCC rule   error   occurs  

2 .  Npcf_SMPolicyControl_Update   request  

8 .   Npcf_ PolicyAuthorization_ Update   request    

1 3 .  Policy  decision  

6 .   Npcf_ PolicyAuthorization_ Notify   request    

7 .   Npcf_ PolicyAuthorization_ Notify   response    

9 .   Npcf_ PolicyAuthoriz ation_ Update response    

1 1 .   Npcf_ PolicyAuthorization_ Delete   re s ponse    

6 a .  Diameter RAR /ASR  

7 a .  Diameter   RAA /ASA  

8 a .  Diameter A A R  

9 a .  Diameter A A A  

10 a .  Diameter STR  

1 1 a .  Diameter STA  

 

I f a specific event   is  received by the AF, the  AF may request an  update o f the AF session  

If  termi nation request is  received,   AF session is  deleted  

If  abort   re quest   for an AF  session is  received, the   AF  terminates the session  

If a specific action is  received  by the AF, the AF may request  an update of the  AF session  

A F /PCF for a UE  

4 .   Nudr _ DataRepository _ Query response    

BS F   CH F  

UDR   PC F   SM F  

1 6 .   N bsf_Management_Update   request    

1 7 .   Nbsf_Management_Update   response    

1 8 .   Nbsf_Management_Deregister request    

1 9 .   Nbsf_Management_Deregister response    

20 .   Nbsf_Management_Register r equest    

2 1 .   Nbsf_Management_Register response    

1 4 .   Nudr _ DataRepository _ Update   request     

1 5 .   Nudr _ DataRep ository _ Update response    

5.  URSP provisioning in EPS  


oleObject3.bin








AF/PCF for a UE







BSF







SMF







PCF







CHF







UDR







1. A policy control request trigger is triggered or a PCC rule error occurs







5. URSP provisioning in EPS







4. Nudr_DataRepository_Query response











3. Nudr_DataRepository_Query request 











If abort request for an AF session is received, the AF terminates the session







Rx Case







If a specific action is received by the AF, the AF may request an update of the AF session















11a. Diameter STA







10a. Diameter STR







9a. Diameter AAA







8a. Diameter AAR







7a. Diameter RAA/ASA







6a. Diameter RAR/ASR







If termination request is received, AF session is deleted







11. Npcf_PolicyAuthorization_Delete response











10. Npcf_PolicyAuthorization_Delete request











If a specific event is received by the AF, the AF may request an update of the AF session







9. Npcf_PolicyAuthorization_Update response











8. Npcf_PolicyAuthorization_Update request











7. Npcf_PolicyAuthorization_Notify response











6. Npcf_PolicyAuthorization_Notify request











15. Nudr_DataRepository_Update response











14. Nudr_DataRepository_Update request 











17. Nbsf_Management_Update response











16. Nbsf_Management_Update request











18. Nbsf_Management_Deregister request











19. Nbsf_Management_Deregister response











20. Nbsf_Management_Register request











21. Nbsf_Management_Register response











22. Npcf_SMPolicyControl_Update response







13. Policy decision







                     12. Spending Limit Report Retrieval







2. Npcf_SMPolicyControl_Update request












image5.emf
SMF PCF

UDR CHF

1. Npcf_SMPolicyControl_Delete request

4. Npcf_PolicyAuthorization_Notify

 

 request

5. Npcf_PolicyAuthorization_Notify  response

8. Spending Limit Report Retrieval 

BSF

14. Nbsf_Management_Deregister request

15. Nbsf_Management_Deregister response

AF/PCF 

for a UE

6. Npcf_PolicyAuthorization_Delete

 

 request

7. Npcf_PolicyAuthorization_Delete  response

4a. Diameter ASR

5a. Diameter ASA

6a. Diameter STR

7a. Diameter STA

For each 

affected AF 

session (if any)

Rx Case

3. Removal of all 

PCC Rules

2. Identify which PCC 

Rules are affected

For each affected 

AF session (if any)

9. Npcf_SMPolicyControl_Delete response

10. Nudr_DataRepository_Update request

11. Nudr_DataRepository_Update response

12. Nudr_DataRepository_Unsubscribe request

13. Nudr_DataRepository_Unsubscribe response

16. URSP provisioning in EPS 


Microsoft_Visio_Drawing1.vsdx

SMF
PCF
UDR
CHF
1. Npcf_SMPolicyControl_Delete request
4. Npcf_PolicyAuthorization_Notify  request
5. Npcf_PolicyAuthorization_Notify  response
8. Spending Limit Report Retrieval
BSF
14. Nbsf_Management_Deregister request
15. Nbsf_Management_Deregister response
AF/PCF for a UE
6. Npcf_PolicyAuthorization_Delete  request
7. Npcf_PolicyAuthorization_Delete  response
4a. Diameter ASR
5a. Diameter ASA
6a. Diameter STR
7a. Diameter STA
For each affected AF session (if any)
Rx Case
3. Removal of all PCC Rules
2. Identify which PCC Rules are affected
For each affected AF session (if any)
9. Npcf_SMPolicyControl_Delete response
10. Nudr_DataRepository_Update request
11. Nudr_DataRepository_Update response
12. Nudr_DataRepository_Unsubscribe request
13. Nudr_DataRepository_Unsubscribe response
16. URSP provisioning in EPS



image6.wmf
 

 

 

 

 

SMF

 

PCF

 

 

Flow 

S

ervice

 

Manager

 

3

) Translation 

/ Mapping 

function

 

 

Access

-

 

Specific 

Flow 

S

ervice

 

Manager

 

(NOTE)

 

UE

 

 

 

Translation / 

Mapping 

function

 

Access

-

Specific 

Flow 

S

ervice

 

Manager

 

Flow 

S

ervice

 

Manager

 

 

Application

 

N7

 

AF session signalling , 

possibly with SDI

 

Service 

information

 

Rx

 

or 

N5

 

2) 

Policy 

Engine

 

Authorized QoS 

parameters

 

Authorized QoS 

parameters

 

Authorized  

 

Access

-

Specific

 

QoS parameters

 

Authorized

 

Access

-

specific 

QoS parameters

 

Authorized QoS 

parameters

 

Authorized  

 

Access

-

Specific

 

QoS parameters

 

Signalling path

 

Only f

or some 

PDU

 

session

 

Types

 

and 

terminals

 

LEGEND

 

 

AF

 

1) 

SDI 

Mapping 

function

 


oleObject4.bin


Rx or N5







 Access- Specific Flow Service Manager (NOTE)







3) Translation / Mapping function







Access-Specific Flow Service Manager







Flow Service Manager







1) SDI Mapping function







2) Policy Engine







 AF







Signalling path



Only for some PDU session Types and terminals







LEGEND







N7







Authorized  



Access-Specific



QoS parameters







Authorized QoS parameters







Authorized



Access-specific QoS parameters







Authorized  



Access-Specific



QoS parameters







Authorized QoS parameters







 Application







UE











 Translation / Mapping function







Authorized QoS parameters























SMF











Flow Service Manager







PCF







AF session signalling , possibly with SDI







Service information












