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	Reason for change:
	As per the LS received from ETSI MEC in C3-225017 on CAPIF extensibility requirements, item a, CAPIF is requested to support the extensibility of the security methods enumeration. These extensions are however not applicable to AEFs defined by 3GPP (i.e. NEF, SCEF).

In CT3#128 meeting, a compromise for enum extensibility was approved for protocols and data formats, see C3-232625.

Externally-defined protocols, in particular non-HTTP ones, also require security methods that differ from those defined in 33.122 for HTTP/REST. Note that these methods would be defined outside 3GPP scope as confirmed  by SA3 and would only be applicable to AEFs outside 3GPP scope. 

As ETSI MEC shall use its own profile for OAuth and PKI profile wherein InterfaceDescription’s security methods needs to be flexibily extended to meet the requirements.

Still there is the need to signal appropriately the fact that security methods outside the scope of 3GPP are used, for protocols defined externally, following the same pattern as approved in C3#128.

These changes continue to support in SecuityMethod usage for 3GPP defined AEFs.

	
	

	Summary of change:
	An extension points for securityMethods in AefProfile and InterfaceDescription is proposed, aligned with the approved approach for data formats and protocols extensibility.

VendorExt feature is created for the support of CAPIF vendor specific extensions.
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* * * * First Change * * * *
[bookmark: _Toc151977828][bookmark: _Toc152148511][bookmark: _Toc152149094][bookmark: _Toc28009840][bookmark: _Toc34061959][bookmark: _Toc36036715][bookmark: _Toc43284962][bookmark: _Toc45132741][bookmark: _Toc51193435][bookmark: _Toc51760634][bookmark: _Toc59015084][bookmark: _Toc59015600][bookmark: _Toc68165642][bookmark: _Toc83229738][bookmark: _Toc90648937][bookmark: _Toc105593830][bookmark: _Toc114209544][bookmark: _Toc138681408][bookmark: _Toc144228775]8.2.4.2.3	Type: InterfaceDescription
Table 8.2.4.2.3-1: Definition of type InterfaceDescription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipv4Addr
	Ipv4Addr
	C
	0..1
	String identifying an IPv4 address (NOTE 1, NOTE 2)
	

	ipv6Addr
	Ipv6Addr
	C
	0..1
	String identifying an IPv6 address (NOTE 1, NOTE 2)
	

	fqdn
	Fqdn
	C
	0..1
	String containing a Fully Qualified Domain Name. (NOTE 1, NOTE 2)
	ExtendedIntfDesc

	port
	Port
	O
	0..1
	Port (NOTE 2)
	

	apiPrefix
	string
	O
	0..1
	A string representing an optional deployment-specific string (API prefix) in the form of a sequence of path segments that starts with a "/" character. (NOTE 2)
	ExtendedIntfDesc

	securityMethods
	array(SecurityMethod)
	M
	1..N
	Security methods supported by the interface. It takes precedence over the security methods provided in AefProfile, for this specific interface
	

	NOTE 1:	Exactly one of the attributes "ipv4Addr", "ipv6Addr" and "fqdn" shall be included.
NOTE 2:	When the contents of this data type are used to construct the apiRoot of an API, they are used as described in clause 4.4.1 of 3GPP TS 29.501 [18].
NOTE 3:	If the VendorExt feature is supported, vendor-specific extensions to the InterfaceDescription data structure, using the mechanism defined in clause 7.11, may be used to convey vendor-specific information.




[bookmark: _Toc28009841][bookmark: _Toc34061960][bookmark: _Toc36036716][bookmark: _Toc43284963][bookmark: _Toc45132742][bookmark: _Toc51193436][bookmark: _Toc51760635][bookmark: _Toc59015085][bookmark: _Toc59015601][bookmark: _Toc68165643][bookmark: _Toc83229739][bookmark: _Toc90648938][bookmark: _Toc105593831][bookmark: _Toc114209545][bookmark: _Toc138681409][bookmark: _Toc144228776]* * * * Next Change * * * *
[bookmark: _Toc151977829][bookmark: _Toc152148512][bookmark: _Toc152149095]8.2.4.2.4	Type: AefProfile
Table 8.2.4.2.4-1: Definition of type AefProfile
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	aefId
	string
	M
	1
	AEF identifier 
	

	versions
	array(Version)
	M
	1..N
	API version
	

	protocol
	Protocol
	O
	0..1
	Protocol used by the API.
	

	dataFormat
	DataFormat
	O
	0..1
	Data format used by the API
	

	securityMethods
	array(SecurityMethod)
	O
	1..N
	Security methods supported by the AEF for all interfaces. Certain interfaces may have different security methods supported in the attribute interfaceDescriptions.
	

	domainName
	string
	O
	0..1
	Domain to which API belongs to
(NOTE 1)
	

	interfaceDescriptions
	array(InterfaceDescription)
	O
	1..N
	Interface details
(NOTE 1)
	

	aefLocation
	AefLocation
	O
	0..1
	The location information (e.g. civic address, GPS coordinates, data center ID) where the AEF providing the service API is located.
	

	serviceKpis
	ServiceKpis
	O
	0..1
	Contains information about the service characteristics provided by the service API.
	EdgeApp_2

	ueIpRange
	IpAddrRange
	O
	0..1
	The list of public IP ranges of UEs.
	RNAA

	NOTE 1:	Only one of the attributes "domainName" or "interfaceDescriptions" shall be included.
NOTE 2:	Notification or callback type of resource is not included.
NOTE 3:	The protocol and/or data format to be used for AEFs defined outside 3GPP (e.g. by other SDOs) may alternatively be indicated via vendor-specific extensions to the AefProfile data structure using the mechanism defined in clause 7.11. If the VendorExt feature is supported, vendor-specific extensions to the AefProfile data structure, using the mechanism defined in clause 7.11, may be used to convey vendor-specific information 



* * * * Next Change * * * *
[bookmark: _Toc151977852][bookmark: _Toc152148535][bookmark: _Toc152149118][bookmark: _Toc28009855][bookmark: _Toc34061975][bookmark: _Toc36036731][bookmark: _Toc43284978][bookmark: _Toc45132757][bookmark: _Toc51193451][bookmark: _Toc51760650][bookmark: _Toc59015100][bookmark: _Toc59015616][bookmark: _Toc68165658][bookmark: _Toc83229754][bookmark: _Toc90648954][bookmark: _Toc105593848][bookmark: _Toc114209562][bookmark: _Toc138681429][bookmark: _Toc144228796][bookmark: _Hlk147778676]8.2.6	Feature negotiation
General feature negotiation procedures are defined in clause 7.8.
Table 8.2.6-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	ApiSupportedFeaturePublishing
	Indicates the support of publishing with supported feature for a service API.

	2
	PatchUpdate
	Indicates the support of the PATCH method for updating an APF published API resource.

	3
	ExtendedIntfDesc
	Indicates the support of extended interface descriptions.

	4
	MultipleCustomOperations
	Indicates the support of modelling multiple custom operations associated with a resource.

	5
	ProtocDataFormats_Ext1
	Indicates the support of additional protocols and data formats with standardized values.

(NOTE)

	6
	ApiStatusMonitoring
	Indicates the support of the API status monitoring in CAPIF layer as a part of enhancement of SEAL framework.

This feature enables the following functionality:
-	support API status information management.

	7
	EdgeApp_2
	This feature indicates the support of the enhancements to the Edge Applications. Within this feature, the following enhancements are covered:
-	support of Service KPI.

	8
	RNAA
	Indicates the support of the RNAA functionality.

This feature enables the following functionality:
-	provisioning the list of public IP ranges of UEs for service API publish and update enhancements.

	9
	VendorExt
	Indicates the support for CAPIF vendor specific extensions.
(NOTE)

	NOTE:	In this release of the specification, this feature is only applicable for AEFs defined outside 3GPP (e.g. by other SDOs). It does not apply to AEFs defined by 3GPP (e.g. SCEF, NEF).




* * * * End of Changes * * * *
