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1. Introduction
As specified in clause 9.7 of TS 23.435, the NSCE_PerfMonitoring Service API was defined in order to support the functionality of Network slice related performance and analytics monitoring.
The stage 3 definition of this API in this specification needs hence to be started.
2. Reason for Change
Start the definition of the service description clauses of the new NSCE_PerfMonitoring Service API in the new TS 23.435.
3. Conclusions
N/A
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.435 V 0.1.1.

* * * * Start of changes * * * *
[bookmark: _Toc144024130][bookmark: _Toc144459562][bookmark: _Toc151743065][bookmark: _Toc151743530][bookmark: _Toc148176816][bookmark: _Toc148358866][bookmark: _Toc148176818][bookmark: _Toc148358868][bookmark: _Toc96843344][bookmark: _Toc96844319][bookmark: _Toc100739892][bookmark: _Toc129252465][bookmark: _Toc144024134][bookmark: _Toc144459566]4	Overview
The Network Slice Capability Exposure (NSCE) Server forms part of the SEAL Enabler Layer defined in 3GPP TS 23.434 [23434] and aims to ensure the efficient use and deployment of network slice capability exposure capabilities to vertical applications. The NSCE server services provides additional functionality (e.g. network slice related performance and analytics monitoring) and exposes slice capabilities based on 5GS management system services (e.g MnS services) and 5GS network services (e.g. NEF APIs, NWDAF APIs, NSACF APIs).The NCSE Server supports for this purpose, among other functionalities defined in 3GPP TS 23.435 [14], the following functionalities:
-	NSCE application layer support functions to VAL Servers over the NSCE-S reference point, i.e.:
-	network slice related performance and analytics monitoring management;
-	NSCE application layer support functions to other NSCE Servers over the NSCE-E reference point, i.e.:
Editor's Note:	The exact list can be introduced for each API when introduced.
Figure 4-1 shows the reference model of the NSCE Enabler Layer, with a focus on the NSCE Server:


[bookmark: _Hlk497146139]Figure 4-1: NSCE Enabler Layer functional model
* * * * Next changes * * * *
5.7	NSCE_PerfMonitoring
[bookmark: _Toc151743066][bookmark: _Toc151743531]5.7.1	Service Description
The NSCE_PerfMonitoring service exposed by the NSCE Server enables a service consumer to:
-	create/update/delete a network slice related performance and analytics monitoring job;
[bookmark: _Toc151743067][bookmark: _Toc151743532]-	create/update/delete a network slice related performance and analytics monitoring subscription;
-	receive network slice related performance and analytics monitoring event(s) related notifications; and
-	request a multiple slices related performance and analytics consolidated reporting;
5.7.2.1	Introduction
The service operations defined for the NSCE_PerfMonitoring service are shown in table 5.7.2.1-1.
Table 5.7.2.1-1: NSCE_PerfMonitoring Service Operations
	Service Operation Name
	Description
	Initiated by

	NSCE_PerfMonitoring_Manage
	This service operation enables a service consumer to request the creation/update/deletion of a network slice related performance and analytics monitoring job at the NSCE Server.
	e.g., VAL Server

	NSCE_PerfMonitoring_Subscribe
	This service operation enables a service consumer to request the creation/update/deletion of a network slice related performance and analytics monitoring subscription at the NSCE Server.
	e.g., VAL Server

	NSCE_PerfMonitoring_Notify
	This service operation enables a service consumer to receive network slice related performance and analytics monitoring event(s) related notifications from the NSCE Server.
	NSCE Server

	NSCE_PerfMonitoring_Request
	This service operation enables a service consumer to request a multiple slices related performance and analytics consolidated reporting to the NSCE Server.
	e.g., VAL Server



[bookmark: _Toc151743068][bookmark: _Toc151743533]5.7.2.2	NSCE_PerfMonitoring_Manage
[bookmark: _Toc144024135][bookmark: _Toc144459567][bookmark: _Toc151743069][bookmark: _Toc151743534]5.7.2.2.1	General
This service operation is used by a service consumer to request the creation/update/deletion of a network slice related performance and analytics monitoring job at the NSCE Server.
The following procedures are supported by the "NSCE_PerfMonitoring_Manage" service operation:
-	Monitoring Job Creation.
[bookmark: _Toc96843346][bookmark: _Toc96844321][bookmark: _Toc100739894][bookmark: _Toc129252467][bookmark: _Toc144024136][bookmark: _Toc144459568][bookmark: _Toc151743070][bookmark: _Toc151743535]-	Monitoring Job Update.
-	Monitoring Job Deletion.
5.7.2.2.2	Monitoring Job Creation
[bookmark: _Toc89425593][bookmark: _Toc96843347][bookmark: _Toc96844322][bookmark: _Toc100739895][bookmark: _Toc129252468]Figure 5.7.2.2.2-1 depicts a scenario where a a service consumer sends a request to the NSCE Server to request the creation of a Monitoring Job (see also clause 9.7 of 3GPP°TS°23.435°[14]).

 Figure 5.7.2.2.2-1: Procedure for Monitoring Job Creation
1.	In order to create a new network slice related performance and analytics monitoring job, the service consumer shall send an HTTP POST request to the NSCE Server targeting the URI of the "Monitoring Jobs" collection resource, with the request body including the MonitoringJob data structure.
2a.	Upon success, the NSCE Server shall respond with an HTTP "201 Created" status code, with the response body containing a representation of the created "Individual Monitoring Job" resource within the MonitoringJob data structure, and an HTTP "Location" header field containing the URI of the created resource.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.6.7.
[bookmark: _Toc144024137][bookmark: _Toc144459569][bookmark: _Toc151743073][bookmark: _Toc151743538]5.7.2.2.3	Monitoring Job Update
[bookmark: _Toc96843348][bookmark: _Toc96844323][bookmark: _Toc100739896][bookmark: _Toc129252469]Figure 5.7.2.2.3-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the update of an existing Monitoring Job (see also clause 9.7 of 3GPP°TS°23.435°[14]).


Figure 5.7.2.2.3-1: Procedure for Monitoring Job Update
1.	In order to request the update of an existing network slice related performance and analytics monitoring job, the service consumer shall send an HTTP PUT/PATCH request to the NSCE Server, targeting the URI of the corresponding "Individual Monitoring Job" resource, with the request body including either:
-	the updated representation of the resource within the MonitoringJob data structure, in case the HTTP PUT method is used; or
-	the requested modifications to the resource within the MonitoringJobPatch data structure, in case the HTTP PATCH method is used.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall update the targeted "Individual Monitoring Job" resource accordingly and respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual Monitoring Job" resource within the MonitoringJob data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP PUT/PATCH response body, as specified in clause 6.6.7.
[bookmark: _Toc151743076][bookmark: _Toc151743541][bookmark: _Toc144024142][bookmark: _Toc144459574][bookmark: _Toc144024138][bookmark: _Toc144459570]5.7.2.2.4	Monitoring Job Deletion
[bookmark: _Toc96843351][bookmark: _Toc96844326][bookmark: _Toc100739899][bookmark: _Toc129252472]Figure 5.7.2.2.4-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the deletion of an existing Monitoring Job (see also clause 9.7 of 3GPP°TS°23.435°[14]).


Figure 5.7.2.2.4-1: Procedure for Monitoring Job Deletion
1.	In order to request the deletion of an existing network slice related performance and analytics monitoring job, the service consumer shall send an HTTP DELETE request to the NSCE Server targeting the corresponding "Individual Monitoring Job" resource.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation/update of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall respond with an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP DELETE response body, as specified in clause 6.6.7.
5.7.2.3	NSCE_PerfMonitoring_Subscribe
5.7.2.3.1	General
This service operation is used by a service consumer to request the creation/update/deletion of a network slice related performance and analytics monitoring subscription at the NSCE Server.
The following procedures are supported by the "NSCE_PerfMonitoring_Subscribe" service operation:
-	Monitoring Subscription Creation.
-	Monitoring Subscription Update.
-	Monitoring Subscription Deletion.
5.7.2.3.2	Monitoring Subscription Creation
Figure 5.7.2.3.2-1 depicts a scenario where a a service consumer sends a request to the NSCE Server to request the creation of a Monitoring Subscription (see also clause 9.7 of 3GPP°TS°23.435°[14]).

 Figure 5.7.2.3.2-1: Procedure for Monitoring Subscription Creation
1.	In order to create a new network slice related performance and analytics monitoring subscription, the service consumer shall send an HTTP POST request to the NSCE Server targeting the URI of the "Monitoring Subscriptions" collection resource, with the request body including the MonitoringSubsc data structure.
2a.	Upon success, the NSCE Server shall respond with an HTTP "201 Created" status code, with the response body containing a representation of the created "Individual Monitoring Subscription" resource within the MonitoringSubsc data structure, and an HTTP "Location" header field containing the URI of the created resource.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.6.7.
5.7.2.3.3	Monitoring Subscription Update
Figure 5.7.2.3.3-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the update of an existing Monitoring Subscription (see also clause 9.7 of 3GPP°TS°23.435°[14]).


Figure 5.7.2.3.3-1: Procedure for Monitoring Subscription Update
1.	In order to request the update of an existing network slice related performance and analytics monitoring subscription, the service consumer shall send an HTTP PUT/PATCH request to the NSCE Server, targeting the URI of the corresponding "Individual Monitoring Subscription" resource, with the request body including either:
-	the updated representation of the resource within the MonitoringSubsc data structure, in case the HTTP PUT method is used; or
-	the requested modifications to the resource within the MonitoringSubscPatch data structure, in case the HTTP PATCH method is used.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall update the targeted "Individual Monitoring Subscription" resource accordingly and respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual Monitoring Subscription" resource within the MonitoringSubsc data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP PUT/PATCH response body, as specified in clause 6.6.7.
5.7.2.3.4	Monitoring Subscription Deletion
Figure 5.7.2.3.4-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the deletion of an existing Monitoring Subscription (see also clause 9.7 of 3GPP°TS°23.435°[14]).


Figure 5.7.2.3.4-1: Procedure for Monitoring Subscription Deletion
1.	In order to request the deletion of an existing network slice related performance and analytics monitoring subscription, the service consumer shall send an HTTP DELETE request to the NSCE Server targeting the corresponding "Individual Monitoring Subscription" resource.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation/update of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall respond with an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP DELETE response body, as specified in clause 6.6.7.
[bookmark: _Toc144024139][bookmark: _Toc148176838][bookmark: _Toc148358888][bookmark: _Toc151743082][bookmark: _Toc151743547]5.7.2.4	NSCE_PerfMonitoring_Notify
[bookmark: _Toc96843336][bookmark: _Toc96844311][bookmark: _Toc100739884][bookmark: _Toc129252457][bookmark: _Toc144024140][bookmark: _Toc148176839][bookmark: _Toc148358889][bookmark: _Toc151743083][bookmark: _Toc151743548]5.7.2.4.1	General
This service operation is used by a NSCE Server to notify a previously subscribed service consumer on:
-	network slice related performance and analytics monitoring event(s).
The following procedures are supported by the "NSCE_PerfMonitoring_Notify" service operation:
-	Monitoring Notification.
[bookmark: _Toc96843337][bookmark: _Toc96844312][bookmark: _Toc100739885][bookmark: _Toc129252458][bookmark: _Toc144024141][bookmark: _Toc148176840][bookmark: _Toc148358890][bookmark: _Toc151743084][bookmark: _Toc151743549]5.7.2.4.2	Monitoring Notification
Figure 5.7.2.4.2-1 depicts a scenario where the NSCE Server sends a request to notify a previously subscribed service consumer on network slice related performance and analytics monitoring event(s) (see also clause 9.7 of 3GPP°TS°23.435°[14]).


Figure 5.7.2.4.2-1: Monitoring Notification
1.	In order to notify a previously subscribed service consumer on network slice related performance and analytics monitoring event(s), the NSCE Server shall send an HTTP POST request to the service consumer with the request URI set to "{notifUri}", where the "notifUri" variable is set to the value received from the service consumer during the creation/update of the corresponding Monitoring Subscription using the procedures defined in clause 5.7.2.3, and the request body including the MonitoringNotif data structure.
2a.	Upon success, the service consumer shall respond to the NSCE Server with an HTTP "204 No Content" status code to acknowledge the successful reception and processing of the notification.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.6.7.
[bookmark: _Toc151379187][bookmark: _Toc151445369][bookmark: _Toc151536527]5.7.2.5	NSCE_PerfMonitoring_Request
[bookmark: _Toc151379188][bookmark: _Toc151445370][bookmark: _Toc151536528]5.7.2.5.1	General
This service operation is used by a service consumer to request a multiple slices related performance and analytics consolidated reporting to the NSCE Server.
The following procedures are supported by the "NSCE_PerfMonitoring_Request" service operation:
-	Multiple Slices related Performance and Analytics Consolidated Reporting Request.
[bookmark: _Toc151379189][bookmark: _Toc151445371][bookmark: _Toc151536529]5.7.2.5.2	Multiple Slices related Performance and Analytics Consolidated Reporting Request
Figure 5.7.2.5.2-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request a multiple slices related performance and analytics consolidated reporting to the NSCE Server (see also clause 9.7 of 3GPP°TS°23.435°[14]).


Figure 5.7.2.5.2-1: Procedure for Multiple Slices related Performance and Analytics Consolidated Reporting Request
1.	In order to request a multiple slices related performance and analytics consolidated reporting, the service consumer shall send an HTTP POST request to the NSCE Server targeting the URI of the corresponding custom operation (i.e., "Request"), with the request body including the MonitoringReq data structure.
2a.	Upon success, the NSCE Server shall respond with an HTTP "200 OK" status code with the response body containing the requested multiple slices related performance and analytics consolidated report within the MonitoringResp data structure.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.6.7.
* * * * Next changes * * * *
6.6	NSCE_PerfMonitoring API
[bookmark: _Toc96843412][bookmark: _Toc96844387][bookmark: _Toc100739960][bookmark: _Toc129252533][bookmark: _Toc144024232][bookmark: _Toc144459664]6.6.1	Introduction
The NSCE_PerfMonitoring service shall use the NSCE_PerfMonitoring API.
The API URI of the NSCE_PerfMonitoring Service API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests shall have the Resource URI structure defined in clause 6.5 of 3GPP TS 29.549 [13], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificSuffixes>
[bookmark: _Toc96843413][bookmark: _Toc96844388][bookmark: _Toc100739961][bookmark: _Toc129252534][bookmark: _Toc144024233][bookmark: _Toc144459665]with the following components:
-	The {apiRoot} shall be set as described in clause 6.5 of 3GPP TS 29.549 [13].
-	The <apiName> shall be "nsce-pam".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificSuffixes> shall be set as described in clause 6.5 of 3GPP TS 29.549 [13].
NOTE:	When 3GPP TS 29.122 [2] is referenced for the common protocol and interface aspects for API definition in the clauses under clause 6.6, the NSCE Server takes the role of the SCEF and the service consumer takes the role of the SCS/AS.
6.6.2	Usage of HTTP
The provisions of clause 6.3 of 3GPP TS 29.549 [13] shall apply for the NSCE_PerfMonitoring API.
[bookmark: _Toc144024234][bookmark: _Toc144459666]6.6.3	Resources
[bookmark: _Toc67903523][bookmark: _Toc96843415][bookmark: _Toc96844390][bookmark: _Toc100739963][bookmark: _Toc129252536][bookmark: _Toc144024235][bookmark: _Toc144459667]6.6.3.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 6.6.3.1-1 depicts the resource URIs structure for the NSCE_PerfMonitoring API.


Figure 6.6.3.1-1: Resource URIs structure of the NSCE_PerfMonitoring API
Table 6.6.3.1-1 provides an overview of the resources and applicable HTTP methods for the NSCE_PerfMonitoring API.
Table 6.6.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Monitoring Jobs
	/jobs
	POST
	Request the creation of a Monitoring Job.

	Individual Monitoring Job
	/jobs/{jobId}
	GET
	Retrieve an existing "Individual Monitoring Job" resource.

	
	
	PUT
	Request the update of an existing "Individual Monitoring Job" resource.

	
	
	PATCH
	Request the modification of an existing "Individual Monitoring Job" resource.

	
	
	DELETE
	Request the deletion of an existing "Individual Monitoring Job" resource.

	Monitoring Subscriptions
	/subscriptions
	POST
	Request the creation of a Monitoring Subscription.

	Individual Monitoring Subscription
	/sbscriptions/{subscId}
	GET
	Retrieve an existing "Individual Monitoring Subscription" resource.

	
	
	PUT
	Request the update of an existing "Individual Monitoring Subscription" resource.

	
	
	PATCH
	Request the modification of an existing "Individual Monitoring Subscription" resource.

	
	
	DELETE
	Request the deletion of an existing "Individual Monitoring Subscription" resource.



[bookmark: _Toc67903524][bookmark: _Toc96843416][bookmark: _Toc96844391][bookmark: _Toc100739964][bookmark: _Toc129252537][bookmark: _Toc144024236][bookmark: _Toc144459668]6.6.3.2	Resource: Monitoring Jobs
[bookmark: _Toc67903525][bookmark: _Toc96843417][bookmark: _Toc96844392][bookmark: _Toc100739965][bookmark: _Toc129252538][bookmark: _Toc144024237][bookmark: _Toc144459669]6.6.3.2.1	Description
This resource represents the collection of Monitoring Jobs managed by the NSCE Server.
[bookmark: _Toc67903526][bookmark: _Toc96843418][bookmark: _Toc96844393][bookmark: _Toc100739966][bookmark: _Toc129252539][bookmark: _Toc144024238][bookmark: _Toc144459670]6.6.3.2.2	Resource Definition
Resource URI: {apiRoot}/nsce-pam/<apiVersion>/jobs
This resource shall support the resource URI variables defined in table 6.6.3.2.2-1.
Table 6.6.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.6.1.



[bookmark: _Toc67903527][bookmark: _Toc96843419][bookmark: _Toc96844394][bookmark: _Toc100739967][bookmark: _Toc129252540][bookmark: _Toc144024239][bookmark: _Toc144459671]6.6.3.2.3	Resource Standard Methods
[bookmark: _Toc96843421][bookmark: _Toc96844396][bookmark: _Toc100739969][bookmark: _Toc129252542][bookmark: _Toc144024240][bookmark: _Toc144459672]6.6.3.2.3.1	POST
[bookmark: _Toc67903528]The HTTP POST method allows a service consumer to request the creation of a Monitoring Job at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.2.3.1-1.
Table 6.6.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.2.3.1-2 and the response data structures and response codes specified in table 6.6.3.2.3.1-3.
Table 6.6.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk155725961]MonitoringJob
	M
	1
	Represents the parameters to request the creation of a Monitoring Job.



Table 6.6.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringJob
	M
	1
	201 Created
	Successful case. The Monitoring Job is successfully created and a representation of the created "Individual Monitoring Job" resource shall be returned.

An HTTP "Location" header that contains the URI of the created resource shall also be included.

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nsce-pam/<apiVersion>/jobs/{jobId}



[bookmark: _Toc96843422][bookmark: _Toc96844397][bookmark: _Toc100739970][bookmark: _Toc129252543][bookmark: _Toc144024241][bookmark: _Toc144459673]6.6.3.2.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc67903529][bookmark: _Toc96843423][bookmark: _Toc96844398][bookmark: _Toc100739971][bookmark: _Toc129252544][bookmark: _Toc144024242][bookmark: _Toc144459674]6.6.3.3	Resource: Individual Monitoring Job
[bookmark: _Toc96843424][bookmark: _Toc96844399][bookmark: _Toc100739972][bookmark: _Toc129252545][bookmark: _Toc144024243][bookmark: _Toc144459675]6.6.3.3.1	Description
This resource represents a Monitoring Job managed by the NSCE Server.
[bookmark: _Toc96843425][bookmark: _Toc96844400][bookmark: _Toc100739973][bookmark: _Toc129252546][bookmark: _Toc144024244][bookmark: _Toc144459676]6.6.3.3.2	Resource Definition
Resource URI: {apiRoot}/nsce-pam/<apiVersion>/jobs/{jobId}
This resource shall support the resource URI variables defined in table 6.6.3.3.2-1.
Table 6.6.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.6.1.

	jobId
	string
	Represents the identifier of the "Individual Monitoring Job" resource.



[bookmark: _Toc96843426][bookmark: _Toc96844401][bookmark: _Toc100739974][bookmark: _Toc129252547][bookmark: _Toc144024245][bookmark: _Toc144459677]6.6.3.3.3	Resource Standard Methods
[bookmark: _Toc96843427][bookmark: _Toc96844402][bookmark: _Toc100739975][bookmark: _Toc129252548][bookmark: _Toc144024246][bookmark: _Toc144459678]6.6.3.3.3.1	GET
The HTTP GET method allows a service consumer to retrieve an existing "Individual Monitoring Job" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.3.3.1-1.
Table 6.6.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.3.3.1-2 and the response data structures and response codes specified in table 6.6.3.3.3.1-3.
Table 6.6.3.3.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.6.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringJob
	M
	1
	200 OK
	Successful case. The requested "Individual Monitoring Job" resource shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc96843428][bookmark: _Toc96844403][bookmark: _Toc100739976][bookmark: _Toc129252549][bookmark: _Toc144024247][bookmark: _Toc144459679]6.6.3.3.3.2	PUT
The HTTP PUT method allows a service consumer to request the update of an existing "Individual Monitoring Job" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.3.3.2-1.
Table 6.6.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.3.3.2-2 and the response data structures and response codes specified in table 6.6.3.3.3.2-3.
Table 6.6.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MonitoringJob
	M
	1
	Represents the updated representation of the "Individual Monitoring Job" resource.



Table 6.6.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringJob
	M
	1
	200 OK
	Successful case. The "Individual Monitoring Job" resource is successfully updated and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Monitoring Job" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc144024248][bookmark: _Toc144459680][bookmark: _Toc96843429][bookmark: _Toc96844404][bookmark: _Toc100739977][bookmark: _Toc129252550]6.6.3.3.3.3	PATCH
The HTTP PATCH method allows a service consumer to request the modification of an existing "Individual Monitoring Job" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.3.3.3-1.
Table 6.6.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.3.3.3-2 and the response data structures and response codes specified in table 6.6.3.3.3.3-3.
Table 6.6.3.3.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MonitoringJobPatch
	M
	1
	Represents the parameters to request the modification of the "Individual Monitoring Job" resource.



Table 6.6.3.3.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringJob
	M
	1
	200 OK
	Successful case. The "Individual Monitoring Job" resource is successfully modified and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Monitoring Job" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc144024249][bookmark: _Toc144459681]6.6.3.3.3.4	DELETE
The HTTP DELETE method allows a service consumer to request the deletion of an existing "Individual Monitoring Job" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.3.3.4-1.
Table 6.6.3.3.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.3.3.4-2 and the response data structures and response codes specified in table 6.6.3.3.3.4-3.
Table 6.6.3.3.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.6.3.3.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The "Individual Monitoring Job" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.3.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.3.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc96843430][bookmark: _Toc96844405][bookmark: _Toc100739978][bookmark: _Toc129252551][bookmark: _Toc144024250][bookmark: _Toc144459682]6.6.3.3.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc151743199][bookmark: _Toc151743664]6.6.3.4	Resource: Monitoring Subscriptions
[bookmark: _Toc151743200][bookmark: _Toc151743665]6.6.3.4.1	Description
This resource represents the collection of Monitoring Subscriptions managed by the NSCE Server.
[bookmark: _Toc151743201][bookmark: _Toc151743666]6.6.3.4.2	Resource Definition
Resource URI: {apiRoot}/nsce-pam/<apiVersion>/subscriptions
This resource shall support the resource URI variables defined in table 6.6.3.4.2-1.
Table 6.6.3.4.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.6.1.



[bookmark: _Toc151743202][bookmark: _Toc151743667]6.6.3.4.3	Resource Standard Methods
[bookmark: _Toc151743203][bookmark: _Toc151743668]6.6.3.4.3.2	POST
The HTTP POST method allows a service consumer to request the creation of a Monitoring Subscription at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.4.3.2-1.
Table 6.6.3.4.3.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.4.3.2-2 and the response data structures and response codes specified in table 6.6.3.4.3.2-3.
Table 6.6.3.4.3.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MonitoringSubsc
	M
	1
	Represents the parameters to request the creation of a Monitoring Subscription.



Table 6.6.3.4.3.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringSubsc
	M
	1
	201 Created
	Successful case. The Monitoring Subscription is successfully created and a representation of the created "Individual Monitoring Subscription" resource shall be returned.

An HTTP "Location" header that contains the resource URI of the created resource shall also be included.

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.4.3.2-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nsce-pam/<apiVersion>/subscriptions/{subscId}



[bookmark: _Toc151743204][bookmark: _Toc151743669]6.6.3.4.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc151743205][bookmark: _Toc151743670]6.6.3.5	Resource: Individual Monitoring Subscription
[bookmark: _Toc151743206][bookmark: _Toc151743671]6.6.3.5.1	Description
This resource represents a Monitoring Subscription managed by the NSCE Server.
[bookmark: _Toc151743207][bookmark: _Toc151743672]6.6.3.5.2	Resource Definition
Resource URI: {apiRoot}/nsce-pam/<apiVersion>/subscriptions/{subscId}
This resource shall support the resource URI variables defined in table 6.6.3.5.2-1.
Table 6.6.3.5.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.6.1.

	subscId
	string
	Represents the identifier of the "Individual Monitoring Subscription" resource.



[bookmark: _Toc151743208][bookmark: _Toc151743673]6.6.3.5.3	Resource Standard Methods
[bookmark: _Toc151743209][bookmark: _Toc151743674]6.6.3.5.3.1	GET
The HTTP GET method allows a service consumer to retrieve an existing "Individual Monitoring Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.5.3.1-1.
Table 6.6.3.5.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.5.3.1-2 and the response data structures and response codes specified in table 6.6.3.5.3.1-3.
Table 6.6.3.5.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.6.3.5.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringSubsc
	M
	1
	200 OK
	Successful case. The requested "Individual Monitoring Subscription" resource shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc151743210][bookmark: _Toc151743675]6.6.3.5.3.2	PUT
The HTTP PUT method allows a service consumer to request the update of an existing "Individual Monitoring Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.5.3.2-1.
Table 6.6.3.5.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.5.3.2-2 and the response data structures and response codes specified in table 6.6.3.5.3.2-3.
Table 6.6.3.5.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MonitoringSubsc
	M
	1
	Represents the updated representation of the "Individual Monitoring Subscription" resource.



Table 6.6.3.5.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringSubsc
	M
	1
	200 OK
	Successful case. The "Individual Monitoring Subscription" resource is successfully updated and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Monitoring Subscription" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.5.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.5.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc151743211][bookmark: _Toc151743676]6.6.3.5.3.3	PATCH
The HTTP PATCH method allows a service consumer to request the modification of an existing "Individual Monitoring Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.5.3.3-1.
Table 6.6.3.5.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.5.3.3-2 and the response data structures and response codes specified in table 6.6.3.5.3.3-3.
Table 6.6.3.5.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MonitoringSubscPatch
	M
	1
	Represents the parameters to request the modification of the "Individual Monitoring Subscription" resource.



Table 6.6.3.5.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringSubsc
	M
	1
	200 OK
	Successful case. The "Individual Monitoring Subscription" resource is successfully modified and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Monitoring Subscription" resource is successfully modified and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.5.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.5.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc151743212][bookmark: _Toc151743677]6.6.3.5.3.4	DELETE
The HTTP DELETE method allows a service consumer to request the deletion of an existing "Individual Monitoring Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.6.3.5.3.4-1.
Table 6.6.3.5.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.6.3.5.3.4-2 and the response data structures and response codes specified in table 6.6.3.5.3.4-3.
Table 6.6.3.5.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.6.3.5.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The "Individual Monitoring Subscription" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.3.5.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.6.3.5.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



6.6.4	Custom Operations without associated resources
[bookmark: _Toc151379325][bookmark: _Toc151445506][bookmark: _Toc151536664][bookmark: _Toc96843432][bookmark: _Toc96844407][bookmark: _Toc100739980][bookmark: _Toc129252553][bookmark: _Toc144024258][bookmark: _Toc144459690]6.6.4.1	Overview
The structure of the custom operation URIs of the NSCE_PerfMonitoring API is shown in Figure 6.6.4.1-1.


Figure 6.6.4.1-1: Custom operation URI structure of the NSCE_PerfMonitoring API
Table 6.10.4.1-1 provides an overview of the custom operations and applicable HTTP methods defined for the NSCE_PerfMonitoring API.
Table 6.6.4.1-1: Custom operations without associated resources
	Custom operation name
	Custom operation URI
	Mapped HTTP method
	Description

	Request
	/request
	POST
	Enables a service consumer to request a multiple slices related performance and analytics consolidated reporting.



The custom operations shall support the URI variables defined in table 6.6.4.1-2.
Table 6.6.4.1-2: URI variables for this custom operation
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.6.1.



[bookmark: _Toc151379326][bookmark: _Toc151445507][bookmark: _Toc151536665]6.6.4.2	Operation: Request
[bookmark: _Toc151379327][bookmark: _Toc151445508][bookmark: _Toc151536666]6.6.4.2.1	Description
The custom operation enables a service consumer to request a multiple slices related performance and analytics consolidated reporting to the NSCE Server.
[bookmark: _Toc151379328][bookmark: _Toc151445509][bookmark: _Toc151536667]6.6.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.6.4.2.2-1 and the response data structures and response codes specified in table 6.6.4.2.2-2.
Table 6.6.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk155727786]MonitoringReq
	M
	1
	Contains the parameters to request a multiple slices related performance and analytics consolidated report.



Table 6.6.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MonitoringResp
	M
	1
	200 OK
	Successful case. The requested multiple slices related performance and analytics consolidated report shall be returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative target URI located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative target URI located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2]

	NOTE:	The manadatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative target URI located in an alternative NSCE Server.



Table 6.6.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative target URI located in an alternative NSCE Server.



6.6.5	Notifications
[bookmark: _Toc144024163][bookmark: _Toc148176876][bookmark: _Toc148358926][bookmark: _Toc151743216][bookmark: _Toc151743681]6.6.5.1	General
Notifications shall comply to clause 6.6 of 3GPP TS 29.549 [15].
Table 6.6.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Monitoring Notification
	{notifUri}
	POST
	This service operation enables a NSCE Server to notify a previously subscribed service consumer on Monitoring event(s).



[bookmark: _Toc151743217][bookmark: _Toc151743682]6.6.5.2	Monitoring Notification
[bookmark: _Toc151743218][bookmark: _Toc151743683]6.6.5.2.1	Description
The Monitoring Notification is used by the NSCE Server to notify a previously subscribed service consumer on Monitoring event(s).
[bookmark: _Toc151743219][bookmark: _Toc151743684]6.6.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.6.5.2.2-1.
Table 6.6.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	Represents the callback URI encoded as a string formatted as a URI.



[bookmark: _Toc151743220][bookmark: _Toc151743685]6.6.5.2.3	Standard Methods
6.6.5.2.3.1	POST
This method shall support the request data structures specified in table 6.6.5.2.3.1-1 and the response data structures and response codes specified in table 6.6.5.2.3.1-2.
Table 6.6.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	MonitoringNotif
	M
	1
	Represents the Monitoring Notification.



Table 6.6.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The Monitoring Notification is successfully received and processed.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.6.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.6.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



6.6.6	Data Model
[bookmark: _Toc96843440][bookmark: _Toc96844415][bookmark: _Toc100739988][bookmark: _Toc129252561][bookmark: _Toc144024266][bookmark: _Toc144459698]6.6.6.1	General
This clause specifies the application data model supported by the API.
Table 6.6.6.1-1 specifies the data types defined for the NSCE_PerfMonitoring API.
Table 6.6.6.1-1: NSCE_PerfMonitoring API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	MonitoringJob
	6.6.6.2.2
	Represents a Monitoring Job.
	

	MonitoringJobPatch
	6.6.6.2.3
	Represents the requested modifications to a Monitoring Job.
	

	MonitoringMetric
	6.6.6.2.4
	Represents the parameters of a network slice related performance and analytics monitoring metric.
	

	MonitoringNotif
	6.6.6.2.9
	Represents a Monitoring Notification.
	

	MonitoringReq
	6.6.6.2.12
	Represents a multiple slices related performance and analytics consolidated reporting request.
	

	MonitoringResp
	6.6.6.2.13
	Represents a multiple slices related performance and analytics consolidated reporting response.
	

	MonitoringSubsc
	6.6.6.2.6
	Represents a Monitoring Subscription.
	

	MonitoringSubscPatch
	6.6.6.2.7
	Represents the requested modifications to a Monitoring Subscription.
	

	MonPerfAnalyRes
	6.6.6.2.11
	Represents a monitored performance or analytics result.
	

	MonPerfAnalytics
	6.6.6.2.5
	Represents a monitored performance or analytics information.
	

	MonReqMetrics
	6.6.6.2.14
	Represents the parameters of a network slice related performance and analytics monitoring metric used within a multiple slices related performance and analytics consolidated reporting request.
	

	MonRespRepData
	6.6.6.2.15
	Represents a network slice related performance and analytics monitoring report instance provided as part of a multiple slices related performance and analytics consolidated reporting response.
	

	ReportingData
	6.6.6.2.10
	Represents a network slice related performance and analytics monitoring report.
	

	ReportingInfo
	6.6.6.2.8
	Represents the network slice related performance and analytics monitoring reporting information.
	



Table 6.6.6.1-2 specifies data types re-used by the NSCE_PerfMonitoring API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the NSCE_PerfMonitoring API.
Table 6.6.6.1-2: NSCE_PerfMonitoring API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Bytes
	3GPP TS 29.122 [2]
	Represents a sequence of bytes.
	

	DateTime
	3GPP TS 29.122 [2]
	Represents a date and a time.
	

	DurationSec
	3GPP TS 29.122 [2]
	Represents a time duration.
	

	NetSliceId
	Clause 6.3.6.2.15
	Represents the identification information of a network slice.
	

	SupportedFeatures
	3GPP TS 29.571 [18]
	Represents the list of supported feature(s) and used to negotiate the applicability of the optional features.
	



[bookmark: _Toc96843441][bookmark: _Toc96844416][bookmark: _Toc100739989][bookmark: _Toc129252562][bookmark: _Toc144024267][bookmark: _Toc144459699]6.6.6.2	Structured data types
[bookmark: _Toc96843442][bookmark: _Toc96844417][bookmark: _Toc100739990][bookmark: _Toc129252563][bookmark: _Toc144024268][bookmark: _Toc144459700]6.6.6.2.1	Introduction
This clause defines the data structures to be used in resource representations.
[bookmark: _Toc96843444][bookmark: _Toc96844419][bookmark: _Toc100739992][bookmark: _Toc129252565][bookmark: _Toc144024270][bookmark: _Toc144459702]6.6.6.2.2	Type: MonitoringJob
Table 6.6.6.2.2-1: Definition of type MonitoringJob
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	monMetrics
	map(MonitoringMetric)
	M
	1..N
	Contains the requested performance and analytics monitoring metric(s).

The key of the map shall be any unique string encoded value.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.6.8.

This attribute shall be present only when feature negotiation needs to take place.
	



6.6.6.2.3	Type: MonitoringJobPatch
Table 6.6.6.2.3-1: Definition of type MonitoringJobPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	monMetrics
	map(MonitoringMetric)
	O
	1..N
	Contains the requested performance and analytics monitoring metric(s).

The key of the map shall be any unique string encoded value and shall be set to the same value as the one provided during the creation of the corresponding Monitoring Job.
	



6.6.6.2.4	Type: MonitoringMetric
Table 6.6.6.2.4-1: Definition of type MonitoringMetric
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valServId
	string
	C
	0..1
	Contains the identifier of the VAL Service to which the performance and analytics monitoring is related.

(NOTE 1)
	

	netSliceIds
	array(NetSliceId)
	C
	1..N
	Contains the identifier(s) of the network slice(s) to which the performance and analytics monitoring is related.

(NOTE 1, NOTE 2)
	

	perfAnalyList
	array(MonPerfAnalytics)
	M
	1..N
	Contains the list of the performance and/or analytics information to be monitored.

(NOTE 2)
	

	startTime
	DateTime
	M
	1
	Contains the start time of the performance and analytics monitoring.
	

	endTime
	DateTime
	O
	0..1
	Contains the end time of the performance and analytics monitoring.

If this attribute is not present, the performance and analytics monitoring shall not stop until explicitly terminated.
	

	NOTE 1:	At least one of these attributes shall be present.
NOTE 2:	When the "netSliceIds" attribute is present and the "monNetSliceIds" attribute of the MonPerfAnalytics data structure is present within an array element of the "perfAnalyList" attribute, then the network slice(s) identifier by the "monNetSliceIds" attribute of the MonPerfAnalytics data structure shall be a subset of the network slice(s) identified by the "netSliceIds" attribute.



6.6.6.2.5	Type: MonPerfAnalytics
Table 6.6.6.2.5-1: Definition of type MonPerfAnalytics
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	monNetSliceIds
	array(NetSliceId)
	O
	1..N
	Contains the identifier of the network slice(s) for which the monitoring of the metric provided within the "metric" attribute should be performed.
	

	metricName
	MonPerfMetric
	M
	1
	Contains the name of the performance or analytics metric to be monitored.
	

	metricCustName
	string
	C
	0..1
	Contains the customized name of the performance or analytics metric to be monitored.

This attribute shall be present only when the "metricName" attribute is set to "OTHER".
	



6.6.6.2.6	Type: MonitoringSubsc
Table 6.6.6.2.6-1: Definition of type MonitoringSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	reqReportingList
	map(ReportingInfo)
	M
	1..N
	Contains the requested performance and analytics reporting information.

The key of the map shall be any unique string encoded value.
	

	notifUri
	Uri
	M
	1
	Contains the URI via which the network slice related performance and analytics monitoring event(s) notifications shall be delivered.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.6.8.

This attribute shall be present only when feature negotiation needs to take place.
	



6.6.6.2.7	Type: MonitoringSubscPatch
Table 6.6.6.2.7-1: Definition of type MonitoringSubscPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	monMetrics
	map(MonitoringMetric)
	O
	1..N
	Contains the updated requested performance and analytics reporting information.

The key of the map shall be any unique string encoded value and shall be set to the same value as the one provided during the creation of the corresponding Monitoring Subscription.
	

	notifUri
	Uri
	O
	0..1
	Contains the updated URI via which the network slice related performance and analytics monitoring event(s) notifications shall be delivered.
	



6.6.6.2.8	Type: ReportingInfo
Table 6.6.6.2.8-1: Definition of type ReportingInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valServId
	string
	C
	0..1
	Contains the identifier of the VAL Service to which the performance and analytics monitoring is related.

(NOTE 1, NOTE 2)
	

	netSliceIds
	array(NetSliceId)
	C
	1..N
	Contains the identifier(s) of the network slice(s) to which the performance and analytics monitoring is related.

(NOTE 1, NOTE 2)
	

	perfAnalyList
	array(MonPerfAnalytics)
	M
	1..N
	Contains the list of the performance and/or analytics information to be monitored.

(NOTE 2)
	

	startTime
	DateTime
	M
	1
	Contains the start time of the performance and analytics monitoring.
	

	endTime
	DateTime
	M
	1
	Contains the end time of the performance and analytics monitoring.
	

	repPeriodicity
	DurationSec
	O
	0..1
	Contains the reporting periodicity, i.e., the time interval between consecutive reportings.
	

	NOTE 1:	At least one of these attributes shall be present.
NOTE 2:	When the "netSliceIds" attribute is present and the "monNetSliceIds" attribute of the MonPerfAnalytics data structure is present within an array element of the "perfAnalyList" attribute, then the network slice(s) identifier by the "monNetSliceIds" attribute of the MonPerfAnalytics data structure shall be a subset of the network slice(s) identified by the "netSliceIds" attribute.



6.6.6.2.9	Type: MonitoringNotif
Table 6.6.6.2.9-1: Definition of type MonitoringNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscId
	string
	M
	1
	Contains the identifier of the Monitoring Subscription to which the notification is related.
	

	reports
	array(ReportingData)
	M
	1..N
	Contains the network slice related performance and analytics report(s).
	



6.6.6.2.10	Type: ReportingData
Table 6.6.6.2.10-1: Definition of type ReportingData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valServId
	string
	C
	0..1
	Contains the identifier of the VAL Service to which the performance and analytics monitoring report is related.

(NOTE 1, NOTE 2)
	

	netSliceIds
	array(NetSliceId)
	C
	1..N
	Contains the identifier(s) of the network slice(s) to which the performance and analytics monitoring report is related.

(NOTE 1, NOTE 2)
	

	perfResults
	array(MonPerfAnalyRes)
	M
	1..N
	Contains the list of the network slice related performance and analytics result(s).

(NOTE 2)
	

	NOTE 1:	At least one of these attributes shall be present.
NOTE 2:	When the "netSliceIds" attribute is present and the "monNetSliceIds" attribute of the MonPerfAnalyRes data structure is present within an array element of the "perfResults" attribute, then the network slice(s) identifier by the "monNetSliceIds" attribute of the MonPerfAnalyRes data structure shall be a subset of the network slice(s) identified by the "netSliceIds" attribute.



6.6.6.2.11	Type: MonPerfAnalyRes
Table 6.6.6.2.11-1: Definition of type MonPerfAnalyRes
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	monNetSliceIds
	array(NetSliceId)
	O
	1..N
	Contains the identifier of the network slice(s) for which the reported results are related.
	

	metricName
	MonPerfMetric
	M
	1
	Contains the name of the reported performance or analytics metric.
	

	metricCustName
	string
	C
	0..1
	Contains the customized name of the performance or analytics metric to be monitored.

This attribute shall be present only when the "metricName" attribute is set to "OTHER".
	

	metricValue
	Bytes
	M
	1
	Contains the value of the reported performance or analytics information.
	



6.6.6.2.12	Type: MonitoringReq
Table 6.6.6.2.12-1: Definition of type MonitoringReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	monMetrics
	array(MonReqMetrics)
	M
	1..N
	Contains the requested multiple slices related performance and analytics monitoring metric(s).
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.6.8.

This attribute shall be present only when feature negotiation needs to take place.
	



6.6.6.2.13	Type: MonitoringResp
Table 6.6.6.2.13-1: Definition of type MonitoringResp
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	perfResults
	array(MonRespRepData)
	M
	1..N
	Contains the list of the multiple slices related network slice related performance and analytics result(s).
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.6.8.

This attribute shall be present only when feature negotiation needs to take place.
	



6.6.6.2.14	Type: MonReqMetrics
Table 6.6.6.2.14-1: Definition of type MonReqMetrics
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valServId
	string
	C
	0..1
	Contains the identifier of the VAL Service to which the performance and analytics monitoring is related.

(NOTE 1, NOTE 2)
	

	netSliceIds
	array(NetSliceId)
	C
	1..N
	Contains the identifier(s) of the network slice(s) to which the performance and analytics monitoring is related.

(NOTE 1, NOTE 2)
	

	perfAnalyList
	array(MonPerfAnalytics)
	M
	1..N
	Contains the list of the performance and/or analytics information to be monitored.

(NOTE 2)
	

	startTime
	DateTime
	M
	1
	Contains the start time of the performance and analytics monitoring.
	

	endTime
	DateTime
	M
	1
	Contains the end time of the performance and analytics monitoring.
	

	NOTE 1:	At least one of these attributes shall be present.
NOTE 2:	When the "netSliceIds" attribute is present and the "monNetSliceIds" attribute of the MonPerfAnalytics data structure is present within an array element of the "perfAnalyList" attribute, then the network slice(s) identifier by the "monNetSliceIds" attribute of the MonPerfAnalytics data structure shall be a subset of the network slice(s) identified by the "netSliceIds" attribute.



6.6.6.2.15	Type: MonRespRepData
Table 6.6.6.2.15-1: Definition of type MonRespRepData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valServId
	string
	C
	0..1
	Contains the identifier of the VAL Service to which the performance and analytics monitoring report is related.

(NOTE 1, NOTE 2)
	

	netSliceIds
	array(NetSliceId)
	C
	1..N
	Contains the identifier(s) of the network slice(s) to which the performance and analytics monitoring report is related.

(NOTE 1, NOTE 2)
	

	perfResults
	array(MonPerfAnalyRes)
	M
	1..N
	Contains the list of the network slice related performance and analytics result(s).

(NOTE 2)
	

	startTime
	DateTime
	M
	1
	Contains the start time of the performance and analytics monitoring.
	

	endTime
	DateTime
	M
	1
	Contains the end time of the performance and analytics monitoring.
	

	NOTE 1:	At least one of these attributes shall be present.
NOTE 2:	When the "netSliceIds" attribute is present and the "monNetSliceIds" attribute of the MonPerfAnalyRes data structure is present within an array element of the "perfResults" attribute, then the network slice(s) identifier by the "monNetSliceIds" attribute of the MonPerfAnalyRes data structure shall be a subset of the network slice(s) identified by the "netSliceIds" attribute.



6.6.6.3	Simple data types and enumerations
[bookmark: _Toc96843448][bookmark: _Toc96844423][bookmark: _Toc100739996][bookmark: _Toc129252569][bookmark: _Toc144024279][bookmark: _Toc144459711]6.6.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc96843449][bookmark: _Toc96844424][bookmark: _Toc100739997][bookmark: _Toc129252570][bookmark: _Toc144024280][bookmark: _Toc144459712]6.6.6.3.2	Simple data types
The simple data types defined in table 6.6.6.3.2-1 shall be supported.
Table 6.6.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc144024185][bookmark: _Toc148176898][bookmark: _Toc151379277][bookmark: _Toc151445458][bookmark: _Toc151536616][bookmark: _Toc96843450][bookmark: _Toc96844425][bookmark: _Toc100739998][bookmark: _Toc129252571][bookmark: _Toc144024283][bookmark: _Toc144459715]6.6.6.3.3	Enumeration: MonPerfMetric
The enumeration MonPerfMetric represents a performance or analytics metric. It shall comply with the provisions defined in table 6.6.6.3.3-1.
Table 6.6.6.3.3-1: Enumeration MonPerfMetric
	Enumeration value
	Description
	Applicability

	OTHER
	Indicates that the performance or analytics metric to be monitored is a customized metric.
	



Editor's Note:	The full list of enumeration values are FFS.
6.6.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc510696644][bookmark: _Toc35971439][bookmark: _Toc96843451][bookmark: _Toc96844426][bookmark: _Toc100739999][bookmark: _Toc129252572][bookmark: _Toc144024284][bookmark: _Toc144459716]There are no data types describing alternative data types or combinations of data types defined for this API in this release of the specification.
6.6.6.5	Binary data
[bookmark: _Toc96843452][bookmark: _Toc96844427][bookmark: _Toc100740000][bookmark: _Toc129252573][bookmark: _Toc144024285][bookmark: _Toc144459717]6.6.6.5.1	Binary Data Types
Table 6.6.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	
	
	



[bookmark: _Toc144024286][bookmark: _Toc144459718]6.6.7	Error Handling
[bookmark: _Toc96843454][bookmark: _Toc96844429][bookmark: _Toc100740002][bookmark: _Toc129252575][bookmark: _Toc144024287][bookmark: _Toc144459719]6.6.7.1	General
For the NSCE_PerfMonitoring API, error handling shall be supported as specified in clause 6.7 of 3GPP TS 29.549 [13].
In addition, the requirements in the following clauses are applicable for the NSCE_PerfMonitoring API.
[bookmark: _Toc96843455][bookmark: _Toc96844430][bookmark: _Toc100740003][bookmark: _Toc129252576][bookmark: _Toc144024288][bookmark: _Toc144459720]6.6.7.2	Protocol Errors
No specific protocol errors for the NSCE_PerfMonitoring API are specified.
[bookmark: _Toc96843456][bookmark: _Toc96844431][bookmark: _Toc100740004][bookmark: _Toc129252577][bookmark: _Toc144024289][bookmark: _Toc144459721]6.6.7.3	Application Errors
The application errors defined for the NSCE_PerfMonitoring API are listed in Table 6.6.7.3-1.
Table 6.6.7.3-1: Application errors
	[bookmark: _Toc96843457][bookmark: _Toc96844432][bookmark: _Toc100740005][bookmark: _Toc129252578][bookmark: _Toc144024290][bookmark: _Toc144459722]Application Error
	HTTP status code
	Description
	Applicability

	
	
	
	



6.6.8	Feature negotiation
The optional features listed in table 6.6.8-1 are defined for the NSCE_PerfMonitoring API. They shall be negotiated using the extensibility mechanism defined in clause 6.8 of 3GPP TS 29.549 [13].
Table 6.6.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc96843458][bookmark: _Toc96844433][bookmark: _Toc100740006][bookmark: _Toc129252579][bookmark: _Toc144024291][bookmark: _Toc144459723]6.6.9	Security
The provisions of clause 9 of 3GPP TS 29.549 [13] shall apply for the NSCE_PerfMonitoring API.
* * * * Next changes * * * *
[bookmark: _Toc151743492][bookmark: _Hlk144024711]A.7	NSCE_PerfMonitoring API
openapi: 3.0.0

info:
  title: NSCE Server Network Slice Performance and Analytics Monitoring Service
  version: 1.0.0-alpha.1
  description: |
    NSCE Server Network Slice Performance and Analytics Monitoring Service.  
    © 2024, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: >
    3GPP TS 29.435 V0.2.0; Service Enabler Architecture Layer for Verticals (SEAL);
    Network Slice Capability Exposure (NSCE) Server Service(s); Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.435/

servers:
  - url: '{apiRoot}/nsce-pam/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 6.5 of 3GPP TS 29.549

security:
  - {}
  - oAuth2ClientCredentials: []

paths:
  /jobs:
    post:
      summary: Request the creation of a Monitoring Job.
      operationId: CreateMonJob
      tags:
        - Monitoring Jobs (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MonitoringJob'
      responses:
        '201':
          description: >
            Created. The Monitoring Job is successfully created and a representation of the
            created Individual Monitoring Job resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringJob'
          headers:
            Location:
              description: >
                Contains the URI of the created Individual Monitoring Job resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /jobs/{jobId}:
    parameters:
      - name: jobId
        in: path
        description: >
          Represents the identifier of the Individual Monitoring Job resource.
        required: true
        schema:
          type: string

    get:
      summary: Retrieve an existing Individual Monitoring Job resource.
      operationId: GetIndMonJob
      tags:
        - Individual Monitoring Job (Document)
      responses:
        '200':
          description: >
            OK. The requested Individual Monitoring Job resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringJob'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Request the update of an existing Individual Monitoring Job resource.
      operationId: UpdateIndMonJob
      tags:
        - Individual Monitoring Job (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MonitoringJob'
      responses:
        '200':
          description: >
            OK. The Individual Monitoring Job resource is successfully updated and a representation
            of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringJob'
        '204':
          description: >
            No Content. The Individual Monitoring Job resource is successfully updated and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the modification of an existing Individual Monitoring Job resource.
      operationId: ModifyIndMonJob
      tags:
        - Individual Monitoring Job (Document)
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/MonitoringJobPatch'
      responses:
        '200':
          description: >
            OK. The Individual Monitoring Job resource is successfully modified and a representation
            of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringJob'
        '204':
          description: >
            No Content. The Individual Monitoring Job resource is successfully modified and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Request the deletion of an existing Individual Monitoring Job resource.
      operationId: DeleteIndMonJob
      tags:
        - Individual Monitoring Job (Document)
      responses:
        '204':
          description: >
            No Content. The Individual Monitoring Job resource is successfully deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /subscriptions:
    post:
      summary: Request the creation of a Monitoring Subscription.
      operationId: CreateMonSubsc
      tags:
        - Monitoring Subscriptions (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MonitoringSubsc'
      responses:
        '201':
          description: >
            Created. The Monitoring Subscription is successfully created and a representation of the
            created Individual Monitoring Subscription resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringSubsc'
          headers:
            Location:
              description: >
                Contains the URI of the created Individual Monitoring Subscription resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        MonitoringNotif:
          '{$request.body#/notifUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/MonitoringNotif'
              responses:
                '204':
                  description: >
                    No Content. The Monitoring Notification is successfully received and
                    Acknowledged.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /subscriptions/{subscId}:
    parameters:
      - name: subscId
        in: path
        description: >
          Represents the identifier of the Individual Monitoring Subscription resource.
        required: true
        schema:
          type: string

    get:
      summary: Retrieve an existing Individual Monitoring Subscription resource.
      operationId: GetIndMonSubsc
      tags:
        - Individual Monitoring Subscription (Document)
      responses:
        '200':
          description: >
            OK. The requested Individual Monitoring Subscription resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringSubsc'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Request the update of an existing Individual Monitoring Subscription resource.
      operationId: UpdateIndMonSubsc
      tags:
        - Individual Monitoring Subscription (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MonitoringSubsc'
      responses:
        '200':
          description: >
            OK. The Individual Monitoring Subscription resource is successfully updated and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringSubsc'
        '204':
          description: >
            No Content. The Individual Monitoring Subscription resource is successfully updated
            and no content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the modification of an existing Individual Monitoring Subscription resource.
      operationId: ModifyIndMonSubsc
      tags:
        - Individual Monitoring Subscription (Document)
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/MonitoringSubscPatch'
      responses:
        '200':
          description: >
            OK. The Individual Monitoring Subscription resource is successfully modified and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringSubsc'
        '204':
          description: >
            No Content. The Individual Monitoring Subscription resource is successfully modified
            and no content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Request the deletion of an existing Individual Monitoring Subscription resource.
      operationId: DeleteIndMonSubsc
      tags:
        - Individual Monitoring Subscription (Document)
      responses:
        '204':
          description: >
            No Content. The Individual Monitoring Subscription resource is successfully deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /request:
    post:
      summary: Enables to request a multiple slices related performance and analytics consolidated reporting.
      operationId: MultiSlicesMonRepReq
      tags:
        - Multiple Slices related Performance and Analytics Consolidated Reporting Request
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MonitoringReq'
      responses:
        '200':
          description: >
            OK. The requested multiple slices related performance and analytics consolidated report
            shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringResp'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'


components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}

  schemas:

#
# STRUCTURED DATA TYPES
#

    MonitoringJob:
      description: >
        Represents a Monitoring Job.
      type: object
      properties:
        monMetrics:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/MonitoringMetric'
          minProperties: 1
          description: >
            Contains the requested performance and analytics monitoring metric(s).
            The key of the map shall be any unique string encoded value.
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - monMetrics

    MonitoringJobPatch:
      description: >
        Represents the requested modifications to a Monitoring Job.
      type: object
      properties:
        monMetrics:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/MonitoringMetric'
          minProperties: 1
          description: >
            Contains the requested performance and analytics monitoring metric(s).
            The key of the map shall be any unique string encoded value and shall be set to the same
            value as the one provided during the creation of the corresponding Monitoring Job.

    MonitoringMetric:
      description: >
        Represents the parameters of a network slice related performance and analytics monitoring
        metric.
      type: object
      properties:
        valServId:
          type: string
        netSliceIds:
          type: array
          items:
            $ref: 'TS29435_NSCE_PolicyManagement.yaml#/components/schemas/NetSliceId'
          minItems: 1
        perfAnalyList:
          type: array
          items:
            $ref: '#/components/schemas/MonPerfAnalytics'
          minItems: 1
        startTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
      required:
        - perfAnalyList
        - startTime
      anyOf:
        - required: [valServId]
        - required: [netSliceIds]

    MonPerfAnalytics:
      description: >
        Represents a monitored performance or analytics information.
        metric.
      type: object
      properties:
        monNetSliceIds:
          type: array
          items:
            $ref: 'TS29435_NSCE_PolicyManagement.yaml#/components/schemas/NetSliceId'
          minItems: 1
        metricName:
          $ref: '#/components/schemas/MonPerfMetric'
        metricCustName:
          type: string
      required:
        - metricName

    MonitoringSubsc:
      description: >
        Represents a Monitoring Subscription.
      type: object
      properties:
        reqReportingList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/ReportingInfo'
          minProperties: 1
          description: >
            Contains the requested performance and analytics monitoring metric(s).
            The key of the map shall be any unique string encoded value.
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - reqReportingList
        - notifUri

    MonitoringSubscPatch:
      description: >
        Represents the requested modifications to a Monitoring Subscription.
      type: object
      properties:
        monMetrics:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/ReportingInfo'
          minProperties: 1
          description: >
            Contains the requested performance and analytics monitoring metric(s).
            The key of the map shall be any unique string encoded value and shall be set to the same
            value as the one provided during the creation of the corresponding Monitoring
            Subscription.
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'

    ReportingInfo:
      description: >
        Represents the network slice related performance and analytics monitoring reporting
        information.
      type: object
      properties:
        valServId:
          type: string
        netSliceIds:
          type: array
          items:
            $ref: 'TS29435_NSCE_PolicyManagement.yaml#/components/schemas/NetSliceId'
          minItems: 1
        perfAnalyList:
          type: array
          items:
            $ref: '#/components/schemas/MonPerfAnalytics'
          minItems: 1
        startTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        repPeriodicity:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
      required:
        - perfAnalyList
        - startTime
        - endTime
      anyOf:
        - required: [valServId]
        - required: [netSliceIds]

    MonitoringNotif:
      description: >
        Represents a Monitoring Notification.
      type: object
      properties:
        subscId:
          type: string
        reports:
          type: array
          items:
            $ref: '#/components/schemas/ReportingData'
          minItems: 1
      required:
        - subscId
        - reports

    ReportingData:
      description: >
        Represents a network slice related performance and analytics monitoring report.
      type: object
      properties:
        valServId:
          type: string
        netSliceIds:
          type: array
          items:
            $ref: 'TS29435_NSCE_PolicyManagement.yaml#/components/schemas/NetSliceId'
          minItems: 1
        perfResults:
          type: array
          items:
            $ref: '#/components/schemas/MonPerfAnalyRes'
          minItems: 1
      required:
        - perfResults
      anyOf:
        - required: [valServId]
        - required: [netSliceIds]

    MonPerfAnalyRes:
      description: >
        Represents a monitored performance or analytics result.
        metric.
      type: object
      properties:
        netSliceIds:
          type: array
          items:
            $ref: 'TS29435_NSCE_PolicyManagement.yaml#/components/schemas/NetSliceId'
          minItems: 1
        metricName:
          $ref: '#/components/schemas/MonPerfMetric'
        metricCustName:
          type: string
        metricValue:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Bytes'
      required:
        - metricName
        - metricValue

    MonitoringReq:
      description: >
        Represents a multiple slices related performance and analytics consolidated reporting
        request.
      type: object
      properties:
        monMetrics:
          type: array
          items:
            $ref: '#/components/schemas/MonReqMetrics'
          minItems: 1
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - monMetrics

    MonitoringResp:
      description: >
        Represents a multiple slices related performance and analytics consolidated reporting
        response.
      type: object
      properties:
        perfResults:
          type: array
          items:
            $ref: '#/components/schemas/MonRespRepData'
          minItems: 1
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - perfResults

    MonReqMetrics:
      description: >
        Represents the parameters of a network slice related performance and analytics monitoring
        metric used within a multiple slices related performance and analytics consolidated
        reporting request.
      type: object
      properties:
        valServId:
          type: string
        netSliceIds:
          type: array
          items:
            $ref: 'TS29435_NSCE_PolicyManagement.yaml#/components/schemas/NetSliceId'
          minItems: 1
        perfAnalyList:
          type: array
          items:
            $ref: '#/components/schemas/MonPerfAnalytics'
          minItems: 1
        startTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
      required:
        - perfAnalyList
        - startTime
        - endTime
      anyOf:
        - required: [valServId]
        - required: [netSliceIds]

    MonRespRepData:
      description: >
        Represents a network slice related performance and analytics monitoring report instance
        provided as part of a multiple slices related performance and analytics consolidated
        reporting response.
      type: object
      properties:
        valServId:
          type: string
        netSliceIds:
          type: array
          items:
            $ref: 'TS29435_NSCE_PolicyManagement.yaml#/components/schemas/NetSliceId'
          minItems: 1
        perfResults:
          type: array
          items:
            $ref: '#/components/schemas/MonPerfAnalyRes'
          minItems: 1
        startTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
      required:
        - perfResults
        - startTime
        - endTime
      anyOf:
        - required: [valServId]
        - required: [netSliceIds]


# SIMPLE DATA TYPES
#

#
# ENUMERATIONS
#

    MonPerfMetric:
      anyOf:
      - type: string
        enum:
           - OTHER
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration
          and is not used to encode content defined in the present version of this API.
      description: |
        Represents a performance or analytics metric.  
        Possible values are:
        - OTHER: Indicates that the performance or analytics metric to be monitored is a
          customized metric.
* * * * End of changes * * * *
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