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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc85734253][bookmark: _Toc89431552][bookmark: _Toc97042360][bookmark: _Toc97045504][bookmark: _Toc97155249][bookmark: _Toc101521386][bookmark: _Toc138761654][bookmark: _Toc145707864][bookmark: _Toc151878471]8.1.5.2.3	Type: EASProfile
Table 8.1.5.2.3-1: Definition of type EASProfile
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easId
	string
	M
	1
	The application identifier of the EAS (e.g. URI, FQDN).
	

	endPt
	EndPoint
	M
	1
	Endpoint information (URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.
	

	easBdlInfos
	array(EASBundleInfo)
	O
	1..N
	Represents the list of EAS bundle(s) to which the EAS (identified by the "easId" attribute) belongs, and for each one of them, the corresponding EAS bundle information. The "easIdsList" attribute in EASBundleInfo may be included only when "bdlId" attribute is included and the "bdlType" attribute indicates proxy bundle.
	EdgeApp_2

	acIds
	array(string)
	O
	1..N
	Identities of the Application Clients that can be served by the EAS
	

	provId
	string
	O
	0..1
	Identifier of the ASP that provides the EAS.
	

	type
	EASCategory
	O
	0..1
	The EAS type with the 3GPP standardized value set.

(NOTE).
	

	flexEasType
	string
	O
	0..1
	The EAS type with the flexible value set.

(NOTE)
	

	scheds
	array(ScheduledCommunicationTime)
	O
	1..N
	The availability schedule of the EAS.
	

	svcArea
	ServiceArea
	O
	0..1
	The list of geographical and topological areas that the EAS serves. ACs in the UE that are outside the area shall not be served.
	

	svcKpi
	EASServiceKPI
	O
	0..1
	Service characteristics provided by the EAS. 
	

	permLvl
	array(PermissionLevel)
	O
	1..N
	Level of service permissions supported by the EAS. 
	

	easFeats
	array(string)
	O
	1..N
	Service specific features supported by the EAS (e.g. single vs multi-player gaming service).
	

	svcContSupp
	array(ACRScenario)
	O
	1..N
	The ACR scenarios supported by the EAS for service continuity. If this attribute is not present, then the EAS does not support service continuity.
	

	svcContSuppExt1
	array(EASBundleInfo)
	O
	1..N
	Represents the information related to the EAS ability to handle bundled EAS ACRs.

This attribute may be present only when the "svcContSupp" attribute is also present.

When this attribute is present, it indicates that the EAS (identified by the "easId" attribute) is able to handle bundled EAS ACRs and contains the information of the EAS bundle(s) for which the EAS is able to handle bundled EAS ACRs.
	EdgeApp_2

	transContSupp
	TransContSuppDetails
	O
	0..1
	Represents the detailed information about the EAS (e.g. SEALDD Server) capability for seamless transport layer service continuity.

If this attribute is not present, then the EAS does not support the seamless transport layer service continuity capability.
	SEALDDSupport

	appLocs
	array(RouteToLocation)
	O
	1..N
	List of DNAI(s) and the corresponding N6 traffic routing information/routing profile ID, associated with the EAS.

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.
	

	avlRep
	DurationSec
	O
	0..1
	The period indicating to the EES, how often the EES needs to check the EAS's availability after a successful registration.
	

	status
	string
	O
	0..1
	EAS status (e.g. Enabled, Disabled etc.)
	

	genCtxDur
	DurationSec
	O
	0..1
	Contains the general context holding time duration, which indicates the time duration during which the EAS holds the application context in case of an ACR for service continuity planning.
	EdgeApp_2

	easSyncSupp
	boolean
	O
	0..1
	Indicates whether the EAS supports content synchronization between EASs.

-	When set to "true", it indicates that content synchronization between EASs is supported by the EAS.
-	When set to "false", it indicates that content synchronization between EASs is not supported by the EAS.
-	The default value when this attribute is omitted is "false".
	EdgeApp_2

	NOTE:	The "flexEasType" attribute and the "type" attribute are mutually exclusive. Either one of them may be provided. The same attribute should be used when this data type is conveyed over the EDGE-1 and EDGE-3 interfaces (i.e. for the Eees_EASRegistration and the Eees_EASDiscovery APIs).NOTE 2:	Void.




*** 2nd Change ***
[bookmark: _Toc85734559][bookmark: _Toc89431858][bookmark: _Toc97042772][bookmark: _Toc97045916][bookmark: _Toc97155661][bookmark: _Toc101521753][bookmark: _Toc138762063][bookmark: _Toc145708326][bookmark: _Toc151878945][bookmark: _Toc151878699]9.2.2.2.3.1	GET
This method allows the service consumer to fetch the T-EES information as specified in 3GPP TS 23.558 [2], from the ECS with a given discovery filters. This method shall support the URI query parameters specified in table 9.2.2.2.3.1-1.
Table 9.2.2.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	ees-id
	string
	M
	1
	Unique identifier of the T-EES.
	

	eas-id
	string
	M
	1
	Represents the application identifier of the S-EAS, e.g. URI, FQDN.
	

	target-dnai
	Dnai
	O
	0..1
	The DNAI information associated with the potential T-EES(s) and/or T-EAS(s).
	

	ue-id
	Gpsi
	O
	0..1
	Identifier of the UE.
	

	ue-location
	LocationArea5G
	O
	0..1
	The location information of the UE.
	

	eec-srv-cont-supp
	EECSrvContinuitySupport
	O
	0..1
	Indicates whether the EEC supports service continuity or not and the related service continuity support information.
	EdgeApp_2

	ac-svc-cont-supp
	array(ACRScenario)
	O
	1..N 
	Indicates that the AC supports service continuity and contains the related service continuity support information (i.e., supported ACR scenarios).
	EdgeApp_2

	bdl-id
	string
	O
	0..1
	Contains the identifier of the EAS bundle. This parameter is included only when "bdl-type" query parameter indicates proxy bundle.
	EdgeApp_2

	bdl-type
	BdlType
	O
	0..1
	Contains the EAS bundle type.
	EdgeApp_2

	ens-ind
	boolean
	O
	0..1
	Indicates whether edge node sharing is requested.

When set to "true", it indicates that edge node sharing is requested.
When set to "false" (default if omitted), it indicates that node sharing is not requested.
	EdgeApp_2

	app-grp-id
	string
	O
	0..1
	Contains the application group identifier.

When this query parameter is provided, then it indicates that the request is for the retrieval of an EES list for the announcement of common EAS.
	EdgeApp_2

	serv-mno-name
	string
	O
	0..1
	Serving MNO name of the UE.
	EdgeApp_2

	serv-plmn-id
	PlmnIdNid
	O
	0..1
	Serving PLMN identifier of the UE.
	EdgeApp_2



This method shall support the request data structures specified in table 9.2.2.2.3.1-2 and the response data structures and response codes specified in table 9.2.2.2.3.1-3.
Table 9.2.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 9.2.2.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ECSServProvResp
	M
	1
	200 OK
	The EDN configuration and the T-EES information determined by the ECS based on the query parameters.

	NOTE:	The mandatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



*** 3rd Change ***
[bookmark: _Toc85734564][bookmark: _Toc89431863][bookmark: _Toc97042777][bookmark: _Toc97045921][bookmark: _Toc97155666][bookmark: _Toc101521758][bookmark: _Toc138762068][bookmark: _Toc145708331][bookmark: _Toc151878950]9.2.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API.
Table 9.2.5.1-1 specifies the data types defined specifically for the Eecs_TargetEESDiscovery API.
Table 9.2.5.1-1: Eecs_TargetEESDiscovery API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	
	
	
	



Table 9.2.5.1-2 specifies data types re-used by the Eecs_TargetEESDiscovery API service. 
Table 9.2.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ACRScenario
	Clause 9.1.5.3.3
	Represents ACR scenarios.
	EdgeApp_2

	Dnai
	3GPP TS 29.571 [8]
	Used to indicate the target DNAI information.
	

	BdlType
	Clause 8.1.5.3.6
	Represent EAS Bundle type.
	EdgeApp_2

	EECSrvContinuitySupport
	Clause 8.7.5.2.8
	Represent service continuity support related information for an EEC.
	EdgeApp_2

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify the UE in the query parameter.
	

	LocationArea5G
	3GPP TS 29.122 [6]
	Used to indicate the location information of the UE in the query parameter.
	

	ECSServProvResp
	3GPP TS 24.558 [14]
	The response to the target EES discovery request, which includes the EDN configuration along with list of EES(s) information.
	

	PlmnIdNid
	3GPP TS 29.571 [8]
	Identifies the network: PLMN Identifier or the SNPN Identifier (the PLMN Identifier and the NID). Used to indicate the serving network PLMN information of the UE.
	EdgeApp_2



*** 4th Change ***
[bookmark: _Toc97042831][bookmark: _Toc97045977][bookmark: _Toc97155722][bookmark: _Toc101521778][bookmark: _Toc138762089][bookmark: _Toc145708352][bookmark: _Toc151878971]A.12	Eecs_TargetEESDiscovery API
openapi: 3.0.0
info:
  title: ECS Target EES Discovery API
  description: |
    API for Target EES Discovery.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
  version: 1.1.0-alpha.3
externalDocs:
  description: >
    3GPP TS 29.558 V18.4.0 Enabling Edge Applications;
    Application Programming Interface (API) specification; Stage 3
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.558/
security:
  - {}
  - oAuth2ClientCredentials: []
servers:
  - url: '{apiRoot}/eecs-targeteesdiscovery/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 7.5 of 3GPP TS 29.558.

paths:
  /ees-profiles:
    get:
      summary: Read all EES Profiles
      operationId: GetEESProfiles
      tags:
        - EES Profiles (Collection)
      description: Retrieve the T-EES information.
      parameters:
        - name: ees-id
          in: query
          description: Unique identifier of the S-EES.
          required: true
          schema:
            type: string
        - name: eas-id
          in: query
          description: Unique identifier of the S-EAS.
          required: true
          schema:
            type: string
        - name: target-dnai
          in: query
          description: The DNAI information associated with the potential T-EES(s) and/or T-EAS(s).
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
        - name: ue-id
          in: query
          description: Identifier of the UE.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        - name: ue-location
          in: query
          description: The location information of the UE.
          required: false
          schema:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea5G'
        - name: eec-srv-cont-supp
          in: query
          description: >
            Indicates whether the EEC supports service continuity or not and the related service
            continuity support information.
          required: false
          schema:
            $ref: 'TS29558_Eees_EECContextRelocation.yaml#/components/schemas/EECSrvContinuitySupport'
        - name: ac-svc-cont-supp
          in: query
          description: >
            Indicates that the AC supports service continuity and contains the related service
            continuity support information (i.e., supported ACR scenarios).
          required: false
          schema:
            type: array
            items:
              $ref: 'TS29558_Eecs_EESRegistration.yaml#/components/schemas/ACRScenario'
            minItems: 1
        - name: bdl-id
          in: query
          description: >
            Contains EAS bundle identifier.
          required: false
          schema:
            type: string
        - name: bdl-type
          in: query
          description: >
            Contains EAS bundle type.
          required: false
          schema:
            $ref: 'TS29558_Eees_EASRegistration.yaml#/components/schemas/BdlType'
        - name: ens-ind
          in: query
          description: indicates whether edge node sharing is requested.
          required: false
          schema:
            type: boolean
            description: >
              Set to true if edge node sharing is requested.
              Set to false if edge node sharing is not requested.
              The default value when omitted is false. 
        - name: app-grp-id
          in: query
          description: >
            Contains the application group identifier.
          required: false
          schema:
            type: string
        - name: serv-mno-name
          in: query
          description: >
            Serving MNO name of the UE.
          required: false
          schema:
            type: string
        - name: serv-plmn-id
          in: query
          description: >
            Serving PLMN identifier of the UE.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
      responses:
        '200':
          description: The EDN configuration and the T-EES information determined by ECS.
          content:
            application/json:
              schema:
                $ref: 'TS24558_Eecs_ServiceProvisioning.yaml#/components/schemas/ECSServProvResp'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}
*** End of Changes ***

