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1. Introduction
There are several Editor's Notes in the definition of the NSCE_PolicyManagement API that need to be addressed.
2. Reason for Change
Address these Editor's Notes and missing provisions in the definition of the NSCE_PolicyManagement API, including mainly:
-	The policy harmonization notification support and the related error handling.
-	The support of deleting more than one policy via the same request as per the related stage 2 requirements in clause 9.5.2.1.3 of TS 23.435, and the related updates to the default policy.
-	Start defining the content of a Policy.
3. Conclusions
N/A
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.435 V 0.1.1.

* * * * Start of changes * * * *
[bookmark: _Toc130662170][bookmark: _Toc130662175][bookmark: _Hlk155783018]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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* * * * Next changes * * * *
4	Overview
The Network Slice Capability Exposure (NSCE) Server forms part of the SEAL Enabler Layer defined in 3GPP TS 23.434 [23434] and aims to ensure the efficient use and deployment of network slice capability exposure capabilities to vertical applications. The NSCE sServer services provides additional functionality (e.g. network slice related performance and analytics monitoring) and exposes network slicinge capabilities based on the 5GS management system services (e.g., MnS services) and the 5GS network services (e.g., NEF APIs, NWDAF APIs, NSACF APIs).The NCSE Server supports for this purpose, among other functionalities defined in 3GPP TS 23.435 [14], the following functionalities:
-	NSCE application layer support functions to VAL Servers over the NSCE-S reference point, i.e.:
-	network slice policy management, i.e.:
-	NSCE application layer support functions to other NSCE Servers over the NSCE-E reference point, i.e.:
Editor's Note:	The exact list can be introduced for each API when introduced.
Figure 4-1 shows the reference model of the NSCE Enabler Layer, with a focus on the NSCE Server:


[bookmark: _Hlk497146139]Figure 4-1: NSCE Enabler Layer functional model
* * * * Next changes * * * *
[bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc130662177]5.1	Introduction
The NSCE Server provides the following services:
-	NSCE_SliceApiManagement
-	NSCE_NetSliceLifeCycleMngt
-	NSCE_PolicyManagement
-	NSCE_NSOptimization
-	NSCE_ManagementServiceDiscovery
-	NSCE_PerfMonitoring
-	NSCE_InfoCollection
-	NSCE_ServiceContinuity
-	NSCE_MultiSlicesOptimization
-	NSCE_NetworkSliceAdaptation
-	NSCE_SliceCommService
-	NSCE_InterPLMNContinuity
-	NSCE_NetworkSliceDiagnostics
-	NSCE_FaultDiagnosis
-	NSCE_SliceReqVerifyAndAlign
-	NSCE_NSInfoDelivery
-	NSCE_NSAllocation
This clause will list the different services produced by the <NF or Entity, e.g. UAE Server>.
Table 5.1-1x summarizes the corresponding APIs defined for this specification.
Table 5.1-1x: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	API Name
	Annex

	NSCE_SliceApiManagement<service name>
	<ref clause>6.1
	<short description as included in the OpenAPI file>NSCE Slice API Management Service
	<file name>nsce-sam
	TS29435_NSCE_SliceApiManagement.yaml<apiName in the URI>
	<ref Annex>A.2

	NSCE_NetSliceLifeCycleMngt
	6.2
	NSCE Network Slice Lifecycle Management Service
	nsce-nslcm
	TS29435_NSCE_NetSliceLifeCycleMngt.yaml
	A.3

	NSCE_PolicyManagement
	6.3
	NSCE Policy Management Service
	nsce-pm
	TS29435_NSCE_PolicyManagement.yaml
	A.4

	NSCE_NSOptimization
	6.4
	NSCE Network Slice Optimization Service
	nsce-nso
	TS29435_NSCE_NSOptimization.yaml
	A.5

	NSCE_ManagementServiceDiscovery
	6.5
	NSCE Management Service Discovery Service
	nsce-msd
	TS29435_NSCE_ManagementServiceDiscovery.yaml
	A.6

	NSCE_PerfMonitoring
	6.6
	NSCE Network Slice Performance and Analytics Monitoring Service
	nsce-pam
	TS29435_NSCE_PerfMonitoring.yaml
	A.7

	NSCE_InfoCollection
	6.7
	NSCE Information Collection Service
	nsce-ic
	TS29435_NSCE_InfoCollection.yaml
	A.8

	NSCE_ServiceContinuity
	6.8
	NSCE Service Continuity Service
	nsce-sc
	TS29435_NSCE_ServiceContinuity.yaml
	A.9

	NSCE_MultiSlicesOptimization
	6.9
	NSCE Multiple Slices Optimization Service
	nsce-mso
	TS29435_NSCE_MultiSlicesOptimization.yaml
	A.10

	[bookmark: _Hlk154332738]NSCE_NetworkSliceAdaptation
	6.10
	NSCE Network Slice Adaptation Service
	ss-nsa
	TS29435_NSCE_NetworkSliceAdaptation.yaml
	A.11

	NSCE_SliceCommService
	6.11
	NSCE Network Slice Communication Service
	nsce-scs
	TS29435_NSCE_SliceCommService.yaml
	A.12

	NSCE_InterPLMNContinuity
	6.12
	NSCE Inter-PLMN Service Continuity Service
	nsce-ipc
	TS29435_NSCE_InterPLMNContinuity.yaml
	A.13

	NSCE_NetworkSliceDiagnostics
	6.13
	NSCE Network Slice Diagnostics Service
	nsce-nsd
	TS29435_NSCE_NetworkSliceDiagnostics.yaml
	A.14

	NSCE_FaultDiagnosis
	6.14
	NSCE Network Slice Fault Diagnosis Service
	nsce-fd
	TS29435_NSCE_FaultDiagnosis.yaml
	A.15

	NSCE_SliceReqVerifyAndAlign
	6.15
	NSCE Network Slice Requirements Verification And Alignment Service
	nsce-srva
	TS29435_NSCE_SliceReqVerifyAndAlign.yaml
	A.16

	NSCE_NSInfoDelivery
	6.16
	NSCE Network Slice Information Delivery Service
	nsce-nsid
	TS29435_NSCE_NSInfoDelivery.yaml
	A.17

	NSCE_NSAllocation
	6.17
	NSCE Network Slice Allocation Service
	nsce-nsa
	TS29435_NSCE_NSAllocation.yaml
	A.18



NOTE:	When 3GPP TS 29.122 [2] is referenced for the common protocol and interface aspects for API definition in the clauses under clause 5, the NSCE Server takes the role of the SCEF and the service consumer takes the role of the SCS/AS.
* * * * Next changes * * * *
[bookmark: _Toc144024130][bookmark: _Toc144459562][bookmark: _Toc151743065][bookmark: _Toc151743530][bookmark: _Toc148176816][bookmark: _Toc148358866][bookmark: _Toc148176818][bookmark: _Toc148358868][bookmark: _Toc96843344][bookmark: _Toc96844319][bookmark: _Toc100739892][bookmark: _Toc129252465][bookmark: _Toc144024134][bookmark: _Toc144459566]5.64	NSCE_PolicyManagement
[bookmark: _Toc151743066][bookmark: _Toc151743531]5.64.1	Service Description
The NSCE_PolicyManagement service exposed by the NSCE Server enables a service consumer to:
-	createprovision/update/delete a Policy Provisioning;
-	create/update/delete a Policy Usage Subscription; and
-	receive Policy Usage Notifications.
[bookmark: _Toc151743067][bookmark: _Toc151743532]5.46.2.1	Introduction
The service operations defined for the NSCE_PolicyManagement service are shown in table 5.46.2.1-1.
Table 5.46.2.1-1: NSCE_PolicyManagement Service Operations
	Service Operation Name
	Description
	Initiated by

	NSCE_PolicyManagement_Create
	This service operation enables a service consumer to request the creation provisioning of a Policy Provisioning at the NSCE Server.
	e.g., VAL Server

	NSCE_PolicyManagement_Update
	This service operation enables a service consumer to request the update/modification of a Policy Provisioning at the NSCE Server.
	e.g., VAL Server

	NSCE_PolicyManagement_Delete
	This service operation enables a service consumer to request the deletion of a Policy Provisioning at the NSCE Server.
	e.g., VAL Server

	NSCE_PolicyManagement_HarmonizationNotify
	This service operation enables a service consumer to receive Policy Harmonization Notifications.
	NSCE Server

	NSCE_PolicyManagement_Subscribe
	This service operation enables a service consumer to request the creation/update/deletion of a Policy Usage Subscription.
	e.g., VAL Server

	NSCE_PolicyManagement_Notify
	This service operation enables a service consumer to receive Policy Usage Notifications.
	NSCE Server



[bookmark: _Toc151743068][bookmark: _Toc151743533]5.64.2.2	NSCE_PolicyManagement_Create
[bookmark: _Toc144024135][bookmark: _Toc144459567][bookmark: _Toc151743069][bookmark: _Toc151743534]5.64.2.2.1	General
This service operation is used by a service consumer to request the creation provisioning of a Policy Provisioning at the NSCE Server.
The following procedures are supported by the "NSCE_PolicyManagement_Create" service operation:
-	Policy Provisioning Creation.
[bookmark: _Toc96843346][bookmark: _Toc96844321][bookmark: _Toc100739894][bookmark: _Toc129252467][bookmark: _Toc144024136][bookmark: _Toc144459568][bookmark: _Toc151743070][bookmark: _Toc151743535]5.64.2.2.2	Policy Provisioning Creation
[bookmark: _Toc89425593][bookmark: _Toc96843347][bookmark: _Toc96844322][bookmark: _Toc100739895][bookmark: _Toc129252468]Figure 5.64.2.2.2-1 depicts a scenario where a a service consumer sends a request to the NSCE Server to request the creation provisioning of a Policy Provisioning (see also clause 9.5 of 3GPP°TS°23.435°[14]).


[bookmark: _MON_1766668877] Figure 5.64.2.2.2-1: Procedure for Policy Provisioning Creation
1.	In order to create or reserveprovision a new Policy Provisioning, the service consumer shall send an HTTP POST request to the NSCE Server targeting the URI of the "Policiey Provisionings" collection resource, with the request body including the PolicyProv data structure.
2a.	Upon success, the NSCE Server shall respond with an HTTP "201 Created" status code, with the response body containing a representation of the created "Individual Policy Provisioning" resource within the PolicyProv data structure, and an HTTP "Location" header field containing the URI of the created resource.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.43.7. In particular:
[bookmark: _Toc151743071][bookmark: _Toc151743536][bookmark: _Toc144024137][bookmark: _Toc144459569]-	if the NSCE Server needs to perform policy harmonization for the policy that is requested to be created and the harmonization process is still ongoing, the NSCE Server may reject the request with an HTTP "403 Forbidden" status code including the ProblemDetails data structure with the "cause" attribute containing the "HARMOMIZATION_ONGOING" application error.
5.64.2.3	NSCE_PolicyManagement_Update
[bookmark: _Toc151743072][bookmark: _Toc151743537]5.64.2.3.1	General
This service operation is used by a service consumer to request the update of an existing Policy Provisioning at the NSCE Server.
The following procedures are supported by the "NSCE_PolicyManagement_Update" service operation:
-	Policy Provisioning Update.
[bookmark: _Toc151743073][bookmark: _Toc151743538]5.64.2.3.2	Policy Provisioning Update
[bookmark: _Toc96843348][bookmark: _Toc96844323][bookmark: _Toc100739896][bookmark: _Toc129252469]Figure 5.64.2.3.2-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the update of an existing Policy Provisioning (see also clause 9.5 of 3GPP°TS°23.435°[14]).


[bookmark: _MON_1766668919]
Figure 5.64.2.3.2-1: Procedure for Policy Provisioning Update
1.	In order to update an existing Policy Provisioning, the service consumer shall send an HTTP PUT/PATCH request to the NSCE Server, targeting the URI of the corresponding "Individual Policy Provisioning" resource, with the request body including either:
[bookmark: _Hlk150001911]-	the updated representation of the resource within the PolicyProv data structure, in case the HTTP PUT method is used; or
-	the requested modifications to the resource within the PolicyProvPatch data structure, in case the HTTP PATCH method is used.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall update the targeted "Individual Policy Provisioning" resource accordingly and respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual Policy Provisioning" resource within the PolicyProv data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP PUT/PATCH response body, as specified in clause 6.43.7. In particular:
[bookmark: _Toc151743074][bookmark: _Toc151743539][bookmark: _Toc144024142][bookmark: _Toc144459574][bookmark: _Toc144024138][bookmark: _Toc144459570]-	if the NSCE Server needs to perform policy harmonization for the policy that is requested to be updated and the harmonization process is still ongoing, the NSCE Server may reject the request with an HTTP "403 Forbidden" status code including the ProblemDetails data structure with the "cause" attribute containing the "HARMOMIZATION_ONGOING" application error.
5.64.2.4	NSCE_PolicyManagement_Delete
[bookmark: _Toc151743075][bookmark: _Toc151743540]5.64.2.4.1	General
This service operation is used by a service consumer to request the deletion of an one or several existing Policy(ies) Provisioning at the NSCE Server.
The following procedures are supported by the "NSCE_PolicyManagement_Delete" service operation:
-	Policy(ies) Provisioning Deletion.
[bookmark: _Toc151743076][bookmark: _Toc151743541]5.64.2.4.3	Policy(ies) Provisioning Deletion
[bookmark: _Toc96843351][bookmark: _Toc96844326][bookmark: _Toc100739899][bookmark: _Toc129252472]Figure 5.6.2.4.3-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the deletion of an one or several existing Policy(ies) Provisioning (see also clause 9.5 of 3GPP°TS°23.435°[14]).


[bookmark: _MON_1766668991]
Figure 5.64.2.4.3-1: Procedure for Policy(ies) Provisioning Deletion
1.	In order to request the deletion of an one or several existing Policy(ies) Provisioning, the service consumer shall send an HTTP DELETE POST request to the NSCE Server targeting the corresponding custom operation (i.e., "Delete"), with the request body including the PolDeleteReq data structure"Individual Policy Provisioning" resource.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation of the targeted concerned resourcepolicy(ies)) can initiate this request.
2a.	Upon success, the NSCE Server shall delete the concerned "Individual Policy" resource(s) accordingly, update the default policies, when relevant, and respond with either:
-	an HTTP "200 OK" status code with the response body containing policy(ies) deletion related information within the PolDeleteResp data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP DELETE response body, as specified in clause 6.43.7.
[bookmark: _Toc151743077][bookmark: _Toc151743542]5.4.2.5	NSCE_PolicyManagement_Notify
5.4.2.5.1	General
This service operation is used by a NSCE Server to notify a previously implicitly subscribed service consumer on:
-	Policy Harmonization event(s).
The following procedures are supported by the "NSCE_PolicyManagement_HarmonizationNotify" service operation:
-	Policy Harmonization Notification.
5.4.2.5.2	Policy Harmonization Notification
Figure 5.4.2.5.2-1 depicts a scenario where the NSCE Server sends a request to notify a previously subscribed service consumer on Policy Harmonization event(s) (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.4.2.5.2-1: Policy Harmonization Notification
1.	In order to notify a previously subscribed service consumer on Policy Harmonization event(s), the NSCE Server shall send an HTTP POST request to the service consumer with the request URI set to "{notifUri}", where the "notifUri" is set to the value received from the service consumer during the creation/update of the corresponding Policy using the procedures defined in clause 5.6.2.2 and 5.6.2.3, and the request body including the HarmonizationNotif data structure.
2a.	Upon success, the service consumer shall respond to the NSCE Server with either:
-	an HTTP "200 OK" status code to acknowledge the reception of the notification, with the response body containing harmonization related information within the HarmonizationResp data structure; or
-	an HTTP "204 No Content" status code to acknowledge the reception of the notification.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.3.7.
5.64.2.56	NSCE_PolicyManagement_Subscribe
[bookmark: _Toc151743078][bookmark: _Toc151743543]5.64.2.56.1	General
This service operation is used by a service consumer to request the creation/update/deletion of a Policy Usage Subscription at the NSCE Server.
The following procedures are supported by the "NSCE_PolicyManagement_Subscribe" service operation:
-	Policy Usage Subscription Creation.
-	Policy Usage Subscription Update.
-	Policy Usage Subscription Deletion.
[bookmark: _Toc151743079][bookmark: _Toc151743544]5.64.2.56.2	Policy Usage Subscription Creation
Figure 5.64.2.56.2-1 depicts a scenario where a a service consumer sends a request to the NSCE Server to request the creation of a Policy Usage Subscription (see also clause 9.5 of 3GPP°TS°23.435°[14]).

 Figure 5.64.2.56.2-1: Procedure for Policy Usage Subscription Creation
[bookmark: _Hlk149413179]1.	In order to request the creation of a new Policy Usage Subscription, the service consumer shall send an HTTP POST request to the NSCE Server targeting the URI of the "Policy Usage Subscriptions" collection resource, with the request body including the PolUsageSubsc data structure.
2a.	Upon success, the NSCE Server shall respond with an HTTP "201 Created" status code, with the response body containing a representation of the created "Individual Policy Usage Subscription" resource within the PolUsageSubsc data structure, and an HTTP "Location" header field containing the URI of the created resource.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.43.7.
[bookmark: _Toc151743080][bookmark: _Toc151743545]5.64.2.56.3	Policy Usage Subscription Update
Figure 5.64.2.56.3-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the update of an existing Policy Usage Subscription (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.64.2.56.3-1: Procedure for Policy Usage Subscription Update
1.	In order to update an existing Policy Usage Subscription, the service consumer shall send an HTTP PUT/PATCH request to the NSCE Server, targeting the URI of the corresponding "Individual Policy Usage Subscription" resource, with the request body including either:
-	the updated representation of the resource within the PolUsageSubsc data structure, in case the HTTP PUT method is used; or
-	the requested modifications to the resource within the PolUsageSubscPatch data structure, in case the HTTP PATCH method is used.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall update the targeted "Individual Policy Usage Subscription" resource accordingly and respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual Policy Usage Subscription" resource within the PolUsageSubsc data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP PUT/PATCH response body, as specified in clause 6.43.7.
[bookmark: _Toc151743081][bookmark: _Toc151743546]5.64.2.56.4	Policy Usage Subscription Deletion
Figure 5.64.2.56.4-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the deletion of an existing Policy Usage Subscription (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.64.2.56.4-1: Procedure for Policy Usage Subscription Deletion
1.	In order to request the deletion of an existing Policy Usage Subscription, the service consumer shall send an HTTP DELETE request to the NSCE Server targeting the corresponding "Individual Policy Usage Subscription" resource.
NOTE:	An alternative service consumer (i.e. other than the one that requested the creation of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall respond with an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP DELETE response body, as specified in clause 6.43.7.
[bookmark: _Toc144024139][bookmark: _Toc148176838][bookmark: _Toc148358888][bookmark: _Toc151743082][bookmark: _Toc151743547]5.64.2.7	NSCE_PolicyManagement_Notify
[bookmark: _Toc96843336][bookmark: _Toc96844311][bookmark: _Toc100739884][bookmark: _Toc129252457][bookmark: _Toc144024140][bookmark: _Toc148176839][bookmark: _Toc148358889][bookmark: _Toc151743083][bookmark: _Toc151743548]5.64.2.7.1	General
This service operation is used by a NSCE Server to notify a previously subscribed service consumer on:
-	Policy Usage event(s).
The following procedures are supported by the "NSCE_PolicyManagement_Notify" service operation:
-	Policy Usage Notification.
[bookmark: _Toc96843337][bookmark: _Toc96844312][bookmark: _Toc100739885][bookmark: _Toc129252458][bookmark: _Toc144024141][bookmark: _Toc148176840][bookmark: _Toc148358890][bookmark: _Toc151743084][bookmark: _Toc151743549]5.64.2.7.2	Policy Usage Notification
Figure 5.64.2.7.2-1 depicts a scenario where the NSCE Server sends a request to notify a previously subscribed service consumer on Policy Usage event(s) (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.64.2.7.2-1: Policy Usage Notification
1.	In order to notify a previously subscribed service consumer on Policy Usage event(s), the NSCE Server shall send an HTTP POST request to the service consumer with the request URI set to "{notifUri}", where the "notifUri" is set to the value received from the service consumer during the creation/update of the corresponding Policy Usage Subscription using the procedures defined in clause 5.6.2.56, and the request body including the DataDelNotif data structure.
2a.	Upon success, the service consumer shall respond to the NSCE Server with an HTTP "204 No Content" status code to acknowledge the reception of the notification.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.43.7.
* * * * Next changes * * * *
[bookmark: _Toc151743179][bookmark: _Toc151743644]6.34	NSCE_PolicyManagement API
[bookmark: _Toc96843412][bookmark: _Toc96844387][bookmark: _Toc100739960][bookmark: _Toc129252533][bookmark: _Toc144024232][bookmark: _Toc144459664][bookmark: _Toc151743180][bookmark: _Toc151743645]6.36.4.1	Introduction
The NSCE_PolicyManagement service shall use the NSCE_PolicyManagement API.
The API URI of the NSCE_PolicyManagement Service API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests shall have the Resource URI structure defined in clause 6.5 of 3GPP TS 29.549 [15], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificSuffixes>
[bookmark: _Toc96843413][bookmark: _Toc96844388][bookmark: _Toc100739961][bookmark: _Toc129252534][bookmark: _Toc144024233][bookmark: _Toc144459665]with the following components:
-	The {apiRoot} shall be set as described in clause 6.5 of 3GPP TS 29.549 [15].
-	The <apiName> shall be "nsce-pm".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificSuffixes> shall be set as described in clause 6.5 of 3GPP TS 29.549 [15].
NOTE:	When 3GPP TS 29.122 [2] is referenced for the common protocol and interface aspects for API definition in the clauses under clause 6.36.4, the NSCE Server takes the role of the SCEF and the service consumer takes the role of the SCS/AS.
[bookmark: _Toc151743181][bookmark: _Toc151743646]6.36.4.2	Usage of HTTP
The provisions of clause 6.3 of 3GPP TS 29.549 [15] shall apply for the NSCE_PolicyManagement API.
[bookmark: _Toc144024234][bookmark: _Toc144459666][bookmark: _Toc151743182][bookmark: _Toc151743647]6.36.4.3	Resources
[bookmark: _Toc67903523][bookmark: _Toc96843415][bookmark: _Toc96844390][bookmark: _Toc100739963][bookmark: _Toc129252536][bookmark: _Toc144024235][bookmark: _Toc144459667][bookmark: _Toc151743183][bookmark: _Toc151743648]6.36.4.3.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 6.36.4.3.1-1 depicts the resource URIs structure for the NSCE_PolicyManagement API.


[bookmark: _MON_1765290285]
Figure 6.36.4.3.1-1: Resource URIs structure of the NSCE_PolicyManagement API
Table 6.36.4.3.1-1 provides an overview of the resources and applicable HTTP methods for the NSCE_PolicyManagement API.
Table 6.36.4.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Policiesy Provisionings
	/provisioningspolicies
	POST
	Request the creation provisioning of a Policy Provisioning.

	
	
	Delete
	Request the deletion of one or several existing Policy(ies).

	Individual Policy Provisioning	Comment by Huawei [Abdessamad] 2023-12: The HTTP DELTE method is removed.
	/provisioningspolicies/{provolicyId}
	GET
	Retrieve an existing Policy Provisioning.

	
	
	PUT
	Request the update of an existing Policy Provisioning.

	
	
	PATCH
	Request the modification of an existing Policy Provisioning.

	Policy Usage Subscriptions
	/subscriptions
	POST
	Request the creation of a Policy Usage Subscription.

	Individual Policy Usage Subscription
	/sbscriptions/{subscriptionId}
	GET
	Retrieve an existing Policy Usage Subscription.

	
	
	PUT
	Request the update of an existing Policy Usage Subscription.

	
	
	PATCH
	Request the modification of an existing Policy Usage Subscription.

	
	
	DELETE
	Request the deletion of an existing Policy Usage Subscription.



[bookmark: _Toc67903524][bookmark: _Toc96843416][bookmark: _Toc96844391][bookmark: _Toc100739964][bookmark: _Toc129252537][bookmark: _Toc144024236][bookmark: _Toc144459668][bookmark: _Toc151743184][bookmark: _Toc151743649]6.36.4.3.2	Resource: Policiesy Provisionings
[bookmark: _Toc67903525][bookmark: _Toc96843417][bookmark: _Toc96844392][bookmark: _Toc100739965][bookmark: _Toc129252538][bookmark: _Toc144024237][bookmark: _Toc144459669][bookmark: _Toc151743185][bookmark: _Toc151743650]6.36.4.3.2.1	Description
This resource represents the collection of Policiesy Provisionings managed by the NSCE Server.
[bookmark: _Toc67903526][bookmark: _Toc96843418][bookmark: _Toc96844393][bookmark: _Toc100739966][bookmark: _Toc129252539][bookmark: _Toc144024238][bookmark: _Toc144459670][bookmark: _Toc151743186][bookmark: _Toc151743651]6.36.4.3.2.2	Resource Definition
[bookmark: _Hlk131952354]Resource URI: {apiRoot}/nsce-pm/<apiVersion>/provisioningspolicies
This resource shall support the resource URI variables defined in table 6.36.4.3.2.2-1.
Table 6.36.4.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.36.4.1.



[bookmark: _Toc67903527][bookmark: _Toc96843419][bookmark: _Toc96844394][bookmark: _Toc100739967][bookmark: _Toc129252540][bookmark: _Toc144024239][bookmark: _Toc144459671][bookmark: _Toc151743187][bookmark: _Toc151743652]6.36.4.3.2.3	Resource Standard Methods
[bookmark: _Toc96843421][bookmark: _Toc96844396][bookmark: _Toc100739969][bookmark: _Toc129252542][bookmark: _Toc144024240][bookmark: _Toc144459672][bookmark: _Toc151743188][bookmark: _Toc151743653]6.36.4.3.2.3.1	POST
[bookmark: _Toc67903528]The HTTP POST method allows a service consumer to request the provisioningcreation of a Policy Provisioning at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.2.3.1-1.
Table 6.36.4.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.2.3.1-2 and the response data structures and response codes specified in table 6.36.4.3.2.3.1-3.
Table 6.36.4.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk150001571]PolicyProv
	M
	1
	Represents the parameters to request the provisioningcreation of a Policy Provisioning resource.



Table 6.36.4.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	201 Created
	Successful case. The Policy Provisioning is successfully provisionedcreated and a representation of the created "Individual Policy Provisioning" resource shall be returned.

An HTTP "Location" header that contains the resource URI of the created resource shall also be included.

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.36.4.7.



Table 6.36.4.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nsce-pm/<apiVersion>/provisioningspolicies/{provpolicyId}



[bookmark: _Toc96843422][bookmark: _Toc96844397][bookmark: _Toc100739970][bookmark: _Toc129252543][bookmark: _Toc144024241][bookmark: _Toc144459673][bookmark: _Toc151743189][bookmark: _Toc151743654]6.36.4.3.2.4	Resource Custom Operations
[bookmark: _Toc510696616][bookmark: _Toc35971407][bookmark: _Toc151885935][bookmark: _Toc152076000][bookmark: _Toc153793716]6.3.3.2.4.1	Overview
[bookmark: _Toc510696617]Table 6.3.3.2.4.1-1 specifies the custom operations defined on this resource.
Table 6.3.3.2.4.1-1: Resource Custom Operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	Delete
	/policies/delete
	POST
	Enables a service consumer to request the deletion of one or several existing Policy(ies).



[bookmark: _Toc35971408][bookmark: _Toc151885936][bookmark: _Toc152076001][bookmark: _Toc153793717]6.3.3.2.4.2	Operation: Delete
[bookmark: _Toc510696618][bookmark: _Toc35971409]6.3.3.2.4.2.1	Description
[bookmark: _Toc510696619][bookmark: _Toc35971410]This resource custom operation enables a service consumer to request the deletion of one or several existing Policy(ies) at the NSCE Server.
6.3.3.2.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.2.2-2.
Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk156065862]PolDeleteReq
	M
	1
	Contains the parameters to request the deletion of one or several existing Policy(ies).



Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolDeleteResp
	M
	1
	200 OK
	Successful case. The Policy(ies) deletion request is successfully received and processed, and deletion related information shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The Policy(ies) deletion request is successfully received and processed, and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource custom operation located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource custom operation located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The manadatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.3.3.2.4.2.2-4: Headers supported by the 307 Response Code on this resource custom operation
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource custom operation located in an alternative NSCE Server.



Table 6.3.3.2.4.2.2-5: Headers supported by the 308 Response Code on this resource custom operation
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource custom operation located in an alternative NSCE Server.



There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc67903529][bookmark: _Toc96843423][bookmark: _Toc96844398][bookmark: _Toc100739971][bookmark: _Toc129252544][bookmark: _Toc144024242][bookmark: _Toc144459674][bookmark: _Toc151743190][bookmark: _Toc151743655]6.36.4.3.3	Resource: Individual Policy Provisioning
[bookmark: _Toc96843424][bookmark: _Toc96844399][bookmark: _Toc100739972][bookmark: _Toc129252545][bookmark: _Toc144024243][bookmark: _Toc144459675][bookmark: _Toc151743191][bookmark: _Toc151743656]6.36.4.3.3.1	Description
This resource represents a Policy Provisioning managed by the NSCE Server.
[bookmark: _Toc96843425][bookmark: _Toc96844400][bookmark: _Toc100739973][bookmark: _Toc129252546][bookmark: _Toc144024244][bookmark: _Toc144459676][bookmark: _Toc151743192][bookmark: _Toc151743657]6.36.4.3.3.2	Resource Definition
Resource URI: {apiRoot}/nsce-pm/<apiVersion>/provisioningspolicies/{provpolicyId}
This resource shall support the resource URI variables defined in table 6.36.4.3.3.2-1.
Table 6.36.4.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.36.4.1.

	provIdpolicyId
	string
	Represents the identifier of the "Individual Policy Provisioning" resource.



[bookmark: _Toc96843426][bookmark: _Toc96844401][bookmark: _Toc100739974][bookmark: _Toc129252547][bookmark: _Toc144024245][bookmark: _Toc144459677][bookmark: _Toc151743193][bookmark: _Toc151743658]6.36.4.3.3.3	Resource Standard Methods
[bookmark: _Toc96843427][bookmark: _Toc96844402][bookmark: _Toc100739975][bookmark: _Toc129252548][bookmark: _Toc144024246][bookmark: _Toc144459678][bookmark: _Toc151743194][bookmark: _Toc151743659]6.36.4.3.3.3.1	GET
The HTTP GET method allows a service consumer to retrieve an existing "Individual Policy Provisioning" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.3.3.1-1.
Table 6.36.4.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.3.3.1-2 and the response data structures and response codes specified in table 6.36.4.3.3.3.1-3.
Table 6.36.4.3.3.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.36.4.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	200 OK
	Successful case. The requested "Individual Policy Provisioning" resource shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.36.4.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.36.4.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc96843428][bookmark: _Toc96844403][bookmark: _Toc100739976][bookmark: _Toc129252549][bookmark: _Toc144024247][bookmark: _Toc144459679][bookmark: _Toc151743195][bookmark: _Toc151743660]6.36.4.3.3.3.2	PUT
The HTTP PUT method allows a service consumer to request the update of an existing "Individual Policy Provisioning" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.3.3.2-1.
Table 6.36.4.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.3.3.2-2 and the response data structures and response codes specified in table 6.36.4.3.3.3.2-3.
Table 6.36.4.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolicyProv
	M
	1
	Represents the updated representation of the "Individual Policy Provisioning" resource.



Table 6.36.4.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	200 OK
	Successful case. The "Individual Policy Provisioning" resource is successfully updated and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Provisioning" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.36.4.7.



Table 6.36.4.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.36.4.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc144024248][bookmark: _Toc144459680][bookmark: _Toc151743196][bookmark: _Toc151743661][bookmark: _Toc96843429][bookmark: _Toc96844404][bookmark: _Toc100739977][bookmark: _Toc129252550]6.36.4.3.3.3.3	PATCH
The HTTP PATCH method allows a service consumer to request the modification of an existing "Individual Policy Provisioning" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.3.3.3-1.
Table 6.36.4.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.3.3.3-2 and the response data structures and response codes specified in table 6.36.4.3.3.3.3-3.
Table 6.36.4.3.3.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolicyProvPatch
	M
	1
	Represents the parameters to request the modification of the "Individual Policy Provisioning" resource.



Table 6.36.4.3.3.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	200 OK
	Successful case. The "Individual Policy Provisioning" resource is successfully modified and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Provisioning" resource is successfully modified and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.36.4.7.



Table 6.36.4.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.36.4.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc144024249][bookmark: _Toc144459681][bookmark: _Toc151743197][bookmark: _Toc151743662]6.4.3.3.3.4	DELETE
The HTTP DELETE method allows a service consumer to request the deletion of an existing "Individual Policy Provisioning" resource at the NSCE Server.
Editor's Note:	The full definition of this operation and whether a resource custom operation is more appropriate to support it is FFS.
This method shall support the URI query parameters specified in table 6.4.3.3.3.4-1.
Table 6.4.3.3.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.4-2 and the response data structures and response codes specified in table 6.4.3.3.3.4-3.
Table 6.4.3.3.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.3.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Provisioning" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status code for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.3.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.3.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc96843430][bookmark: _Toc96844405][bookmark: _Toc100739978][bookmark: _Toc129252551][bookmark: _Toc144024250][bookmark: _Toc144459682][bookmark: _Toc151743198][bookmark: _Toc151743663]6.36.4.3.3.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc151743199][bookmark: _Toc151743664][bookmark: _Toc93679383][bookmark: _Toc96843431][bookmark: _Toc96844406][bookmark: _Toc100739979][bookmark: _Toc129252552][bookmark: _Toc144024257][bookmark: _Toc144459689]6.36.4.3.4	Resource: Policy Usage Subscriptions
[bookmark: _Toc151743200][bookmark: _Toc151743665]6.36.4.3.4.1	Description
This resource represents the collection of Policy Usage Subscriptions managed by the NSCE Server.
[bookmark: _Toc151743201][bookmark: _Toc151743666]6.36.4.3.4.2	Resource Definition
Resource URI: {apiRoot}/nsce-pm/<apiVersion>/subscriptions
This resource shall support the resource URI variables defined in table 6.36.4.3.4.2-1.
Table 6.36.4.3.4.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.36.4.1.



[bookmark: _Toc151743202][bookmark: _Toc151743667]6.36.4.3.4.3	Resource Standard Methods
[bookmark: _Toc151743203][bookmark: _Toc151743668]6.36.4.3.4.3.2	POST
The HTTP POST method allows a service consumer to request the creation of a Policy Usage Subscription at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.4.3.2-1.
Table 6.36.4.3.4.3.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.4.3.2-2 and the response data structures and response codes specified in table 6.36.4.3.4.3.2-3.
Table 6.36.4.3.4.3.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk150003525]PolUsageSubsc
	M
	1
	Represents the parameters to request the creation of a Policy Usage Subscription resource.



Table 6.36.4.3.4.3.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	201 Created
	Successful case. The Policy Usage Subscription is successfully created and a representation of the created "Individual Policy Usage Subscription" resource shall be returned.

An HTTP "Location" header that contains the resource URI of the created resource shall also be included.

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.36.4.3.4.3.2-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nsce-pm/<apiVersion>/subscriptions/{subscriptionId}



[bookmark: _Toc151743204][bookmark: _Toc151743669]6.36.4.3.4.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc151743205][bookmark: _Toc151743670]6.36.4.3.5	Resource: Individual Policy Usage Subscription
[bookmark: _Toc151743206][bookmark: _Toc151743671]6.36.4.3.5.1	Description
This resource represents a Policy Usage Subscription managed by the NSCE Server.
[bookmark: _Toc151743207][bookmark: _Toc151743672]6.36.4.3.5.2	Resource Definition
Resource URI: {apiRoot}/nsce-pm/<apiVersion>/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.36.4.3.5.2-1.
Table 6.36.4.3.5.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.36.4.1.

	subscriptionId
	string
	Represents the identifier of the "Individual Policy Usage Subscription" resource.



[bookmark: _Toc151743208][bookmark: _Toc151743673]6.36.4.3.5.3	Resource Standard Methods
[bookmark: _Toc151743209][bookmark: _Toc151743674]6.36.4.3.5.3.1	GET
The HTTP GET method allows a service consumer to retrieve an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.5.3.1-1.
Table 6.36.4.3.5.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.5.3.1-2 and the response data structures and response codes specified in table 6.36.4.3.5.3.1-3.
Table 6.36.4.3.5.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.36.4.3.5.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	200 OK
	Successful case. The requested "Individual Policy Usage Subscription" resource shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.36.4.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.36.4.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc151743210][bookmark: _Toc151743675]6.36.4.3.5.3.2	PUT
The HTTP PUT method allows a service consumer to request the update of an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.5.3.2-1.
Table 6.36.4.3.5.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.5.3.2-2 and the response data structures and response codes specified in table 6.36.4.3.5.3.2-3.
Table 6.36.4.3.5.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolUsageSubsc
	M
	1
	Represents the updated representation of the "Individual Policy Usage Subscription" resource.



Table 6.36.4.3.5.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	200 OK
	Successful case. The "Individual Policy Usage Subscription" resource is successfully updated and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Usage Subscription" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.36.4.3.5.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.36.4.3.5.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc151743211][bookmark: _Toc151743676]6.36.4.3.5.3.3	PATCH
The HTTP PATCH method allows a service consumer to request the modification of an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.5.3.3-1.
Table 6.36.4.3.5.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.5.3.3-2 and the response data structures and response codes specified in table 6.36.4.3.5.3.3-3.
Table 6.36.4.3.5.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolUsageSubscPatch
	M
	1
	Represents the parameters to request the modification of the "Individual Policy Usage Subscription" resource.



Table 6.36.4.3.5.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	200 OK
	Successful case. The "Individual Policy Usage Subscription" resource is successfully modified and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Usage Subscription" resource is successfully modified and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.36.4.3.5.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.36.4.3.5.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc151743212][bookmark: _Toc151743677]6.36.4.3.5.3.4	DELETE
The HTTP DELETE method allows a service consumer to request the deletion of an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.36.4.3.5.3.4-1.
Table 6.36.4.3.5.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.36.4.3.5.3.4-2 and the response data structures and response codes specified in table 6.36.4.3.5.3.4-3.
Table 6.36.4.3.5.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.36.4.3.5.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Usage Subscription" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.36.4.3.5.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.36.4.3.5.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc151743213][bookmark: _Toc151743678]6.36.4.3.5.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc151743214][bookmark: _Toc151743679]6.36.4.4	Custom Operations without associated resources
[bookmark: _Toc96843432][bookmark: _Toc96844407][bookmark: _Toc100739980][bookmark: _Toc129252553][bookmark: _Toc144024258][bookmark: _Toc144459690]There are no custom operations without associated resources defined for this API in this release of the specification.
[bookmark: _Toc151743215][bookmark: _Toc151743680]6.36.4.5	Notifications
[bookmark: _Toc144024163][bookmark: _Toc148176876][bookmark: _Toc148358926][bookmark: _Toc151743216][bookmark: _Toc151743681][bookmark: _Toc144024265][bookmark: _Toc144459697][bookmark: _Toc96843453][bookmark: _Toc96844428][bookmark: _Toc100740001][bookmark: _Toc129252574]6.36.4.5.1	General
Notifications shall comply to clause 6.6 of 3GPP TS 29.549 [15].
Table 6.36.4.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Policy Usage Notification
	{notifUri}
	POST
	This service operation enables a NSCE Server to notify a previously subscribed service consumer on Policy Usage event(s).

	Policy Harmonization Notification
	{notifUri}
	POST
	This service operation enables a NSCE Server to notify a previously implicitly subscribed service consumer on Policy Harmonization event(s).



[bookmark: _Toc151743217][bookmark: _Toc151743682]6.36.4.5.2	Policy Usage Notification
[bookmark: _Toc151743218][bookmark: _Toc151743683]6.36.4.5.2.1	Description
The Policy Usage Notification is used by the NSCE Server to notify a previously subscribed service consumer on Policy Usage event(s).
[bookmark: _Toc151743219][bookmark: _Toc151743684]6.36.4.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.36.4.5.2.2-1.
Table 6.36.4.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	Represents the callback URI encoded as a string formatted as a URI.



[bookmark: _Toc151743220][bookmark: _Toc151743685]6.36.4.5.2.3	Standard Methods
6.36.4.5.2.3.1	POST
This method shall support the request data structures specified in table 6.36.4.5.2.3.1-1 and the response data structures and response codes specified in table 6.36.4.5.2.3.1-2.
Table 6.36.4.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	PolUsageNotif
	M
	1
	Represents the Policy Usage Notification.



Table 6.36.4.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The Policy Usage Notification is successfully received.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] also apply.



Table 6.36.4.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.36.4.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



[bookmark: _Toc151743221][bookmark: _Toc151743686]6.3.5.3	Policy Harmonization Notification
6.3.5.3.1	Description
The Policy Usage Notification is used by the NSCE Server to notify a previously implicitly subscribed service consumer on Policy Harmonization event(s).
6.3.5.3.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.3.5.3.2-1.
Table 6.3.5.3.2-1: Callback URI variables
	Name
	Definition

	notifUri
	Represents the callback URI encoded as a string formatted as a URI.



6.3.5.3.3	Standard Methods
6.3.5.3.3.1	POST
This method shall support the request data structures specified in table 6.3.5.3.3.1-1 and the response data structures and response codes specified in table 6.3.5.3.3.1-2.
Table 6.3.5.3.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	HarmonizationNotif
	M
	1
	Represents the Policy Harmonization Notification.



Table 6.3.5.3.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	HarmonizationResp
	M
	1
	200 OK
	Successful case. The Policy Harmonization Notification is successfully received and processed, and policy harmonization related information shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The Policy Harmonization Notification is successfully received and processed, and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] also apply.



Table 6.3.5.3.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.3.5.3.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



6.36.4.6	Data Model
[bookmark: _Toc96843440][bookmark: _Toc96844415][bookmark: _Toc100739988][bookmark: _Toc129252561][bookmark: _Toc144024266][bookmark: _Toc144459698][bookmark: _Toc151743222][bookmark: _Toc151743687]6.36.4.6.1	General
This clause specifies the application data model supported by the API.
Table 6.36.4.6.1-1 specifies the data types defined for the NSCE_PolicyManagement API.
Table 6.36.4.6.1-1: NSCE_PolicyManagement API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	DefaultPolInfoPolicy
	6.34.6.2.124
	Represents a the default policy related information.
	

	Ensi
	6.3.6.3.2
	Represents the External Network Slice Information.
	

	HarmonizationNotif
	6.3.6.2.13
	Represents a Policy Harmonization Notification.
	

	HarmonizationResp
	6.3.6.2.14
	Represents the response to a Policy Harmonization Notification.
	

	NetSliceId
	6.3.6.2.15
	Represents the identification information of a network slice.
	

	PolicyProv
	6.36.4.6.2.2
	Represents a the parameters to request the provisioning of a Policy Provisioning.
	

	PolicyProvPatch
	6.36.4.6.2.3
	Represents the requested modifications to a Policy Provisioning.
	

	PolicyData
	6.3.6.2.4
	Represents the content of a policy.
	

	PolicyType
	6.3.6.3.3
	Represents the policy type.
	

	PolDeleteReq
	6.3.6.2.10
	Represents the parameters to request the deletion of one or several Policy(ies).
	

	PolDeleteResp
	6.3.6.2.11
	Represents the response to the Policy(ies) deletion response.
	

	PolRepData
	6.36.4.6.2.9
	[bookmark: _Hlk150010960]Represents policy usage reporting data.
	

	PolUsageNotif
	6.36.4.6.2.8
	Represents a Policy Usage Notification.
	

	PolUsageSubsc
	6.36.4.6.2.5
	Represents a Policy Usage Subscription.
	

	PolUsageSubscPatch
	6.36.4.6.2.6
	Represents the requested modifications to a Policy Usage Subscription.
	

	PriorityLevel
	6.3.6.3.2
	Represents the priority level of a policy.
	

	ReqPolRep
	6.36.4.6.2.7
	Represents the requested policy usage reporting information.
	



Table 6.36.4.6.1-2 specifies data types re-used by the NSCE_PolicyManagement API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the NSCE_PolicyManagement API.
Table 6.36.4.6.1-2: NSCE_PolicyManagement API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.122 [2]
	Represents a date and a time.
	

	Dnn
	3GPP TS 29.571 [168]
	Represents a DNN.
	

	DurationSec
	3GPP TS 29.122 [2]
	Represents a time duration in seconds.
	

	NsiId
	3GPP TS 29.531 [2]
	Represents the identifier of a network slice instance.
	

	ProblemDetails
	3GPP TS 29.122 [2]
	Represents error related information.
	

	ServArea
	Clause 6.16.6.2.5
	Represents a service area.
	

	Snssai
	3GPP TS 29.571 [168]
	Represents an S-NSSAI.
	

	SupportedFeatures
	3GPP TS 29.571 [168]
	Represents the list of supported feature(s) and used to negotiate the applicability of the optional features.
	

	TimeWindow
	3GPP TS 29.122 [2]
	Represents a time window with a start time and an end time.
	

	Uinteger
	3GPP TS 29.571 [168]
	Represents an unsigned integer.
	

	Uri
	3GPP TS 29.122 [2]
	Represents a URI.
	



[bookmark: _Toc96843441][bookmark: _Toc96844416][bookmark: _Toc100739989][bookmark: _Toc129252562][bookmark: _Toc144024267][bookmark: _Toc144459699][bookmark: _Toc151743223][bookmark: _Toc151743688]6.36.4.6.2	Structured data types
[bookmark: _Toc96843442][bookmark: _Toc96844417][bookmark: _Toc100739990][bookmark: _Toc129252563][bookmark: _Toc144024268][bookmark: _Toc144459700][bookmark: _Toc151743224][bookmark: _Toc151743689]6.36.4.6.2.1	Introduction
This clause defines the data structures to be used in resource representations.
[bookmark: _Toc151743225][bookmark: _Toc151743690][bookmark: _Toc96843444][bookmark: _Toc96844419][bookmark: _Toc100739992][bookmark: _Toc129252565][bookmark: _Toc144024270][bookmark: _Toc144459702]6.36.4.6.2.2	Type: PolicyProv
Table 6.36.4.6.2.2-1: Definition of type PolicyProv
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	netSliceId
	SnssaiNetSliceId
	CO
	0..1
	Contains the identifier for of the concerned network slice.

(NOTE 1, NOTE 2)
	

	reqDnn
	Dnn
	CO
	0..1
	Contains the requested DNN.

(NOTE 1, NOTE 2)
	

	polHarmInd
	boolean
	O
	0..1
	Contains the policy harmonization indication. It indicates whether policy harmonization is requested or not, i.e.:
-	"true" means that policy harmonization is requested.
-	"false" means that policy harmonization is not requested.
-	The default value when omitted is "false".
	

	policy
	PolicyData
	MO
	0..1
	Contains the provisioned policy content data.
	

	defaultPolInd
	boolean
	O
	0..1
	Contains the default policy indication. It indicates whether or not the provisioned policy shall be used as a default policy for the network slices provisioned without any policy for the policy type it belongs to, i.e.:
-	"true" means that the provisioned policy shall be used as a default policy for the network slices provisioned without any policy for the policy type.
-	"false" means that the provisioned policy shall not be used as a default policy for the network slices provisioned without any policy for the policy type.
-	The default value when omitted is "false".

(NOTE 1)
	

	notifUri
	Uri
	C
	0..1
	Contains the URI via which the Policy Harmonization Notifications shall be delivered.

This attribute shall be present only when the "polHarmInd" attribute is present and set to "true".
	

	harmonizationId
	string
	C
	0..1
	Contains the harminzation identifier.

This attribute may only be present in a response to a policy provisioning/update request.

When this attribute is present, it indicates that policy harmonization of the provisioned/updated policy is still ongoing, i.e., the NSCE Server will notify the service consumer once the harmonization process in finalized.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.36.4.8.

This attribute shall be present only if feature negotiation needs to take place.
	

	NOTE 1:	At least one of these attributes shall be present, unless the provisioned policy is a default policy (i.e., the "defaultPolInd" attribute is present and set to "true"), in which case these attributes are both optional.
NOTE 2:	In case of a default policy provisioning (i.e., when the "defaultPolInd" attribute is present and set to "true"), both the "netSliceId" attribute and the "reqDnn" attribute are optional. When one of them or both of them is/are present, this means that the provisioned default policy applies only to the provided network slice and/or DNN for the policy type it belongs to. Otherwise, when both of them are absent, this means that the provisioned default policy applies to all the network slice(s) and/or DNN(s) that do not have any configured policy for the policy type it belongs to.



Editor's Note:	The full content of this data structure and whether the provisioning can be done for more than one network slice is FFS.
Editor's Note:	The encoding of the "netSliceId" attribute is FFS.
[bookmark: _Toc151743226][bookmark: _Toc151743691]6.36.4.6.2.3	Type: PolicyProvPatch
Table 6.36.4.6.2.3-1: Definition of type PolicyProvPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	netSliceId
	NetSliceIdSnssai
	O
	0..1
	Contains the identifier for the concerned network slice.
	

	reqDnn
	Dnn
	O
	0..1
	Contains the requested DNN.
	

	polHarmInd
	boolean
	O
	0..1
	Contains the policy harmonization indication. It indicates whether policy harmonization is requested or not, i.e.:
-	"true" means that policy harmonization is requested.
-	"false" means that policy harmonization is not requested.
-	The default value when omitted and not previously provisioned is "false".
	

	policy
	PolicyData
	O
	0..1
	Contains the updated policy content data.
	

	defaultPolInd
	boolean
	O
	0..1
	Contains the default policy indication. It indicates whether or not the provisioned policy shall be used as a default policy for the network slices provisioned without any policy for the policy type it belongs to, i.e.:
-	"true" means that the provisioned policy shall be used as a default policy for the network slices provisioned without any policy for the policy type.
-	"false" means that the provisioned policy shall not be used as a default policy for the network slices provisioned without any policy for the policy type.
-	The default value when omitted and not previously provisioned is "false".
	

	notifUri
	Uri
	O
	0..1
	Contains the updated URI via which the Policy Harmonization Notifications shall be delivered.

This attribute shall be present only if the "polHarmInd" attribute is provisioned for the first time and set to "true", and may be present only when the "polHarmInd" attribute is already present and set to "true" within the targeted "Individual Policy" resource representation.
	



Editor's Note:	The full content of this data structure is FFS.
Editor's Note:	The encoding of the "netSliceId" attribute is FFS.
[bookmark: _Toc151743227][bookmark: _Toc151743692]6.36.4.6.2.4	Type: PolicyData
Table 6.36.4.6.2.4-1: Definition of type PolicyDataReservRespData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyType
	PolicyType
	M
	1
	Represents the policy type.
	

	areaOfInterest
	ServArea
	M
	1
	Represents the service area within which the policy shall apply.
	

	lifetime
	DurationSec
	C
	0..1
	Indicates the time duration of the policy.

(NOTE)
	

	maxNumTimes
	Uinteger
	C
	0..1
	Indicates the maximum number of times that the policy can be used/triggered.

(NOTE)
	

	priority
	PriorityLevel
	O
	0..1
	Contains the priority of the policy.
	

	schedule
	TimeWindow
	O
	0..1
	Contains the time scheduling information (i.e.? start time and end time) of the policy.
	

	preemption
	PriorityLevel
	O
	
	Contains the pre-emption capability of the policy.
	

	monPercentage
	integer
	C
	0..1
	Contains the monitoring percentage to be used to trigger the actions.

This attribute may be presents only when the "policyType" attribute is set to either:
-	"MAX_NUM_PDU_SESS", to indicate the threshold utilization percentage of the available capacity, i.e., the maximum number of PDU Sessions within the network slice.
-	"MAX_NUM_UE", to indicate the threshold utilization percentage of the available capacity, i.e., the maximum number of UEs within the network slice.
-	"SLICE_LOAD_PREDICTION", to indicate the threshold network slice load level.

Minimum value = 0. Maximum value = 100.
	

	monValue
	integer
	C
	0..1
	Contains the monitoring value to be used to trigger the actions.

This attribute may be presents only when the "policyType" attribute is set to either:
-	"MAX_NUM_PDU_SESS", to indicate the threshold number of PDU Sessions value.
-	"MAX_NUM_UE", to indicate the threshold number of UE(s) value. 

Minimum value = 1.
	

	NOTE:	These attributes are mutually exclusive. Either one of them shall be present.



Editor's Note:	The definition full content of this data structure is FFS.
[bookmark: _Toc151743228][bookmark: _Toc151743693][bookmark: _Toc96843447][bookmark: _Toc96844422][bookmark: _Toc100739995][bookmark: _Toc129252568][bookmark: _Toc144024278][bookmark: _Toc144459710]6.36.4.6.2.5	Type: PolUsageSubsc
Table 6.36.4.6.2.5-1: Definition of type PolUsageSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	M
	1
	[bookmark: _Hlk149565478]Contains the URI via which the Policy Usage Notifications shall be delivered.
	

	netSliceId
	NetSliceIdSnssai
	M
	1
	Contains the identifier for the requested network slice.
	

	reqPolicyRep
	ReqPolRep
	M
	1
	Contains the requested policy usage reporting information.
	

	repPeriodicity
	DurationSec
	O
	0..1
	Contains the reporting periodicity (i.e., reporting interval).
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.36.4.8.

This attribute shall be present only if feature negotiation needs to take place.
	



Editor's Note:	The encoding of the "netSliceId" attribute is FFS.
[bookmark: _Toc151743229][bookmark: _Toc151743694]6.36.4.6.2.6	Type: PolUsageSubscPatch
Table 6.36.4.6.2.6-1: Definition of type PolUsageSubscPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	O
	0..1
	Contains the updated URI via which the Policy Usage Notifications shall be delivered.
	

	reqPolicyRep
	ReqPolRep
	O
	0..1
	Contains the updated requested policy usage reporting information.
	

	repPeriodicity
	DurationSec
	O
	0..1
	Contains the updated reporting periodicity (i.e., reporting interval).
	



[bookmark: _Toc151743230][bookmark: _Toc151743695]6.36.4.6.2.7	Type: ReqPolRep
Table 6.36.4.6.2.7-1: Definition of type ReqPolRep
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyId
	string
	M
	1
	Contains the identifier of the targeted policy.
	

	startTime
	DateTime
	M
	1
	Contains the start time of the requested policy usage reporting.
	

	endTime
	DateTime
	M
	1
	Contains the end time of the requested policy usage reporting.
	



[bookmark: _Toc151743231][bookmark: _Toc151743696][bookmark: _Hlk149565294]6.36.4.6.2.8	Type: PolUsageNotif
Table 6.36.4.6.2.8-1: Definition of type PolUsageNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscriptionId
	string
	M
	1
	Contains the identifier of the subscription to which the Policy Usage Notification is related.
	

	reports
	array(PolRepData)
	M
	1..N
	Contains the reported policy usage data.
	



[bookmark: _Toc151743232][bookmark: _Toc151743697]6.36.4.6.2.9	Type: PolRepData
Table 6.36.4.6.2.9-1: Definition of type PolRepData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyId
	string
	M
	1
	Contains the identifier of the policy to which the policy usage report is related.
	

	[bookmark: _Hlk150011030]count
	Uinteger
	M
	1
	Contains the number of times the policy identified by the "policyId" attribute is active/used.
	

	[bookmark: _Hlk150011074]timeSpent
	DurationSec
	M
	1
	Contains the usage time duration of the policy identified by the "policyId" attribute.
	

	[bookmark: _Hlk150011098]preEmptCount
	Uinteger
	O
	0..1
	Contains the number of times the policy is pre-empted by another policy.
	

	[bookmark: _Hlk150011103]preEmptPolId
	string
	O
	0..1
	Contains the identifier of the policy that is used for pre-emption.
	



[bookmark: _Toc151743233][bookmark: _Toc151743698]6.3.6.2.10	Type: PolDeleteReq
Table 6.3.6.2.10-1: Definition of type PolDeleteReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyIds
	array(string)
	M
	1..N
	Contains the identifier(s) of the Policy(ies) to be deleted.
	

	defPolicyIds
	map(string)
	C
	1..N
	Contains the identifier(s) of the policy(ies) that are to be the new default Policy(ies). Each map entry corresponds to the new default policy for a particular policy type. There shall not be two new default policies for the same policy type.

This attribute shall be present only when at least one of the deleted policies provided within the "policyIds" is the current default Policy for a policy type.

The key of the map shall be the policy type for which the provided new default policy identified by the corresponding map value is related. The key of the map shall be encoded using the PolicyType enumeration data type defined in clause 6.3.6.3.3.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.3.8.

This attribute shall be present only if feature negotiation needs to take place.
	



6.3.6.2.11	Type: PolDeleteResp
Table 6.3.6.2.11-1: Definition of type PolDeleteResp
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	defPoliciesInfo
	map(DefaultPolInfo)
	M
	1..N
	Contains the new default policy(ies) related information. Each map entry corresponds to the information of the new default policy for a particular policy type.

The key of the map shall be the value of the "policyType" attribute of the corresponding map encoded using the DefaultPolInfo data type.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.3.8.

This attribute shall be present only if feature negotiation needs to take place.
	



6.3.6.2.12	Type: DefaultPolInfo
Table 6.3.6.2.12-1: Definition of type DefaultPolInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyType
	PolicyType
	M
	1
	Represents the policy type.
	

	defPolicyId
	string
	M
	1
	Contains the identifier of the default policy.
	

	priority
	PriorityLevel
	O
	0..1
	Contains the priority of the default policy.
	



6.3.6.2.13	Type: HarmonizationNotif
Table 6.3.6.2.13-1: Definition of type HarmonizationNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	harmonizationId
	string
	M
	1
	Contains the harminzation identifier.
	

	policy
	PolicyData
	M
	1
	Contains the policy content data after harmonization.
	



6.3.6.2.14	Type: HarmonizationResp
Table 6.3.6.2.14-1: Definition of type HarmonizationResp
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	feedback
	boolean
	M
	1
	Contains the policy harmonization feedback. It indicates whether the policy harmonization result is accepted or not, i.e.:
-	"true" means that the policy harmonization result is accepted.
-	"false" means that the policy harmonization result is not accepted.
	



6.3.6.2.15	Type: NetSliceId
Table 6.3.6.2.15-1: Definition of type NetSliceId
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	C
	0..1
	Contains the S-NSSAI.

(NOTE)
	

	nsiId
	NsiId
	C
	0..1
	Contains the identifier of the network slice instance.

(NOTE)
	

	ensi
	Ensi
	C
	0..1
	Contains the external network slice indentifier.

(NOTE)
	

	NOTE:	These attributes are mutually exclusive. Either one of them shall be present.



6.36.4.6.3	Simple data types and enumerations
[bookmark: _Toc96843448][bookmark: _Toc96844423][bookmark: _Toc100739996][bookmark: _Toc129252569][bookmark: _Toc144024279][bookmark: _Toc144459711][bookmark: _Toc151743234][bookmark: _Toc151743699]6.36.4.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc96843449][bookmark: _Toc96844424][bookmark: _Toc100739997][bookmark: _Toc129252570][bookmark: _Toc144024280][bookmark: _Toc144459712][bookmark: _Toc151743235][bookmark: _Toc151743700]6.36.4.6.3.2	Simple data types
The simple data types defined in table 6.36.4.6.3.2-1 shall be supported.
Table 6.36.4.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	PriorityLevel
	integer
	Represents an unsigned integer, within the range 1 to 255, indicating the priority level of a policy or the pre-emption capability of a policy.

The values are ordered in decreasing order of priority, with 1 being the highest priority and 255 the lowest priority.
	

	Ensi
	string
	Represents the External Network Slice Information that is used to identify a network slice, as specified in 3GPP TS 33.501 [21].
	



[bookmark: _Toc144024185][bookmark: _Toc148176898][bookmark: _Toc151379277][bookmark: _Toc151445458][bookmark: _Toc151536616][bookmark: _Toc96843450][bookmark: _Toc96844425][bookmark: _Toc100739998][bookmark: _Toc129252571][bookmark: _Toc144024283][bookmark: _Toc144459715][bookmark: _Toc151743236][bookmark: _Toc151743701]6.3.6.3.3	Enumeration: PolicyType
The enumeration PolicyType represents the policy type. It shall comply with the provisions defined in table 6.3.6.3.3-1.
Table 6.3.6.3.3-1: Enumeration PolicyType
	Enumeration value
	Description
	Applicability

	MAX_NUM_PDU_SESS
	Indicates that the policy type is the maximum number of PDU Sessions.
	

	MAX_NUM_UE
	Indicates that the policy type is the maximum number of UEs Sessions.
	

	SLICE_LOAD_PREDICTION
	Indicates that the policy type is the network slice load prediction.
	

	TIME_PERIOD
	Indicates that the policy type is the time period.
	

	TIME_PERIOD_AND_AVG_QOS
	Indicates that the policy type is the time period and average QoS per UE.
	

	TIME_PERIOD_AND_MIN_QOS
	Indicates that the policy type is the time period and minimum QoS per UE.
	



6.36.4.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc96843451][bookmark: _Toc96844426][bookmark: _Toc100739999][bookmark: _Toc129252572][bookmark: _Toc144024284][bookmark: _Toc144459716]There are no data types describing alternative data types or combinations of data types defined for this API in this release of the specification.
[bookmark: _Toc151743237][bookmark: _Toc151743702]6.36.4.6.5	Binary data
[bookmark: _Toc96843452][bookmark: _Toc96844427][bookmark: _Toc100740000][bookmark: _Toc129252573][bookmark: _Toc144024285][bookmark: _Toc144459717][bookmark: _Toc151743238][bookmark: _Toc151743703]6.36.4.6.5.1	Binary Data Types
Table 6.36.4.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	
	
	



[bookmark: _Toc144024286][bookmark: _Toc144459718][bookmark: _Toc151743239][bookmark: _Toc151743704]6.36.4.7	Error Handling
[bookmark: _Toc96843454][bookmark: _Toc96844429][bookmark: _Toc100740002][bookmark: _Toc129252575][bookmark: _Toc144024287][bookmark: _Toc144459719][bookmark: _Toc151743240][bookmark: _Toc151743705]6.36.4.7.1	General
For the NSCE_PolicyManagement API, error handling shall be supported as specified in clause 6.7 of 3GPP TS 29.549 [15].
In addition, the requirements in the following clauses are applicable for the NSCE_PolicyManagement API.
[bookmark: _Toc96843455][bookmark: _Toc96844430][bookmark: _Toc100740003][bookmark: _Toc129252576][bookmark: _Toc144024288][bookmark: _Toc144459720][bookmark: _Toc151743241][bookmark: _Toc151743706]6.36.4.7.2	Protocol Errors
No specific protocol errors for the NSCE_PolicyManagement API are specified.
[bookmark: _Toc96843456][bookmark: _Toc96844431][bookmark: _Toc100740004][bookmark: _Toc129252577][bookmark: _Toc144024289][bookmark: _Toc144459721][bookmark: _Toc151743242][bookmark: _Toc151743707]6.36.4.7.3	Application Errors
The application errors defined for the NSCE_PolicyManagement API are listed in Table 6.36.4.7.3-1.
Table 6.36.4.7.3-1: Application errors
	[bookmark: _Toc96843457][bookmark: _Toc96844432][bookmark: _Toc100740005][bookmark: _Toc129252578][bookmark: _Toc144024290][bookmark: _Toc144459722]Application Error
	HTTP status code
	Description
	Applicability

	INVALID_POLICY
	403 Forbidden
	Indicates that the Policy Pprovisioning/update is rejected because the provided policy in not valid.
	

	POLICY_CONFLICT
	403 Forbidden
	Indicates that the Policy provisioning/update is rejected because the provided policy conflicts with existing policies.

This application error applies only when policy harmonization was not requested.
	

	HARMOMIZATION_ONGOING
	403 Forbidden
	Indicates that the Policy provisioning/update is rejected because policy harmonization of the policy to be created/updated is ongoing.

This application error applies only when policy harmonization was requested.
	



Editor's Note:	The complete definition of the error handling cases is FFS.
[bookmark: _Toc151743243][bookmark: _Toc151743708]6.36.4.8	Feature negotiation
The optional features listed in table 6.36.4.8-1 are defined for the NSCE_PolicyManagement API. They shall be negotiated using the extensibility mechanism defined in clause 6.8 of 3GPP TS 29.549 [15].
Table 6.36.4.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc96843458][bookmark: _Toc96844433][bookmark: _Toc100740006][bookmark: _Toc129252579][bookmark: _Toc144024291][bookmark: _Toc144459723][bookmark: _Toc151743244][bookmark: _Toc151743709]6.36.4.9	Security
The provisions of clause 9 of 3GPP TS 29.549 [15] shall apply for the NSCE_PolicyManagement API.
[bookmark: _Toc96843459][bookmark: _Toc96844434][bookmark: _Toc100740007][bookmark: _Toc104332874][bookmark: _Toc130662237]
7	Using Common API Framework
[bookmark: _Toc144024293][bookmark: _Toc24868675][bookmark: _Toc34154180][bookmark: _Toc36041124][bookmark: _Toc36041437][bookmark: _Toc43196714][bookmark: _Toc43481484][bookmark: _Toc45134761][bookmark: _Toc51189293][bookmark: _Toc51763969][bookmark: _Toc57206201][bookmark: _Toc59019542][bookmark: _Toc68170215][bookmark: _Toc73433953][bookmark: _Toc73436001][bookmark: _Toc73437408][bookmark: _Toc75351818][bookmark: _Toc83230096][bookmark: _Toc85528264][bookmark: _Toc90649889][bookmark: _Toc96843460][bookmark: _Toc96844435][bookmark: _Toc100740008][bookmark: _Toc104332875]The provisions of clause 8 of 3GPP TS 29.549 [15] shall apply for the NSCE Server APIs defined in this specification.
* * * * Next changes * * * *
[bookmark: _Toc151743492][bookmark: _Hlk144024711]A.64	NSCE_PolicyManagement API
openapi: 3.0.0

info:
  title: NSCE Server Policy Management Service
  version: 1.0.0-alpha.1
  description: |
    NSCE Server Policy Management Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: >
    3GPP TS 29.435 V0.1.1; Service Enabler Architecture Layer for Verticals (SEAL);
    Network Slice Capability Exposure (NSCE) Server Service(s); Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.435/

servers:
  - url: '{apiRoot}/nsce-pm/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 6.5 of 3GPP TS 29.549

security:
  - {}
  - oAuth2ClientCredentials: []

paths:
  /provisioningspolicies:
    post:
      summary: Request the creation provisioning of a Policy Provisioning.
      operationId: CreatePolProv
      tags:
        - Policiesy Provisionings (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolicyProv'
      responses:
        '201':
          description: >
            Created. The Policy Provisioning is successfully created and a representation of the
            created Individual Policy Provisioning resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolicyProv'
          headers:
            Location:
              description: >
                Contains the URI of the created Individual Policy Provisioning resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        HarmonizationNotif:
          '{$request.body#/notifUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/HarmonizationNotif'
              responses:
                '200':
                  description: >
                    OK. The Policy Harmonization Notification is successfully received and
                    processed, and policy harmonization related information shall be returned in the
                    response body.
                  content:
                    application/json:
                      schema:
                        $ref: '#/components/schemas/HarmonizationResp'
                '204':
                  description: >
                    No Content. The Policy Harmonization Notification is successfully received and
                    processed, and no content is returned in the response body.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /policies/delete:
    post:
      summary: Enables to request the deletion of one or several existing Policy(ies).
      operationId: DeletePolProvs
      tags:
        - Policy(ies) deletion Request
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolDeleteReq'
      responses:
        '200':
          description: >
            OK. The targeted Policy(ies) are successfully deleted.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolDeleteResp'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /provisioningspolicies/{provpolicyId}:
    parameters:
      - name: policyrovId
        in: path
        description: >
          Represents the identifier of the Individual Policy Provisioning resource.
        required: true
        schema:
          type: string

    get:
      summary: Retrieve an existing Individual Policy Provisioning resource.
      operationId: GetIndPolProv
      tags:
        - Individual Policy Provisioning (Document)
      responses:
        '200':
          description: >
            OK. The requested Individual Policy Provisioning resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolicyProv'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Request the update of an existing Individual Policy Provisioning resource.
      operationId: UpdateIndDPolProv
      tags:
        - Individual Policy Provisioning (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolicyProv'
      responses:
        '200':
          description: >
            OK. The Individual Policy Provisioning resource is successfully updated and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolicyProv'
        '204':
          description: >
            No Content. The Individual Policy Provisioning resource is successfully updated and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the modification of an existing Individual Policy Provisioning resource.
      operationId: ModifyIndPolProv
      tags:
        - Individual Policy Provisioning (Document)
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/PolicyProvPatch'
      responses:
        '200':
          description: >
            OK. The Individual Policy Provisioning resource is successfully modified and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolicyProv'
        '204':
          description: >
            No Content. The Individual Policy Provisioning resource is successfully modified and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Request the deletion of an existing Individual Policy Provisioning resource.
      operationId: DeleteIndPolProv
      tags:
        - Individual Policy Provisioning (Document)
      responses:
        '204':
          description: >
            No Content. The Individual Policy Provisioning resource is successfully deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /subscriptions:
    post:
      summary: Request the creation of a Policy Usage Subscription.
      operationId: CreatePolUsageSubsc
      tags:
        - Policy Usage Subscriptions (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolUsageSubsc'
      responses:
        '201':
          description: >
            Created. The Policy Usage Subscription is successfully created and a representation
            of the created Individual Policy Usage Subscription resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
          headers:
            Location:
              description: >
                Contains the URI of the created Individual Policy Usage Subscription resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        PolUsageNotif:
          '{$request.body#/notifUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/PolUsageNotif'
              responses:
                '204':
                  description: >
                    No Content. The Policy Usage Notification is successfully received and
                    Aacknowledged.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /subscriptions/{subscriptionId}:
    parameters:
      - name: subscriptionId
        in: path
        description: >
          Represents the identifier of the Individual Policy Usage Subscription resource.
          resource.
        required: true
        schema:
          type: string

    get:
      summary: Retrieve an existing Individual Policy Usage Subscription resource.
      operationId: GetIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      responses:
        '200':
          description: >
            OK. The requested Individual Policy Usage Subscription resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Request the update of an existing Individual Policy Usage Subscription resource.
      operationId: UpdateIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolUsageSubsc'
      responses:
        '200':
          description: >
            OK. The Individual Policy Usage Subscription resource is successfully updated and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
        '204':
          description: >
            No Content. The Individual Policy Usage Subscription resource is successfully updated
            and no content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the modification of an existing Individual Policy Usage Subscription resource.
      operationId: ModifyIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/PolUsageSubscPatch'
      responses:
        '200':
          description: >
            OK. The Individual Policy Usage Subscription resource is successfully modified and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
        '204':
          description: >
            No Content. The Individual Policy Usage Subscription resource is successfully modified
            and no content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Request the deletion of an existing Individual Policy Usage Subscription resource.
      operationId: DeleteIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      responses:
        '204':
          description: >
            No Content. The Individual Policy Usage Subscription resource is successfully deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'


components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}

  schemas:

#
# STRUCTURED DATA TYPES
#

    PolicyProv:
      description: >
        Represents a Policy Provisioning.
      type: object
      properties:
        netSliceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SnssaiNetSliceId'
        reqDnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DnnSnssai'
        polHarmInd:
          type: boolean
          default: false
          description: >
            Contains the policy harmonization indication. It indicates whether policy harmonization
            is requested or not.
            true means that policy harmonization is requested.
            false means that policy harmonization is not requested.
            The default value when omitted is "false".
        policy:
          $ref: '#/components/schemas/PolicyData'
        defaultPolInd:
          type: boolean
          default: false
          description: >
            Contains the default policy indication. It indicates whether or not the provisioned
            policy shall be used as a default policy for the network slices provisioned without any
            policy.
            true means that the provisioned policy shall be used as a default policy for the network
            slices provisioned without any policy.
            false means that the provisioned policy shall not be used as a default policy for the
            network slices provisioned without any policy.
            The default value when omitted is "false".
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        harmonizationId:
          type: string
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - policy

    PolicyProvPatch:
      description: >
        Represents the requested modifications to a Policy Provisioning.
      type: object
      properties:
        netSliceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NetSliceIdSnssai'
        reqDnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DnnSnssai'
        polHarmInd:
          type: boolean
          description: >
            Contains the policy harmonization indication. It indicates whether policy harmonization
            is requested or not.
            true means that policy harmonization is requested.
            false means that policy harmonization is not requested.
            The default value when omitted and not previously provisioned is "false".
        policy:
          $ref: '#/components/schemas/PolicyData'
        defaultPolInd:
          type: boolean
          default: false
          description: >
            Contains the default policy indication. It indicates whether or not the provisioned
            policy shall be used as a default policy for the network slices provisioned without any
            policy.
            true means that the provisioned policy shall be used as a default policy for the network
            slices provisioned without any policy.
            false means that the provisioned policy shall not be used as a default policy for the
            network slices provisioned without any policy.
            The default value when omitted and not previously provisioned is "false".
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'

    PolicyData:
      description: >
        Represents the content of a policy.
      type: object
      properties:
        policyType:
          $ref: '#/components/schemas/PolicyType'
        areaOfInterest:
          $ref: 'TS29435_NSCE_NSInfoDelivery.yaml#/components/schemas/ServArea'
        lifetime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        maxNumTimes:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        priority:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/PriorityLevel'
        schedule:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'
        preemption:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/PriorityLevel'
        monPercentage:
          type: integer
          minimum: 0
          maximum: 100
        monValue:
          type: integer
          minimum: 1
          description: Contains an unsigned Integer with only the values 1 and above permitted.
      required:
        - policyType
        - areaOfInterest
      oneOf:
        - required: [lifetime]
        - required: [maxNumTimes]

    PolUsageSubsc:
      description: >
        Represents a Policy Usage Subscription.
      type: object
      properties:
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        netSliceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NetSliceIdSnssai'
        reqPolicyRep:
          $ref: '#/components/schemas/ReqPolRep'
        repPeriodicity:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - notifUri
        - netSliceId
        - reqPolicyRep

    PolUsageSubscPatch:
      description: >
        Represents the requested modifications to a Policy Usage Subscription.
      type: object
      properties:
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        reqPolicyRep:
          $ref: '#/components/schemas/ReqPolRep'
        repPeriodicity:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

    ReqPolRep:
      description: >
        Represents the requested policy usage reporting information.
      type: object
      properties:
        policyId:
          type: string
        startTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
      required:
        - policyId
        - startTime
        - endTime

    PolUsageNotif:
      description: >
        Represents a Policy Usage Notification.
      type: object
      properties:
        subscriptionId:
          type: string
        reports:
          type: array
          items:
            $ref: '#/components/schemas/PolRepData'
          minItems: 1
      required:
        - subscriptionId
        - reports

    PolRepData:
      description: >
        Represents data access statistics.
      type: object
      properties:
        policyId:
          type: string
        count:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        timeSpent:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        preEmptCount:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        preEmptPolId:
          type: string
      required:
        - policyId
        - count
        - timeSpent

    PolDeleteReq:
      description: >
        Represents the parameters to request the deletion of one or several Policy(ies).
      type: object
      properties:
        policyIds:
          type: array
          items:
            type: string
          minItems: 1
        defPolicyIds:
          type: object
          additionalProperties:
            type: string
          minProperties: 1
          description: >
            Contains the identifier(s) of the policy(ies) that are to be the new default
            Policy(ies). Each map entry corresponds to the new default policy for a particular
            policy type. There shall not be two new default policies for the same policy type.
            The key of the map shall be the policy type for which the provided new default policy
            identified by the corresponding map value is related. The key of the map shall be
            encoded using the PolicyType enumeration data type.
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - policyIds

    PolDeleteResp:
      description: >
        Represents the response to the Policy(ies) deletion response.
      type: object
      properties:
        defPoliciesInfo:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/DefaultPolInfo'
          minProperties: 1
          description: >
            Contains the new default policy(ies) related information. Each map entry corresponds to
            the information of the new default policy for a particular policy type.
            The key of the map shall be the value of the policyType attribute of the corresponding
            map encoded using the DefaultPolInfo data type.
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - defPoliciesInfo

    DefaultPolInfo:
      description: >
        Represents the default policy related information.
      type: object
      properties:
        policyType:
          $ref: '#/components/schemas/PolicyType'
        defPolicyId:
          type: string
        priority:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/PriorityLevel'
      required:
        - policyType
        - defPolicyId

    HarmonizationNotif:
      description: >
        Represents a Policy Harmonization Notification.
      type: object
      properties:
        harmonizationId:
          type: string
        policy:
          $ref: '#/components/schemas/PolicyData'
      required:
        - harmonizationId
        - policy

    HarmonizationResp:
      description: >
        Represents the response to a Policy Harmonization Notification.
      type: object
      properties:
        feedback:
          type: boolean
          description: >
            Contains the policy harmonization feedback. It indicates whether the policy
            harmonization result is accepted or not.
            true means that the policy harmonization result is accepted.
            false means that the policy harmonization result is not accepted.
      required:
        - feedback

    NetSliceId:
      description: >
        Represents the network slice identification information.
      type: object
      properties:
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        nsiId:
            $ref: 'TS29531_Nnssf_NSSelection.yaml#/components/schemas/NsiId'
        ensi:
            $ref: '#/components/schemas/Ensi'
      oneOf:
        - required: [snssai]
        - required: [nsiId]
        - required: [ensi]


# SIMPLE DATA TYPES
#

    PriorityLevel:
      description: >
        Represents an unsigned integer, within the range 1 to 255, indicating the priority level of
        a policy or the pre-emption capability of a policy.
      type: integer
      minimum: 1
      maximum: 255

    Ensi:
      description: >
        Represents the External Network Slice Information that is used to identify a network slice,
        as specified in 3GPP TS 33.501.
      type: string


#
# ENUMERATIONS
#

    PolicyType:
      anyOf:
      - type: string
        enum:
           - MAX_NUM_PDU_SESS
           - MAX_NUM_UE
           - SLICE_LOAD_PREDICTION
           - TIME_PERIOD
           - TIME_PERIOD_AND_AVG_QOS
           - TIME_PERIOD_AND_MIN_QOS
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration
          and is not used to encode content defined in the present version of this API.
      description: |
        Represents policy type.  
        Possible values are:
        - MAX_NUM_PDU_SESS: Indicates that the policy type is the maximum number of PDU Sessions.
        - MAX_NUM_UE: Indicates that the policy type is the maximum number of UEs Sessions.
        - SLICE_LOAD_PREDICTION: Indicates that the policy type is the network slice load
          prediction.
        - TIME_PERIOD: Indicates that the policy type is the time period.
        - TIME_PERIOD_AND_AVG_QOS: Indicates that the policy type is the time period and average QoS
          per UE.
        - TIME_PERIOD_AND_MIN_QOS: Indicates that the policy type is the time period and minimum QoS
          per UE.

* * * * End of changes * * * *
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