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* * * * Start of changes * * * *
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The PCF may provision the authorized AMBR per PDU session as part of a SM policy association establishment procedure.
The SMF shall, if available include either the UDM subscribed Session-AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA authorized Session-AMBR per PDU session within the "subsSessAmbr" attribute in the SmPolicyContextData data structure, as defined in clause 4.2.2.2. When both the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are available in the SMF, the DN-AAA authorized Session-AMBR shall take precedence over the UDM subscribed Session-AMBR.
In home routed roaming, and if the "VPLMN-QoS-Control" feature is supported, the SMF shall provide the Session-AMBR constraints received from the VPLMN, if available, within the "vplmnQos" attribute.
When the SMF provides the subscribed Session-AMBR to the PCF, tThe PCF shall authorize the Session-AMBR based on the operator's policy and, in the home routed scenario, shall ensure that the authorized Session-AMBR value does not exceed the Session-AMBR value provided by the VPLMN, if available. For emergency PDU sessions, the PCF shall behave as specified in clause 4.2.2.9. The value of the authorized Session-AMBR may be different from the value of subscribed Session-AMBR if provided by the SMF.
NOTE:	If the SMF does not provide the Session-AMBR constraints in the VPLMN to the PCF, the PCF considers that no Session-AMBR constrains apply unless operator policies define any.
When network slice data rate policy control applies, the PCF shall authorize the Session-AMBR as described in clause 4.2.6.8.
The PCF shall provision the authorized Session-AMBR to the SMF in the response to the received HTTP POST message, as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.
Upon reception of the authorized Session-AMBR from the PCF, the SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the enforcement of the Session-AMBR for the concerned PDU session.

* * * * Next changes * * * *
[bookmark: _Toc129246291][bookmark: _Toc138747046][bookmark: _Toc144394141]4.2.2.6	Policy provisioning and enforcement of authorized default QoS
The PCF may provision the authorized default QoS per PDU session as part of a SM policy association establishment procedure.
During PDU session establishment, as defined in clause 4.2.2.2, the SMF shall, if available, include the subscribed default QoS within the "subsDefQos" attribute.
In home routed roaming, and if the "VPLMN-QoS-Control" feature is supported, the SMF shall provide the default QoS constraints received from the VPLMN, if available, within the "vplmnQos" attribute.
When the SMF provides the subscribed default QoS to the PCF, tThe PCF shall authorize the default QoS based on the operator's policy and, in the home routed scenario, shall ensure that the authorized default QoS contains 5QI and ARP values, and MBR/GBR values, if applicable, and if the feature "VPLMN-5QIPrioLevel" is supported, a 5QI Priority Level (when the required 5QI Priority Level is different from the standardized Default Priority Level value in the QoS characteristics Table 5.7.4-1 in 3GPP TS 23.501 [2]), supported by the VPLMN, if available. For emergency PDU sessions, the PCF shall behave as specified in clause 4.2.2.9. The value of the authorized default QoS may be different from the value of subscribed default QoS if provided by the SMF.
NOTE 1:	If the SMF does not provide the default QoS constraints in the VPLMN to the PCF, the PCF considers that no default QoS constrains apply unless operator policies define any.
The PCF shall provision the authorized default QoS to the SMF in the response to the received HTTP POST message, as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.
Upon reception of the authorized default QoS, the SMF enforces it, which may lead to the change of the subscribed default QoS. The SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for this enforcement of the authorized default QoS for the concerned PDU session.
NOTE 2:	If dynamic PCC is not deployed, the SMF can have a DNN based configuration to enable the establishment of a GBR resource type default QoS flow. This configuration contains a standardized GBR 5QI as well as GFBR and MFBR for UL and DL.
NOTE 3:	GBR resource type is not applicable to the default QoS flow of a PDU session that is interworking with EPS.
* * * * End of changes * * * *
