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Additional discussion(if needed):
Proposed changes:

[bookmark: _Hlk149925298]*** 1st Change ***
[bookmark: _Toc145491807][bookmark: _Toc145491810][bookmark: _Toc145491858]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADRF	Analytics Data Repository Function
AF	Application Function
AMF 	Access and Mobility Management Function
AnLF	Analytics Logical Function
CEF	Charging Enablement Function
DCCF	Data Collection Coordination Function
FL	Federated Learning
GMLC	Gateway Mobile Location Centre
LMF	Location Management Function
MDAF	Management Data Analytics Function
MDT	Minimization of Drive Tests
MFAF	Messaging Framework Adaptor Function
ML	Machine Learning
MTLF	Model Training Logical Function
NEF	Network Exposure Function
NRF	Network Repository Function
NSACF	Network Slice Admission Control Function
NSSF	Network Slice Selection Function
NWDAF	Network Data Analytics Function
OAM	Operation, Administration, and Maintenance
PCF	Policy Control Function
RE-NWDAF	NWDAF with roaming exchange capability
SMF	Session Management Function
UDM	Unified Data Management
UPF	User Plane Function

*** 2nd Change ***
4.2	Data Collection
As depicted in Figure 4.2-1, the 5G System architecture allows NWDAF to collect data from any 5GC NF (e.g. AMF, SMF), OAM and/or MDAF directly or via DCCF, DCCF together with ADRF and/or MFAF, or via NWDAF in non-roaming case. For roaming case, the roaming architecture as described in clause 4.5 is added between HPLMN and VPLMN.


Figure 4.2-1: Data Collection Architecture
When DCCF, ADRF, MFAF or NWDAF hosting DCCF are present in the network, whether the NWDAF directly contacts the Data Source NF or goes via the DCCF, or NWDAF hosting DCCF is based on configuration of the NWDAF.
The Data Source NF may be AMF, SMF, UDM, UPF, GMLC, AF, NSACF, NRF and/or NEF with the related data collection procedures described in clause 5.5. If the Data Source is OAM and/or MDAF, the NWDAF may collect relevant management data from the services in the OAM and/or MDAF as configured by the PLMN operator. The NWDAF may use the OAM services e.g. generic performance assurance and fault supervision management services as defined in TS 28.532 [19], PM (Performance Management) services as defined in TS 28.550 [31] and/or FS (Fault Supervision) services as defined in TS 28.545 [37]. The NWDAF may collect the analysis results from MDAF, e.g. service experience and energy saving state analysis and/or end-to-end latency analysis in TS 28.104 [38].
For the specific analytics event, the applicable Data Source NF(s) and the related data collection procedures and scope are descibed in the corresponding analytics event subcluase within clause 5.7.
*** 3rd Change ***
4.5	Roaming architecture
Based on operator's policy and local regulations (e.g. privacy), data or analytics may be exchanged between PLMNs (i.e. HPLMN and VPLMN) via RE-NWDAF (i.e. an NWDAF with exchange capability in each PLMN used as exchange point to exchange data and/or analytics with other PLMNs) using the architecture shown in Figure 4.5-1, the roaming case handling is refer to clause 4.3 of 3GPP TS 23.288 [2].


[bookmark: _CRFigure4_31]Figure 4.5-1: Roaming Architecture to exchange Data or Analytics between V-PLMN and H-PLMN
In roaming scenario, the H-RE-NWDAF is the enforcement point to check user consent. The H-RE-NWDAF retrieves the roaming-related user consent for a user from the UDM.
NOTE 1:	The content of the roaming-related user consent is up to SA WG3.
*** 4th Change ***
[bookmark: _Toc145491837]5.5.4	Procedure for Data Collection in Roaming Case
[bookmark: _Toc145491838]5.5.4.1	Data Collection by H-RE-NWDAF from V-RE-NWDAF for outbound roaming users
The procedure depicted in Figure 5.5.4.1-1 is used by the H-RE-NWDAF as service consumer to subscribe/unsubscribe to notifications about data event exposure from the VPLMN for outbound roaming users.


[bookmark: _CRFigure6_2_101]Figure 5.5.4.1-1: data collection by H-RE-NWDAF from V-RE-NWDAF for outbound roaming users
1.	For subscription to collected data related to the outbound roaming UE(s), the H-RE-NWDAF checks the user consent of related users.
NOTE 1:	How the user consent is checked needs to be aligned with SA WG3.
2.	The H-RE-NWDAF of HPLMN discovers V-RE-NWDAF of VPLMN that supports the Nnwdaf_RoamingData service using the NRF as specified for roaming case in clause 5.8.2.3.
NOTE 2:	The access to the Nnf_EventExposure services is expected to be restricted to NF service consumers within the same PLMN to prevent bypassing checks based on user consent and operator policy.
3.	The H-RE-NWDAF subscribes/unsubscribes to notifications about data event exposure by invoking the Nnwdaf_RoamingData_Subscribe / Nnwdaf_RoamingData_Unsubscribe service operation message as described in clause 4.8.2.2 and clause 4.8.2.3 of 3GPP TS 29.520 [5].
4a.	The V-RE-NWDAF checks whether the HPLMN is authorised to request the input data based on VPLMN operator polices (that may depend on the HPLMN and may indicate permissible or restricted input data and related parameters).
4b.	The V-RE-NWDAF responds to the H-RE-NWDAF with Nnwdaf_RoamingData_Subscribe / Nnwdaf_RoamingData_Unsubscribe service operation message as described in clause 4.8.2.2 and clause 4.8.2.3 of 3GPP TS 29.520 [5].
5.	The V-RE-NWDAF triggers new data collection from NF(s) as described in clause 5.5.1 or clause 5.5.1.
6.	The V-RE-NWDAF may restrict the exposed input data based on VPLMN operator polices (that may depend on the HPLMN) and may store them for auditing.
7.	The V-RE-NWDAF notifies data to the H-RE-NWDAF as described in clause 4.8.2.4 of 3GPP TS 29.520 [5].
NOTE 3:	For details of Nnwdaf_RoamingData_Subscribe/Unsubscribe/Notify service operations refer to 3GPP TS 29.520 [5].
5.5.4.2	Data Collection by V-RE-NWDAF from H-RE-NWDAF for inbound roaming users
The procedure depicted in Figure 5.5.4.2-1 is used by the V-RE-NWDAF as service consumer to subscribe/unsubscribe to notifications about data event exposure from the HPLMN for inbound roaming users.


[bookmark: _CRFigure6_2_111]Figure 5.5.4.2-1: Data Collection by V-RE-NWDAF from H-RE-NWDAF for inbound roaming users
1.	The V-RE-NWDAF of VPLMN discovers H-RE-NWDAF of HPLMN that supports the Nnwdaf_RoamingData service using the NRF as specified in clause 5.8.2.3.
NOTE 1:	The access to the Nnf_EventExposure services is expected to be restricted to NF service consumers within the same PLMN to prevent bypassing checks based on user consent and operator policy.
2.	The V-RE-NWDAF subscribes/unsubscribes to data event exposure by invoking Nnwdaf_RoamingData_Subscribe / Nnwdaf_RoamingData_Unsubscribe service operation message as described in clause 4.8.2.2 and clause 4.8.2.3 of 3GPP TS 29.520 [5].
3a.	The H-RE-NWDAF checks if the VPLMN is authorised to subscribe to the indicated input data based on HPLMN operator polices (that may depend on the VPLMN and may indicate permissible or restricted input data and related parameters) and user consent of related users.
NOTE 2:	User consent check needs to be aligned with SA WG3.
3b.	The H-RE-NWDAF responds to the V-RE-NWDAF with Nnwdaf_RoamingData_Subscribe / Nnwdaf_RoamingData_Unsubscribe service operation message as described in clause 4.8.2.2 and clause 4.8.2.3 of 3GPP TS 29.520 [5].
4.	The H-RE-NWDAF triggers new data collection if needed and monitors the requested input data, using procedures as described in clauses 6.2.1 to 6.2.8.
5.	The H-RE-NWDAF may restrict the exposed input data based on HPLMN operator polices (that may depend on the VPLMN) and may store them for auditing.
6.	The H-RE-NWDAF notifies data event to the V-RE-NWDAF as described in clause 4.8.2.4 of 3GPP TS 29.520 [5].
NOTE 3:	For details of Nnwdaf_RoamingData_Subscribe/Unsubscribe/Notify service operations refer to 3GPP TS 29.520 [5].
*** 5th Change ***
[bookmark: _Toc122117687][bookmark: _Toc145491868]5.8.2.3	Consumer discovery and selection of NWDAF in NRF
A consumer of analytics services may use the NRF for discovering an NWDAF containing AnLF or MTLF.
If the NWDAF service consumer needs to discover an NWDAF containing AnLF that is able to collect data from particular data sources identified by their NF Set IDs or NF types, the consumer may query NRF with the Nnrf_NFDiscovery_NFDiscover service operation, providing the NF Set IDs (serving-nf-set-id attribute) or NF types (serving-nf-type attribute) in the discovery request. See 3GPP TS 29.510 [23] for details.
If the NWDAF service consumer (NWDAF containing MTLF) needs to discover an NWDAF containing MTLF that support Federated Learning identified by their FL capability (i.e. FL server or FL client), the consumer may query NRF with the Nnrf_NFDiscovery_NFDiscover service operation for discovery of FL Server NWDAF (NWDAF containing MTLF) or FL Client NWDAF (NWDAF containing MTLF). See 3GPP TS 29.510 [23] for details.
If the NWDAF service consumer needs to discover an NWDAF containing MTLF that is able to provide ML model provisioning services with trained ML models available for one or more Analytics ID(s), the consumer may query NRF with the Nnrf_NFDiscovery_NFDiscover service operation for discovery of NWDAF containing the required trained ML model. See 3GPP TS 29.510 [23] for details.
In the roaming architecture, a consumer in the same PLMN as the RE-NWDAF discovers the RE-NWDAF by querying for an NWDAF where the roaming exchange capability is indicated in its NRF profile. A consumer in a peer PLMN (i.e. RE-NWDAF) discovers the RE-NWDAF by querying for an NWDAF in the target PLMN that is supporting the specific services defined for roaming. A RE-NWDAF discovers the RE-NWDAF in a different PLMN (i.e. HPLMN or VPLMN) using the procedure defined in clause 4.17.5 (if delegated discovery is not used) or clause 4.17.10 (if delegated discovery is used) of TS 23.502 [3], where the detailed parameters are determined based on the analytics request or subscription from the consumer 5GC NF, operator policy, user consent and/or local configuration. See 3GPP TS 29.510 [23] for details.
*** End of Changes ***
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