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*** First Change ***
[bookmark: _Toc20407930][bookmark: _Toc24719928][bookmark: _Toc36041276][bookmark: _Toc36041357][bookmark: _Toc36041440][bookmark: _Toc45134577][bookmark: _Toc59019602][bookmark: _Toc138692533]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[5]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[6]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[7]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[8]	IETF RFC 91137540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[11]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[12]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data, Application Data and Structured Data for exposure; Stage 3".
[13]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[14]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[15]	IETF RFC 7396: "JSON Merge Patch".
[16]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[17]	IETF RFC 7807: "Problem Details for HTTP APIs".
[18]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[19]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[20]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[21]	3GPP TR 21.900: "Technical Specification Group working methods".
[22]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".

*** Next Change ***
[bookmark: _Toc20407945][bookmark: _Toc24719943][bookmark: _Toc36041291][bookmark: _Toc36041372][bookmark: _Toc36041455][bookmark: _Toc45134592][bookmark: _Toc59019617][bookmark: _Toc138692548]4.2.2.2	Retrieval of BDT policies
This procedure is used by the NF service consumer to request BDT policies from the PCF, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].
[bookmark: _Hlk505778999]Figure 4.2.2.2-1 illustrates a retrieval of BDT policies.


Figure 4.2.2.2-1: Retrieval of BDT policies
[bookmark: _Hlk505257778][bookmark: _Hlk505257851][bookmark: _Hlk505258018]Upon reception of a Background Data Transfer request from the AF indicating a transfer policy request, the NF service consumer shall invoke the Npcf_BDTPolicyControl_Create service operation by sending an HTTP POST request to the URI representing a "BDT policies" collection resource of the PCF (as shown in figure 4.2.2.2-1, step 1). The NF service consumer shall include a "BdtReqData" data type in a contentpayload body of the HTTP POST request. The "BdtReqData" data type shall contain:
[bookmark: _Hlk505258184]-	an ASP identifier in the "aspId" attribute;
-	a volume of data per UE in the "volPerUe" attribute;
-	an expected number of UEs in the "numOfUes" attribute;
-	a desired time window in the "desTimeInt" attribute; and
-	if "BdtNotification_5G" feature is supported a notification URI in the "notifUri" attribute,
and may include:
-	a network area information (e.g. list of TAIs and/or NG-RAN nodes and/or cells identifiers) in the "nwAreaInfo" attribute;
-	an identification of a group of UE(s) via an "interGroupId" attribute;
[bookmark: _Hlk505258671]-	a traffic descriptor of background data within the "trafficDes" attribute;
-	if "BdtNotification_5G" feature is supported an indication that BDT warning notification is requested in the "warnNotifReq" attribute; and
-	a DNN and an S-NSSAI, corresponding to the ASP identifier, in the "dnn" attribute and the "snssai" attribute respectively.
If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error in the HTTP POST request, the PCF shall send the HTTP error response as specified in clause 5.7.
Otherwise, upon the reception of the HTTP POST request from the NF service consumer indicating a BDT policies request, the PCF:
[bookmark: _Hlk505259253]-	may invoke the Nudr_DataRepository_Query service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12], to request from the UDR all stored transfer policies;
NOTE 1:	In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.
-	shall determine one or more acceptable transfer policies based on:
a)	information provided by the NF service consumer; and
b)	other available information (e.g. the existing transfer policies, network policy, load status estimation for the desired time window); and
[bookmark: _Hlk505258049]-	shall create a BDT Reference ID.
The PCF shall send to the NF service consumer a "201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:
-	a Location header field; and
-	a "BdtPolicy" data type in the response contentpayload body containing the BDT Reference ID in the "bdtRefId" attribute and acceptable transfer policy/ies in the "transfPolicies" attribute.
The Location header field shall contain the URI of the created individual BDT policy resource i.e. "{apiRoot}/npcf-bdtpolicycontrol/v1/bdtpolicies/{bdtPolicyId}".
For each included transfer policy, the PCF shall provide:
[bookmark: _Hlk505258108]-	a transfer policy ID in the "transPolicyId" attribute;
-	a recommended time window in the "recTimeInt" attribute; and
-	a reference to charging rate for the recommended time window in the "ratingGroup" attribute,
and may provide a maximum aggregated bitrate for the uplink direction in the "maxBitRateUl" attribute and/or a maximum aggregated bitrate for the downlink direction in the "maxBitRateDl" attribute.
[bookmark: _Hlk505259195]If the BdtNotification_5G feature is supported the PCF shall not assign value "0" for any transfer policy ID.
NOTE 2:		As specified in clause 4.2.3.2, value "0" of transfer policy ID is reserved and indicates that no transfer policy is selected.
The PCF may map the ASP identifier into a target DNN and S-NSSAI based on local configuration if the NF service consumer did not provide the DNN and S-NSAAI to the PCF.
If the PCF included in the "BdtPolicy" data type:
-	more than one transfer policy, the PCF shall wait for the transfer policy selected by the NF service consumer as described in clause 4.2.3; or
[bookmark: _Hlk506728331]-	only one transfer policy, the PCF may invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] clause 5.2.9.3.2, to update the UDR with the selected transfer policy, the corresponding BDT Reference ID, the volume of data per UE, the expected number of UEs and, if available, a network area information, the associated DNN and S-NSSAI for the provided ASP identifier.
NOTE 3:	In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.

*** Next Change ***
[bookmark: _Toc20407948][bookmark: _Toc24719946][bookmark: _Toc36041294][bookmark: _Toc36041375][bookmark: _Toc36041458][bookmark: _Toc45134595][bookmark: _Toc59019620][bookmark: _Toc138692551]4.2.3.2	Indication about selected transfer policy
When the feature "PatchCorrection" is supported, this procedure is used by the NF service consumer to inform the PCF about selected transfer policy, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], if the AF selected the transfer policy from the received transfer policy list after:
-	retrieval of the BDT policies as described in clause 4.2.2; or
-	reception of the BDT warning notification as described in clause 4.2.4.
Figure 4.2.3.2-1 illustrates an indication about selected transfer policy.


Figure 4.2.3.2-1: Indication about selected transfer policy
Upon reception of a Background Data Transfer request from the AF indicating transfer policy selection, the NF service consumer shall invoke the Npcf_BDTPolicyControl_Update service operation by sending an HTTP PATCH request to the PCF, as shown in figure 4.2.3.2-1, step 1. The NF service consumer shall set the request URI to "{apiRoot}/npcf-bdtpolicycontrol/v1/bdtpolicies/{bdtPolicyId}".
[bookmark: _Hlk54300796]The NF service consumer shall include a "PatchBdtPolicy" data type in a contentpayload body of the HTTP PATCH request. When the AF selects a transfer policy, the "PatchBdtPolicy" data type shall contain a "bdtPolData" attribute which shall encode the transfer policy ID of the selected transfer policy in the "selTransPolicyId" attribute. In the case of transfer policy re-negotiation and if the BdtNotification_5G feature is supported and the AF did not select any transfer policy, the NF service consumer shall set the "selTransPolicyId" attribute to value "0" to indicate no transfer policy is selected.
If the PCF cannot successfully fulfil the received HTTP PATCH request due to the internal PCF error or due to the error in the HTTP PATCH request, the PCF shall send the HTTP error response as specified in clause 5.7.
If the feature "ES3XX" is supported, and the PCF determines the received HTTP PATCH request needs to be redirected, the PCF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
Otherwise, upon the reception of the HTTP PATCH request from the NF service consumer, the PCF:
-	in case of the initial transfer policy negotiation may invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] clause 5.2.9.3.2, to update the UDR with the selected transfer policy, the corresponding BDT Reference ID, the volume of data per UE, the expected number of UEs and, if available, a network area information, the associated DNN and S-NSSAI for the provided ASP identifier; or
-	in case of transfer policy re-negotiation may invoke:
a)	if a transfer policy is selected the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] clause 5.2.9.3.4, to update the UDR with the selected candidate transfer policy and set the "bdtpStatus" attribute to value "VALID" within the BdtDataPatch data type; or
b)	if no transfer policy is selected the Nudr_DataRepository_Delete service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] clause 5.2.9.3.3, to remove the transfer policy from the UDR; and
NOTE:	In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.
-	shall send:
a)	a "204 No Content" response (as shown in figure 4.2.3.2-1, step 2a); or
b)	a "200 OK" response (as shown in figure 4.2.3.2-1, step 2b) with a "BdtPolicy" data type in the contentpayload body,
	to the HTTP PATCH request to the NF service consumer.

*** Next Change ***
[bookmark: _Toc20407952][bookmark: _Toc24719950][bookmark: _Toc36041298][bookmark: _Toc36041379][bookmark: _Toc36041462][bookmark: _Toc45134599][bookmark: _Toc59019624][bookmark: _Toc138692555]4.2.4.2	Sending the BDT warning notification
This procedure is used by the PCF to inform the NF service consumer that network performance in the area of interest goes below the criteria set by the operator, as defined in clause 6.1.2.4 of 3GPP TS 23.503 [4].
Figure 4.2.4.2-1 illustrates a BDT warning notification from the PCF.


Figure 4.2.4.2-1: BDT warning notification
When the PCF knows that the network performance in the area of interest goes below the criteria set by the operator from the NWDAF as described in 3GPP TS 29.520 [22] and if the BDT warning notification is enabled, the PCF may try to re-negotiate the affected BDT policies with the affected AFs. To do this, the PCF retrieves all the background transfer policies together with their additionally stored AF provided information for BDT policy decision (e.g. their corresponding desired time window, the number of UEs, the volume of data per UE, etc.) from the UDR, identifies the BDT policy(ies) that are not desirable anymore due to the degradation of the network performance and tries to calculate one or more new candidate BDT policies based on the AF provided information, the background transfer policies retrieved from the UDR and the current network performance as follows:
-	If the BDT policies retrieved from the UDR include the "bdtpStatus" attribute indicating the BDT policy is invalid, the PCF may calculate one or more new candidate BDT policies without considering the invalid BDT policy.
-	If the PCF does not find any new candidate BDT policies, the previously negotiated BDT policy shall be kept and no interaction with the AF shall occur.
If one or more new candidate BDT policies are calculated, the PCF shall:
-	if the PCF has not locally stored the background transfer policies, invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] clause 5.2.9.3.4, to invalidate the affected background transfer policy stored in the UDR by including the "bdtpStatus" attribute set to value "INVALID" within the BdtDataPatch data type; and
-	invoke the Npcf_BDTPolicyControl_Notify service operation by sending the HTTP POST request with the BDT warning notification to the NF service consumer so that the NF service consumer can notify the AF.
The PCF shall include a "Notification" data type in a contentpayload body of the HTTP POST request.
The "Notification" data type provided in the request body:
-	shall contain the BDT Reference ID of the impacted transfer policy within the "bdtRefId" attribute;
-	may contain the time window when the network performance will go below the criteria set by the operator within the "timeWindow" attribute;
-	may contain the network area where the network performance will go below the criteria set by the operator within the "nwAreaInfo" attribute; and
-	may contain the list of candidate transfer policies in the "candPolicies" attribute.
NOTE:	The AF might select a new background transfer policy or might not select any new background transfer policy from the offered candidate list when receives the BDT warning notification.
Upon the reception of the HTTP POST request from the PCF, the NF service consumer shall acknowledge that request by sending an HTTP response message with the corresponding status code.
If the HTTP POST request from the PCF is accepted, the NF service consumer shall acknowledge the receipt of the notification with a "204 No Content" response to HTTP POST request, as shown in figure 4.2.4.2-1, step 2.
If the HTTP POST request from the PCF is not accepted, the NF service consumer shall send an HTTP error response as specified in clause 5.7.
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

*** Next Change ***
[bookmark: _Toc20407956][bookmark: _Toc24719954][bookmark: _Toc36041302][bookmark: _Toc36041383][bookmark: _Toc36041466][bookmark: _Toc45134603][bookmark: _Toc59019628][bookmark: _Toc138692559]5.2.1	General
HTTP/2, IETF RFC 91137540 [8], shall be used as specified in clause 5.2 of 3GPP TS 29.500 [6].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [6].
The OpenAPI [10] specification of HTTP messages and content bodies for the Npcf_BDTPolicyControl is contained in Annex A.

*** End of Changes ***
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