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Table 6.4.2.2-1: Definition of type TrafficInfluData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	upPathChgNotifCorreId
	string
	C
	0..1
	Contains the Notification Correlation Id allocated by the NEF for the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
True: the application cannot be relocated;
False (default): the application can be relocated.
	

	afAppId
	string
	O
	0..1
	Identifies an application.
(NOTE 1) (NOTE 3)
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
(NOTE 1) (NOTE 3)
	

	snssai
	Snssai
	O
	0..1
	The identification of slice.
	

	interGroupId
	GroupId
	O
	0..1
	Identifies a group of users. (NOTE 2) (NOTE 3)(NOTE 5)
	

	interGroupIdList
	array(GroupId)
	O
	2..N
	Identifies the list of Internal Groups. (NOTE 2) (NOTE 9) (NOTE 10) (NOTE 11)
	FinerGranUEs

	subscriberCatList
	array(string)
	O
	1..N
	Identifies the list of subscriber category(ies). (NOTE 10)  
	FinerGranUEs

	supi
	Supi
	O
	0..1
	Identifies a user. (NOTE 2) (NOTE 3)
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.
(NOTE 1) (NOTE 3)
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
	

	sfcIdDl
(NOTE 11)
	string
	O
	0..1
	Reference to a pre-configured service function chain for downlink traffic.
	SFC

	sfcIdUl
(NOTE 11)
	string
	O
	0..1
	Reference to a pre-configured service function chain for uplink traffic.
	SFC

	metadata
	Metadata
	OC
	0..1
	Contains opaque information for the service functions in the N6-LAN that is provided by AF and transparently sent to UPF. It may only be provided when sfcIdDl and/or sfcIdUl are provided.
	SFC

	traffCorreInd
	boolean
	O
	0..1
	Indication of traffic correlation.
May only be included when "interGroupId" attribute is included and not set to "AnyUE".
It is used to indicate that for the group of UEs, the targeted PDU sessions should be correlated by a common DNAI.
Set to "true" if it should be correlated; otherwise set to "false". Default value is "false" if omitted. (NOTE 7)
	

	tfcCorreInfo
	TrafficCorrelationInfo
	O
	0..1
	Contains the information for traffic correlation.
	CommonEASDNAI

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings start to be applicable. (NOTE 4)
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable. (NOTE 4)
	

	tempValidities
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the AF request is to be applied. (NOTE 4)
	MultiTemporalCondition

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	

	upPathChgNotifUri
	Uri
	C
	0..1
	Contains the URI where the NEF receives the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF to be used by other NFs to interact with the NEF. E.g. 3gpp-Sbi-Binding header with the binding indication for the URI where the NEF receives UP path change notification and whose information is used by the SMF. 
The encoding of the header shall comply with clause 3.2 of IETF RFC 7230 [21].
(NOTE 6)
	

	subscribedEvents
	array(SubscribedEvent)
	O
	1..N
	Identifies the requirement to be notified of the event(s).
	

	dnaiChgType
	DnaiChangeType
	O
	0..1
	Identifies a type of notification regarding UP path management event.
	

	afAckInd
	boolean
	O
	0..1
	Identifies whether the AF acknowledgement of UP path event notification is expected.
Set to "true" if the AF acknowledgement is expected; otherwise set to "false". 
Default value is "false" if omitted.
	URLLC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
Default value is false if omitted.
	URLLC

	maxAllowedUpLat
	Uinteger
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	AF_latency

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA.
It is used to indicate whether the simultaneous connectivity should be temporarily mantained for the source and target PSA.
It is set to "true" if the temporary simultaneous connectivity should be temporarily maintained; otherwise, it is set to "false". Default value is "false" if omitted.
	SimultConnectivity

	simConnTerm
	DurationSec
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure before removing the source PSA. 
It may be included when the "simConnInd" attribute is set to true. 
	SimultConnectivity

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.

This attribute shall be supplied by the UDR in the response to the PUT request when it was present in the PUT request and the UDR supports feature negotiation for Influence Data.

This attribute shall be supplied by the UDR in the response to the GET request when the GET request includes the "supp-feat" query parameter and the UDR supports feature negotiation for Influence Data.
	

	resUri
	Uri
	C
	0..1
	Represents the URI of Individual Influence Data.
It shall only be included in the HTTP GET response.
	EnhancedInfluDataNotification

	resetIds
	array(string)
	O
	1..N
	This IE uniquely identifies a part of temporary data in UDR that contains the created resource.
This attribute may be provided in the response of successful resource creation.
	

	nscSuppFeats
	map(SupportedFeatures)
	O
	1..N
	A map of Network Function Service Consumer features supported per service. The key used in this map for each entry is the ServiceName value as defined in 3GPP TS 29.510[24] (e.g. for Nsmf_EventExposure API, the key shall be set to nsmf-event-exposure).
	NscSupportedFeatures

	NOTE 1:	One of "afAppId", "trafficFilters" or "ethTrafficFilters" shall be included.
NOTE 2:	One of the "supi" or "interGroupId" or "interGroupIdList" (may be included when FinerGranUEs feature is supported) shall be included.
NOTE 3:	If the EnhancedInfluDataNotification feature is not supported, to indicate the deletion of a Traffic Individual Influence Data resource, only the appropriate combination of "supi" or "interGroupId", and "afAppId", "trafficFilters" or "ethTrafficFilters" that identify the resource shall be included. The rest of attributes shall be omitted.
NOTE 4:	Properties "validStartTime" and "validEndTime" shall only be included for single temporal validity condition. Property "tempValidities" shall only be included for multiple temporal validity conditions when the feature MultiTemporalCondition is supported.
NOTE 5: 	If the Traffic Influence Data applies to any UE, then the "interGroupId" sets to "AnyUE". 
NOTE 6: 	In this release of the specification, the property "headers" only includes the 3gpp-Sbi-Binding header with the binding indication for the URI included in the property "upPathChgNotifUri".
NOTE 7:	The indication of traffic correlation shall be provided only when the AF indicated that all the PDU sessions related to the 5G VN group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in 3GPP TS 29.522 [19].
NOTE 8: 	When FinerGranUEs feature is supported, the Traffic Influence Data applies to the UE(s) that belong to all the Internal Group Identifiers included within the attribute "interGroupIdList", if present.
NOTE 9: 	When FinerGranUEs feature is supported, the Traffic Influence Data applies to the UE(s) that belong to all the subscriber categories included within the attribute "subscriberCatList", which is included only if either "interGroupIdList" is included or "interGroupId" is included.
NOTE 10:	Attributes "interGroupId" and "interGroupIdList" are mutually exclusive attributes.
NOTE 11: 	When the SFC feature is supported, for the purpose of influencing Service Function Chaining, at least one of the “sfcIdDl” and “sfcIdUl” attribute shall be present.
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