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Additional discussion(if needed):
Proposed changes: 
Change1: Added new section 4.2.7 and corrected section 4.2.3
*** 1st Change ***
[bookmark: _Toc28011760][bookmark: _Toc38876137][bookmark: _Toc43192291][bookmark: _Toc45133032][bookmark: _Toc51314900][bookmark: _Toc51761360][bookmark: _Toc56671916][bookmark: _Toc59015838][bookmark: _Toc66094597][bookmark: _Toc68167172][bookmark: _Toc75346589][bookmark: _Toc83230377][bookmark: _Toc96936565]4.2.3	Npcf_SMPolicyControl_UpdateNotify Service Operation
[bookmark: _Toc28011761][bookmark: _Toc38876138][bookmark: _Toc43192292][bookmark: _Toc45133033][bookmark: _Toc51314901][bookmark: _Toc51761361][bookmark: _Toc56671917][bookmark: _Toc59015839][bookmark: _Toc66094598][bookmark: _Toc68167173][bookmark: _Toc75346590][bookmark: _Toc83230378][bookmark: _Toc96936566]4.2.3.1	General
The UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both, update and delete operations.


4.2.7	Npcf_SMPolicyControl_Get Service Operation
4.2.7.1	General
The get service operation provides means for the NF service consumer to retrieve the context of PDU Session related information.
The following procedures using the Npcf_SMPolicyControl_Get service operation are supported:
-	Read an Individual SM Policy
4.2.7.2	SM Policy Association Retrieval
[image: ]
Figure 4.2.7.2-1: Retrieve SM Policy 
When an individual SM Policy Session needs to be retrieved, SMF shall invoke the Npcf_SMPolicyContext_GET service operation to the PCF using an HTTP GET request, as shown in figure 4.2.7.2-1, step 1.
The PCF shall send to SMF, "200 OK" response to the HTTP GET request, as shown in figure 4.2.7.2-1, step 2. The PCF shall include the "200 OK" response and the SmPolicyControl information.
If errors occur when processing the HTTP GET request, the PCF shall apply error handling procedures as specified in subclause 5.7.


*** End of Changes ***



Change2: Updated 5.7.3.1
*** 2nd Change ***
[bookmark: _Toc28011955][bookmark: _Toc38876333][bookmark: _Toc43192487][bookmark: _Toc45133228][bookmark: _Toc51315096][bookmark: _Toc51761556][bookmark: _Toc56672112][bookmark: _Toc59016034][bookmark: _Toc66094793][bookmark: _Toc68167368][bookmark: _Toc75346785][bookmark: _Toc83230573][bookmark: _Toc96936761]5.7.3	Application Errors
The application errors defined for the Npcf_SMPolicyControl API are listed in table 5.7.3-1 and 5.7.3-2. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The SMF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when SMF acts as a server.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF. (NOTE 1)

	ERROR_INITIAL_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of session or subscriber information needed by the PCF for rule selection is incomplete or erroneous or not available for the decision to be made. (E.g. QoS, , RAT type, subscriber information) (NOTE 1) (NOTE 2)

	ERROR_TRIGGER_EVENT
	400 Bad Request
	The HTTP request is rejected because the set of session information sent the message originated due to a trigger been met is incoherent with the previous set of session information for the same session. (E.g. trigger met was RAT changed, and the RAT notified is the same as before) (NOTE 2)

	ERROR_TRAFFIC_MAPPING_INFO_REJECTED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept one or more of the traffic mapping filters provided by the SMF in a PCC Request. (NOTE 2)

	ERROR_CONFLICTING_REQUEST
	403 Forbidden
	The HTTP request is rejected because the PCF cannot accept the UE-initiated resource request as a network-initiated resource allocation is already in progress that has packet filters that cover the packet filters in the received UE-initiated resource request. The SMF shall reject the attempt for UE-initiated resource request. (NOTE 2)

	POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the SMF request due to operator policies and/or local configuration. (NOTE 1)

	POLICY_ASSOCIATION_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because no policy association corresponding to the request exists in the PCF. (NOTE 2,3,4)

	NOTE 1:	These application errors are used by the create service operation (see subclause 4.2.2.2) and included in the responses to the POST request.
NOTE 2:	These application errors are used by the update service operation (see subclause 4.2.4.2) and included in the responses to the POST request.
NOTE 3:	These application errors are used by the delete service operation (see subclause 4.2.5.2) and included in the responses to the POST request.
NOTE 4:	These application errors are used by the get service operation (see subclause 4.2.7.2) and included in the responses to the GET request.
NOTE 5:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation clauses.



Table 5.7.3-2: Application errors when SMF acts as a server
	Application Error
	HTTP status code
	Description

	PCC_RULE_EVENT
	400 Bad Request
	The HTTP request is rejected because all the PCC rules provisioned by the PCF in the request cannot be installed/activated. It is used to inform the PCF that the request failed, and should not be attempted again. (NOTE1)

	PCC_QOS_FLOW_EVENT
	400 Bad Request
	The HTTP request is rejected because for some reason all the PCC rules provisioned by the PCF in the request cannot be enforced or modified successfully in a network initiated procedure. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future. (NOTE1)

	UE_STATUS_SUSPEND
	400 Bad Request
	The HTTP request is rejected because the UE’s status is suspended and the policy decisions received from the PCF cannot be enforced by the SMF. Applicable only to functionality introduced with the PolicyUpdateWhenUESuspends feature as described in subclause 5.8. (NOTE1)

	RULE_PERMANENT_ERROR
	400 Bad Request
	The HTTP request is rejected because all the PCC rules and/or session rules provisioned by the PCF in the request cannot be installed/activated. It is used to inform the PCF that the request failed, and should not be attempted again. Applicable only to functionality introduced with the SessionRuleErrorHandling feature as described in subclause 5.8. (NOTE1)

	RULE_TEMPORARY_ERROR
	400 Bad Request
	The HTTP request is rejected because for some reason all the PCC rules and/or session rules provisioned by the PCF in the request cannot be enforced or modified successfully in a network initiated procedure. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future. Applicable only to functionality introduced with the SessionRuleErrorHandling feature as described in subclause 5.8. (NOTE1)

	NOTE1:	These application errors are used by the UpdateNotify and TerminateNotify service operation (see subclause 4.2.3.2) and included in the responses to the POST request.
NOTE 2:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation clauses.



*** End of Changes ***



Change3: Updated 4.2.2.9
*** 3rd Change ***
[bookmark: _Toc28011752][bookmark: _Toc38876129][bookmark: _Toc43192283][bookmark: _Toc45133024][bookmark: _Toc51314892][bookmark: _Toc51761352][bookmark: _Toc56671908][bookmark: _Toc59015830][bookmark: _Toc66094589][bookmark: _Toc68167164][bookmark: _Toc75346581][bookmark: _Toc83230369][bookmark: _Toc96936557]4.2.2.9	IMS Emergency Session Support
A SMF that requests PCC Rules at PDU Session Establishment shall send an HTTP POST message as defined in subclause 4.2.2.2 and the "dnn" attribute including the Emergency DNN. The SMF mayshall  include the SUPI within the "supi" attribute and if the SUPI is not available or unauthenticated, the SMF shall include the PEI within the "pei" attribute, the "invalidSupi" attribute set to "true" and an implementation specific value within the "supi" attribute. The SMF may include the rest of the attributes described in subclause 4.2.2.2. The SMF may also include the GPSI if available within the "gpsi" attribute.
The PCF shall detect that a PDU session is restricted to IMS Emergency services when the HTTP POST message is received and the "dnn" attribute includes a data network identifier that matches one of the Emergency DNs from the configurable list. The PCF does not perform subscription check with UDR; instead it uses the locally configured operator policies to make authorization and policy decisions. The PCF:
-	shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s) and DNS (s) and SUPL(s) addresses) as required by local operator policies in a response message according to the procedures described in subclause 4.2.6.
-	may provision the authorized QoS that applies to the default QoS flow within the "authDefQos" attribute of a session rule according to the procedures described in subclause 4.2.3.6 except for obtaining the authorized QoS upon interaction with the UDR. The value for the "priorityLevel" attribute included within the "arp" attribute shall be assigned as required by local operator policies (e.g. if an IMS Emergency session is prioritized the "priorityLevel" attribute may contain a value that is reserved for an operator domain use of IMS Emergency sessions). If the "accessType" attribute is assigned to "3GPP_ACCESS" the values for "preemptCap" and the "preemptVuln" attributes included within the "arp" attribute shall be assigned as required by local operator policies.
-	may provision the authorized session AMBR in the response message according to the procedures described in subclause 4.2.3.5.
When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedure shall be performed.

*** End of Changes ***
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