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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[7]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[8]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[11]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[12]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[13]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes".
[14]	Void. 
[15]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[16]	3GPP TS 23.228: "IP multimedia subsystem; Stage 2".
[17]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[18]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point 5".
[19]	3GPP TS 32.291: "5G System; Charging service; Stage 3".
[20]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[21]	3GPP TS 23.380: "IMS Restoration Procedures".
[22]	3GPP TS 29.502: "5G System; Session Management Services; Stage 3".
[23]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[24]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[25]	3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".
[26]	3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[27]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[28]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[29]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[30]	3GPP TS 32.290: "5G system; Services, operations and procedures of charging using Service Based Interface (SBI)".
[31]	IETF RFC 7807: "Problem Details for HTTP APIs".
[32]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[33]	3GPP TS 23.527: "5G System; Restoration Procedures".
[34]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[35]	3GPP TS 32.255: "Charging management; 5G data connectivity domain charging; stage 2".
[36]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[37]	3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[38]	3GPP TR 21.900: "Technical Specification Group working methods".
[39]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[40]	3GPP TS 29.524: "Cause codes mapping between 5GC interfaces; Stage 3".
[41]	3GPP TS 24.008: "Mobile radio interface Layer 3 specification".
[42]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[43]	3GPP TS 24.193: "Access Traffic Steering, Switching and Splitting (ATSSS); Stage 3".
[44]	3GPP TS 24.519: "Time-Sensitive Networking (TSN) Application Function (AF) to Device-Side TSN Translator (DS-TT) and Network-Side TSN Translator (NW-TT) protocol aspects; Stage 3".
[45]	IEEE Std 802.1Q-2018: "IEEE Standard for Local and metropolitan area networks--Bridges and Bridged Networks".
[46]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[47]	BBF TR-456: "AGF Functional Requirements".
[bookmark: _Hlk8920865][48]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[49]	3GPP TS 24.539: "5G System (5GS); Network to TSN translator (TT) protocol aspects; Stage 3".
[50]	3GPP TS 29.564: "5G System; User Plane Function Services; Stage 3".
[51]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[52]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[53]	3GPP TS 29.565: "5G System; Time Sensitive Communication and Time Synchronization Function Services; Stage 3".
[54]	3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".
[55]	IETF RFC 8655: "Deterministic Networking Architecture".
[56]	IETF RFC 8344: "A YANG Data Model for IP Management".
[57]	3GPP TS 29.525: "5G System; UE Policy Control Service; Stage 3".
[58]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[59]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[60]	3GPP TS 32.299: "Charging management; Diameter charging applications"
[61]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[62]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[63]	3GPP TS 29.594: "5G System; Spending Limit Control Service; Stage 3".
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[bookmark: _Toc28012015][bookmark: _Toc34122865][bookmark: _Toc36037815][bookmark: _Toc38875196][bookmark: _Toc43191675][bookmark: _Toc45133069][bookmark: _Toc51316573][bookmark: _Toc51761753][bookmark: _Toc56674730][bookmark: _Toc56675121][bookmark: _Toc59016107][bookmark: _Toc63167705][bookmark: _Toc66262213][bookmark: _Toc68166719][bookmark: _Toc73537836][bookmark: _Toc75351712][bookmark: _Toc83231521][bookmark: _Toc85534816][bookmark: _Toc88559279][bookmark: _Toc114209910][bookmark: _Toc129246260][bookmark: _Toc138747015][bookmark: _Toc144394110][bookmark: _Toc28012016][bookmark: _Toc34122866][bookmark: _Toc36037816][bookmark: _Toc38875197][bookmark: _Toc43191676][bookmark: _Toc45133070][bookmark: _Toc51316574][bookmark: _Toc51761754][bookmark: _Toc56674731][bookmark: _Toc56675122][bookmark: _Toc59016108][bookmark: _Toc63167706][bookmark: _Toc66262214][bookmark: _Toc68166720][bookmark: _Toc73537837][bookmark: _Toc75351713][bookmark: _Toc83231522][bookmark: _Toc85534817][bookmark: _Toc88559280][bookmark: _Toc114209911]4.1.3.1	Policy Control Function (PCF)
The PCF is responsible for policy control decisions and flow based charging control functionalities. The PCF provides policies to the SMF, for example:
-	policies for application and service data flow detection;
-	gating;
-	QoS;
-	flow based charging;
-	traffic steering control;
-	usage monitoring control;
-	access traffic steering;
-	switching and steering within a MA PDU Session;
-	access network information report;
-	UMIC, PMIC and TSCAI input container; and
-	RAN support information to the SMF.
The policy decisions made by the PCF may be based on one or more of the following:
-	Information obtained from the AF, e.g. the session, media and subscriber related information;
-	Information obtained from the UDR; 
NOTE:	For local breakout roaming, session management policy data for the UE as defined in 3GPP TS 29.519 [15] is not available in the VPLMN and V-PCF uses locally configured information according to the roaming agreement with the HPLMN operator. All interactions to the UDR in this document are subject to this restriction.
-	Information obtained from the AMF, e.g. UE related and access related information;
-	Information obtained from the SMF;
-	Information obtained from the NWDAF;
-	Information obtained from the NEF;
[bookmark: _Hlk146658976]-	Information from the CHF about spending limits control; 
-	Information from the TSCTSF or TSN AF; and
-	PCF pre-configured policy context.

*** Next Change ***
[bookmark: _Toc28012060][bookmark: _Toc34122912][bookmark: _Toc36037862][bookmark: _Toc38875243][bookmark: _Toc43191722][bookmark: _Toc45133116][bookmark: _Toc51316620][bookmark: _Toc51761800][bookmark: _Toc56674777][bookmark: _Toc56675168][bookmark: _Toc59016154][bookmark: _Toc63167752][bookmark: _Toc66262261][bookmark: _Toc68166767][bookmark: _Toc73537884][bookmark: _Toc75351760][bookmark: _Toc83231569][bookmark: _Toc85534866][bookmark: _Toc88559329][bookmark: _Toc114209960][bookmark: _Toc129246310][bookmark: _Toc138747067][bookmark: _Toc144394162]4.2.3.2	SM Policy Association Update request


Figure 4.2.3.2-1: SM Policy Association Update request
The PCF may decide to provision policies related to an Individual SM Policy resource without obtaining a request from the NF service consumer, e.g. in response to information provided to the PCF via the Rx or N5 reference points, or in response to an internal trigger within the PCF, e.g., the activation of a pending policy counter provided via the Nchf_SpendingLimitControl Service (see 3GPP TS 29.594 [63]). The PCF shall send for this purpose a POST request to the NF service consumer (e.g. SMF) using the URI"{notificationUri}/update". The payload body of the message shall contain a SmPolicyNotification data structure that contains:
-	the representation of the updated policies within the "smPolicyDecision" attribute; and 
-	the resource URI of the Individual SM Policy resource related to the notification within the "resourceUri" attribute. 
Detailed procedures related to the provisioning and enforcement of the policy decisions contained within the SmPolicyDecision data structure are provided in clause 4.2.6.
In case of a successful update of SM policies:
-	if the PCF provisioned the policy control request triggers related to access type change, RAT change or location change, a "200 OK" response code and a response body with the corresponding available information in the "UeCampingRep" data structure shall be returned in the response;
-	otherwise, a "204 No Content" response code shall be returned in the response.
NOTE:	When there is an ongoing procedure that collisions with the update of SM policies (e.g. during handover from 5GS to EPS) the SMF, based on operator policies, can delay the update of SM policies and return a "204 No Content" response code. In this case the SMF will process the request when the procedure is finished.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 5.7.
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].
If the "SessionRuleErrorHandling" feature is not supported and the NF service consumer received one or more PCC rules from the PCF, but the validation of all these PCC Rules was unsuccessful, the NF service consumer shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, the NF service consumer shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT" and the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in clause 4.2.3.16.
If the "SessionRuleErrorHandling" feature is supported and the NF service consumer received one or more PCC rules and/or session rules from the PCF but the validation of all these PCC Rules and/or session rules was unsuccessful, the NF service consumer shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, the NF service consumer shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR" and the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in clause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of the affected session rules as defined in clause 4.2.3.20.
If in the cases above, if the "PolicyDecisionErrorHandling" feature is supported, the PCF provisioned policy decisions and/or condition data which are not referred by any PCC rules or session rules and, in addition of the report of the faulty PCC rule(s) and/or session rule(s), the NF service consumer needs to report the failed policy decisions and/or condition data, the "policyDecFailureReports" attribute shall also be provided as described in clause 4.2.3.26. Additionally, if the "ExtPolicyDecisionErrorHandling" feature is supported the NF service consumer may also provide the "invalidPolicyDecs" as described in clause 4.2.3.26.2. 
[bookmark: _Hlk119517466]If the "Ext2PolicyDecisionErrorHandling" feature is supported, the NF service consumer did not receive neither PCC rules nor session rules and received policy decision types and/or condition types which are not referred by any PCC rules or session rules, and the storage of all the policy decision types and/or condition data was unsuccessful (e.g. the policy decision could not be successfully stored due to a limitation of resources at the SMF) or there were semantical inconsistencies in the provided data, the NF service consumer shall include in an HTTP "400 Bad Request" response message the ErrorReport data structure including the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "POL_DEC_ERROR" and shall behave as defined in clause 4.2.3.26.
If the "SessionRuleErrorHandling" feature is not supported and if the NF service consumer received one or more PCC rules from the PCF but the validation of some of them was unsuccessful, the NF service consumer shall include an HTTP "200 OK" status code together with one or more RuleReport data structure(s) to report the PCC rule status of the affected PCC rules as defined in clause 4.2.3.16 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT".
If the "SessionRuleErrorHandling" feature is supported and the NF service consumer received one or more PCC rule and/or session rules from the PCF but the validation of some of them was unsuccessful, the NF service consumer shall include an HTTP "200 OK" status code together with the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in clause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of the affected session rules as defined in clause 4.2.3.20 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR".
[bookmark: _Hlk119517610]If the "PolicyDecisionErrorHandling" feature is supported, the NF service consumer received policy decision types and/or condition types which are not referred by any PCC rules or session rules, and the storage or validation of not all the policy decision types and/or condition data was unsuccessful, the NF service consumer shall reply with an HTTP "200 OK" response message and behave as described in clause 4.2.3.26.
If the PCF provisioned policy control request triggers and the NF service consumer needs to report partial success information, the NF service consumer may include in the "PartialSuccessReport" data structure the "ueCampingRep" attribute with the corresponding available information. When it is required to report multiple instances of the "PartialSuccessReport" data structure due to different "failureCause" values, the NF service consumer shall use only one instance of the "PartialSuccessReport" data structure to include the "ueCampingRep" attribute with the corresponding available information.
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