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* * * * First change * * * *
[bookmark: _Toc28013303][bookmark: _Toc36040058][bookmark: _Toc44692671][bookmark: _Toc45134132][bookmark: _Toc49607196][bookmark: _Toc51763168][bookmark: _Toc58850063][bookmark: _Toc59018443][bookmark: _Toc68169449][bookmark: _Toc114211605][bookmark: _Toc136554330][bookmark: _Toc145706057]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.502: "Procedures for the 5G system".
[3]	3GPP TS 23.501: "System Architecture for the 5G".
[4]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[5]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[6]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[7]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[10]	Void.
[11]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[bookmark: _Hlk506360308][12]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[bookmark: _Hlk533400883][13]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[14]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[15]	Void.
[16]	Void
[17]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[18]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[19]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[20]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[21]	3GPP TR 21.900: "Technical Specification Group working methods".
[22]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[23]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[24]	3GPP TS 29.541: "5G System; Network Exposure (NE) function services for Non-IP Data Delivery (NIDD) and Short Message Services (SMS); Stage 3".
[25]	3GPP TS 29.542: "5G System, Session management services for Non-IP Data Delivery (NIDD); Stage 3".
[26]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[27]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[28]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G system (5GS)".
[29]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[30]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[31]	Void
[32]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[33]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[34]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[35]	3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".
[36]	3GPP TS 23.273: "5G System Location Services (LCS)". 
[37]	3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS)".
[38]	3GPP TS 29.535: "5G System; AKMA Anchor Services; Stage 3".
[39]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".
[40]	IETF RFC 7542: "The Network Access Identifier".
[41]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[42]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[43]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[44]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[45]	IEEE Std 1588-2019: "IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control".
[46]	IEEE Std 802.1AS-2020: "IEEE Standard for Local and metropolitan area networks--Timing and Synchronization for Time-Sensitive Applications".
[47]	3GPP TS 29.536: "5G System; Network Slice Admission Control Services; Stage 3".
[48]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[49]	3GPP TS 24.555: "Proximity based services (ProSe) in 5G system (5GS); User Equipment (UE) policies; Stage 3".
[50]	3GPP TS 29.565: "5G System; Time Sensitive Communication and Time Synchronization Function Services; Stage 3".
[51]	IEEE 802.1Q: "Virtual Bridged Local Area Networks".
[52]	3GPP TS 29.532: "5G System; 5G Multicast-Broadcast Session Management Services; Stage 3".
[53]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[54]	IETF RFC 6733: "Diameter Base Protocol".
[55]	3GPP TS 23.003: "Numbering, addressing and identification".
[56]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications; Stage 2".
[57]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[58]	3GPP TS 29.517: "5G System; Application Function (AF) event exposure service".
[59]	3GPP TS 26.531: "Data Collection and Reporting; General Description and Architecture".
[60]	3GPP TS 26.532: "Data Collection and Reporting; Protocols and Formats".
[61]	3GPP TS 29.564: "5G System; User Plane Function Services; Stage 3".
[62]	3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[63]	3GPP TS 29.537: "Multicast/Broadcast Policy Control Services; Stage 3".
[64]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[65]	3GPP TS 26.502: "5G multicast–broadcast services; User Service architecture".
[66]	3GPP TS 29.580: "Multicast/Broadcast Service Function Services; Stage 3".
[67]	3GPP TS 26.512: "5G Media Streaming (5GMS); Protocols".
[68]	3GPP TS 29.543: "5G System; Data Transfer Policy Control Services; Stage 3".
[69]	3GPP TS 24.578: "Aircraft-to-Everything (A2X) services in 5G System (5GS); UE policies".
[70]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[71]	3GPP TS 26.517: "5G Multicast-Broadcast User Services; Protocols and Formats".
[72]	3GPP TS 24.514: "Ranging based services and sidelink positioning in 5G system(5GS); Stage 3".
[73]	3GPP TS 29.591: "5G System; Network Exposure Function Southbound Services; Stage 3".
* * * * Next change * * * *
4.4.7.1a	Determination of the PLMN of a target UE identified by a UE address
If the AF has not provided the (H)PLMN ID and/or DNN/S-NSSAI combination:
-	If the IP address of the UE in the AF request is a private IP address, the NEF determines the HPLMN of the UE and the DNN/S-NSSAI of the PDU Session based on local configuration.
-	If the IP address of the UE in the AF request is a public IP address:
-	If this public address belongs to a range that is not owned by the PLMN of the NEF, then the NEF determines the HPLMN of the UE based on local configuration and it contacts the NEF of the H-PLMN to retrieve the private IP address of the PDU Session from the PSA UPF in the HPLMN.
Editor's Note: The service(s) and method(s) for retrieving the private IP address from the HPLMN are FFS.
[bookmark: _Hlk146534660]-	Otherwise, if the UE IP Address in the AF request is an IP address NATed by the PLMN that the NEF belongs to, the NEF invokes the Nupf_GetPrivateUEIPaddr_Get service operation as described in 3GPP TS 29.564 [61] to request the private IP address and the DNN/S-NSSAI of the PDU Session from the UPF. 
NOTE 1:	In this release, the HPLMN allows HR-SBO for a PDU session only if the UE IP address of the PDU Session has not been allocated in a range that may overlap with other PDU sessions to the same DNN and S-NSSAI of that HPLMN.
NOTE 2:	It is assumed that the NEF is configured with the NATed IP range of its own PLMN. It is assumed that the NEF is configured based on HR-SBO roaming agreements for the DNN/S-NSSAI with the association of Public IP address ranges with an HPLMN ID, a DNN/S-NSSAI.
NOTE 3:	If the AF request is expected to possibly address PDU Sessions in HR-SBO mode, then the AF sends its requests via the NEF even if it is a Trusted AF.
The NEF compares the H-PLMN ID of the UE (either provided within the "hplmnId" attribute of the TrafficInfluSub data type or determined as described in this clause) with its own PLMN ID and/or the DNN/S-NSSAI combination of the target PDU Session (either provided within the "dnn" and "snssai" attributes of the TrafficInfluSub data type or determined as described in this clause) with local configuration for HR-SBO sessions. If the PLMN IDs are different and/or the provided DNN/S-NSSAI combination matches the local configuration for HR-SBO sessions, then the target PDU Session is working in HR-SBO mode. Otherwise, the target PDU Session is not working in HR-SBO mode.
* * * * Next change * * * *
4.4.7.1b	Determination of the PLMN of a target UE not identified by a UE address
Only requests targetting a GPSI or any UE are considered as possibly targetting HR-SBO session(s).
If the AF has not provided the (H)PLMN ID and/or DNN/S-NSSAI combination:
-	If the the target is any UE, the NEF determines the HPLMN of the UE and the DNN/S-NSSAI of the PDU Session based on local configuration.
-	If the target is a GPSI, the NEF determines the HPLMN of the UE based on the GPSI and the DNN/S-NSSAI of the PDU Session based on local configuration, and it contacts the NEF of the H-PLMN by invoking the Nnef_UEId service as described in 3GPP TS 29.591 [73] to retrieve the SUPI of the UE.
The NEF compares the H-PLMN ID of the UE (either provided within the "hplmnId" attribute of the TrafficInfluSub data type or determined as described in this clause) with its own PLMN ID and/or the DNN/S-NSSAI combination of the target PDU Session (either provided within the "dnn" and "snssai" attributes of the TrafficInfluSub data type or determined as described in this clause) with local configuration for HR-SBO sessions. If the PLMN IDs are different and/or the provided DNN/S-NSSAI combination matches the local configuration for HR-SBO sessions, then the target PDU Session is working in HR-SBO mode. Otherwise, the target PDU Session is not working in HR-SBO mode.
* * * * Next change * * * *
[bookmark: _Toc114211624][bookmark: _Toc136554349][bookmark: _Toc145706076]4.4.7.2	AF request identified by UE address
Upon receipt of the above AF request which is for an individual UE identified by IP or Ethernet address, if the NEF supports HR-SBO scenarios, it may determine if the HPLMN of the UE is the PLMN that the NEF belongs to as described in clause 4.4.7.1a.
[bookmark: _Hlk134813125]Editor’s Note: It is FFS how the NEF determines the HPLMN of the UE depending on the received UE Address information.
If the derived HPLMN is the PLMN that the NEF belongs to, the procedure in this clause applies. Otherwise, the procedure described in clause 4.4.7.5 shall be performed instead.
The NEF may interact with the BSF to retrieve the related PCF information by invoking the Nbsf_Management_Discovery service operation as described in 3GPP TS 29.521 [9]. If the NEF receives an error response from the BSF, the NEF shall not create the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the BSF, the NEF shall interact with the PCF by invoking the Npcf_PolicyAuthorization service as described in 3GPP TS 29.514 [7]. After receiving a successful response from the PCF, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription:
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, then shall responds to the AF with a 204 No Content status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
If the NEF receives a response with an error code from the PCF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code.
* * * * Next change * * * *
[bookmark: _Toc28013323][bookmark: _Toc36040078][bookmark: _Toc44692691][bookmark: _Toc45134152][bookmark: _Toc49607216][bookmark: _Toc51763188][bookmark: _Toc58850083][bookmark: _Toc59018463][bookmark: _Toc68169469][bookmark: _Toc114211625][bookmark: _Toc136554350][bookmark: _Toc145706077]4.4.7.3	AF request not identified by UE address
For AF request not identified by UE address, it may target an individual UE, one or more groups of UEs or any UE.
If HR-SBO scenarios are supported by the NEF, it may determine if the HPLMN of the targeted UE(s) is the PLMN that the NEF belongs to as described in clause 4.4.7.1b. 
Editor’s Note: It is FFS how the NEF determines the HPLMN of the UE depending on the received UE Address information.
If the derived HPLMN is the PLMN that the NEF belongs to, the procedure in this clause applies. Otherwise, the procedure described in clause 4.4.7.5 shall be performed instead.
For an individual UE identified by GPSI, or one or more groups of UEs identified by External Group Identifier, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier.
When the feature FinerGranUEs is supported, the NEF may map the External Subscriber Category(ies) and any UE indicator, or External Subscriber Category(ies) and External Group Identifier(s) to Internal Group Identifier(s) or Internal Group Identifier(s) and Subscriber Category(ies).
NOTE:	As a user can be associated with multiple Subscriber Category(ies), some values of Subscriber Category(ies) can correspond to an SLA between an application provider represented by an AF and the 5GC operator. The combination of application identifier and External Subscriber Category can also be used to refer to this SLA.
The NEF shall interact with the UDR to store the traffic influence parameters received from the AF, updated as required and mapped as applicable by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [20] and 3GPP TS 29.519 [23]. If the NEF receives an error response from the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the UDR, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription;
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 204 No Content status code.
* * * * Next change * * * *
[bookmark: _Toc145706079]4.4.7.5	Processing AF requests to influence traffic routing and/or service function chaining for HR-SBO session
If HR-SBO scenarios are supported by the NEF and upon receiving the AF request it determines that the derived PLMN as described in clause 4.4.7.2 and clause 4.4.7.3 does not correspond to the PLMN that the NEF belongs to the following applies.
The NEF shall derive the information to be stored in the UDR .
Editor’s Note: It is FFS how the NEF derives the required UE identity information to be stored in the UDR.
After having performed the necessary mappings as described above,as described in clauses 4.4.7.1 and 4.4.7.1a or 4.4.7.1b and then the NEF shall interact with the UDR to store the (received and mapped/derived) traffic influence parameters as described in 3GPP TS 29.504 [20] and 3GPP TS 29.519 [23].
NOTE:	The information about the HPLMN ID and the IP port, if available, are used only for determining the HR-SBO case and the internal identifiers and are not stored in the UDR.
If the NEF receives an error response from the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the UDR, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription;
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 204 No Content status code.

* * * * End of changes * * * *
