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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc49931478][bookmark: _Toc51762736][bookmark: _Toc58848369][bookmark: _Toc59017407][bookmark: _Toc66279396][bookmark: _Toc68168418][bookmark: _Toc83232870][bookmark: _Toc85549836][bookmark: _Toc90655318][bookmark: _Toc105600194][bookmark: _Toc129255261]5.4.2.15	Type SmPolicyDnnData
Table 5.4.2.15-1: Definition of type SmPolicyDnnData 
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnn
	Dnn
	M
	1
	DNN associated with the data
	

	allowedServices
	array(string)
	O
	1..N
	List of subscriber's allowed service identifiers
	

	subscCats
	array(string)
	O
	1..N
	List of categories associated with the subscriber
	

	gbrUI
	BitRate
	O
	0..1
	Maximum aggregate UL bitrate that can be provided across all GBR QoS Flows in the DNN
	

	gbrDl
	BitRate
	O
	0..1
	Maximum aggregate DL bitrate that can be provided across all GBR QoS Flows in the DNN
	

	adcSupport
	boolean
	O
	0..1
	Indicates whether application detection and control is enabled for the PDU session.
True: Application detection and control is enabled for the PDU session; 
False: Application detection and control is not enabled for the PDU session.
The absence of this attribute means that ADC support is not provisioned for the UE and PDU session.

	

	subscSpendingLimits
	boolean
	O
	0..1
	Indicates whether the PCF must enforce policies based on subscriber spending limits. 
True: Spending limit control is enabled; 
False: Spending limit control is not enabled.
The absence of this attribute means that spending limit control is not provisioned for the UE and PDU session.
	

	ipv4Index
	IpIndex
	O
	0..1
	Information that identifies which IP pool or external server is used to allocate the IPv4 address.
	

	ipv6Index
	IpIndex
	O
	0..1
	Information that identifies which IP pool or external server is used to allocate the IPv6 address.
	

	offline
	boolean
	O
	0..1
	Indicates whether the offline charging is applicable to the PDU session. 
True: Offline charging is applicable to the PDU session; 
False: Offline charging is not applicable to the PDU session.
The absence of this attribute means that the charging method is not provisioned for the UE and PDU session.
	

	online
	boolean
	O
	0..1
	Indicates whether the online charging is applicable to the PDU session. 
True: Online charging is applicable to the PDU session; 
False: Online charging is not applicable to the PDU session.

The absence of this attribute means that the charging method is not provisioned for the UE and PDU session.
	

	chfInfo
	ChargingInformation
	O
	0..1
	The address(es) and, if available, the CHF instance ID and the CHF set ID of the Charging Function. (NOTE)
	

	refUmDataLimitIdsrefUmdLimitIds
	map(LimitIdToMonitoringKey)
	O
	1..N
	A reference to the "UsageMonitoringDataLimit" or "UsageMonitoringData" instances for this DNN and SNSSAI that may also include the related monitoring key(s). The key of the map is the limit identifier.
	

	mpsPriority
	boolean
	O
	0..1
	True: Indicates subscription to the MPS priority service; priority applies to all traffic on the PDU Session. 
False: MPS priority service is not subscribed.
The absence of this attribute means that MPS priority is not provisioned for the UE and PDU session.
	

	mcsPriority 
	boolean
	O
	0..1
	True: Indicates subscription to the MCS priority service; priority applies to all traffic on the PDU Session. 
False: IMS signalling priority service is not subscribed.
The absence of this attribute means that IMS signalling priority is not provisioned for the UE and PDU session.
	

	imsSignallingPrio
	boolean
	O
	0..1
	True: Indicates subscription to the IMS signalling priority service; priority only applies to IMS signalling traffic. 
False: IMS signalling priority service is not subscribed.
The absence of this attribute means that IMS signalling priority is not provisioned for the UE and PDU session.
	

	mpsPriorityLevel
	integer
	O
	0..1
	Relative priority level for the multimedia priority services
	

	mcsPriorityLevel
	integer
	O
	0..1
	Relative priority level for the mission critical services
	

	praInfos
	map(PresenceInfo)
	O
	1..N
	Presence reporting area information. Each PresenceInfo element shall include the Presence Reporting Area Identifier within the "praId" attribute and, for a UE-dedicated presence reporting area, shall also include the list of elements composing the presence reporting area.
A "praId" may indicate a Presence Reporting Area Set.
The "praId" attribute within the PresenceInfo data type shall also be the key of the map.
The attribute "presenceState" shall not be present.
	

	bdtRefIds
	map(BdtReferenceIdRm)
	O
	1..N
	Identifies transfer policies of background data transfer.
Any string value can be used as a key of the map.
	EnhancedBackgroundDataTransfer

	locRoutNotAllowed
	boolean
	O
	0..1
	Identifies whether AF influence on traffic routing is allowed or not. 
True: if no local routing is allowed;
False: local routing is allowed.
The absence of this attribute means that AF influence on traffic routing is not provisioned for the UE and PDU session.
	

	NOTE:	When the feature "CHFsetSupport" is supported, the "secondaryChfAddress" may be omitted (see 3GPP TS 29.512 [12], clause 4.2.2.3.1).



*** Next Change ***
[bookmark: _Toc28012564][bookmark: _Toc44686879][bookmark: _Toc45133943][bookmark: _Toc68168696][bookmark: _Toc83232518]5.4.2.16	Type LimitIdToMonitoringKey
Table 5.4.2.16-1: Definition of type LimitIdToMonitoringKey 
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	limitId
	string
	M
	1
	Limit Identifier.
	

	monkeymonKeys
	array(string)
	O
	1..N
	Monitoring Keys.
	

	NOTE:	In this Release of the specification there is only one Monitoring Key per Limit Identifier



*** End of Changes ***

