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1. Introduction
The AS registration procedure is defined in clause 8.8.2 of TS 23.542-i00. Three operations are defined for Ppinserver_ASRegistration API (see below): 
Table 8.8.4.1-1: Ppinserver_ASRegistration API
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Ppinserver_ASRegistration
	Request
	Request/Response

	AS


	
	Update
	
	

	
	Deregister
	
	


The related procedures are also defined in 8.8.2 of TS 23.542-i00. Following is the AS registration procedure for example:
[image: ]
Figure 8.8.2.3-1: AS registration procedure
1.	The AS sends an AS registration request to the PEMC or PIN Server. The AS registration request includes the requestor identifier, security credentials of the AS, the AS service identifier of the service associated with the AS, the connectivity information of the AS.
2.	Upon receiving the request, the PEMC or PIN Server checks if the requestor is authorized to request AS registration, and if the request is authorized, the PEMC or PIN Server stores information associated with AS service.
3.	If the processing of the request was successful, the PEMC or PIN Server sends an AS registration response to the requestor indicating successful processing and include the AS registration identifier; the response may include an expiration time to indicate to the AS when the registration will automatically expire. To maintain the registration, the AS shall send a registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the PEMC or PIN Server shall treat the AS as implicitly de-registered. If the request processing failed, the PEMC or PIN Server indicates failure and may provide a failure reason.
Upon receiving the AS registration response from the PEMC, if the response indicates success, the AS stores the registration identifier and may reuse it to update or delete its registration to the PEMC or PIN Server. If the response indicates failure, the AS may retry AS registration considering the failure reason.
Hence, the PIN server shall support the above Ppinserver_ASRegistration API.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.583-010.
3. Change history
1. In clauses 5.2.2.2.2, 5.2.2.3.2, and 5.2.2.4.2, the lists of attributes with the related presence conditions are removed, and refers to the corresponding method clauses.
2. In clause 5.2.2.3.2, the 204 response is removed.
3. In clause 5.2.2.3.2, the “This request shall not replace the "pasId" property of the existing resource.” is removed (two times in PUT and PATCH)
4. In 5.2.2.2.2, "Location" HTTP header field is added in HTTP 201 (Created) response message
5. In 5.2.2.3.2 and 5.2.2.4.2, "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code are defined in update and deregistration procedure.

*******
[bookmark: _Toc133313337]* * * First Change * * * *
[bookmark: _Toc2086440][bookmark: _Toc27161487][bookmark: _Toc133313335]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
PAS	PIN Application Server
PIN	Personal IoT Network

* * * Next Change * * * *
5	Services offered by PIN Server
[bookmark: _Toc61869106][bookmark: _Toc133313338]5.1	Introduction
This clause will list the different services produced by the PIN Server.
Table 5.1-x summarizes the corresponding APIs defined for this specification.Table 5.1-1 lists the PIN server APIs below the service name. A service description clause for each API gives a general description of the related API.
Table 5.1-1: List of PIN server APIs
	Service Name
	Service Operations
	Operation Semantics
	Consumer(s)

	Ppinserver_ASRegistration
	Request
	Request/Response
	PAS

	
	Update
	Request/Response
	PAS

	
	Deregister
	Request/Response
	PAS



Table 5.1-2 summarizes the corresponding PIN server APIs defined in this specification.
Table 5.1-2: PIN server API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	API Name
	Annex

	Ppinserver_ASRegistration<service name>
	<ref clause>5.2
	<short description as included in the OpenAPI file>Service for AS registration
	TS29583_Ppinserver_ASRegistration.yaml<file name>
	ppinserver-asregistration<apiName in the URI>
	<ref Annex>A.2



NOTE:	When 3GPP TS 29.122 [2] is referenced for the common protocol and interface aspects for API definition in the clauses under clause 5, the service producer (i.e. PIN Server) takes the role of the SCEF and the service consumer takes the role of the SCS/AS.
* * * Next Change * * * *
[bookmark: _Toc61869110][bookmark: _Toc133313339]5.2	Ppinserver_ASRegistration<Service 1> Service
[bookmark: _Toc61869111]One clause per service, where <service 1> is to be replaced by the service name (e.g. UAE_C2OperationModeManagement).
[bookmark: _Toc133313340]5.2.1	Service Description
[bookmark: _Toc61869114]The Ppinserver_ASRegistration API, as defined in 3GPP TS 23.542 [16], allows a PAS to register, update its registration and deregister at a given PIN server via PIN-9 interface.
This clause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. Service Producer and Service Consumer(s), and list the service operations it supports.
[bookmark: _Toc133313341]5.2.2	Service Operations
[bookmark: _Toc61869115]One clause per service operation.
This clause will include a description of the different service operations supported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.
[bookmark: _Toc133313342]5.2.2.1	Introduction
This clause will contain a generic introduction of the service operations described in the following clauses.The service operation defined for Ppinserver_ASRegistration API is shown in the table 5.2.2.1-1.
Table 5.2.2.1-1: Operations of the Ppinserver_ASRegistration API
	Service operation name
	Description
	Initiated by

	Ppinserver_ASRegistration_Request
	This service operation is used by the PAS to register itself to a PIN server. 
	PAS

	Ppinserver_ASRegistration_Update
	This service operation is used by the PAS to update its registration at a PIN server.
	PAS

	Ppinserver_ASRegistration_Deregister
	This service operation is used by the PAS to deregister itself from a PIN server.
	PAS


[bookmark: _Toc133313343]5.2.2.2	Ppinserver_ASRegistration_Request<Service Operation 1>
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc67903508][bookmark: _Toc133313344]5.2.2.2.1	General
This clause provides a general description of the service operation.This service operation is used by the PAS to register itself to a PIN server.
[bookmark: _Toc510696593][bookmark: _Toc35971385][bookmark: _Toc67903509][bookmark: _Toc133313345]5.2.2.2.2	PAS registering to PIN server using Ppinserver_ASRegistration_Request operation<Procedure 1 using service operation 1 of service 1>
To register to the PIN server, the PAS shall send an HTTP POST message to the PIN Server on the "PAS Registrations" collection resource as specified in clause 6.1.3.2.3.1.
Upon reception of an HTTP POST message containing from the PAS, the PIN server shall verify whether the PAS is authorized to register itself to the PIN server or not:
a)	if the PAS is authorized to register to the PIN server, the PIN server shall;
1)	store the list of service identifiers and create a new resource with the PAS registration information as specified in clause 6.1.3.1;
2)	send an HTTP 201 (Created) response message including the resource URI of the PAS registration information. The PIN server shall include a "Location" HTTP header field as specified in clause 6.1.3.2.3.1. The Location header field shall contain the URI of the created registration i.e. {apiRoot}/ppinserver-as-registration/<apiVersion>/registrations/{registrationId}; or
b)	if the PAS is not authorized to register to the PIN server, the PIN server shall;
1)	take proper error handling actions, as specified in clause 6.1.7; and
2)	send an HTTP response message with an appropriate error status code.
If the expiration time is provided, then to maintain the registration, the PAS shall send a registration update request as described in clause 5.2.2.3 prior to the expiration time. If the registration update request is not sent before the expiration time, then the PIN server shall treat the PAS as deregistered and remove the corresponding registration resource. If the expiration time is not provided, it indicates that the registration never expires.
* * * Next Change * * * *
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc67903511][bookmark: _Toc133313347]5.2.2.3	Ppinserver_ASRegistration_Update<Service operation 2>
And so on if there are more than 2 service operations to be described for the service.
[bookmark: _Toc85734065][bookmark: _Toc89431364][bookmark: _Toc97042156][bookmark: _Toc97045300][bookmark: _Toc97155045][bookmark: _Toc101521195][bookmark: _Toc120537294]5.2.2.3.1	General
This service operation is used by the PAS to update its registration information at a given PIN server.
[bookmark: _Toc85734066][bookmark: _Toc89431365][bookmark: _Toc97042157][bookmark: _Toc97045301][bookmark: _Toc97155046][bookmark: _Toc101521196][bookmark: _Toc120537295]5.2.2.3.2	PAS updating registration information using Ppinserver_ASRegistration_Update operation
To update the PAS registration information at the PIN server, the PAS shall send an HTTP PUT or HTTP PATCH message to the PIN server on resource URI identifying the Individual PAS registration resource representation, as specified in clause 6.1.3.3.3.2 for HTTP PUT message and in clause 6.1.3.3.3.4 for HTTP PATCH message. 
The HTTP PUT message shall replace all properties in the existing resource with the PAS registration information in the request. This request shall not replace the "requestorId" and the "secCred" attribute of the existing resource.
The HTTP PATCH message shall modify the properties in the existing resource with the PAS registration information in the request. 
Upon receiving the HTTP PUT or HTTP PATCH message from the PAS, the PIN server shall verify whether the PAS is authorized to modify the requested registration resource or not:
a)	if the PAS is authorized to update the registration information, the PIN server shall:
1)	update the resource identified by Resource URI of the PAS registration information with the updated PAS registration information received in the HTTP PUT or HTTP PATCH request message;
2)	upon successful update of PAS registration information, send a response message with "200 OK". In the HTTP 200 (OK) response message:
A)	shall include the updated PAS registration information; and
B)	may include an expiration time to indicate when the updated registration will automatically expire; or
b)	if the PAS is not authorized to update the registration information, the PIN server shall:
1)	take proper error handling actions, as specified in clause 6.1.7; and
2)	send an HTTP response message with an appropriate error status code.
If the expiration time is provided, then to maintain the registration, the PAS shall send a registration update prior to registration expiry time. If the registration update request is not sent before the expiry time, then the PIN server shall treat the PAS as deregistered and remove the corresponding PAS registration resource.
If the PIN server determines that the received HTTP PUT or HTTP PATCH request needs to be redirected, the PIN server may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative PIN server where the message should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].
5.2.2.4	Ppinserver_ASRegistration_Deregister
[bookmark: _Toc85734068][bookmark: _Toc89431367][bookmark: _Toc97042159][bookmark: _Toc97045303][bookmark: _Toc97155048][bookmark: _Toc101521198][bookmark: _Toc120537297]5.2.2.4.1	General
This service operation is used by the PAS to deregister itself from a given PIN server.
[bookmark: _Toc85734069][bookmark: _Toc89431368][bookmark: _Toc97042160][bookmark: _Toc97045304][bookmark: _Toc97155049][bookmark: _Toc101521199][bookmark: _Toc120537298]5.2.2.4.2	PAS deregistering from PIN server using Ppinserver_ASRegistration_Deregister operation
To deregister itself from the PIN server, the PAS shall send HTTP DELETE message to the PIN server on the resource URI identifying the Individual PAS registration resource representation as specified in clause 6.1.3.3.3.3. 
Upon receiving the HTTP DELETE request, the PIN server shall verify whether the PAS is authorized to deregister the PAS registration information:
a)	if the PAS is authorized to deregister the PAS registration information, the PIN server shall:
1)	delete the resource representing the PAS registration information; and
2)	return the "204 Not Content" message to the PAS, indicating the successful deregistration of the PAS information; or
b)	if the PAS is not authorized to deregister the PAS registration information, the PIN server shall;
1)	take proper error handling actions, as specified in clause 6.1.7; and
2)	send an HTTP response message with an appropriate error status code.
If the PIN server determines that the received HTTP DELETE request needs to be redirected, the PIN server may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative PIN server where the message should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

* * * End of Changes * * * *
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