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Additional discussion(if needed):
Proposed changes:

*** First Change ***
[bookmark: _Toc28013320][bookmark: _Toc36040075][bookmark: _Toc44692688][bookmark: _Toc45134149][bookmark: _Toc49607213][bookmark: _Toc51763185][bookmark: _Toc58850080][bookmark: _Toc59018460][bookmark: _Toc68169466][bookmark: _Toc114211622][bookmark: _Toc130549031][bookmark: _Toc136443165]4.4.7	Procedures for Traffic Influence
[bookmark: _Toc28013321][bookmark: _Toc36040076][bookmark: _Toc44692689][bookmark: _Toc45134150][bookmark: _Toc49607214][bookmark: _Toc51763186][bookmark: _Toc58850081][bookmark: _Toc59018461][bookmark: _Toc68169467][bookmark: _Toc114211623][bookmark: _Toc130549032]4.4.7.1	General
In order to create a resource for the Traffic Influence to provide the information of application function influence on traffic routing and/or N6-LAN service function chaining(s), the AF shall send an HTTP POST message to the NEF to the resource "Traffic Influence Subscription", the body of the HTTP POST message may include the AF Service Identifier, external Group Identifier, any UE Indication, the UE address, GPSI, DNN, S-NSSAI, Application Identifier or traffic filtering information, Subscribed Event, Notification destination address, a list of geographical areas(s), AF Transaction Identifier, a list of DNAI(s), routing profile ID(s) or N6 traffic routing information, and/or N6-LAN traffic steering information if SFC feature is supported,i Indication of application relocation possibility, type of notifications, tTemporal validity conditions, and if the URLLC feature is supported, iIndication of AF acknowledgement to be expected and/or iIndication of UE IP address preservation. If the AF_latency feature is supported, user plane latency requirements may also be included and may support the indication of simultaneous connectivity in the "simConnInd" attribute and the minimum time interval for inactivity of traffic via source PSA in the "simConnTerm" attribute. If the EASDiscovery feature is supported, the indication of the EAS rediscovery may also be included. If the EASIPreplacement feature is supported, EAS IP replacement information may also be included. If the EDGEAPP feature is supported and the "subscribedEvents" attribute is provided, the event reporting requirements may also be included within the "eventReq" attribute. If the FinerGranUEs feature is supported, the External Subscriber Category(ies) and one or more External Group Identifiers may also be included. The Notification destination address shall be included if the Subscribed Event is included in the HTTP request message.
If the feature "CommonEASDNAI" is supported, the AF may include the "tfcCorreInfo" attribute within the "TrafficInfluSub" data type. Within the "TrafficCorrelationInfo" data type, AF may include the "COMMON_DNAI" within the "correType" attribute to indicate that the traffic of the set of UEs associated with the same traffic correlation Id accessing the application identified by an Application Identifier or traffic filtering information should target a common DNAI from the list of DNAI(s) or include the "COMMON_EAS" within the "correType" attribute to indicate that the traffic of the set of UEs associated with the same traffic correlation Id accessing the application identified by the an Application Identifier or traffic filtering information should target a common EAS. In the case of common EAS, within the "TrafficCorrelationInfo" data type, the AF shall additionally include the common EAS address(es) within the "comEasIpv4Addr" attribute and/or "comEasIpv6Addr" attribute and/or the FQDN range corresponding to the application within the "fqdnRange" attribute.
NOTE 1:	Common EAS selection means the common DNAI is selected.
In order to update an existing traffic influence subscription, the AF shall send an HTTP PUT or PATCH message to the resource "Individual Traffic Influence Subscription" requesting to change the traffic influence parameters. 
In order to delete an existing traffic influence subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Traffic Influence Subscription".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall perform the mapping as described in 3GPP TS 23.501 [3], and then perform as described in clause 4.4.7.2 if the request is identified by UE address or perform as described in clause 4.4.7.3 if the request is not identified by UE address.
[bookmark: _Toc28013322][bookmark: _Toc36040077][bookmark: _Toc44692690][bookmark: _Toc45134151][bookmark: _Toc49607215][bookmark: _Toc51763187][bookmark: _Toc58850082][bookmark: _Toc59018462][bookmark: _Toc68169468]If the EDGEAPP feature is supported and the "subscribedEvents" attribute is provided in the received HTTP POST request, and immediate reporting was requested by the AF, then user plane path management report(s) shall be included in the HTTP POST response within the "eventReports" attribute, if available. They may also be included in the HTTP PUT/PATCH response, if available.
NOTE 2:	The EAS IP Replacement information and the information indicating the EAS rediscovery are not provided simultaneously.
*** Second Change ***
[bookmark: _Toc114211624][bookmark: _Toc130549033]4.4.7.2	AF request identified by UE address
Upon receipt of the above AF request which is for an individual UE identified by IP or Ethernet address, if the NEF supports HR-SBO scenarios, it may determine if the HPLMN of the UE is the PLMN that the NEF belongs to.
[bookmark: _Hlk134813125] Editor’s Note: It is FFS how the NEF determines the HPLMN of the UE depending on the received UE Address information.
If the derived HPLMN is the PLMN that the NEF belongs to, the procedure in this clause applies. Otherwise, the procedure described in clause 4.4.7.5 shall be performed instead.
The NEF may interact with the BSF to retrieve the related PCF information by invoking the Nbsf_Management_Discovery service operation as described in 3GPP TS 29.521 [9] If the NEF receives an error response from the BSF, the NEF shall not create the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the BSF, the NEF shall interact with the PCF by invoking the Npcf_PolicyAuthorization service as described in 3GPP TS 29.514 [7]. After receiving a successful response from the PCF, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription:
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, then shall responds to the AF with a 204 No Content status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
If the NEF receives a response with an error code from the PCF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code.
*** Third Change ***
[bookmark: _Toc28013323][bookmark: _Toc36040078][bookmark: _Toc44692691][bookmark: _Toc45134152][bookmark: _Toc49607216][bookmark: _Toc51763188][bookmark: _Toc58850083][bookmark: _Toc59018463][bookmark: _Toc68169469][bookmark: _Toc114211625][bookmark: _Toc130549034]4.4.7.3	AF request not identified by UE address
For AF request not identified by UE address, it may target an individual UE, one or more groups of UEs or any UE. 
If HR-SBO scenarios are supported by the NEF, it may determine if the HPLMN of the targeted UE(s) is the PLMN that the NEF belongs to. 
Editor’s Note: It is FFS how the NEF determines the HPLMN of the UE depending on the received UE Address information.
If the derived HPLMN is the PLMN that the NEF belongs to, the procedure in this clause applies. Otherwise, the procedure described in clause 4.4.7.5 shall be performed instead.
For an individual UE identified by GPSI, or one or more groups of UEs identified by External Group Identifier, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier.
When the feature FinerGranUEs is supported, the NEF may map the External Subscriber Category(ies) and any UE indicator, or External Subscriber Category(ies) and External Group Identifier(s) to Internal Group Identifier(s) or Internal Group Identifier(s) and Subscriber Category(ies).
NOTE:	As a user can be associated with multiple Subscriber Category(ies), some values of Subscriber Category(ies) can correspond to an SLA between an application provider represented by an AF and the 5GC operator. The combination of application identifier and External Subscriber Category can also be used to refer to this SLA.
The NEF shall interact with the UDR to store the traffic influence parameters received from the AF and mapped as applicable by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [20] and 3GPP TS 29.519 [23]. If the NEF receives an error response from the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the UDR, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription;
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 204 No Content status code.
*** Fourth Change ***
4.4.7.5	Processing AF requests to influence traffic routing and/or service function chaining for HR-SBO session
If HR-SBO scenarios are supported by the NEF and upon receiving the AF request it determines that the derived PLMN as described in clause 4.4.7.2 and clause 4.4.7.3 does not correspond to the PLMN that the NEF belongs to the following applies.
The NEF shall derive the information to be stored in the UDR.
Editor’s Note: It is FFS how the NEF derives the required UE identity information to be stored in the UDR.
After having performed the necessary mappings as described above, the NEF shall interact with the UDR to store the traffic influence parameters.
*** End of Changes ***

