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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc34228175][bookmark: _Toc36041578][bookmark: _Toc36041734][bookmark: _Toc44680171][bookmark: _Toc45134768][bookmark: _Toc49583653][bookmark: _Toc51764090][bookmark: _Toc58838765][bookmark: _Toc59020080][bookmark: _Toc59020167][bookmark: _Toc68170831][bookmark: _Toc136523939][bookmark: _Toc138692951][bookmark: historyclause]4.1	Introduction
The NEF offers to other NFs the following southbound services:
-	Nnef_EventExposure
-	Nnef_PFDManagement
-	Nnef_SMContext
-	Nnef_SMService
-	Nnef_Authentication
-	Nnef_EASDeployment
-	Nnef_TrafficCorrelation
NOTE 1:	The northbound services offered by the NEF are defined in 3GPP TS 29.522 [15], e.g. the northbound requirement of Nnef_EventExposure service or Nnef_EASDeployment.
NOTE 2:	The services offered by the NEF (e.g. Nnef_EventExposure service) as specified in the present specification are only applicable for Nnef southbound services.
NOTE 3:	The Nnef_PFDManagement service offered by the NEF southbound is defined in 3GPP TS 29.551 [19].
NOTE 4:	The Nnef_SMContext service and the Nnef_SMService offered by the NEF southbound is defined in 3GPP TS 29.541 [20].
NOTE 5:	The Nnef_Authentication service offered by the NEF southbound is defined in 3GPP TS 29.256 [23].
*** Next Change ***
[bookmark: _Toc28013311][bookmark: _Toc36040066][bookmark: _Toc44692679][bookmark: _Toc45134140][bookmark: _Toc49607204][bookmark: _Toc51763176][bookmark: _Toc58850071][bookmark: _Toc59018451][bookmark: _Toc68169457][bookmark: _Toc114211613][bookmark: _Toc136554338][bookmark: _Toc138752386]4.3.1	NEF
The Network Exposure Function (NEF) is a functional element that supports the following functionalities:
-	The NEF shall securely expose network capabilities and events provided by 3GPP NFs to AF.
-	The NEF shall provide means for the AF to securely provide information to 3GPP network and may authenticate, authorize and assist in throttling the AF.
-	The NEF shall be able to translate the information received from the AF to the one sent to internal 3GPP NFs, and vice versa.
-	The NEF shall support to expose information (collected from other 3GPP NFs) to the AF.
-	The NEF may support a PFD Function which allows the AF to provision PFD(s) and may store and retrieve PFD(s) in the UDR. The NEF further provisions PFD(s) to the SMF. 
-	The NEF may support the time synchronization exposure function to the AF.
-	The NEF may provide means for the AF to influence access and mobility management related policies.
-	The NEF may provide means for the AF to provide inputs that can be used by the PCF for deciding access and mobility management related policies.
-	The NEF may provide means for the AF to provide the EAS Deployment information.
-	The NEF may provide means for the AF to retrieve AF specific UE ID.
-	The NEF may provide means for an untrusted event consumer AF to perform Media Streaming Event Exposure monitoring.
-	The NEF may provide means for the AF to request and manage MBS Group Message Delivery.
-	The NEF may provide means for the service consumer (e.g.: AF or NWDAF) to retrieve DNAI information.
Editor's Note: The above NEF functionalities may be not complete, how to effectively handle is FFS.
-	The NEF may provide means for the service consumer (i.e. SMF) to notify 5GC determined information for a set of UEs.
A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.
NOTE:	The NEF can access the UDR located in the same PLMN as the NEF.

*** Next Change ***
[bookmark: _Toc129250007][bookmark: _Toc138693008][bookmark: _Hlk515639407]4.6	Nnef_TrafficCorrelation Service
[bookmark: _Toc129250008][bookmark: _Toc138693009]4.6.1	Service Description
[bookmark: _Toc129250009][bookmark: _Toc138693010]4.6.1.1	Overview
The Nnef_TrafficCorrelation service, as defined in 3GPP TS 23.502 [3], is provided by the Network Exposure Function (NEF). This service allows the SMF to notify 5GC determined information for a set of UEs identified by Traffic Correlation ID to be stored in the UDR together with AF requests to influence traffic routing information.
[bookmark: _Toc129250010][bookmark: _Toc138693011]4.6.1.2	Service Architecture
The 5G System Architecture is defined in 3GPP TS 23.501 [2].
The Nnef_TrafficCorrelation service is part of the Nnef service-based interface exhibited by the Network Exposure Function (NEF).
Known consumer of the Nnef_TrafficCorrelation service is:
-	Session Management Function (SMF)


Figure 4.6.1.2-1: Reference Architecture for the Nnef_TrafficCorrelation Service; SBI representation


Figure 4.6.1.2-2: Reference Architecture for the Nnef_TrafficCorrelation Service: reference point representation
[bookmark: _Toc129250011][bookmark: _Toc138693012]4.6.1.3	Network Functions
[bookmark: _Toc129250012][bookmark: _Toc138693013]4.6.1.3.1	Network Exposure Function (NEF)
The Network Exposure Function (NEF) allows the NF service consumer (i.e. SMF) to notify 5GC determined information for a set of UEs identified by Traffic Correlation ID to be stored in the UDR together with AF requests to influence traffic routing information.
[bookmark: _Toc129250013][bookmark: _Toc138693014]4.6.1.3.2	NF Service Consumers
The known NF service consumers are as follows:
The Session Management Function (SMF):
-	supports to notify 5GC determined information for a set of UEs identified by Traffic Correlation ID to be stored in the UDR together with AF requests to influence traffic routing information
[bookmark: _Toc129250014][bookmark: _Toc138693015]4.6.2	Service Operations
[bookmark: _Toc129250015][bookmark: _Toc138693016]4.6.2.1	Introduction
Service operations defined for the Nnef_TrafficCorrelation Service are shown in table 4.6.2.1-1.
Table 4.6.2.1-1: Nnef_ECSAddress Service Operations
	Service Operation Name
	Description
	Initiated by

	Nnef_TrafficCorrelation _Subscribe
	This is a pseudo operation
	NEF

	Nnef_TrafficCorrelation _Notify
	This service operation is used by the SMF to notify 5GC determined information for a set of UEs identified by Traffic Correlation ID to be stored in the UDR together with AF requests to influence traffic routing information.
	SMF



[bookmark: _Toc129250016][bookmark: _Toc138693017]4.6.2.2	Nnef_TrafficCorrelation_Notify service operation
[bookmark: _Toc129250017][bookmark: _Toc138693018]4.6.2.2.1	General
This service operation is provided by the NEF for NF consumers to notify 5GC determined information for a set of UEs identified by Traffic Correlation ID to be stored in the UDR together with AF requests to influence traffic routing information.
[bookmark: _Toc129250024][bookmark: _Toc138693026]4.6.2.2.2	Notification of 5GC determined information
Figure 4.6.2.2.2-1 illustrates the notification about 5GC determined information.


Figure 4.6.2.2.2-1: Notification about 5GC determined information
If the SMF observes the Notification endpoint of NEF subscription in the AF influence data, i.e. the "notifUri"attribute is included within the "tfcCorreInfo" of a PCC rule, the SMF shall send an HTTP POST request as shown in step 1 of figure 4.6.2.2.2-1, with the "{notifUri}" as request URI containing the value of "notifUri" attribute within the PCC rule, and the Notification data structure as request body.
The TrafficCorrelationNotification data structure shall include:
-	the notification correlation identifier within the "notifCorrId" attribute;
-	SMF Id within the "smfId" attribute;
-	UE Id(s) within the "supis" attribute;
-	traffic correation Id within the "tfcCorrId" attribute
The TrafficCorrelationNotification data structure shall also include:
-	the EAS address within the "comEasIpv4Addr" attribute or the "comEasIpv6Addr" attribute, or FQDN(s) within the "fqdnRange" attribute; or
-	DNAI list within the "dnais" attribute.
Upon successful reception of an HTTP POST request with "{notifUri}" as request URI and TrafficCorrelationNotification data structure as request body, the NEF shall send an HTTP "204 No Content" response, as shown in step 2 of figure 4.6.2.2.2-1.

*** Next Change ***
[bookmark: _Toc136555601][bookmark: _Toc138753649]5.5	TrafficCorrelation API
[bookmark: _Toc136555602][bookmark: _Toc138753650]5.5.1	Introduction
[bookmark: _Toc136555603][bookmark: _Toc138753651]The Nnef_TrafficCorrelation service shall use the Nnef_TrafficCorrelation API.
The API URI of the Nnef_TrafficCorrelation API shall be: 
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "nnef-traffic-correlation".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.5.3.
[bookmark: _Toc138693136]5.5.2	Usage of HTTP
[bookmark: _Toc138693137]5.5.2.1	General
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnef_TrafficCorrelation API is contained in Annex 4.
[bookmark: _Toc138693138]5.5.2.2	HTTP standard headers
[bookmark: _Toc138693139]5.5.2.2.1	General
See clause 5.3.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
[bookmark: _Toc138693140]5.5.2.2.2	Content type 
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc138693141]5.5.2.3	HTTP custom headers
The Nnef_TrafficCorrelation API shall support mandatory HTTP custom header fields specified in clause 5.3.3.2 of 3GPP TS 29.500 [4] and may support HTTP custom header fields specified in clause 5.3.3.3 of 3GPP TS 29.500 [4].
In this Release of the specification, no specific custom headers are defined for the Nnef_TrafficCorrelation API.
5.5.3	Resources
[bookmark: _Toc136555604][bookmark: _Toc138753652]5.5.3.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 5.5.3.1-1 depicts the resource URIs structure for the Nnef_TrafficCorrelation API.


Figure 5.5.3.1-1: Resource URI structure of the TrafficCorrelation API
Table 5.5.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 5.5.3.1-1: Resources and methods overview
	Resource name
	Resource URI (relative path under API URI)
	HTTP method or custom operation
	Description
(service operation)

	Trafic Correlation Subscriptions
	/subscriptions
	POST
	This is a pseudo operation.



[bookmark: _Toc136555605][bookmark: _Toc138753653]5.5.3.2	Resource: Trafic Correlation Subscriptions
[bookmark: _Toc138693145][bookmark: _Toc136555607][bookmark: _Toc138753655]5.5.3.2.1	Description
The resource will not be actually applied.
5.5.3.2.2	Resource Definition
Resource URI: {apiRoot}/nnef-traffic-correlation/v1/subscriptions
This resource shall support the resource URI variables defined in table 5.5.3.2.2-1.
Table 5.5.2.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 5.5.1.

	apiVersion
	string
	See clause 5.5.1



[bookmark: _Toc136555608][bookmark: _Toc138753656]5.5.3.2.3	Resource Methods
[bookmark: _Toc136555610][bookmark: _Toc138753658]5.5.3.2.3.1	POST
This method will not be actually invoked.
This method shall support the URI query parameters specified in table 5.5.3.2.3.1-1.
Table 5.5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 5.5.3.2.3.2-2 and the response data structures and response codes specified in table 5.5.3.2.3.2-3.
Table 5.5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	Any
	
	
	



Table 5.5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	
	

	NOTE:	The mandatory HTTP error status code for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



[bookmark: _Toc136555611][bookmark: _Toc138753659]5.5.3.2.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc136555612][bookmark: _Toc138753660]5.5.3.3	Void
[bookmark: _Toc136555621][bookmark: _Toc138753669]5.5.4	Custom Operations without associated resources
There are no custom operations without associated resources defined for this API in this release of the specification.
[bookmark: _Toc136555622][bookmark: _Toc138753670]5.5.5	Notifications
5.5.5.1	General
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 5.5.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Trafic Correlation Notification
	{notifUri}
	POST
	Enable an NF to notify 5GC determined information for a set of UEs identified by Traffic Correlation ID to be stored in the UDR together with AF requests to influence traffic routing information.



5.5.5.2	Trafic Correlation Notification
5.5.5.2.1	Description
This Notification is used by the SMF to report 5GC determined information for a set of UEs identified by Traffic Correlation ID to be stored in the UDR together with AF requests to influence traffic routing information..
5.5.5.2.2	Target URI
The Callback URI “{notifUri}” shall be used with the callback URI variables defined in table 5.5.5.2.2-1.
Table 5.5.4.2.2-1: Callback URI variables for this resource 
	Name
	
	Definition

	notifUri
	Uri
	Callback URI provided by the NEF during the traffic correlation information provisioning. (see 3GPP 29.519 [28]



[bookmark: _Toc138693162]5.5.5.2.3	Standard Methods
[bookmark: _Toc138693163]5.5.5.2.3.1	POST
This method shall support the request data structures specified in table 5.5.5.2.3.1-1 and the response data structures and response codes specified in table 5.5.5.2.3.1-2.
Table 5.5.5.2.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	TrafficCorrelationNotification
	M
	1
	Provides the 5GC determined information for a set of UEs. 



Table 5.5.5.2.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during notification.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during notification.

(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of 3GPP TS 29.500 [4]).



Table 5.5.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative NF consumer (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected.



Table 5.5.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative NF consumer (service) instance towards which the request is redirected.

For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected.



[bookmark: _Toc136555623][bookmark: _Toc138753671]5.5.6	Data Model
[bookmark: _Toc136555624][bookmark: _Toc138753672]5.5.6.1	General
This clause specifies the application data model supported by the TrafficCorrelation API. Table 5.5.6.1-1 specifies the data types defined for the TrafficCorrelation API.
Table 5.5.6.1-1: TrafficCorrelation API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	TrafficCorrelationNotification
	5.5.6.2.2
	Provides the 5GC determined information for a set of UEs.
	



Table 5.5.6.1-2 specifies data types re-used by the TrafficCorrelation API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the TrafficCorrelation API.
Table 5.5.6.1-2: TrafficCorrelation API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Dnai
	3GPP TS 29.571 [16]
	Identifies a DNAI.
	

	FqdnPatternMatchingRule
	3GPP TS 29.571 [16]
	Identifies the FQDN pattern matching rule.
	

	Ipv4Addr
	3GPP TS 29.571 [16]
	Identifies an IPv4 address.
	

	Ipv6Addr
	3GPP TS 29.571 [16]
	Identifies an IPv6 address.
	

	NfInstanceId
	3GPP TS 29.571 [16]
	The NF instance identifier.
	

	Supi
	3GPP TS 29.571 [16]
	The identification of the user (i.e. IMSI, NAI).
	



[bookmark: _Toc136555625][bookmark: _Toc138753673]5.5.6.2	Structured data types
[bookmark: _Toc136555626][bookmark: _Toc138753674]5.5.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc136555627][bookmark: _Toc138753675]5.5.6.2.2	Type: TrafficCorrelationNotification
Table 5.5.6.2.2-1: Definition of type TrafficCorrelationNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	smfId
	NfInstanceId
	M
	1
	SMF instance identifier.
	

	supis
	array(supi)
	M
	1
	A set of UEs members the SMF serves
	

	tfcCorrId
	string
	M
	1
	Identification of a set of UEs accessing the application identified by the Application Identifier or traffic filtering information. It shall be provided when the traffic correlation information is provisioned for the first time.
	

	comEasIpv4Addr
	Ipv4Addr
	C
	0..1
	IPv4 address of common EAS for the application identified by the Application Identifier or traffic filtering information for the UEs the AF request aims at. 
	

	comEasIpv6Addr
	Ipv6Addr
	C
	0..1
	IPv6 address of common EAS for the application identified by the Application Identifier or traffic filtering information for the UEs the AF request aims at. 
	

	fqdnRange
	array(FqdnPatternMatchingRule)
	C
	1..N
	FQDN(s) used for influencing EASDF-based DNS query procedure. 
	

	dnais
	array(Dnai)
	C
	1..N
	Identification(s) of user plane access to DN(s) which the subscription applies.
	

	NOTE:	Either EAS Id (i.e. "comEasIpv4Addr" attirbute, " comEasIpv6Addr" attribute or "fqdnRange" attribute) or DNAI(s) (i.e. "dnais" attribute) shall be included.



[bookmark: _Toc136555632][bookmark: _Toc138753680]5.5.6.3	Simple data types and enumerations
[bookmark: _Toc136555633][bookmark: _Toc138753681]5.5.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc136555634][bookmark: _Toc138753682]5.5.6.3.2	Simple data types 
The simple data types defined in table 5.5.6.3.2-1 shall be supported.
Table 5.5.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc138693173]5.5.7	Error Handling
[bookmark: _Toc138693174]5.5.7.1	General
For the Nnef_TrafficCorrelation API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.3.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nnef_TrafficCorrelation API.
[bookmark: _Toc138693175]5.5.7.2	Protocol Errors
No specific procedures for the Nnef_TrafficCorrelation service are specified.
[bookmark: _Toc138693176]5.5.7.3	Application Errors
The application errors defined for the Nnef_TrafficCorrelation service are listed in Table 5.3.7.3-1.
Table 5.5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc138693177]5.5.8	Feature negotiation
The optional features in table 5.5.8-1 are defined for the Nnef_TrafficCorrelation API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 5.5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc138693178]5.5.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nnef_TrafficCorrelation API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nnef_TrafficCorrelation API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nnef_TrafficCorrelation service.
The Nnef_TrafficCorrelation API defines a single scope "nnef-traffic-correlation" for the entire service, and it does not define any additional scopes at resource or operation level.
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[bookmark: _Toc82676410][bookmark: _Toc114777982]A.6	Nnef_TrafficCorrelation API
[bookmark: _Toc510696653]openapi: 3.0.0

info:
  title: Nnef_TrafficCorrelation
  version: 1.0.0-alpha.3
  description: |
    NEF Traffic Correlation Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.591 V18.3.0; 5G System; Network Exposure Function Southbound Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.591/

servers:
  - url: '{apiRoot}/nnef-traffic-correlation/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

paths:

  /subscriptions:
    post:
    # This is a pseudo operation, clients shall NOT invoke this method!
      summary: subscribe to notifications
      operationId: CreateIndividualSubcription
      tags:
        - Subscriptions (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema: {}
      responses:
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        myNotification:
          '{$request.body#/notifUri}':
          # The URI in {notifUri} is provided during provisioning of traffic correlation information
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/TrafficCorrelationNotification'
              responses:
                '204':
                  description: No Content, Notification was succesfull
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '502':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/502'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'


components:
  schemas:
    TrafficCorrelationNotification:
      description: Provides the 5GC determined information for a set of UEs.
      type: object
      required:
        - notifId
        - smfId
        - supis
        - tfcCorrId
      properties:
        notifId:
          type: string
          description: Notification Correlation ID assigned by the NF service consumer.
        smfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        supis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        tfcCorrId:
          type: string
          description: >
            Identification of a set of UEs accessing the application identified by the 
            Application Identifier or traffic filtering information.
        comEasIpv4Addr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        comEasIpv6Addr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'
        fqdnRange:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/FqdnPatternMatchingRule'
          minItems: 1
        dnais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1




*** End of Changes ***
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