

	
3GPP TSG-CT WG3 Meeting #129	C3-233350
Goteborg, Sweden, 21 - 25 August, 2023									(Revision of C3-233xxx)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.513
	CR
	[bookmark: _GoBack]0492
	rev
	-
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Spending Limits for AM Policy and UE Policy

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT3

	
	

	Work item code:
	TEI18_SLAMUP
	
	Date:
	2023-08-08

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	In S2-2301635 and S2-2301632, SA2 clarifies that in some scenarios the PCF for the UE(s) can make policy decisions based on spending limits control for the UE policy and AM policy.
Hence, the UE policy and AM policy should be updated to support the policy decision impacted by the spending limits.

	
	

	Summary of change:
	1. Updating the procedures about AM Policy Association Establishment/Modification/Termination.
2. Updating the description of the Spending Limit Report in clause 5.3.5.
3. Updating the procedures about UE Policy Association Establishment/Modification/Termination.

	
	

	Consequences if not approved:
	Spending Limits for AM Policy and UE Policy are not supported.

	
	

	Clauses affected:
	5.1.1, 5.1.2.1.1, 5.1.2.2, 5.1.3.1, 5.3.5, 5.6.1.1, 5.6.1.2, 5.6.2.2.1, 5.6.2.2.2, 5.6.3.1.1, 5.6.3.1.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI.

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28005431][bookmark: _Toc36038103][bookmark: _Toc45133300][bookmark: _Toc51762128][bookmark: _Toc59016533][bookmark: _Toc68167502][bookmark: _Toc138668163]5.1.1	AM Policy Association Establishment
This procedure concerns the following scenarios:
1.	UE initial registration with the network.
2.	The AMF re-allocation with PCF change in handover procedure and registration procedure.
3.	UE registers with 5GS during the UE moving from EPS to 5GS when there is no existing AM Policy Association.




Figure 5.1.1-1: AM Policy Association Establishment procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 2 - step 65 are not executed in the roaming case.
1.	The AMF receives the registration request from the AN. Based on local policy, the AMF selects to contact the (V-) PCF to create the policy association with the (V-) PCF and to retrieve Access and Mobility control policy. The AMF selects the PCF as described in clause 8.2 and invokes the Npcf_AMPolicyControl_Create service operation by sending the HTTP POST request to the "AM Policy Associations" resource as defined in clause 4.2.2 and clause 5.3.2.3.1 of 3GPP TS 29.507 [7]. The request operation provides, but is not limited to, the SUPI and the allowed NSSAI if applicable, and if received from the UDM, the Service Area Restrictions, RFSP index, UE-AMBR, a list of UE-Slice-MBR (s), GPSI and a list of Internal Group Identifiers, and may provide the applicable access type(s), the PEI if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, the applicable RAT type(s), GUAMI of AMF, alternative or backup address(es) or FQDNs of AMF, trace control and configuration parameters information, etc., as defined in clause 4.2.2.1 of 3GPP TS 29.507 [7]. The request includes a Notification URI to indicate to the PCF where to send a notification when the policy is updated. 
2.	If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "AccessAndMobilityPolicyData" resource as specified in 3GPP TS 29.519 [12].
3.	The UDR sends an HTTP "200 OK" response to the PCF with the requested subscription data and/or application data in the response message body.
4.	The PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource as specified in 3GPP TS 29.519 [12].
	Additionally, if the PCF and the UDR support dynamically changing AM policies, the PCF may subscribe to the UDR using the Nudr_DataRepository_Subscribe service operation for notifications about AM Influence data changes by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource as specified in 3GPP TS 29.519 [12].
5.	The UDR sends an HTTP "201 Created" response to acknowledge the subscription from the PCF. If the PCF subscribed to notifications about AM Influence data with the immediate reporting indication set to "true" and matching AM Influence data exists in the UDR, the UDR includes them in the response as specified in 3GPP TS 29.519 [12].
6.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF, and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF determines that the status of additional policy counters are required, the PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 5.3.3.
67.	The (V-)PCF makes the requested policy decision including Access and Mobility control policy information, and may determine applicable Policy Control Request Trigger(s), and/or the spending limits report provided by CHF.
78.	The (V-)PCF sends an HTTP "201 Created" response to the AMF with the determined policies as described in clause 4.2.2 of 3GPP TS 29.507 [7], e.g.:
-	Access and Mobility control Policy including Service Area Restrictions, and/or a RAT Frequency Selection Priority (RFSP) Index; and/or
-	Policy Control Request Triggers and related policy information.;
7a8a.	The PCF may register to the BSF as the PCF for the UE (i.e. as the PCF that handles the AM Policy Association of this UE) by sending an HTTP POST request to the "PCF for a UE Bindings" resource of the Nbsf_Management_Register service as described in clause 4.2.2.3 of 3GPP TS 29.521 [22].
7b8b.	The BSF responds with "201 Created" if the registration of the PCF for the UE was successful.
89.	The AMF deploys the Access and Mobility control policy information if received which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and/or choosing the RFSP index in use and provisioning the chosen RFSP index and Service Area Restrictions to the NG-RAN, if applicable, when the UE is registered in the 3GPP access.
NOTE 1:	The AMF can decide that the RFSP Index in use is the same as the RFSP index authorized by the PCF or can also use configured operator policies, the Allowed NSSAI and the UE related context information available at the AMF in its derivation. 
	When the feature "RFSPValidityTime" is supported, the PCF provided the RFSP Index value that indicates the EPC/E-UTRAN access is prioritized over 5GS access and a validity time associated to the provided RFSP Index as specified in 3GPP TS 29.507 [7], if the AMF decides to use the RFSP Index received from the PCF, then the AMF provides to the MME both, the received RFSP Index and the received validity time. The validity time indicates the time for which the RFSP Index will be used in the MME after 5GS to EPS mobility.
NOTE 2:	The RFSP validity time indicated by the PCF when the feature "RFSPValidityTime" is supported is used by the MME to allow the UE to stay in EPS for a period of time and avoid the potential ping-pong issue between 5GS and EPS (i.e., 5GS keeps sending the UE to EPS based on authorized RFSP Index from PCF, and the EPS keeps sending the UE back to 5GS immediately based on the subscribed RFSP Index). If due to UE mobility the AMF receives from the MME a validity time associated to the RFSP in use, the AMF shall ignore validity time received from the MME.
NOTE 3:	The PCF can reject the AM Policy Association establishment, e.g. the PCF cannot obtain the subscription-related information from the UDR and the PCF cannot make the policy decisions, as described in 3GPP TS 29. 519 [12]. In this case, the AMF deploys the Access and Mobility control policy information based on the policy retrieved from the UDM if available or the local configuration. In order to choose the RFSP Index in use, Allowed NSSAI and the UE related context information available at the AMF can also be used.


*** Next Change ***
[bookmark: _Toc28005434][bookmark: _Toc36038106][bookmark: _Toc45133303][bookmark: _Toc51762131][bookmark: _Toc59016536][bookmark: _Toc68167505][bookmark: _Toc138668166]5.1.2.1.1	AM Policy Association Modification initiated by the AMF without AMF relocation
This procedure is performed when a Policy Control Request Trigger condition is met.




Figure 5.1.2.1.1-1: AMF-initiated AM Policy Association Modification without AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	The AMF detects a Policy Control Request Trigger condition is met or other condition is met, e.g. trace control configuration needs to be updated, as defined in clause 4.2.3.1 of 3GPP TS 29.507 [7].
2.	The AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with information on the conditions that have changed.
3.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in clause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in clause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in clause 5.3.4.
34.	The (V-)PCF stores the information received in step 2-3 and makes the policy decision.
45.	The (V-)PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and/ or the updated Policy Control Request Trigger parameters as described in clause 4.2.3.3 of 3GPP TS 29.507 [7].
4a5a.	If an AF (either directly or via the NEF) has previously subscribed to events for the AF application AM context (e.g. service area restrictions policy change) as described in 3GPP TS 29.534 [50] clause 4.2.5, the PCF checks if reporting is needed based on the policy decision that was made and may send a respective notification using Npcf_AMPolicyAuthorization_Notify as defined in 3GPP TS 29.534 [50] clause 4.2.7.2 (in addition, a Nnef_AMPolicyAuthorization_Notify request/response may occur between the NEF and the AF if the notification is relayed via the NEF).
4b5b.	The AF (either directly or via the NEF) sends an HTTP "204 No Content" response as defined in 3GPP TS 29.534 [50] clause 4.2.7.2.
56.	The AMF deploys the Access and Mobility control policy if received, which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or choosing the RFSP index in use and provisioning the chosen RFSP index to the NG-RAN, if applicable, when the UE is registered in the 3GPP access, as specified in clause 5.1.1, step 8.

*** Next Change ***
[bookmark: _Toc138668167]5.1.2.1.2	AM Policy Association Modification with old PCF during AMF relocation
This procedure is performed when AMF relocation is performed and the old PCF is selected by the new AMF. 




Figure 5.1.2.1.2-1: AMF-initiated AM Policy Association Modification with old PCF during AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	When the old AMF and the new AMF belong to the same PLMN or equivalent PLMN or belong to the same SNPN or equivalent SNPN, the old AMF transfers to the new AMF about the AM Policy Association information including, e.g. policy control request trigger(s), and the resource URI (i.e. {apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}) of AM Policy Association at the (V-)PCF). 
2.	Based on local policies, the new AMF decides to contact with (V-)PCF and update the resource identified by the resource URI received in step 1.
3.	The new AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with the Notification URI of the new AMF. The request may also include the met policy control request trigger(s) and corresponding information, and the new alternate or backup IP addresses or FQDN.
	When the feature "FeatureRenegotiation" is supported, the HTTP POST request to the "Individual AM Policy Association" resource also contains the features supported by the new AMF and the feature related information, if applicable.
Editor's Note: It is FFS whether additional information is required in the feature renegotiation procedure.
4.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in clause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in clause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in clause 5.3.4.
45.	When the feature "FeatureRenegotiation" is not supported, the (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF and makes the policy decision.
	When the feature "FeatureRenegotiation" is supported, and the (V-)PCF received the features supported by the AMF, the (V-)PCF re-evaluates the negotiated features and makes the policy decision considering the resulting negotiated features and the information provided by the new AMF.
56.	The PCF sends an HTTP "200 OK" response to the AMF with:
a.	When the feature "FeatureRenegotiation" is not supported, the updated Access and Mobility control policy information and/or the updated Policy Control Request Trigger parameters as described in clause 4.2.3.3 of 3GPP TS 29.507 [7].
b.	When the feature "FeatureRenegotiation" is supported, the Access and Mobility control policy information and Policy Control Request Triggers corresponding to the complete "Individual AM Policy Association" resource representation together with the negotiated supported features as described in clause 4.2.3.4 of 3GPP TS 29.507 [7].
5a6a.	If an AF (either directly or via the NEF) has previously subscribed to events for the AF application AM context (e.g. service area restrictions policy change) as described in 3GPP TS 29.534 [50] clause 4.2.5, the PCF checks if reporting is needed based on the policy decision that was made and may send a respective notification using Npcf_AMPolicyAuthorization_Notify as defined in 3GPP TS 29.534 [50] clause 4.2.7.2  (in addition, a Nnef_AMPolicyAuthorization_Notify request/response may occur between the NEF and the AF if the notification is relayed via the NEF).
65b.	The AF (either directly or via the NEF) sends an HTTP "204 No Content" response as defined in 3GPP TS 29.534 [50] clause 4.2.7.2.
67.	The AMF deploys the Access and Mobility control policy if received, which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or choosing the RFSP index in use and provisioning the chosen RFSP index to the NG-RAN, if applicable, when the UE is registered in the 3GPP access, as specified in clause 5.1.1, step 8.

*** Next Change ***
[bookmark: _Toc138668168]5.1.2.2	AM Policy Association Modification initiated by the PCF
This procedure is performed when the Access and Mobility control policies are changed.




Figure 5.1.2.2-1: PCF-initiated AM Policy Association Modification procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	The (V-) PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed or an AF request to influence AM policies has been received, or the (V-)PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate Access and Mobility control policy for a UE, or the CHF provides the Spending Limit Report to the PCF as described in clause 5.3.5.
2.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in clause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in clause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in clause 5.3.4.
23.	The (V-)PCF makes the policy decision including, Access and Mobility control policy, and may determine applicable Policy Control Request Trigger(s). 
34.	The (V-)PCF invokes the Npcf_AMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{notificationUri}/update" as the callback URI to the AMF that has previously subscribed, as described in clause 4.2.4.2 of 3GPP TS 29.507 [7]. 
45.	The AMF sends an HTTP "204 No Content" response the PCF.
4a5a.	If an AF (either directly or via the NEF) has previously subscribed to events for the AF application AM context (e.g. service area restrictions policy change) as described in 3GPP TS 29.534 [50] clause 4.2.5, the PCF checks if reporting is needed based on the policy decision that was made and may send a respective notification using Npcf_AMPolicyAuthorization_Notify as defined in 3GPP TS 29.534 [50] clause 4.2.7.2  (in addition, a Nnef_AMPolicyAuthorization_Notify request/response may occur between the NEF and the AF if the notification is relayed via the NEF).
4b5b.	The AF (either directly or via the NEF) sends an HTTP "204 No Content" response as defined in 3GPP TS 29.534 [50] clause 4.2.7.2.
56.	The AMF deploys the Access and Mobility control policy information if received which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and/or choosing the RFSP index in use and provisioning the chosen RFSP index and Service Area Restrictions to the NG-RAN, if applicable, when the UE is registered in the 3GPP access, as specified in clause 5.1.1, step 8.

*** Next Change ***
[bookmark: _Toc28005438][bookmark: _Toc36038110][bookmark: _Toc45133307][bookmark: _Toc51762135][bookmark: _Toc59016540][bookmark: _Toc68167509][bookmark: _Toc138668170]5.1.3.1	AM Policy Association Termination initiated by the AMF
This procedure is performed when the UE deregisters from the network, when the UE deregisters from 5GS during the UE moving from 5GS to EPS or when the old AMF removes the AM Policy Association during AMF relocation.
NOTE:	The old AMF removes the AM Policy Association during AMF relocation when the old AMF decides that he the PCF instance Id is not sent to the new AMF (e.g. inter-AMF mobility with PLMN change, where the new PLMN is not an equivalent PLMN), or when the new AMF indicates to the old AMF that the received AM Policy Association will not be reused.


[bookmark: _MON_1752937892]
Figure 5.1.3.1-1: AMF-initiated AM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 4 and step -65 are not executed in the roaming case.
1.	The AMF invokes the Npcf_AMPolicyControl_Delete service operation to delete the policy context in the (V-) PCF by sending the HTTP DELETE request to the "Individual AM Policy Association" resource.
2.	The AMF removes the UE context for this UE, including the Access and Mobility Control Policy related to the UE, and/or policy control request triggers.
3.	If this is the last Access and Mobility Control Policy for this subscriber the Final Spending Limit Report Request as defined in clause 5.3.4 is sent. If any existing PDU sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Request as defined in clause 5.3.3 can be sent to alter the list of subscribed policy counters
34.	The (V-)PCF removes the policy context for the UE and sends an HTTP "204 No Content" response to the AMF.
45.	The PCF invokes the Nudr_DataRepository_Unsubscribe service operation to unsubscribe the notification of subscriber policy data modification from the UDR by sending an HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification. The PCF invokes also the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications about AM Influence data changes at the UDR by sending an HTTP DELETE request to the "IndividualApplicationDataSubscription" resource if it has subscribed such notification.
65.	The UDR responds with HTTP "204 No Content" to the PCF.
67.	The PCF may also deregister from the BSF as the PCF for the UE (i.e. as the PCF that handles the AM Policy Association of this UE) by sending an HTTP DELETE request to the "Individual PCF for a UE Binding" resource of the Nbsf_Management_Deregister service as described in clause 4.2.3.3 of 3GPP TS 29.521 [22].
78.	The BSF responds with "204 No Content" if the deregistration of the PCF for the UE was successful.
89.	If there is AF/NEF application AM context associated with the UE, the PCF invokes the Npcf_AMPolicyAuthorization_Notify service operation by sending the HTTP POST request with the {termNotifUri} as the callback URI to the AF/NEF to trigger the AF to request the AF application AM context termination.
910.	The AF/NEF sends an HTTP "204 No Content" response to the PCF.
1011.	The AF/NEF invokes the Npcf_AMPolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application AM Context" resource.
1112	The PCF removes the AF application AM session context and sends an HTTP "204 No Content" response to the AF.

*** Next Change ***
[bookmark: _Toc28005459][bookmark: _Toc36038131][bookmark: _Toc45133328][bookmark: _Toc51762156][bookmark: _Toc59016561][bookmark: _Toc68167530][bookmark: _Toc138668193]5.3.5	Spending Limit Report
This clause describes the signalling flow for the CHF to notify the changes of the status of a subscribed policy counter(s) available at the CHF for that subscriber. Alternatively, the signalling flow can be re-used by the CHF to provide one or more pending statuses for a subscribed policy counter together with the time that have to be applied.


Figure 5.3.5-1: Spending Limit Report procedure
1.	The CHF detects that status of a policy counter identifier(s) has changed and the PCF requested notification of changes in the status of a policy counter(s). Alternatively, if the CHF detects a policy counter status will change at a future point in time, the CHF shall be able to instruct the PCF to apply one or more pending statuses for a requested policy counter.
2.	When the status of a specific policy counter changes, or the CHF detects that a policy counter status will change at a future point in time and decides to instruct the PCF to apply one or more pending statuses for a requested policy counter, the CHF shall determine the PDU sessions impacted by the change (i.e. those PDU sessions that have subscribed to status change notifications for the changed policy counter) and/or the UE policy/AM Policy for the UE(s) impacted by the change (i.e. those UE/AM policies that have subscribed to status change notifications for the changed policy counter), and invoke Nchf_SpendingLimitControl_Notify service operation by sending the HTTP POST request with "{notifURI}/notify " as the request URI to the PCF associated with each affected PDU session and/or each affected UE. The request operation includes the subscriber Id "SUPI" and in the Event Information the updated policy counter status, optionally including pending policy counter statuses and their activation times for any of the subscribed policy counters.
3.	The PCF acknowledges the Nchf_SpendingLimitControl_Notify service operation. The PCF uses the status of the received policy counter(s) as input to its policy decision to apply operator defined actions, e.g. downgrade the QoS, and it shall ignore an unknown policy counter status report for all unknown policy counter identifiers in the Nchf_SpendingLimitControl_Notify service operation from the CHF.

*** Next Change ***
[bookmark: _Toc28005481][bookmark: _Toc36038153][bookmark: _Toc45133350][bookmark: _Toc51762180][bookmark: _Toc59016585][bookmark: _Toc68167555][bookmark: _Toc138668235]5.6.1.1	General
The procedures in this clause are performed when the UE initially registers with the network, when the UE registers with 5GS during the UE moving from EPS to 5GS and if there is no existing UE Policy Association, when the new AMF establishes the UE Policy Association with the new PCF during AMF relocation, or when interworking between 5GS and EPS if a UE Policy Container is received from the UE via SMF+PGW-C for URSP provisioning in EPS.
NOTE 1:	For details of the Nudr_DataRepository_Query/Update/Subscribe service operations refer to 3GPP TS 29.519 [12].
NOTE 2:	For details of the Npcf_UEPolicyControl_Create/Update service operations refer to 3GPP TS 29.525 [31].
NOTE 3:	For details of the Namf_Communication_N1N2MessageTransfer/N1N2MessageSubscribe/ N1MessageNotify service operations refer to 3GPP TS 29.518 [32].
NOTE 4:	For URSP provisioning in EPS the (V-)PCF for a PDU session replaces the AMF in the procedure described in clause 5.6.1.2.
NOTE 5:	For details of the Nchf_SpendingLimitControl_Subscribe/Notify service operations refer to 3GPP TS 29.594 [23].


*** Next Change ***
[bookmark: _Toc138668236]5.6.1.2	Non-roaming




Figure 5.6.1.2-1: UE Policy Association Establishment procedure - Non-roaming
1.	The AMF receives the registration request from the AN. 
	Based on local policy, and the authorized capabilities received from the UE (e.g. V2X capabilities and/or A2X capabilities and/or 5G ProSe capabilities), as defined in clause 4.2.2.1 of 3GPP TS 29.525 [31], the AMF decides to select and contact the PCF to create the UE policy association. The AMF invokes the Npcf_UEPolicyControl_Create service operation by sending an HTTP POST request to the "UE Policy Associations" resource as defined in clause 4.2.2.1 of 3GPP TS 29.525 [31].
-	For URSP provisioning in EPS, if the "EpsUrsp" feature is supported and a UE Policy Container is received from the UE via SMF+PGW-C, the PCF for a PDU session invokes the Npcf_UEPolicyControl_Create service operation by sending an HTTP POST request to the "UE Policy Associations" resource as defined in clause 4.2.2.1 of 3GPP TS 29.525 [31].
-	If the "EpsUrsp" feature is supported and the PCF for the PDU session determines that the 5GS to EPS mobility scenario applies as specified in clause 5.2.2.3, then PCF for the PDU session selects the PCF for the UE as described in clause 5.2.2.3, invokes the Npcf_UEPolicyControl_Create service operation as defined in clause 4.2.2.1 of 3GPP TS 29.525 [31] and retrieves from the UE policy association previously established in 5GS the available UE policy section(s) and/or triggers as defined in clause 4.2.2.1.1a of 3GPP TS 29.525 [31].
2-3.	If the PCF does not have the subscription data or the latest list of UPSIs for the UE, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "UEPolicySet" resource. The UDR sends an HTTP "200 OK" response to the PCF with the latest UPSIs and its content, and/or the subscription data.
	Additionally, if the "EnhancedBackgroundDataTransfer" feature defined in 3GPP TS 29.504 [27] is supported, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "Applied BDT Policy Data" resource to retrieve the applied BDT Policy Data. The UDR sends an HTTP "200 OK" response with the stored applied BDT Policy Data. And then, if the corresponding transfer policy is not locally stored in the PCF, the PCF invokes the Nudr_DataRepository_Query service operation by sending the HTTP GET request to the "IndividualBdtData" resource or the "BdtData" collection resource with the URI query parameter "bdt-ref-ids" as specified in 3GPP TS 29.519 [12], to retrieve the related Background Data Transfer policy information (i.e. Time window and Location criteria) stored in the UDR. The UDR sends an HTTP "200 OK" response to the PCF.
Additionally, if the "AfGuideURSP" feature is supported and URSPs are influenced by the AF, and/or V2XP and/or A2XP if the "A2X" feature is supported and/or the "ProSe" feature is supported and ProSeP policies may be delivered to the UE, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "Service Parameter Data" resource to retrieve the service parameter data. The UDR sends an HTTP "200 OK" response with the stored service parameter data.
Editor's Note:	It is FFS if both V2X and A2X subscription is available at same time for the UE.
Additionally, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "5GVnGroupsInternal" resource to retrieve the group configuration of the received 5G VN Group Id as specified in 3GPP TS 29.505 [47], if not internally available.
NOTE 1:	The PCF can internally store the retrieved 5G VN group configuration data for later use for other SUPIs that belong to the same Internal-Group-Id.
4-5.	The PCF may request notifications from the UDR on changes in the policy data subscription information (e.g, UE Policy Set resource), and in this case, the PCF shall invoke the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, if the "EnhancedBackgroundDataTransfer" feature defined in 3GPP TS 29.504 [27] is supported, to request notifications from the UDR on changes in the applied BDT Policy Data, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, if the PCF requests notifications from the UDR on changes in the service parameter data, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, to request notifications from the UDR on changes in the 5G VN group configuration data associated to each of the Internal-Group-Id provided to the PCF, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "SubscriptionDataSubscriptions" resource as specified in 3GPP TS 29.505 [47], if not internally available. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
6-7.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF, and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 5.3.2, and in this case, the PCF shall invoke the Nchf_SpendingLimitControl_Subscribe service operation by sending an POST request to the "Spending Limit Retrieval Subscriptions" resource. 
Additionally, if policy counter status reporting is already established for the subscriber, and the PCF determines that the status of additional policy counters are required, the PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 5.3.3, and in this case, the PCF shall invoke the Nchf_SpendingLimitControl_Subscribe service operation by sending the HTTP PUT request to the "Individual Spending Limit Retrieval Subscription" resource.
68.	The PCF determines whether and which UE policy has to be provisioned or updated as defined in clause 4.2.2.2.1 of 3GPP TS 29.525 [31], and may determine applicable Policy Control Request Trigger(s).
	The PCF determines whether and which ANDSP and/or URSP has to be provisioned or updated based on the NF service consumer inputs, the received list of UPSIs from the UE, if available, the UE Policy Sections stored in the UDR, if available, other received UE parameters, if available, the policy subscription and application data retrieved from UDR, if available, analytics information received from NWDAF (applicable to URSP), if available, and local policies as defined in clauses 4.2.2.2.1.1, 4.2.2.2.2 (for ANDSP) and/or 4.2.2.2.3 (for URSP) of 3GPP TS 29.525 [31].
	If the "V2X" feature is supported, the PCF determines whether the V2XP and the V2X N2 PC5 policy have to be provisioned as defined in clauses 4.2.2.2.1.2 and 4.2.2.3 of 3GPP TS 29.525 [31].
	If the "A2X" feature is supported, the PCF determines whether the A2XP and the A2X N2 PC5 policy have to be provisioned as defined in clauses 4.2.2.2.1.4 and 4.2.2.5 of 3GPP TS 29.525 [31].
	If the "ProSe" feature is supported, the PCF determines whether the ProSeP and the 5G ProSe N2 PC5 policy have to be provisioned as defined in clauses 4.2.2.2.1.3 and 4.2.2.4 of 3GPP TS 29.525 [31].
	In addition, the PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 2:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and messages 10 to 13 are thus executed one time.
-	If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and messages 10 to 13 are thus executed several times, one time for each UE policy information fragment.
79.	The PCF sends an HTTP "201 Created" response to the AMF with the Policy Control Request Trigger(s) if applicable, and potentially further information as defined in 3GPP TS 29.525 [31].
-	For URSP provisioning in EPS, if the PCF decided to provision or update the URSP in step 68, the PCF invokes the Npcf_UEPolicyControl_Create response service operation to provision or update the URSP and the PCF for the PDU session invokes the Npcf_UEPolicyControl_Update request service operation to forward the response of the UE to the PCF as specified in 3GPP TS 29.525 [31]. Steps 810-157 are not applicable for URSP provisioning in EPS.
810-911.	If the "ProSe" feature is supported for the Npcf_UEPolicyControl service and/or the "EpsUrsp" feature is supported for the Npcf_UEPolicyControl service and the UE indicated in step 1 that the UE supports URSP provisioning in EPS, the PCF may register with the BSF as the PCF serving this UE, if not already registered at the AM Policy Association establishment. This is performed by using the Nbsf_Management_Register operation, providing as inputs the SUPI, the GPSI, if available, and the PCF end points related to the Npcf_AMPolicyAuthorization service.
1012.	To subscribe to notifications of N1 message for UE Policy Delivery Result, or subsequent UE policy requests (e.g. for V2XP and/or A2XP and/or ProSeP), the PCF invokes Namf_Communication_N1N2MessageSubscribe service operation to the AMF by sending the HTTP POST method with the URI of the "N1N2 Subscriptions Collection for Individual UE Contexts" resource.
1113.	The AMF sends an HTTP "201 Created" response to the PCF.
1214.	If the PCF determines to provision or update the UE policy in step 68, the PCF sends the UE policy to the UE via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
	If the "V2X" feature is supported and the PCF determines to provision V2XP and V2X N2 PC5 policy in step 68, the PCF sends the V2XP to the UE and the V2X N2 PC5 policy to the NG-RAN via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
	If the "ProSe" feature is supported and the PCF determines to provision ProSeP and 5G ProSe N2 PC5 policy in step 68, the PCF sends the ProSeP to the UE and the5G ProSe N2 PC5 policy to the NG-RAN via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
	If the "A2X" feature is supported and the PCF determines to provision A2XP and A2X N2 PC5 policy in step 68, the PCF sends the A2XP to the UE and the A2X N2 PC5 policy to the NG-RAN via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
	The PCF can provision the UE policy (including V2XP and/or A2XP and/or ProSeP) and V2X N2 PC5 policy and/or A2X N2 PC5 policy and/or 5G ProSe N2 PC5 Policy in the same message.
1315.	The AMF sends a response to the Namf_Communication_N1N2MessageTransfer service operation.
1416.	When receiving the UE Policy container, the AMF forwards the response of the UE to the PCF using Namf_Communication_N1MessageNotify service operation.
1517.	The PCF sends a response to the Namf_Communication_N1MessageNotify service operation.
NOTE 3:	Steps 7 9 and 1012-157 are triggered by the Npcf_UEPolicyControl_Create request and can be received by the AMF in any order; e.g., all or some of the steps 1012-157 can be received by the AMF prior to step 79. Note that, to ensure the UE Policy delivery response within the N1MessageNotify is received, the PCF should wait for the reception of a successful N1N2MessageSubscribe response (step 1113) before sending the N1N2MessageTransfer request (step 1214).
1618-1719.	The PCF maintains the latest list of UE policy sections delivered to the UE (in step 1214) and updates the UE policy information for the subscriber including the latest list of UPSIs and its content in the UDR by invoking the Nudr_DataRepository_Update service operation.
-	If there is no UE policy information retrieved in step 3, the PCF sends an HTTP PUT request to the "UEPolicySet" resource, and the UDR sends an HTTP "201 Created" response.
[bookmark: _Hlk19527090]-	Otherwise, the PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "200 OK" or "204 No Content" response accordingly.
	If the "EpsUrsp" feature is supported for the Npcf_UEPolicyControl service and the UE indicated in step 1 that the UE supports URSP provisioning in EPS, the PCF shall update the UDR with the received UE support of URSP provisioning in EPS.

*** Next Change ***
[bookmark: _Toc28005490][bookmark: _Toc36038162][bookmark: _Toc45133359][bookmark: _Toc51762189][bookmark: _Toc59016594][bookmark: _Toc68167564][bookmark: _Toc138668244]5.6.2.2.1	General
The procedures in this clause are performed when the UE policy (roaming case) and/or Policy Control Request Trigger(s) are changed, and/or for notifying the AMF about a successful delivery of ANDSP/WLANSP to the UE.
NOTE 1:	For details of the Nudr_DataRepository_Update service operation refer to 3GPP TS 29.519 [12].
NOTE 2:	For details of the Npcf_UEPolicyControl_UpdateNotify service operation refer to 3GPP TS 29.525 [31].
NOTE 3:	For details of the Namf_Communication_N1N2MessageTransfer/N1MessageNotify service operations refer to 3GPP TS 29.518 [32].
NOTE 4:	When the UE Policy Association is for URSP provisioning in EPS the (V-)PCF for a PDU session replaces the AMF in the procedure described in clause 5.6.2.2.2.
NOTE 5:	For details of the Nchf_SpendingLimitControl_Subscribe/Notify service operations refer to 3GPP TS 29.594 [23].
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[bookmark: _Toc28005491][bookmark: _Toc36038163][bookmark: _Toc45133360][bookmark: _Toc51762190][bookmark: _Toc59016595][bookmark: _Toc68167565][bookmark: _Toc138668245]5.6.2.2.2	Non-roaming




Figure 5.6.2.2.2-1: PCF-initiated UE Policy Association Modification procedure – Non-roaming
1.	The PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, the applied BDT Policy Data is changed, or subscription data for the 5G VN group data is changed, or application detection, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE. 
NOTE 1:	When the external trigger affects more than one UE (e.g. when Network Performance is degraded in a network area info) the PCF will apply the next steps to all the affected active UE Policy Associations.
2-3. If the applied BDT policy Data is changed in step 1, and if the corresponding transfer policy is not locally stored in the PCF, the PCF sends the HTTP GET request to the "IndividualBdtData" resource to retrieve the related Background Data Transfer policy information (i.e. Time window and Location criteria) stored in the UDR. The UDR sends an HTTP "200 OK" response to the PCF.
4-5.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF, and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 5.3.2, and in this case, the PCF shall invoke the Nchf_SpendingLimitControl_Subscribe service operation by sending an POST request to the "Spending Limit Retrieval Subscriptions" resource. 
Additionally, if policy counter status reporting is already established for the subscriber, and the PCF determines that the status of additional policy counters are required, the PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 5.3.3, and in this case, the PCF shall invoke the Nchf_SpendingLimitControl_Subscribe service operation by sending the HTTP PUT request to the "Individual Spending Limit Retrieval Subscription" resource.
46.	The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or updated A2X N2 PC5 policy, if the "A2X" feature is supported and/or updated 5G ProSe N2 PC5 policy, if the "ProSe" feature is supported. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 8 in clause 5.6.1.2.
Editor's Note:	It is FFS if both V2X and A2X subscription is available at same time for the UE.
57.	If the PCF decided to update the Policy Control Request Trigger(s) in step64 or it needs to report the successful delivery of ANDSP/WLANSP to the AMF, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the callback URI "{notificationUri}/update".
-	For URSP provisioning in EPS, if the PCF decided to update the URSP in step 46, the PCF invokes the Npcf_UEPolicyControl_UpdateNotify request service operation to update the URSP and the PCF for the PDU session invokes the Npcf_UEPolicyControl_Update request service operation to forward the response of the UE to the PCF as specified in 3GPP TS 29.525 [31]. Step 7 9 is not applicable for URSP provisioning in EPS.
68.	The AMF sends an HTTP “204 No Content” response to the PCF.
79.	If the PCF decided to update the UE policy, V2X N2 PC5 policy and/or A2X N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step 46, steps 1214-15 17 as specified in Figure 5.6.1.2-1 are executed.
810-911.	If the PCF decided to update the UE policy in step 46, steps 5-6 in clause 5.6.2.1.2 are executed.
NOTE 2:	When the trigger to update the UE policy is AF-based service parameter provisioning as described in clause 5.5.8, the AF requested to be notified of the outcome of the UE Policy delivery and the PCF initiated step 7 based on the AF request, then steps 7 - 10 specified in clause 5.5.8 are executed.


*** Next Change ***
[bookmark: _Toc28005495][bookmark: _Toc36038167][bookmark: _Toc45133364][bookmark: _Toc51762194][bookmark: _Toc59016599][bookmark: _Toc68167569][bookmark: _Toc138668249]5.6.3.1.1	General
This procedure is performed when the UE deregisters from the network, when the UE deregisters from 5GS during the UE moving from 5GS to EPS or when the old AMF removes the UE Policy Association during AMF relocation. When the UE Policy Association is for URSP provisioning in EPS, and the "EpsUrsp" feature is supported for the Npcf_SMPolicyControl service, this procedure is also triggered when the PCF for the PDU session determines EPS to 5GS mobility applies based on the indication of RAT type and/or Access type change received from the SMF+PGW-C, or when the PCF for the PDU session receives the last SM policy association termination from the SMF+PGW-C.
NOTE 1:	The old AMF removes the UE Policy Association during AMF relocation when the old AMF decides that the the PCF instance Id is not sent to the new AMF (e.g. inter-AMF mobility with PLMN change, where the new PLMN is not an equivalent PLMN), or when the new AMF indicates to the old AMF that the received UE Policy Association will not be reused.
NOTE 2:	For details of the Nudr_DataRepository_Unsubscribe service operation refer to 3GPP TS 29.519 [12].
NOTE 3:	For details of the Npcf_UEPolicyControl_Delete service operation refer to 3GPP TS 29.525 [31].
NOTE 4:	For details of the Namf_Communication_N1N2MessageUnsubscribe service operation refer to 3GPP TS 29.518 [32].
NOTE 5:	When the UE Policy Association is for URSP provisioning in EPS the (V-)PCF for a PDU session replaces the AMF in the procedure described in clause 5.6.3.1.2.
NOTE 6:	For details of the Nchf_SpendingLimitControl_Unsubscribe service operations refer to 3GPP TS 29.594 [23].

*** Next Change ***
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Figure 5.6.3.1.2-1: AMF-initiated UE Policy Association Termination procedure – Non-roaming
1.	The AMF invokes the Npcf_UEPolicyControl_Delete service operation by sending the HTTP DELETE request to the "Individual UE Policy Association" resource to delete the policy context in the PCF.
2.	The PCF removes the policy context for the UE and sends an HTTP "204 No Content" response to the AMF.
3-4.	If this is the last UE Policy for this subscriber the Final Spending Limit Report Request as defined in clause 5.3.4 is sent. If any existing PDU sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Request as defined in clause 5.3.3 can be sent to alter the list of subscribed policy counters. This is performed by using the Nchf_SpendingLimitControl_Unsubscribe service operation.
35-46.	If the PCF has previously registered to the BSF as the PCF that is serving this UE, the PCF deregisters from the BSF if no AM Policy Association nor UE Policy Association for this UE exists anymore. This is performed by using the Nbsf_Management_Deregister service operation.
57.	To unsubscribe to notifications of N1 message for UE Policy Delivery Result, the PCF invokes Namf_Communication_N1N2MessageUnsubscribe service operation to the AMF by sending the HTTP DELETE method with the URI of the "N1N2 Individual Subscription" resource.
68.	The AMF sends an HTTP "204 No Content" response to the PCF.
NOTE 1:	Steps 57-6 8 are triggered by the Npcf_UEPolicyControl_Delete request and can be received by the AMF before step 2.
NOTE 2:	Steps 57-6 8 are not applicable for URSP provisioning in EPS.
79.	The PCF unsubscribes the notification of subscriber policy data modification from the UDR by invoking Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification.
-	The PCF invokes also the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications about applied BDT Policy Data changes and service parameter data changes at the UDR by sending an HTTP DELETE request to the "IndividualApplicationDataSubscription" resource if it has subscribed such notifications.
-	The PCF invokes also the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications about 5G VN group configuration data changes at the UDR by sending an HTTP DELETE request to the "IndividualSubscriptionDataSubscription" resource as specified in 3GPP TS 29.505 [47] if it has subscribed such notification.
NOTE 3:	The PCF will not invoke the Nudr_DataRepository_Unsubscribe service operation when the PCF has internally stored the retrieved 5G VN group configuration data for later use for other SUPIs that belong to the same Internal-Group-Id
810.	The UDR sends an HTTP "204 No Content" response to the PCF.

*** End of Changes ***
image1.emf
 

AMF  

8 . Deploy   A ccess and  M obility control policy    

1 . Npcf_ AMPolicyControl_ Create   request    

7 . Npcf_ AMPolicyControl_ Create   response  

UDR   (V - ) PC F  

2 . N udr_Data Repository_Query   request    

4 . N udr_DataRepository_Subscribe   reques t    

6 .   Policy Decision  

3 . N udr _Data Repository_Query response    

5 . N udr_DataRepository_Subscribe   response    

BSF  

7a . N b sf _ Management _ Register   request    

7b .  N b sf _ Management _ Register   response   r equest response    


oleObject1.bin


8. Deploy Access and Mobility control policy 







5. Nudr_DataRepository_Subscribe response











4. Nudr_DataRepository_Subscribe request











7b. Nbsf_Management_Register response requestresponse











7a. Nbsf_Management_Register request











7. Npcf_AMPolicyControl_Create response







6. Policy Decision







3. Nudr_DataRepository_Query response











2. Nudr_DataRepository_Query request











BSF







UDR







1. Npcf_AMPolicyControl_Create request











(V-)PCF







AMF












image2.emf
 

AMF  

9 . Deploy   A ccess and  M obility control policy    

1 . Npcf_ AMPolicyCont rol_ Create   request    

8 . Npcf_ AMPolicyControl_ Create   response  

UDR  

(V - ) PC F  

2 . N udr_Data Repository_Query   request    

4 . N udr_DataRepository_Subscribe   request    

7 .   Policy Decision  

3 . N udr_Data Re pository_Query response    

5 . N udr_DataRepository_Subscribe   response    

BSF  

8 a . N bsf _ Management_Register request    

8 b . N bsf _ Management_Register response  requestresponse    

CHF  

6 .   Intial/Intermediate Spending Limit Report  Retrieval  


oleObject2.bin


9. Deploy Access and Mobility control policy 







8b. Nbsf_Management_Register response requestresponse











8a. Nbsf_Management_Register request











8. Npcf_AMPolicyControl_Create response







7. Policy Decision







6. Intial/Intermediate Spending Limit Report Retrieval







5. Nudr_DataRepository_Subscribe response











4. Nudr_DataRepository_Subscribe request











3. Nudr_DataRepository_Query response











2. Nudr_DataRepository_Query request











CHF







UDR







BSF







1. Npcf_AMPolicyControl_Create request











(V-)PCF







AMF












image3.emf
 

5 .   Deploy  A ccess and  M obility control policy  

AMF  

2 .  N pcf_ AMPolicyControl_Update   request  

4 .  Npcf_ AMPolicyControl_Update   response  

1 .   A   poli cy control  request trigger is  triggered  

(V - ) PCF  

3 .   Policy Decision  

AF /NEF  

4a .  Npcf_AMPolicyAuthorization_Notify   request  

4 b .  Npcf_AMPolicyAuthorization_Notify   re sponse  


oleObject3.bin


4a. Npcf_AMPolicyAuthorization_Notify request







5. Deploy Access and Mobility control policy







4b. Npcf_AMPolicyAuthorization_Notify response







AF/NEF







3. Policy Decision







(V-)PCF







4. Npcf_AMPolicyControl_Update response







2. Npcf_AMPolicyControl_Update request







AMF







1. A policy control request trigger is triggered












image4.emf
 

6 .   Deploy  A ccess and  M obility control policy  

AMF  

2 .  Npcf_ AMPolicyControl_Update   request  

5 .  Npcf_ AMPolicyControl_Update   response  

1 .   A   poli cy control  request trigger is  riggered  

(V - ) PCF  

4 .   Policy Decision  

AF /NEF  

5 a .  Npcf_AMPolicyAuthorization_Notify   request  

5 b .  Npcf_AMPolicyAuthorization_Notify   response  

CHF  

3 .   Spending  Lim it R eport Retr ieval  


oleObject4.bin


3. Spending Limit Report Retrieval







CHF







5a. Npcf_AMPolicyAuthorization_Notify request







5b. Npcf_AMPolicyAuthorization_Notify response







5. Npcf_AMPolicyControl_Update response







4. Policy Decision







2. Npcf_AMPolicyControl_Update request







1. A policy control request trigger is riggered







(V-)PCF







6. Deploy Access and Mobility control policy







AF/NEF







AMF












image5.emf
 

New AMF  

( V - ) PCF  

3 . Npcf_ AMPolicyControl_ Update   Request  

5 . Npcf_ AMPolicyControl_ Update   R esponse  

Old A MF  

1. UE Cont ext retrieval from old AMF  

2.Decision   to establish  Policy Association  

6 .  Deploy   a ccess and  mobility control policy    

4. Policy decision  

AF/NEF  

5 a .  Npcf_AMPolicyAuthorization_Notify   request  

5 b .  Npcf_AMPolicyAuthorization_Notify   re sponse  


oleObject5.bin


AF/NEF







5b. Npcf_AMPolicyAuthorization_Notify response







5a. Npcf_AMPolicyAuthorization_Notify request







5. Npcf_AMPolicyControl_Update Response







4. Policy decision







3. Npcf_AMPolicyControl_Update Request







2.Decision to establish Policy Association







(V-)PCF







6. Deploy access and mobility control policy 







1.UE Context retrieval from old AMF







Old AMF







New AMF












image6.emf
 

New AMF  

( V - ) PCF  

3 . Npcf_ AMPolicyControl_ Update   Request  

6 . Npcf_ AMPolicyControl_ Update   R esponse  

Old AMF  

1. UE Context retrieval from old AMF  

2.Decision to establish  Policy Association  

7 .  Deploy   a ccess and  mobility control policy    

5 . Policy decision  

AF/NEF  

6 a .  Npcf_AMPolicyAuthorization_Notify   request  

6 b .  Npcf_AMPolicyAuthorization_Notify   response  

CHF  

4. S pending   Limit Report Retrieval  


oleObject6.bin


4. Spending Limit Report Retrieval







CHF







5. Policy decision







New AMF







AF/NEF







(V-)PCF







3. Npcf_AMPolicyControl_Update Request







2.Decision to establish Policy Association







1.UE Context retrieval from old AMF







6b. Npcf_AMPolicyAuthorization_Notify response







6a. Npcf_AMPolicyAuthorization_Notify request







6. Npcf_AMPolicyControl_Update Response







7. Deploy access and mobility control policy 







Old AMF












image7.emf
 

AMF  

5 . Deploy   A ccess and  M obility control policy    

1. t rigger  

3 . Npcf_ AMPolicyControl_ UpdateNotify   request    

4 . Npcf_ AMPolicyControl_ UpdateNotify   response  

( V - ) PC F  

2 .   Policy Decision  

AF/NEF  

4 a .  Npcf_AMPolicyAuthorization_Notify   request  

4 b .  Npcf_AMPolicyAuthorization_Notify   re sponse  


oleObject7.bin


4b. Npcf_AMPolicyAuthorization_Notify response







4a. Npcf_AMPolicyAuthorization_Notify request







AF/NEF







4. Npcf_AMPolicyControl_UpdateNotify response







3. Npcf_AMPolicyControl_UpdateNotify request











2. Policy Decision







1.trigger







(V-)PCF







5. Deploy Access and Mobility control policy 







AMF












image8.emf
 

AMF  

6 . Deploy   A ccess and  M obility control policy    

1. t rigger  

4 . Npcf_ AMPolicyControl_ UpdateNotify   request    

5 . Npcf_ AMPolicyControl_ UpdateNotify   response  

( V - ) PC F  

3 .   Policy Decision  

AF/NEF  

5 a .  Npcf_AMPolicyAuthorization_Notify   request  

5 b .  Npcf_AMPolicyAuthorization_Notify   response  

CHF  

2 . Spending  Limit Report Retrieval  


oleObject8.bin


2.Spending Limit Report Retrieval







CHF







1.trigger







3. Policy Decision







4. Npcf_AMPolicyControl_UpdateNotify request











5. Npcf_AMPolicyControl_UpdateNotify response







5a. Npcf_AMPolicyAuthorization_Notify request







5b. Npcf_AMPolicyAuthorization_Notify response







6. Deploy Access and Mobility control policy 







(V-)PCF







AF/NEF







AMF












image9.emf
 

AMF  

2 .  Remove   A ccess and  M obility control policy  

1 . Npcf_ AMPolicyControl_ De lete   request    

3 . Npcf_ AMPolicyControl_ Delete   response  

UDR   (V - ) PC F  

4 . N udr_DataRepository_ Unsubscribe   request    

5 . N udr_DataRepository_Unsubscribe response    

AF/NEF  

6 . N bsf_Management_Deregister request    

7 . N bsf_Management_Deregister response    

BS F  

8 .  Npcf_AMPolicyAuthorization_Notify request    

9 .  Npcf_AMPolicyAuthorization_Notify response    

1 0 .  Npcf_AMPolicyAuthorization_Delete  request    

1 1 .  Npcf_AMPolicyAuthorization_Delete  response    


oleObject9.bin


AF/NEF







11. Npcf_AMPolicyAuthorization_Delete  response











10. Npcf_AMPolicyAuthorization_Delete  request











9. Npcf_AMPolicyAuthorization_Notify response











8. Npcf_AMPolicyAuthorization_Notify request











BSF







UDR







(V-)PCF







7. Nbsf_Management_Deregister response











6. Nbsf_Management_Deregister request











5. Nudr_DataRepository_Unsubscribe response











4. Nudr_DataRepository_Unsubscribe request











3. Npcf_AMPolicyControl_Delete response







1. Npcf_AMPolicyControl_Delete request











2. Remove Access and Mobility control policy







AMF












image10.emf
 

AMF  

2 .  Remove   A ccess and  M obility control policy  

1 . Npcf_ AMPolicyControl_ Del ete   request    

4 . Npcf_ AMPolicyControl_ Delete   response  

UDR  

(V - ) PC F  

5 . N udr_DataRepository_ Unsubscribe   request    

6 . N udr_DataRepository_Unsubscribe response    

AF/NEF  

7 . N bsf_Management_Deregister request    

8 . N bsf_Management_Deregister response    

BSF  

9 .  Npcf_AMPolicyAuthorization_Notify request    

10 .  Npcf_AMPolicyAuthorization_Notify response    

1 1 .  Npcf_AMPolicyAuthorization_Delete  request    

1 2 .  Npcf_AMPolicyAuthorization_Delete  response    

CHF  

3 .  Spending Limit   Report  Ret rieva l  


oleObject10.bin


3. Spending Limit Report Retrieval







9. Npcf_AMPolicyAuthorization_Notify request











8. Nbsf_Management_Deregister response











7. Nbsf_Management_Deregister request











2. Remove Access and Mobility control policy







4. Npcf_AMPolicyControl_Delete response







CHF







1. Npcf_AMPolicyControl_Delete request











UDR







BSF







(V-)PCF







AF/NEF







12. Npcf_AMPolicyAuthorization_Delete  response











11. Npcf_AMPolicyAuthorization_Delete  request











10. Npcf_AMPolicyAuthorization_Notify response











6. Nudr_DataRepository_Unsubscribe response











5. Nudr_DataRepository_Unsubscribe request











AMF












image11.emf
 

3.  N chf _SpendingLimitControl_ Notify   response  

2.  N chf _SpendingLimitControl_ Notify   request    

1.  P olicy  C ounter  S tatus   change  

PCF  

CHF  


Microsoft_Word_97_-_2003_Document.doc


2. Nchf_SpendingLimitControl_Notify request











3. Nchf_SpendingLimitControl_Notify response







1. Policy Counter Status change







CHF







PCF












image12.emf
 

AMF  

1 . Npcf_ UE PolicyControl_ Cr eate   r equest  

7 . Npcf_ UE PolicyControl_ Create   r esponse  

PC F  

UDR  

6 .   Policy Decision  

2 .   N u dr_Da ta Repository_Query  r equest  

3 .   N udr_Data Repository_Query  r e sponse  

1 3 .   N amf_Comm uni cation_N1N2Mess a geTransfer   response  

1 4 .   N amf_ Communication_ N1MessageNotify   request  

1 2 .   N amf_   Communication_N1N2MessageTransfer  request  

1 5 .   N amf_Communication_N1MessageNotify response  

4 .   N udr_Data Repository_Subscribe request  

5 .   N udr_Data Repository_Subscribe re sponse  

1 6 .   N udr_Data Repository_Update request  

1 7 .   N udr_Data Repository_Update re sponse  

11 .   N a mf_Communication_N1N2MessageSubscribe  response  

10 .   N amf_   Communication_N1N2MessageSubscribe request  

BSF  

8 .   N bsf _ Manageme nt _ Register   request  

9 .   N bsf _ M anagement _ Register   re sponse  


oleObject11.bin


9. Nbsf_Management_Register response







7. Npcf_UEPolicyControl_Create response







8. Nbsf_Management_Register request







BSF







UDR







PCF







17. Nudr_DataRepository_Update response







16. Nudr_DataRepository_Update request







15. Namf_Communication_N1MessageNotify response







14. Namf_Communication_N1MessageNotify request







13. Namf_Communication_N1N2MessageTransfer response







12. Namf_ Communication_N1N2MessageTransfer request







5. Nudr_DataRepository_Subscribe response







4. Nudr_DataRepository_Subscribe request







3. Nudr_DataRepository_Query response







2. Nudr_DataRepository_Query request







6. Policy Decision







10. Namf_ Communication_N1N2MessageSubscribe request







11. Namf_Communication_N1N2MessageSubscribe response







1. Npcf_UEPolicyControl_Create request







AMF












image13.emf
 

AMF  

1 . Npcf_ UE Policy Control_ Create   r equest  

9 . Npcf_ UE PolicyControl_ Create   r esponse  

PC F  

UDR  

8 .   Policy Decision  

2 .   N udr_Data Repository_Query  r equest  

3 .   N udr_Data Repository_Query  r e sponse  

1 5 .   N amf_Communication_N1N2MessageTransfer   response  

1 6 .   N amf_ Communication_ N1MessageNotify   request  

1 4 .   N amf_   Communication_N1N2MessageTransfer  request  

1 7 .   N amf_Communication_N1MessageNotify response  

4 .   N udr _Data Repository_Subscribe request  

5 .   N udr_Data Repository_Subscribe re sponse  

1 8 .   N udr_Data Repository_Update reques t  

1 9 .   N udr_Data Repository_Update re sponse  

1 3 .   N amf_Communication_N1N2MessageSubscribe  response  

1 2 .   N amf_   Communication_N1N2MessageSubscribe request  

BSF  

10 .   N bsf _ Management_Register request  

11 .   N bsf _ Management_Register response  

CHF  

7 .   Nchf_SpendingLimitControl_Subscribe   re sponse  

6 .   Nchf_SpendingLimitControl_Subscribe   re sponse  


oleObject12.bin


9. Npcf_UEPolicyControl_Create response







6. Nchf_SpendingLimitControl_Subscribe response







7. Nchf_SpendingLimitControl_Subscribe response







CHF







8. Policy Decision







11. Nbsf_Management_Register response







10. Nbsf_Management_Register request







12. Namf_ Communication_N1N2MessageSubscribe request







13. Namf_Communication_N1N2MessageSubscribe response







14. Namf_ Communication_N1N2MessageTransfer request







15. Namf_Communication_N1N2MessageTransfer response







16. Namf_Communication_N1MessageNotify request







17. Namf_Communication_N1MessageNotify response







18. Nudr_DataRepository_Update request







19. Nudr_DataRepository_Update response







1. Npcf_UEPolicyControl_Create request







BSF







UDR







PCF







5. Nudr_DataRepository_Subscribe response







4. Nudr_DataRepository_Subscribe request







3. Nudr_DataRepository_Query response







2. Nudr_DataRepository_Query request







AMF












image14.emf
 

PCF  

AMF  

UDR  

8 .   N udr_Data Repository_ Update   r equest  

9 .   N udr_Data Repository_ Update   r esponse  

7 .  Perform step   12 - 1 5   as  specified in Figure   5.6 .1. 2 - 1    

1 . Trigger  

4 . Policy Decision  

5 . Npcf_ UEPolicyControl_UpdateNotify request  

6 . Npcf_ UEPolicyControl_UpdateNotify response  

2.   N udr_Data Repository_ Query   request  

3.   N udr _Data Repository_ Query   response  


oleObject13.bin


7. Perform step 12-15 as specified in Figure 5.6.1.2-1 







6. Npcf_UEPolicyControl_UpdateNotify response







5. Npcf_UEPolicyControl_UpdateNotify request







4. Policy Decision







2. Nudr_DataRepository_Query request







3. Nudr_DataRepository_Query response







8. Nudr_DataRepository_Update request







9. Nudr_DataRepository_Update response







1. Trigger







UDR







AMF







PCF












image15.emf
 

PCF  

AMF  

UDR  

10 .   N udr_Data Repository_ Update   r equest  

11 .   N udr_Data Repository_ Update   r esponse  

9 .  Perform step   12 - 1 5   as specified in Figure   5.6 .1. 2 - 1    

1 . Trigger  

6 . Policy Decision  

7 . Npcf_ UEPolic yControl_UpdateNotify request  

8 . Npcf_ UEPolicyControl_UpdateNotify response  

2.   N udr_Data Repository_ Query   request  

3.   N udr_Data Repository_ Query   response  

CHF  

4.   Nchf_SpendingLimitControl_Subscribe   request  

5.   Nchf_SpendingLimitControl_Subscribe   response  


oleObject14.bin


5. Nchf_SpendingLimitControl_Subscribe response







9. Perform step 12-15 as specified in Figure 5.6.1.2-1 







4. Nchf_SpendingLimitControl_Subscribe request







3. Nudr_DataRepository_Query response







6. Policy Decision







7. Npcf_UEPolicyControl_UpdateNotify request







8. Npcf_UEPolicyControl_UpdateNotify response







11. Nudr_DataRepository_Update response







10. Nudr_DataRepository_Update request







CHF







2. Nudr_DataRepository_Query request







UDR







1. Trigger







PCF







AMF












image16.emf
 

AMF  

1 .  Npcf_ UE PolicyControl_ Delete   r equest  

2 .  Npcf_ UE PolicyCont rol_ Delete   response  

      PCF  

UDR  

7 .   N udr_Data Repository_Unsubscribe request  

8 .   N udr_Data Repository_U nsu bscribe re sponse  

6 .   N amf_Communication_N1N2MessageUnsubscribe response  

5 .   N amf_   Communication_N1N2MessageUnsubscribe request  

BSF  

3 .   N bsf _ Management _ Der egister   request  

4 .   N bsf_ Management_ D r egister   re sponse  


oleObject15.bin


4. Nbsf_Management_Dregister response







3. Nbsf_Management_Deregister request







6. Namf_Communication_N1N2MessageUnsubscribe response







5. Namf_ Communication_N1N2MessageUnsubscribe request







8. Nudr_DataRepository_Unsubscribe response







7. Nudr_DataRepository_Unsubscribe request







BSF







2. Npcf_UEPolicyControl_Delete response







1. Npcf_UEPolicyControl_Delete request







UDR







    PCF







 







 







AMF












image17.emf
 

AMF  

1 .  Npcf_ UE PolicyControl_ Delete   r equest  

2 .  Npcf_ UE PolicyCont rol_ Delete   response  

PCF  

UDR  

9 .   N udr_Data Repository_Unsubscribe request  

10 .   N udr_Data Repository_U nsu bscribe re sponse  

8 .   N amf_Communication_N1N2MessageUnsubscribe response  

7 .   N amf_   Communication_N1N2MessageUnsubscribe request  

BSF  

5 .   N bsf _ Management _ Der egister   request  

6 .   N bsf_ Management_ D r egister   re sponse  

CHF  

3 .   Nchf_SpendingLimitControl_Unsubscribe   request  

4 .   Nchf_SpendingLimitControl_Unsubscribe   re sponse  


oleObject16.bin


10. Nudr_DataRepository_Unsubscribe response







9. Nudr_DataRepository_Unsubscribe request







6. Nbsf_Management_Dregister response







5. Nbsf_Management_Deregister request







4. Nchf_SpendingLimitControl_Unsubscribe response







3. Nchf_SpendingLimitControl_Unsubscribe request







BSF







UDR







CHF







PCF







7. Namf_ Communication_N1N2MessageUnsubscribe request







8. Namf_Communication_N1N2MessageUnsubscribe response







2. Npcf_UEPolicyControl_Delete response







1. Npcf_UEPolicyControl_Delete request







AMF












