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1. Introduction
The clauses of the new TS 29.583 documenting the PIN Server APIs need to be defined.
2. Reason for Change
Update the Reference, Definitions and abbreviations clauses, and define the Overview clause of the new TS 29.583.
3. Conclusions
N/A
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.583-010.
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[bookmark: _Toc133313331][bookmark: _Toc133313336]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: _MCCTEMPBM_CRPT13930000___5][2]	3GPP TS 29.122: "T8 reference point for Northbound Application Programming Interfaces (APIs)".
[3]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[4]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[5]	3GPP TR 21.900: "Technical Specification Group working methods".
[6]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[7]	3GPP TS 23.433: "Service Enabler Architecture Layer for Verticals (SEAL); Data Delivery enabler for vertical applications".
[8]	3GPP TS 33.434: "Service Enabler Architecture Layer for Verticals (SEAL); Security Aspects".
[96]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[bookmark: _Hlk506360308][107]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[118]	3GPP TS 33.122: "Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs".
[129]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[1310]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[1411]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[1512]	IETF RFC 7807: "Problem Details for HTTP APIs".
[136]	3GPP TS 23.542: "Application layer support for Personal IoT Network".
[14]	3GPP TS 23.501: " System architecture for the 5G System (5GS); Stage 2".
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[bookmark: _Toc27161484][bookmark: _Toc133313332]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc2086438][bookmark: _Toc27161485][bookmark: _Toc133313333]3.1	DefinitionsTerms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
PIN enabler: Refers to the overall functionality provided by the entities such as PIN Client, PIN Gateway Client, PIN Management Client, and PIN server in support of applications.
Personal IoT Network (PIN): A configured and managed group of PIN Element(s) that are able to communicate with each other directly, communicate with each other via PIN Element(s) with Gateway Capability (i.e. PEGC(s)), or use a PEGC to communicate with devices or servers that are outside of the PIN via the 5G network. A PIN includes at least one PEGC and is managed by PIN Element(s) with Management Capability (i.e. PEMC(s)) with the support by an AF if AF is deployed.
PIN Element (PINE): A UE or non-3GPP device that can communicate within a PIN (via PINE-to-PINE direct connection or PINE-to-PINE indirect connection), or outside the PIN via a PEGC and 5GC.
PIN Element with Gateway Capability (PEGC): A PIN Element with the ability to provide DN connectivity via the 5G network for other PIN Elements and/or is able to provide relay functionality for communication between PIN Elements. Only a UE is able to act as a PEGC.
PIN Element with Management Capability (PEMC): A PIN Element with capability to manage the PIN.
NOTE 1:	A UE that is a PIN Element may both act as PEMC and PEGC.


*** Next Change ***
[bookmark: _Toc133313334]3.2	Symbols
Void.For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

*** Next Change ***
[bookmark: _Toc2086440][bookmark: _Toc27161487][bookmark: _Toc133313335]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
PEMC	PIN Element with Management Capability
PEGC	PIN Element with Gateway Capability
PIN	Personal IoT Network
PINAPP	Personal IoT Network Application
PINE	PIN Element


*** Next Change ***
4	Overview
This clause will introduce the Interface/APIs specified in this document.
It will include the relevant architecture aspects of the interface.
The Personal IoT Network (PIN) Server forms part of the Application layer support for Personal IoT Networks defined in 3GPP TS 23.542 [13]. It is aimed ar supporting server-side functionalities required for managing the PIN. The PIN Server provides the following functionalities:
-	support PIN discovery and application server discovery; and
-	support PIN service continuity of PEGC relocation or changing to 5GS communication.
Figure 4-1 shows the reference point representation of the architecture for Personal IoT Network Application:


Figure 4-1: PINAPP architecture
The PIN elements contains PIN client and/or application clients. The PIN Element with gateway capability (PEGC) performs the role of an entity supporting gateway capability for PIN. The PIN Element with management capability (PEMC) performs the role of an entity supporting management capability for PIN.
PIN-9 reference point exists between the application server and PIN server for the interactions related to enabling PINAPP.
NOTE 1:	It is possible that an application client on PIN elements can communicate with application server directly via 5GS or indirectly via PEGC.
The Figure 4-2 shows the application architecture to enable authorized user to access services provided by PIN element behind the PEGC. For simplicity, not all functional elements of Figure 4-2 are shown in below Figure 4-2.


Figure 4.2-2: PINAPP architecture of User accessing services provided by PIN Element from outside the PIN
The interactions between PEGC and PIN client of the authorized user are supported over interface PIN-11. The interactions between PEMC and PIN client of the authorized user are supported over interface PIN-12. The authorized user uses PIN-12 to configure the policies in a PIN.
PIN-11 reference point exists between the PEGC and PIN client from outside the PIN to access the services provided by PIN elements within the PIN.
PIN-12 reference point exists between the PEMC and PIN client for configuring and managing the PIN from outside the PIN.
PIN-11 and PIN-12 reference points utilize Uu reference point as described in 3GPP TS 23.501[14].
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