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	Reason for change:
	In 4.4.35, 
· the initial negotiation procedure description says the "selectedPolicy" attribute in the HTTP PATCH could be set to value "0", however the value "0" only applies to the re-negotication procedure, therefore there is no point setting value "0" during the initial negotiation procedure.
· There is a repeated description at the end of the clause, "The AF may also request to disable/enable the PDTQ warning notification".

In 5.31.3.3.3,
· There is a NOTE associated with selectedPolicy attribute in Pdtq data type definition in Table 5.31.3.3.2-1, indicating the value "0" indicates that no PDTQ policy is selected. Such NOTE also applies to selectedPolicy attribute in PdtqPatch data type definition in Table 5.31.3.3.3-1.


	
	

	Summary of change:
	1. In the initial negotiation procedure description in 4.4.35, remove the description related to "selectedPolicy" attribute with value "0 and the PDTQ warning notification indication.
2. Add a NOTE for selectedPolicy attribute in Table 5.31.3.3.3-1, indicating the value "0" indicates that no PDTQ policy is selected.
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Additional discussion(if needed):
Proposed changes:
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[bookmark: _Toc136554468][bookmark: _Toc138752516][bookmark: _Toc11247932][bookmark: _Toc27045114][bookmark: _Toc36034165][bookmark: _Toc45132313][bookmark: _Toc49776598][bookmark: _Toc51747518][bookmark: _Toc66361100][bookmark: _Toc68105605][bookmark: _Toc74756237][bookmark: _Toc105675114][bookmark: _Toc112943379]4.4.35	Procedures for negotiation of planned data transfer with QoS requirements
These procedures are used by an AF to perform negotiation of a viable time window for the planned application data transfer via the support of the NEF.
In order to create a resource for the PDTQ policy, the AF shall send an HTTP POST message to the NEF for the "PDTQ Policy Subscriptions" resource to negotiate the PDTQ policy. The body of the HTTP POST message shall include the ASP Identifier, Number of UEs, the list of Desired Time Windows, QoS reference or individual QoS parameters and optionally network area information and Alternative Service Requirements. The AF may also include a notification URI and a request to enable the PDTQ warning notification during the planned data transfer policy negotiation.
After receiving the HTTP POST message, if the AF is authorized, the NEF may map the information received from the AF (e.g. QoS reference and network area information) based on local policies and negotiate the PDTQ policy with the PCF as described in 3GPP TS 29.543 [68]. After receiving the response including the determined PDTQ policies from the PCF, the NEF shall create an "Individual PDTQ Policy Subscription" resource which represents the PDTQ subscription, addressed by an URI that contains the AF identifier and a NEF-created subscription identifier, and shall respond to the AF with a 201 Created message, including a Location header field containing the URI for the created resource and a message body, which shall also include a PDTQ Reference ID and a set of PDTQ policies. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this PDTQ subscription. If the NEF receives a response with an error code from the PCF, the NEF shall not create the resource and shall respond to the AF with a corresponding failure code as described in clause 5.31.5.
If more than one policy is included in the HTTP response, the AF shall send an HTTP PATCH  message to inform the NEF for the "Individual PDTQ Subscription" resource of the PDTQ policy selected by the AF. If the selected policy is set to value "0" within the "selectedPolicy" attribute in the HTTP PATCH message, it implies no transfer policy is selected by the AF. The AF may also request to disable/enable the PDTQ warning notification. The AF may also send an HTTP PATCH to request to disable/enable the PDTQ warning notification at any moment.
After receiving the HTTP PATCH message, the NEF shall send an HTTP response to the AF with a "200 OK" status code and shall include the Pdtq data type in the response body, or with a "204 No Content" status code, then the NEF shall interact with the PCF as defined in 3GPP TS 29.543 [68]. If the NEF identifies any error (e.g. selected policy is not within the set of PDTQ policies), the NEF shall not update the resource and shall respond to the AF with a corresponding failure code as described in clause 5.31.5.
Editor's Note:	Support of the PUT method to update an existing "Individual PDTQ Policy Subscription" resource e.g. to renegotiate the different time window as indicated in 3GPP TS 23.503 [14] is FFS.
When the NEF receives the PDTQ warning notification from the PCF as defined in clause 5.2.2.4.2 of 3GPP TS 29.543 [68] and the "warnNotifEnabled" attribute was set to true, the NEF shall send an HTTP POST message including the Notification data structure to the AF identified by the notification destination URI received during the planned data transfer policy negotiation. The AF shall respond with an HTTP response to confirm the received notification. The AF may select one policy from the candidate PDTQ policies if provided in the notification by using the HTTP PATCH message. If the selected policy is set to value "0" within the "selectedPolicy" attribute in the HTTP PATCH message, it implies no PDTQ policy is selected by the AF. The AF may also request to disable/enable the PDTQ warning notification by including the "warnNotifEnabled" attribute in the HTTP PATCH message.
[bookmark: _Hlk491346764]The AF may also send an HTTP DELETE message to the NEF for the "Individual PDTQ Policy Subscription" resource requesting to remove an individual resource identified by the URI received in the response to the request that has created resource a URI. After receiving such request, the NEF shall delete the resource and send an HTTP response to the AF with a corresponding status code.
NOTE:	The NEF can also remove the resource when the last window end time in PDTQ policies expires.
*** 2nd Change ***
[bookmark: _Toc129203236][bookmark: _Toc136555562][bookmark: _Toc138753610]5.31.3.3.3	Type: PdtqPatch
This type represents the updated PDTQ information provided by the AF to the NEF. The structure is used for HTTP PATCH request.
Table 5.31.3.3.3-1: Definition of type PdtqPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	selectedPolicy
	integer
	O
	0..1
	Identity of the selected PDTQ policy.
(NOTE)
	

	warnNotifEnabled
	boolean
	O
	0..1
	Indicates whether the PDTQ warning notification is enabled.

- true: the PDTQ warning notification is enabled;
- false: the PDTQ warning notification is not enabled.
	

	notificationDestination
	Link
	O
	0..1
	Contains the URI to receive the PDTQ policy notification from the NEF.
	

	NOTE:	The value "0" indicates that no PDTQ policy is selected.



*** End of Changes ***

